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Package Contents

Contents of Package:

[ ] D-Link AirPremier MAG DWL-AG660
11a/11g Dualband (2.4GHz/5GHz)

Wireless 108Mbps Cardbus Adapter
u Manual, Warranty and Drivers on CD
u Printed Quick Installation Guide

If any of the above items are missing, please contact your reseller.

System Requirements for Configuration:
B Alaptop computer with an available 32-bit Cardbus slot

B Windows XP/2000
B At least 128MB of memory and a 500MHz processor
|

An 802.11a, 802.11b or 802.11g access point (for Infrastruc-
ture mode) or another 802.11a, 802.11b, or 802.11g wireless
adapter (for Ad-Hoc; Peer-to-Peer networking mode).

*Due to DFS(Dynamic Frequency Selection), 802.11a SSID broadcast(adhoc mode) is always disabled.
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Introduction

At up to fifteen times the speed of previous wireless devices (up to 108Mbps in
Super AG mode), you can work faster and more efficiently, increasing productivity.
With the DWL-AG660, bandwidth-intensive applications like graphics or
multimedia will benefit significantly because large files are able to move across
the network quickly.

Inclusion of all three standards (802.11g; 802.11a; 802.11b) means that the
DWL-AG660 is versatile enough to allow connection to almost any 802.11
network or device.

The DWL-AG660 has the newest, strongest and most advanced security features
available today. When used with other 802.11 WPA (Wi-Fi Protected Access)/
WPA2(Wi-Fi Protected Access 2™) and 802.1X compatible products in a
network with a RADIUS server, the security features include:

WPA/WPA2: Wi-Fi Protected Access/Wi-Fi Protected Access 2™ which
authorizes and identifies users based on a secret key that changes
automatically at regular intervals. WPA/WPA2 uses TKIP (Temporal
Key Integrity Protocol) to change the temporal key every 10,000 packets
(a packet is a kind of message transmitted over a network.) This ensures
much greater security than the standard WEP security. (By contrast,
the previous WEP encryption implementations required the keys to be
changed manually.)

802.1X: Authentication which is a first line of defense against intrusion. In the
authentication process, the Authentication Server* verifies the identity
of the client attempting to connect to the network. Unfamiliar clients would
be denied access.

For home users that will not incorporate a RADIUS server in their network, the
security for the DWL-AG660, used in conjunction with other WPA/WPA2-
compatible 802.11 products, will still be much stronger than ever before. Utilizing
the Pre- Shared Key mode of WPA/WPA2, the DWL-AG660 will obtain a new
security key every time it connects to the 802.11 network. You only need to
input your encryption information once in the configuration menu. No longer will
you have to manually input a new WEP key frequently to ensure security. With
the DWL-AG660, you will automatically receive a new key every time you
connect, vastly increasing the safety of your communication.

*Not all servers can provide Authentication



Featu res

Faster Wireless Networking with speeds up to 108Mbps in Turbo

mode - Faster data transfers mean increased productivity. With the

DWL-AG660 in your computer, you will have the flexibility of wireless

networking speeds that save you time and money.

* |EEE 802.11a standard to provide wireless 54Mbps data rate, and
up to 108Mbps (only for USA and Singapore) if enable Super A/G
mode with D-Link AirPremier™AG and AirPlus XtremeG " products.

* |EEE 802.11g standard to provide wireless 54Mbps data rate, and
up to 108Mbps if enable Super A/G mode with with D-Link
AirPremier™MAG and AirPlus XtremeG'" products.

* D-Link 108AG performance results are based on testing with other
D-Link 108AG enabled devices utilizing Packet Bursting,
FastFrames, Turbo Mode and Compression techniques. Data
already compressed may not benefit from the D-Link 108AG
compression technique.

B Compatible with 802.11a, 802.11b and 802.11g Devices - Fully com-
patible with the IEEE 802.11a, 802.11b and 802.11g standards, the DWL-
AG660 can connect with existing 802.11b, 802.11g- or 802.11a- com-
pliant routers, access points and cards. That means you can still com-
municate with colleagues and friends while you have the ability to link to
even more wireless networks.

B Better Security with 802.1X and WPA/WPA2 -With the DWL-AG660
in your laptop computer you can securely connect to a wireless net-
work using 802.1x for wireless authentication, as well as WPA (Wi-Fi
Protected Access)/WPA2(Wi-Fi Protected Access 2™) providing you a
much higher level of security for your data and communication than has
previously been available.

B Versatility - The DWL-AG660 is fully compatible with IEEE 802.11a
and 802.11b standards, making it interoperable with 802.11a and 802.
11b wireless routers and access points in your office, home or at public
wireless hotspots.

B 32-bit Cardbus Performance/Plug & Play Connectivity -The DWL-
AG660 is a powerful 32-bit Cardbus adapter that installs quickly and
easily into laptop computers, and when used with other D-Link Air Pre-
mier™AG products will automatically connect to the network out of the
box.

B Wi-Fi CERTIFIED™ for WMM™ (Wi-Fi Multimedia) — The DWL-
AG660 delivers quality of service (QoS) for voice, audio, and video
use over wireless networks. It will prioritizing packets with voice,
audio, and video data and make sure these packets are delivered
ahead of less important traffic. This is a built in feature under Window

2000 and XP. 5



LEDs

LED stands for Light-Emitting Diode. The DWL-AG660 has the following LEDs:

Activity
A blinking light indicates data is being
transmitted

Link
A steady light indicates a connection to an
access point

Wireless Basics

D-Link wireless products are based on industry standards to provide easy-to-
use and compatible high-speed wireless connectivity within your home, business
or public access wireless networks. D-Link wireless products will allow you
access to the data you want, when and where you want it. You will be able to
enjoy the freedom that wireless networking brings.

A wireless local area network (WLAN) is a computer network that transmits
and receives data with radio signals instead of wires. WLANs are used
increasingly in both home and office environments, and public areas such as
airports, coffee shops and universities. Innovative ways to utilize WLAN
technology are helping people to work and communicate more efficiently.
Increased mobility and the absence of cabling and other fixed infrastructure
have proven to be beneficial for many users.

Wireless users can use the same applications they use on a wired network.
Wireless adapter cards used on laptop and desktop systems support the same
protocols as Ethernet adapter cards.



Wireless Basics (continued)

People use WLAN technology for many different purposes:

Mobility — Productivity increases when people have access to data in any
location within the operating range of the WLAN. Management decisions based
on real-time information can significantly improve worker efficiency.

Low Implementation Costs — WLANSs are easy to set up, manage, change
and relocate. Networks that frequently change can benefit from WLANSs ease of
implementation. WLANSs can operate in locations where installation of wiring
may be impractical.

Installation and Network Expansion - Installing a WLAN system can be
fast and easy and can eliminate the need to pull cable through walls and ceilings.
Wireless technology allows the network to go where wires cannot go - even
outside the home or office.

Inexpensive Solution —Wireless network devices are as competitively priced
as conventional Ethernet network devices.

Scalability — WLANs can be configured in a variety of ways to meet the needs
of specific applications and installations. Configurations are easily changed and
range from Peer-to-Peer networks suitable for a small number of users to larger
Infrastructure networks to accommodate hundreds or thousands of users,
depending on the number of wireless devices deployed.

The DWL-AG660 is compatible with the following wireless products:

® D-Link AirPremier AG DWL-AG530
Wireless PCI Adapters used with desktop computers

B D-Link AirPremier AG DWL-7100AP
Wireless Access Points

B D-Link AirPremier AG DI-784
Wireless Broadband Routers

B The DWL-AG660 is also interoperable with other 802.11a, 802.11g
and 802.11b standards-compliant devices.



Wireless Basics (continued)

Standards-Based Technology

The DWL-AG660 Wireless Cardbus Adapter utilizes the 802.11a, 802.11b and
802.11g standard.

The IEEE 802.119g standard is an extension of the 802.11b standard. It increases
the data rate up to 54 Mbps within the 2.4GHz band utilizing OFDM technology.

This means that in most environments, within the specified range of this device,
you will be able to transfer large files quickly or even watch a movie in MPEG
format over your network without noticeable delays. This technology works by
transmitting high-speed digital data over a radio wave utilizing OFDM (Orthogonal
Frequency Division Multiplexing) technology. OFDM works by splitting the radio
signal into multiple smaller sub-signals that are then transmitted simultaneously
at different frequencies to the receiver. OFDM reduces the amount of crosstalk
(interference) in signal transmissions. The D-Link DWL-AG660 will automatically
sense the best possible connection speed to ensure the greatest speed and
range possible.

802.119 offers the most advanced network security features available today,
including: WPA , WPA2, 802.1x, TKIP, AES and Pre-Shared Key mode.

The DWL-AG660 is backwards compatible with 802.11b devices. This means
that if you have an existing 802.11b network, the devices in that network will be
compatible with 802.11g devices at speeds up to 11Mbps in the 2.4GHz range.



Wireless Basics (continued)

Installation Considerations

The D-Link AirPremier™AG DWL-AG660 lets you access your network, using a
wireless connection, from virtually anywhere within its operating range. Keep in
mind, however, that the number, thickness and location of walls, ceilings, or
other objects that the wireless signals must pass through, may limit the range.
Typical ranges vary depending on the types of materials and background RF
(radio frequency) noise in your home or business. The key to maximizing
wireless range is to follow these basic guidelines:

Keep the number of walls and ceilings between the DWL-AG660 and
other network devices to a minimum - each wall or ceiling can reduce
your DWL-AG660's range from 3-90 feet (1-30 meters.) Position your
devices so that the number of walls or ceilings is minimized.

Be aware of the direct line between network devices. A wall that is 1.5
feet thick (.5 meters), at a 45-degree angle appears to be almost 3 feet
(1 meter) thick. At a 2-degree angle it looks over 42 feet (14 meters)
thick! Position devices so that the signal will travel straight through a
wall or ceiling (instead of at an angle) for better reception.

Building materials can impede the wireless signal - a solid metal door
or aluminum studs may have a negative effect on range. Try to position
wireless devices and computers with wireless adapters so that the signal
passes through drywall or open doorways and not other materials.

Keep your product away (at least 3-6 feet or 1-2 meters) from electrical
devices or appliances that generate RF noise.



Getting Started

There are basically two modes of networking:

B |nfrastructure — using an access point or wireless router
such as the DWL-7100AP.

B Ad-Hoc*- directly connecting to another computer, for Peer-
to-Peer communication, using wireless network adapters on

each computer, such as two or more DWL-AG660 Wireless
Cardbus Adapters.

On the following pages we will show you an example of an Infrastructure
Network and an Ad-Hoc Network.

An Infrastructure network contains an access point or a wireless router.
The Infrastructure Network example shown on the following page contains

the following D-Link network devices (your existing network may be
comprised of other devices):

B Awireless router - D-Link AirPremier "AG DI-784

B Alaptop computer with a wireless adapter -
D-Link Air PremierAG DWL-AG660

B Adesktop computer with a wireless adapter -
D-Link Air Premier "AG DWL-AG530

B AADSL modem - D-Link DSL-300T

*Due to DFS(Dynamic Frequency Selection), 5GHz Ad-Hoc mode is always disable in EEC countries.
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Getting Started (continued)

Setting up a Wireless Infrastructure Network

| ® @
@‘r_\ DWL-AG530
Radiies Server ! ) - with Desktop P

(Optionaly

®

DWL-AG660

Computer 1 with Laptop PL

You will need broadband Internet access (a Cable or DSL-subscriber line
into your home or office).

e Consult with your Cable or DSL provider for proper installation of the modem.

e Connect the Cable or DSL modem to your broadband router. (See the
Quick Installation Guide included with your router).

Install the D-Link AirPremier™AG DWL-AG530 Wireless PCI Adapter into
an available PCI slot on your desktop computer.
(See the Quick Installation Guide included with the network adapter).

Install the D-Link DWL-AG660 Wireless Cardbus Adapter into a laptop
computer.
(See the Quick Installation Guide included with the DWL-AG660).

If you wish, you may connect a computer that is equipped with an Ethernet
network adapter (such as a DFE-528TX) to the router also.

A RADIUS server is optional. Connect a RADIUS server to your network
to use all the features of WPA. (Without a RADIUS server you can still use
the WPA Pre-Shared Key mode.) RADIUS Authentication can also be
provided by another service provider over the Internet and remote to your
network site.

11



Getting Started (continued)

Setting up a Wireless Ad-Hoc Network

DWL-AG660

&
&

o Install the D-Link DWL-AG530 Wireless PCI Adapter into the desktop
computer. (See the Quick Installation Guide included with the DWL-
AG530).

e Install the DWL-AGG660 into a laptop computer. (See the Quick
Installation Guide included with the DWL-AG660).

9 Set the wireless configuration for the adapters to Ad-Hoc mode, set
the adapters to the same channel, and assign an IP address to each
computer on the Ad-Hoc network. (See box below).

IP Address

When assigning IP addresses to the computers on the network, please
remember that the IP address for each computer must be in the same
IP address range as all the computers in the network, and the subnet
mask must be exactly the same for all the computers in the network.

For example: If the first computer is assigned an IP address of 192.168.0.2
with a subnet mask of 255.255.255.0, then the second computer can be
assigned an IP address of 192.168.0.3 with a subnet mask of 255.255.255.
0, etc.

IMPORTANT: If computers or other devices are assigned the same IP
address, one or more of the devices may not be visible on the network.

12



Using the Configuration Utility

D-Link AirPremier™ AG DWL-AG660 uses the Configuration Utility as the
management software. The utility provides the user an easy interface to change
any settings related to the wireless adapter. After you have completed the
installation of the DWL-AG660 (refer to the Quick Installation Guide that came
with your purchase) whenever you start the computer, the Configuration Utility
starts automatically and the system tray icon is loaded in the toolbar (see
illustration below*.) Clicking on the utility icon will start the Configuration Utility.
Another way to start the Configuration Utility is to click on Start>Programs>
D-Link AirPremier™AG > D-Link AirPremier ™AG Utility.

If you are using Windows XP, you can use either the Zero Configuration Utility
or the D-Link Configuration Utility.

To use the D-Link Configuration Utility with XP, right-click
on the wireless network icon in the taskbar in the lower g

right-hand corner of your computer screen.

In the window that appears, select

View Available Wireless Networks & Wireless Hetwork Cannection 3 Properties [ [
and click the Advanced button. The (i Hetwak=) vanced
screen at rlg ht Wl” appear -4 [ o Ay ot g pesedss roetmct ., neliengel )
Frwidabe el
X T conrect o an avalible netmork, chck, Configue.
Select the Wireless Networks tab. | mashatarauam | [ comagse |
i
i | | Pabesh
Uncheck the box in the properties window Erafenec stk s
that enables windows configuration. et T AL s

To access the WPA/WPA2 security

features of the DWL-AG660 you must [aw ]

install the Aegis software (included on T e — e
the installation CD) before inserting the ma L Aanced |
Adapter into your laptop computer.

Lok J| Coecd |

After you have done this, you can then use the D-Link - = ——
Configuration Utility with XP by clicking on the D-Link = o
Configuration Utility icon. *Conﬁguﬁn Ty oo

in the system tray

If the icon does not display in the taskbar, then click on
this icon on your desktop to open.
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Using the Configuration Utility (continued)

After clicking on the Configuration Utility icon, the Link Info screen will display
the settings for the DWL-AG660:

Status: ;
Displays the MAC address of [,_._. I

the access point or router to

g 8 Slaten [bssocated BES0=00-00 85 53 B B
which the DWL-AG660 is asso- SSID e
Clated i Fiogwency #1211k
h Wisieluim Mode Indresineciun
SSID ) . ) i Enciyplion [hsabled
The Service Set Identifier is the Canngrdios Indn [Eannected
name assigned to the wireless R T Rate {1207 Hops esen |

Channel &

network. The factory SSID set-
ting is default.

Alsorarl = Signal Quality
Signsl Strength [100%.

Frequency:
802.11b indicates that the DWL-
AG660 is communicating in the

2.4GHz band.

Wireless Mode:
Either Infrastructure or Ad-Hoc* will be displayed here. (Please see the Getting

Started section in this manual for an explanation of these two modes.)

Encryption:
You can see if WEP (Wired Equivalent Privacy) is Enabled or Disabled here.

Connection Info:

The connection status is displayed here.

Tx Rate:

Tx Rate settings are automatically determined for an optimal speed up to a
maximum of 54Mbps (108Mbps in Turbo mode).

Channel:
The channel selection is automatically determined by the DWL-AG660.

Signal Strength/Link Quality:

Displays the Link Quality for the DWL-AG660 wireless connection to the ac-
cess point. The signal strength represents the wireless signal between the
access point and the DWL-AG660. The percentage coincides with the graphi-
cal bar.

Packet Count:

Displays the statistics of the data packets that are transmitted and received.
Rescan Button:

Rescans for the strongest signal in your environment and associates with that
access point or router.

*Due to DFS(Dynamic Frequency Selection), 5GHz Ad-Hoc mode is always disable in EEC countries.

14
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Using the Configuration Utility (continued)

SSID: o S Configuration
Service Set ldentifier is a name that identifies a T =

wireless network. Access points and wireless
devices attempting to connect to a specific
WLAN (Wireless Local Area Network) must use
the same SSID. The default setting is default.
Wireless Mode:
Click on the pull-down menu; select from the
following options:
Infrastructure - Connecting to the WLAN
using an access point. (This is the default
setting).
Ad-Hoc* — Wireless mode used when connecting directly to a computer
equipped with a wireless adapter in a Peer-to-Peer environment.
*Due to DFS(Dynamic Frequency Selection), 5GHz Ad-Hoc mode is always disable
in EEC countries.
Data Encryption:
Select Enabled or Disabled.
Authentication:

Choose one of the following modes: o _
Open Authentication - The DWL-AG660 is visible to all devices on the

network.

Shared Authentication- Allows communication only with other devices
with identical WEP settings.

WPA/WPA2* - Select to enable WPA/WPA2. Click Athentication Config.

WPA-PSK/WPA2-PSK* - Select to enable WPA-PSK/WPA2-PSK. Click
Authentication Config.

s |Come
Wialent Blede Fovaitacias -
Amlastorin (Do =

Baks Dacrgdion (O nalied

Key Length:

Select the key length and either ASCII or hexadecimal format.

IEEE802.1x:

Enable 802.1x in this field. (802.1x is automatically enabled when WPA/WPA2
or WPA-PSK/WPA2-PSK is selected.)

Keys 1-4:

Select the default key.

Hexadecimal digits consist of the numbers 0-9 and the letters A-F.

ASCII (American Standard Code for Information Interchange) is a code for
representing English letters as numbers from 0-127.

IP Settings: ) ) _ ) _
When you click IP Settings in the Configuration window, the pop-up screen

shown on the next page will appear. Configure the IP settings in that window.
Click Apply to save changes.

15



Using the Configuration Utility (continued)

Configuration > IP Settings
[P Settings x|

@ Obtain an IP Address Automatically

= (O Assign the following IP Address s

IP Address |
Subnet Mask |

Default Gateway |

@ Obtain DNS Server Address Automatically

(O Use the following DNS Server address ===

Preferred DNS Server |
Alternate DNS Server |

[~ Apply with profile proxy . I
== 2=y

Obtain an IP Address Automatically:
Choose this option to obtain an IP address automatically through a DHCP
server.

Assign the following IP Address:
Choose this option to assign a static IP address.

Obtain DNS Server Address Automatically:
Choose this option to obtain a DNS server address automatically.

Use the following DNS Server address:
If you make this selection, enter the Preferred DNS server and the Alternate
DNS server in the appropriate fields.
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Using the Configuration Utility (continued)
Authentication > WPA/WPA2 >802.1X

Configuration>WPA/WPA2
LK DL S Ty x|
Select WPA/WPA2 ssin [FEF T
in the Authentication Wirsloss Bede [Inasiiciiea -
field Fuithnn|cetas | -
Data Ehinyiates |-.'-..:c- a :J
When you select WPA/ Kay Lasgih [128 1 08V 8 B sttt 2
WPA2, 802.1X is Enabled. HETEE B
_\_J 1 |_ ................
Click S ———
Authentication Config j e :
J s
Fm-uj
The Advanced Security Set- st
tings screen will appear, as
shown below. ) _
Advanced Security Settings
EEEESTETTEEE——— xf
Select the EAP Type you
want to use. Configure the WE'A Passphrass |
information needed for
authenticating. il ] ]
Umes Castiffrets | =
Inner Authentication O Vedete Strver Cortiicate
Protocol.
ey Mg | lanpAin Npess
& For an explanation of G : I :
the terms shown in e
this window please see the .
appendix.
=)
Trusted CA List. d sl
_Cwea

Click OK. The WPA/WPA2
configuration is complete!
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Using the Configuration Utility (continued)
Authentication > WPA-PSK/WPA2-PSK > 802.1X

Configu

L¥L

Select WPA-PSK/
WPA2-PSK in the
Authentication field.

Disabled.

When you select WPA-
PSK/WPA2-PSK, 802.1X is e Suraey

Arianred

Aborat

Click

Authentication Config

WPA-PSK

does not

require a
RADIUS server in
the network.

ssin [FoIeF g
Wisaless Bade [Inisticiss

ration > WPA-PSK/WPA2-PSK
i, LAErene THATE = =

Advanced Security Settings

EREEXTEMEE——— x|

passphrase.

A

—t

Enter the WPA/WPA2 el

lsas T
_‘_J Walldaln Served Carlifoeta

Feant Maiiris li (1]

swesid |

i

l

a |

(53

x
i |

—

Canfirm P asswerd |

PSK/WPA2-PSK
configuration is

complete!

Click OK. The WPA-

TTLS ffsmeie

.;l
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Using the Configuration Utility (continued)

Frequency:

Select the network fre- Advanced

quency from these options: D Liak bistmossn Ol

Auto; b 2.4GHz; b/g 2. T —— O

4GHz; or a 5GHz. ' gk e B
€ st paraptia) Starileiy Ad Hic Btk m

Super A/G: Ly g

Enable or Disable. e
Pypllae & '\m :.l"'l.'"' -

Starting Ad-Hoc Network: Foomr Wode. [lesky £

If you are configuring an Launeh Uty on Starteg [Enskie 2]
Ad-Hoc network, select 2.
4GHz or 5GHz*. |

[atn B acknl *aswimviisr
Ad-Hoc Channel: Fragmestston Tumbnll  [T36
Select Auto or 1-11. TS Rwwshold:. |2

Profile IP Settings:

You can Enable or Disable the IP Settings portion of your profile here. If you
select Disable you will need to configure the IP address information each
time you connect to a network. If you select Enable you will maintain the
same IP address information each time you connect to a network.

Power Mode: Launch Utility on Startup:
Disable - Saves no power. Select Enable or Disable.
Fast Save - Moderate power-saving.

Max Save - Saves the most power.

Data Packet Parameter:
Set the Fragmentation Threshold and the RTS Threshold. Please see below.

Fragmentation Threshold:
This value should remain at its default setting of 2346. If you experience a high
packet error rate, you may slightly increase your fragmentation threshold within
the value range of 256 to 2346. Setting the fragmentation threshold too low may
result in poor performance.

RTS Threshold:
This value should remain at its default setting of 2346. If inconsistent data flow
is a problem, only a minor modification should be made.

*Due to DFS(Dynamic Frequency Selection), 5GHz Ad-Hoc mode is always disable in EEC countries.
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Using the Configuration Utility (continued)

Available Network:
The top section of the window displays the Available Networks. Scroll up and
down the list and highlight the network to which you wish to connect. Click on
the Connect button.

Profile:

In the lower half of the screen, you can manage the profiles that you have cre-
ated for the wireless network at home, at the office and in public places. Scroll
up and down and highlight the profile that you wish to configure. You can Add or
Remove a profile, or configure the Properties of the profile in order to connect
with an available network.

Refresh: Site Survey
Click on Refresh to get D

the most updated list of P —

available networks. Unk Infe S50 WACESS -
Configure: Contapurasion §TEA MOSSDASFRTE A 12w e
Highlight an existing It Demmon o o
network and click Config- [ iPIHA  MOSEDEBINZD Jf 4%
ure; the configuration o EEL. Do dl ok DN
window on the next page « ] 0|
W|" appeal’. Aol Prmlils MHIM*FJ
¥ defmt

Advanced: .
Highlight a network; click Rerow |
Advanced and the screen ey
on the next page will ﬂ

Cimrret i
appear. o ”
Add: —

Click Add and the screen on the next page will appear.

Remove:
Highlight a network profile; click Remove to remove a network from the profile
list.

Properties:
Highlight a network profile; click Properties and the screen on the next page
will appear.

Connect:
Highlight a network profile; click Connect to connect to that network.

Rescan:
Click Rescan to rescan and connect to the strongest signal.
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Using the Configuration Utility (continued)
Site Survey > Advanced, Add, Configuration or Properties

In this window you can select the type
of network connection that applies.

Click OK to save the changes.

If you clicked on Add, you can config-
ure, in this window, all the properties
of a profile that you wish to add to the
network.

If you clicked on Configuration or
Properties you can configure, in this
window, all the properties of a profile
that already exists in the network.

The About screen displays informa-
tion regarding your DWL-AG660, in-
cluding the MAC address, Utility
version, Driver version, and Support
Frequency.

Advanced

Advanced =)

@ Infrassructenn amd A b noTwedk
D [0 (== P T SEpp E  H
D Bl et ntweal saly

D At ally connao w ses grelomad

AL P B
e

Add, Configuration, Properties

ssip [0
Wauliii Mads |

Dats Eiiciyglaen -En-l.ll-i-d

Laj el L

Biathainlicasam '-'El;'niﬁ
Koy Lamgl 54 s (40924) - 10 Hasadecr v

oo o« R -

P I

000

Aunherinason Cuslyg

PLink

PIRTRPEIN Laaadhe Mapit AR

L e T

WA
Y e i
HdnE femiis KT Ter ]

LFPReT e - - R B S RTIERT -]
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Networking Basics

Using the Network Setup Wizard in Windows XP

In this section you will learn how to establish a network at home or work, using
Microsoft Windows XP.

Note: Please refer to websites such as http://www.homenethelp.com
and http://www.microsoft.com/windows2000 for information about networking
computers using Windows 2000/Me/98SE.

Go to Start>Control Panel>Network Connections
Select Set up a home or small office network

Metwork Setup Wizard

Welcome to the Network Setup
% Wizard

Thhez wizard will help you set up thiz computer to run on Yo
rietwiork, “With & ristwork pou can

+ Share an Intemet connection

= Setup Internet Connechion Firevsal
+ Share files and folders
+ Share a printer

To continue, click Mest,

When this screen appears, click Next.
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Networking Basics (continued)

Please follow all the instructions in this window:

Hebwork Setup Wizard

Before you continue. ..

Then, complets the lallovwrg deps

= Inlall the nebeatk caids, modesrs, and cables,

* Tum on all camputers, prrders. and axtemal madems
= Cormect 1o the Inbsinsl

‘wihien you clck Nest, the wazad will seaich far a shaied Inteinel cornecion on your metwoik.

Click Next.

In the following window, select the best description of your computer. If your
computer connects to the Internet through a gateway/router, select the
second option as shown.

Hetwork Seiup Wizord

Select & connection method.

Select the chalement that bact decenbes Hus compules

{73 This compuites conrects disschy Io the Intemet The athes computers an my nebwod connect
to the Intemet thiough this compter
el an Eapi.

(%) This compubar conracts 1o e Inbemist Bucugh snother compuler on my rsbwark of trough
areridental gateway

O fthet

Leaiir node sbout hooes of amall offics retvotk, copfouistions.

4 Back Bt » Cancel

Click Next.
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Networking Basics (continued)

Enter a Computer description and a Computer name (optional.)

Metwork Selup Wisard

Give this compuber a description and name.

(Cormpuaten desciiption: Mhsey's Conputar )
Examples: Family Roam Cosmputes of Monica's Computer

( Eervpten rame: Oftce )
Erammie: FAMILT o MLTILE,

Tha cunent compuien name & Ofice

Click Next.

Enter a Workgroup name. All computers on your network should have the
same Workgroup name.

Hetwork Selup Wizard

Hame your network.

Hame pour nebwerk. by specilng & votkgroup name belov. Al computen on poun stk
should have the same workgroup name

| W orkagioup nanme: | Acomaring
E wamples: HOME o OFFICE

Ceast K iz B[ cuce |

Click Next.
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Networking Basics (continued)

Please wait while the Network Setup Wizard applies the changes.

Metwenrk Setup YWizard

Ready to apply nelwoik. sellings...

Thoz vazard wall apply the baliowing settngs. This process map take & fevw minubas o complele
arvd cannol bs nleruphsd.

Ceifirgs:

Wetveor sathngs: -~
Commpules descnpiion Mary's Compuisr

Compules nams: Office

‘work graup name: Accouning

;I'un Shared Documants folder and ary pirder: conneched to thiz compuber have baen
ara

To apply these settings. click Mest

< Back Mt | Cancel

\—

When the changes are complete, click Next.

Please wait while the Network Setup Wizard configures the computer.
This may take a few minutes.

HNetwnrk Setup ¥Wizard

Pleage wail...

Pleasa wail whils the wizand corfiguies tis computer for home o mal office retworking. This
piocess may lake a lew minules.
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Networking Basics (continued)

In the window below, select the option that fits your needs. In this example,
Create a Network Setup Disk has been selected. You will run this disk on
each of the computers on your network. Click Next.

Metwork Setup Wizard

You'te almurt done. ..

= o nesd 1o e N ebeork Setup Wissnd oncs on asch of the compuleis on your
I- rislveatke. To pun the vazaed on compubers that are rol unnmg Wirdoss 5P, pou can uss
the Wirdows <P CO o & Mebwork Setup Disk.

‘what do pou want ho do?
[Dﬁnlu Flebmok Seiip Dtk

(T Lms the Nebwoik Setup Disk | sieady have
™) Ugm my Windaws %P LD
{0 Juest finish the wizard: | dor't need to run the wizaed on other comouters

[

Insert a disk into the Floppy Disk Drive, in this case drive A.

Hetwork Setup Wizard

Inzert the disk you wanl to use.

Imseit & disk the nto the (ollwing disk dires, snd then chek Nesl
2K Floppe [4:]
IF i) s b Foemat thee disk:. click Format Disk

¢ Back et >

Click Next.
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Networking Basics (continued)

X

Copying...

i/~ -/

Please walt while the wizard copies files, ..

[ ] | Cance|

Please read the information under Here’s how in the screen below. After you
complete the Network Setup Wizard you will use the Network Setup Disk to
run the Network Setup Wizard once on each of the computers on your network.
To continue click Next.

Metwork Setup Wizard

To mun the wizard with the Network Setup Disk...

2 Compiete the wizard and restart this computer. Then, use the Network Setup Disk o run
1 the Mabwork Setup "Wizard once on each of the other computers on pour nebwark.

Here's howe
1. Insedt the Metwark Setup Disk inta e next computer vou want to network

2. Open My Computer and then open the Netwark Setup Digk.
3. Double-chick “netsetup.”

| <Ead: IL_HE:-H} i Canct
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Networking Basics (continued)

Please read the information on this screen, then click Finish to complete the
Network Setup Wizard.

Hetveork Setup Wizard

Completing the Network Setup
Wizard

‘f'ou have successhuly zet up thiz computer for home or small
offhee netwarking

Fia hedp with home ai small affice networking, see the
faboowing topucs in Hedp and Suppaort Center:

T o zee other computers on vour netwark, click Start, and then
click My Metwoik Places.

T o cloge this wazard, click Finish,

[ <gack [ Finsh |

The new settings will take effect when you restart the computer. Click Yes to
restart the computer.

System Settings Change (X

9 You must restart your computer before the new settings will take effect,

-
e

Do youw wank to restart your computer now?

You have completed configuring this computer. Next, you will need to run the
Network Setup Disk on all the other computers on your network. After running
the Network Setup Disk on all your computers, your new wireless network will
be ready to use.
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Networking Basics (continued)

Naming your Computer

To name your computer in Windows XP, please follow these directions:

B Click Start (in the lower left corner of the screen).

B Right-click

on My Computer.

B Select Properties and click.

g :lm'-.lr-'
£ [

E Files and Settings Transfer Rename
Wizaed

JHannmm
Lﬁbmmmn ,

) My Pictures

LY _.g My Network  Explars
Saarch,..
G- Contral panel ~ Mana0e

Piap Matwock, Diive, .
'E_; Frwet 10 Disconnect Metwark Drive.. .

'H:!H PritersandF  Show on Deskiop

@ oo o EEEE—

B Select the Computer
Name Tab in the Sys-
tem Properties window.

B You may enter a Com-
puter Description if
you wish; this field is
optional.

B To rename the computer
and join a domain, click
Change.

'S-Fﬂh':l'l'l Prnpr.- rties
SNIENFIB_ — L lic: Updatas Riemoie
Gaoneral Hardware | Advanced

Windows uses the following infommation to dantily wour compaes

e anthe neberk

Complier descophion:

Far axamgple. "Kichan Camputer” o "Man's
"

Full computer nama.  Office

‘Warkgitup: Beouning

To use the Hehwork [dentification Wizand ho join a
%ﬂmaﬂm&aatﬂdmaa@cmﬁcmw
I

Ta rename this compuber oo jom & domain, chek Changs ['l.'hamn
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Networking Basics (continued)
Naming your Computer

Computer Mame Changes

W'ou can changs the name and the meambership of this
campuler, Changes may affect accets o network 1esowees.

B |n this window, enter the Computer name:;
Computer name. Offica

Full computar nams;

Office

Member ol

) Domair:

B Select Workgroup and enter
the name of the Workgroup. "

B All computers on your Accounting
network must have the same

Workgroup name. ( e [ Concd |

B Click OK.

Checking the IP Address in Windows XP

The wireless adapter-equipped computers in your network must be in the same
IP address range (see Getting Started in this manual for a definition of IP ad-
dress range). To check on the IP address of the adapter, please do the following:

B Right-click on the
Local Area
Connection
icon in the task
bar.

B Click on Status.
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Networking Basics (continued)
Checking the IP Address in Windows XP

This window will appear. Wiraless Hetwork Connection 7 Status
| ﬁe_n.exaﬁ.
- Click the Internet Protocal [TCPAP)
Support tab. Aldress Tope: Bzzigned by DHCP
[ IF Address: 132168.0.114 ]
Subnet Mazk: 255.255.2650.0
Dtk Gateway; 192168.01
Click '
" Close [ Co= ]

Assigning a Static IP Address in Windows XP/2000

Note: DHCP-capable routers will automatically assign IP addresses to the com-
puters on the network, using DHCP (Dynamic Host Configuration Protocol) tech-
nology. If you are using a DHCP-capable gateway/router you will not need to
assign static IP addresses.

If you are not using a DHCP capable gateway/router, or you need to assign a
static IP address, please follow these instructions:

'l Control Panel
B Goto Start. @ TOCRE Con B
3 i‘j Prinkers and Faxes
? Files and Settings Transfer
" Whizard
‘g !}) Help and Suppart
Paint
B Double-click &) e
on Control =7 R
All P
Panel. i D

m| Log OFf @' Turn OFF Computer

14 SLart




Networking Basics (continued)
Assigning a Static IP Address in Windows XP/2000

B Control Pars

Fie Edt  Wiss  Freordes  Tock  Helo

@t @ | Oean B raes | [T

M Acpimia bl Oplodid
E'- nl Panel = At ardee
Loaddor R Prograns
i fubvinistrathae Taske

B Double-click
on Network
Connections.

B Sestch o Category Viem

ez Klso

g oo Lsatatn
iy 1y ard Sepeart

"%, Meticrk Cn

B Right-click on Local Area
Connections.

B Double-click on
Properties.
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Networking Basics
(continued)

Assigning a Static IP Address
in Windows XP/2000

Click on Internet
Protocol (TCP/IP).

Click Properties.

In the window below,
select Use the following
IP address. Input your IP
address and subnet
mask. (The IP addresses
on your network must be
within the same range. For
example, if one computer
has an IP address of 192.
168.0.2, the other

%

= Wihrehass Mehenrs Conectinn d Pragerhie:

Grmndl | \issberz Habaorks | Autherizabon | Advencad

Corrmc g
B DLk falipeni [P Adm0 wirekess Casdus dapber
This g usad e olloseng s

& B Client for Microsoft Networks

W L g Pk 'S haiing bor M ickacol Mainadd

o 8 (ol Pachot Schachien

€y nternet Protocol (f
(e
I ety e

Wlm D 0000 B (i W il

| [ibegyeman mindded o s ot conrmeked

| ™ || coee |

computers should have IP addresses that are sequential, like 192.
168.0.3 and 192.168.0.4. The subnet mask must be the same for alll
the computers on the network).

IP Address:
e.g., 192.168.0.2

Subnet Mask:
255.255.255.0

Default Gateway:

Enter the LAN IP
address of the wireless
router. (D-Link wireless
routers have a LAN IP
address of 192.168.0.1).

Select Use the
following DNS server
addresses. Enter the
LAN IP address of the
wireless router. (D-Link
wireless routers have a
LAN IP address of 192.
168.0.1).

Click OK.

Inezrmel Protissal (TC/0) Peopertisg

emwnl
i 1 dbruyticals | o s, sy
ik g g i ol i i
Fos Sppeawinks P faliga
D e P addss e ekl
(= by it Pplioeving | P aaiiesi
(17 sideis VR, B, W)
Fube e 0. 0. 20, 0
Dl pebsan 1R OVER. B 1
o ki e oliosveng DN, 1ares scldvsnmsn
( Fratnwsxd 45 saremr =.1E. 0, 1)
Abarratm [1ME savar
[ dbmced . |
(e

You have completed the assignment of a
static IP address. (You do not need to as-
sign a static IP address if you have a DHCP-
capable gateway/router).
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Networking Basics (continued)
Checking the Wireless Connection by Pinging in Windows XP/2000

m Goto Start > Run
>type cmd. A
window similar to
this one will
appear. Type ping
XXX XXX XXX XXX,
where xxx is the
IP address of the
wireless router or g N ; « B (B loss),
access point. A : .
good wireless
connection will
show four replies
from the wireless
router or access
point, as shown.

Hinimuws = HBn

¥ Opcuments and Set

Checking the Wireless Connection by Pinging in Windows Me/98SE

B Goto Start >
Run > type
command. A
window similar to
this will appear.
Type ping XxX.
XXX XXX XXX
where xxx is the
IP address of the
wireless router or
access point. A
good wireless
connection will
show four replies
from the wireless
router or access
point, as shown.
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Troubleshooting

This chapter provides solutions to problems that can occur during the installa-
tion and operation of the DWL-AG660. Read the following descriptions if you
are having problems. (The examples below are illustrated in Windows XP. If
you have a different operating system, the screenshots on your computer will
look similar to the following examples).

1. How do | check that the drivers for the DWL-AG660 are installed properly?

®m Goto Start >
My Computer >
Properties.

B Selectthe
Hardware
Tab.

B Click Device
Manager.

ﬁ Command Prampt
@ Windows Movia Maker

@ T Windows 3P

| Lt
Open
Explora
Search,.,
Fhanage

fan Mabwark Drive...
Disconrsct Metvwerk Drive...

Shacest o Diashiop
Pasname

All PFrograms p

System Properiies

jtem Rahom Aton i Ll i .
el Liomputer Hlame Abvered

B Mmchmaie Wizand

i The Al Hackeaen 'wizand helpz o resall Fasdesms

A Hedweate Wizad

Dhasses 8 aringen

?u.ﬁ( Thie Davace Marages by 3l fe hardeae dece nelabs
i o e vt L B D Manages o charge B
Dot o dry dernie

| Drver Syury |[ Device Marager |]

H g deanre Freilke

Horhenre profiey prosade 3 vy for i b0 58l i and thom
gl diterant hardare contegralinn

Hardwsars Froibe:
.l!lt | | Cancel
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Troubleshooting (continued)

] Wfrerad deveas

B Double-click 7, Devies Mana:
on Network B Adbe Vi He
adapters. Fé @ A =na
- . ‘; Ead
+  Compuber
B Rightclick on D-Link | & 5 cester st
AirPremier DWL- . hm"::;.
AG660 Wireless i 3 Py chidetren
Cardbus Adapter. ER T

B Select Proper-
ties to check
that the drivers
are installed

properly.

D-Link Air Premier™ DWL-AG660

. 'ﬁ' -
m Look under Device wrad | psharese Dwew  Flesswes:

Status to check that n D-Link AirPremier™DWL-AG660
. . . 1l1a/11g Dualband Wireless 108Mbps Cardbus Adapter
the device is working

properly.
Masdaboes Dk
Lecabar PCl 1258 deven ] fureian [
[wves slaius

That drace & reedang prgealy

Fyou aw harang peoblers: vethths deves, cick Tinddarhesl o
it b Rt hobe

l Trosibleshat I
Dhervtins ummps
bt i et [eriati -

B Click OK. G =1
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Troubleshooting (continued)

2. |l cannot connect to the access point or the wireless router.

Make sure that the SSID on the D-Link DWL-AG660 Wireless
Cardbus Adapter is exactly the same as the SSID on the access
point or wireless router.

Move the DWL-AG660 and access point or wireless router into the
same room and then test the wireless connection.

Disable all security settings. (WEP, MAC Address Control, AES).

Make sure that the access point/router is not set to a different
frequency.

Turn off your access point and the computer with the DWL-AG660.
Turn on the access point, and then turn on the computer with the
DWL-AG660.

Refresh the DWL-AG660 Utility.

Make sure that the 802.11a access point and the adapter is set
to channel 52 and above in the 802.11a band, because the DWL-
AG660 does not support channels 36-48 in the 802.11a band.

3. The DWL-AG660 Power and Link lights are not on.

Check to see if the DWL-AG660 Cardbus adapter is firmly inserted
into the Cardbus slot of your laptop computer.

4. |forgot my Encryption key.

Reset the access point to its factory default settings and restore the
DWL-AG660 Cardbus adapter to the factory default settings.

5. The computer does not recognize the D-Link DWL-AG660 Wire-
less Cardbus Adapter.

Make sure that the D-Link DWL-AG660 Wireless Cardbus Adapter
is properly seated in the computer’s Cardbus slot.

If Windows does not detect the hardware upon insertion of the
adapter, make sure to completely remove drivers that were
previously loaded. To remove the drivers, do the following:
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Troubleshooting (continued)

A. Under Tools> select Folder Options...> select View >
under Hidden files and folders > select Show hidden
files and folders.

B. Uncheck Hide extension for known file types > click
on Apply.

C. Search for previously loaded driver files. Remove these
files from the INF and SYSTEM32 (DRIVERS) folders
in the Windows directory. Note: Windows XP and
Windows 2000 will rename .inf files that have not
received WHQL certification into oem.inf files (e.g.,
oeml.inf).

6. The computer with the DWL-AG660 installed is unable to connect
to the wireless network and/or the Internet.

Check that the LED indicators for the broadband modem are
indicating normal activity. If not, there may be a problem with the
broadband connection.

Check that the LED indicators on the wireless router are functioning
properly. If not, check that the AC power and Ethernet cables are
firmly connected.

Check that the IP address, subnet mask, gateway, and DNS settings
are correctly entered for the network.

In Infrastructure mode, make sure the same Service Set
Identifier (SSID) is specified on the settings for the wireless clients
and access points. The SSID factory default setting for the D-Link
products is default. (Double-click on the WLAN icon in the taskbar.
The Link Info screen will display the SSID setting).

In Ad-Hoc* mode, both wireless clients will need to have the same
SSID. Please note that it might be necessary to set up one client to
establish a BSS (Basic Service Set) and wait briefly before setting
up other clients. This prevents several clients from trying to establish
a BSS at the same time, which can result in multiple singular BSSs
being established, rather than a single BSS with multiple clients
associated to it.

*Due to DFS(Dynamic Frequency Selection), 5GHz Ad-Hoc mode is always disable in EEC countries.
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Troubleshooting (continued)

B Check that the Network Connection for the wireless client is
configured properly. Select AP (Infrastructure) when connecting
to an access point and select Ad-Hoc* mode when connecting
without an access point. Double-click on the WLAN icon in the
taskbar > click on Configuration to change the settings for the
wireless adapter.

B |f Security is enabled, make sure that the correct encryption keys
are entered on both the DWL-AG660 and the access point. Double-
click on the WLAN icon in the taskbar > click Encryption. Check to
see that the key selected is set to the same key as other devices on
the network.

B If SuperA/G is enabled, make sure that Turbo mode is enabled on
all Turbo mode compatible devices in your network, in order to
communicate.

7. How can | avoid connection problems using the DWL-AG6607?

B Move the DWL-AG660 and the access point or wireless router into
the same room and then test the wireless connection.

B Change the channel of the access point.

B Move devices within the line of sight.

*Due to DFS(Dynamic Frequency Selection), 5GHz Ad-Hoc mode is always disable in EEC countries.
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Technical Specifications

Standards

m IEEE802.11
® |EEE802.11a
® |EEE 802.11b
B IEEE 802.11g

Bus Type
B 32-bit Cardbus

Temperature

B Operating: 32°F to 131°F (0°C to 55°C)
Humidity:

B 95% maximum, non-condensing
Internal Antenna Type:

B Dual Antenna Diversity Switching
Security:

B 64, 128-bit WEP

B 802.1X

B WPA/WPA2 - (Wi-Fi Protected Access)/(Wi-Fi Protectec Access
2™), 64-, 128-bit WEP with TKIP, MIC, IV Expansion, Shared Key
Authentication

B Supports Advanced Encryption Standard (AES)

Physical Dimensions:

B L =4.64inches (114.3mm)
m W =213 inches (54mm)
m H=0.34inches (8.7mm)

Weight:
B 0.12 Ib. (55 grams)
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Technical Specifications (continued)

Data Rates:
With Automatic Fallback

B 108Mbps (Turbo Mode); 54Mbps; 48Mbps; 36Mbps; 24Mbps; 18Mbps;
12Mbps; 11Mbps; 9Mbps; 6Mbps; 5.5Mbps; 2Mbps; 1Mbps

Media Access Control:
B CSMA/CA with ACK

Frequency Range:
B 2.420GHzto 2.4835GHz
B 5150GHzto0 5.875GHz
Range:
B Indoors: Up to 328 feet (100 meters)

Power Consumption:

B PowerSave mode = 70mW
B Standby mode = 1250mW
E Transmit mode = 1650mW

Modulation Technology:

B Orthogonal Frequency Division Multiplexing (OFDM)
m Complementary Code Keying (CCK)

B Direct Sequence Spread Spectrum (DSSS)

Receiver Sensitivity:

B 54Mbps OFDM, 10% PER,-73dBm 11Mbps CCK, 8% PER, -91dBm

|

B 48Mbps OFDM, 10% PER,-76dBm m 9Mbps OFDM, 10% PER,-90dBm
B 36Mbps OFDM, 10% PER,-82dBm ® 6Mbps OFDM, 10% PER,-91dBm
B 24Mbps OFDM, 10% PER,-85dBm m®m 5.5Mbps CCK, 8% PER,-92dBm
B 18Mbps OFDM, 10% PER,-88dBm M 2Mbps QPSK, 8% PER,-93dBm
B 12Mbps OFDM, 10% PER,-89dBm ® 1Mbps BPSK, 8% PER,-94dBm
LEDs:

B Link

B Activity

Transmitter Output Power:
Em 15dBm *+ 2dB
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Warranty and Registration
(USA only)

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited
warranty for its product only to the person or entity that originally purchased the product from:

D-Link or its authorized reseller or distributor and

Products purchased and delivered within the fifty states of the United States, the District of
Columbia, U.S. Possessions or Protectorates, U.S. Military Installations, addresses with an
APO or FPO.

Limited Warranty: D-Link warrants that the hardware portion of the D-Link products described below
will be free from material defects in workmanship and materials from the date of original retail purchase
of the product, for the period set forth below applicable to the product type (“Warranty Period”), except
as otherwise stated herein.

3-Year Limited Warranty for the Product(s) is defined as follows:

Hardware (excluding power supplies and fans) Three (3) Years
Power Supplies and Fans One (1) Year
Spare parts and spare kits Ninety (90) days

D-Link’s sole obligation shall be to repair or replace the defective Hardware during the Warranty Period
at no charge to the original owner or to refund at D-Link’s sole discretion. Such repair or replacement will
be rendered by D-Link at an Authorized D-Link Service Office. The replacement Hardware need not be
new or have an identical make, model or part. D-Link may in its sole discretion replace the defective
Hardware (or any part thereof) with any reconditioned product that D-Link reasonably determines is
substantially equivalent (or superior) in all material respects to the defective Hardware. Repaired or
replacement Hardware will be warranted for the remainder of the original Warranty Period from the date
of original retail purchase. If a material defect is incapable of correction, or if D-Link determines in its sole
discretion that it is not practical to repair or replace the defective Hardware, the price paid by the original
purchaser for the defective Hardware will be refunded by D-Link upon return to D-Link of the defective
Hardware. All Hardware (or part thereof) that is replaced by D-Link, or for which the purchase price is
refunded, shall become the property of D-Link upon replacement or refund.

Limited Software Warranty: D-Link warrants that the software portion of the product (“Software”)
will substantially conform to D-Link’s then current functional specifications for the Software, as set forth
in the applicable documentation, from the date of original retail purchase of the Software for a period of
ninety (90) days (“Warranty Period”), provided that the Software is properly installed on approved
hardware and operated as contemplated in its documentation. D-Link further warrants that, during the
Warranty Period, the magnetic media on which D-Link delivers the Software will be free of physical
defects. D-Link’s sole obligation shall be to replace the non-conforming Software (or defective media)
with software that substantially conforms to D-Link’s functional specifications for the Software or to
refund at D-Link’s sole discretion. Except as otherwise agreed by D-Link in writing, the replacement
Software is provided only to the original licensee, and is subject to the terms and conditions of the
license granted by D-Link for the Software. Software will be warranted for the remainder of the original
Warranty Period from the date or original retail purchase. If a material non-conformance is incapable of
correction, or if D-Link determines in its sole discretion that it is not practical to replace the non-conforming
Software, the price paid by the original licensee for the non-conforming Software will be refunded by D-
Link; provided that the non-conforming Software (and all copies thereof) is first returned to D-Link. The
license granted respecting any Software for which a refund is given automatically terminates.

Non-Applicability of Warranty: The Limited Warranty provided hereunder for hardware and software
of D-Link’s products will not be applied to and does not cover any refurbished product and any product
purchased through the inventory clearance or liquidation sale or other sales in which D-Link, the sellers,
or the liquidators expressly disclaim their warranty obligation pertaining to the product and in that case,
the product is being sold “As-Is” without any warranty whatsoever including, without limitation, the
Limited Warranty as described herein, notwithstanding anything stated herein to the contrary.

Submitting A Claim: The customer shall return the product to the original purchase point based on its

return policy. In case the return policy period has expired and the product is within warranty, the
customer shall submit a claim to D-Link as outlined below:
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The customer must submit with the product as part of the claim a written description of the
Hardware defect or Software nonconformance in sufficient detail to allow D-Link to confirm
the same.

The original product owner must obtain a Return Material Authorization (“RMA”) number from
the Authorized D-Link Service Office and, if requested, provide written proof of purchase of
the product (such as a copy of the dated purchase invoice for the product) before the warranty
service is provided.

After an RMA number is issued, the defective product must be packaged securely in the
original or other suitable shipping package to ensure that it will not be damaged in transit, and
the RMA number must be prominently marked on the outside of the package. Do not include any
manuals or accessories in the shipping package. D-Link will only replace the defective portion
of the Product and will not ship back any accessories.

The customer is responsible for all in-bound shipping charges to D-Link. No Cash on Delivery
(“COD") is allowed. Products sent COD will either be rejected by D-Link or become the property
of D-Link. Products shall be fully insured by the customer. D-Link will not be held responsible
for any packages that are lost in transit to D-Link. The repaired or replaced packages will be
shipped to the customer via UPS Ground or any common carrier selected by D-Link, with
shipping charges prepaid. Expedited shipping is available if shipping charges are prepaid by
the customer and upon request.

Return Merchandise Ship-To Address
USA 17595 Mt. Herrmann, Fountain Valley, CA 92708-4160
Canada: 2180 Winston Park Drive, Oakville, ON, L6H 5W1 (Visit http://www.dlink.ca for detailed
warranty information within Canada)

D-Link may reject or return any product that is not packaged and shipped in strict compliance with the
foregoing requirements, or for which an RMA number is not visible from the outside of the package. The
product owner agrees to pay D-Link’s reasonable handling and return shipping charges for any product
that is not packaged and shipped in accordance with the foregoing requirements, or that is determined by
D-Link not to be defective or non-conforming.

What Is Not Covered: This limited warranty provided by D-Link does not cover: Products, if in D-Link’s
judgment, have been subjected to abuse, accident, alteration, modification, tampering, negllgence misuse,
faulty installation, lack of reasonable care, repair or service in any way ‘that is not contemplated in the
documentation for the product, or if the model or serial number has been altered, tampered with, defaced
or removed; Initial installation, installation and removal of the product for repair, and shipping costs;
Operational adjustments covered in the operating manual for the product, and normal maintenance;
Damage that occurs in shipment, due to act of God, failures due to power surge, and cosmetic damage;
Any hardware, software, firmware or other products or services provided by anyone other than D-
Link; Products that have been purchased from inventory clearance or liquidation sales or other sales in
which D-Link, the sellers, or the liquidators expressly disclaim their warranty obligation pertaining to the
product. Repair by anyone other than D-Link or an Authorized D-Link Service Office will void this
Warranty.

Disclaimer of Other Warranties: EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE
PRODUCT IS PROVIDED “AS-IS” WITHOUT ANY WARRANTY OF ANY KINDWHATSOEVER INCLUDING,
WITHOUT LIMITATION,ANY WARRANTY OF MERCHANTABILITY, FITNESS FORAPARTICULAR PURPOSE
ANDNON-INFRINGEMENT. IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED INANY TERRITORY
WHERE APRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED WARRANTY SHALL BE LIMITED TO
NINETY (90) DAYS. EXCEPT AS EXPRESSLY COVERED UNDER THE LIMITED WARRANTY PROVIDED
HEREIN, THE ENTIRE RISKAS TO THE QUALITY, SELECTIONAND PERFORMANCE OF THE PRODUCT IS
WITH THE PURCHASER OF THE PRODUCT.

Limitation of Liability: TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE
UNDERANY CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL OR EQUITABLE THEORY
FOR ANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER,
WHETHER DIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUTNOT LIMITED TO,
DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK STOPPAGE, COMPUTER
FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICHD-
LINK’S PRODUCT IS CONNECTEDWITH, LOSS OF INFORMATION OR DATACONTAINED IN, STOREDON,
ORINTEGRATEDWITHANY PRODUCT RETURNED TO D-LINK FORWARRANTY SERVICE) RESULTING
FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, OR ARISING OUT OF ANY
BREACH OF THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEENADVISED OF THE POSSIBILITY OF
SUCHDAMAGES. THE SOLE REMEDY FOR A BREACH OF THE FOREGOING LIMITED WARRANTY IS
REPAIR,REPLACEMENT ORREFUNDOFTHEDEFECTIVE ORNON-CONFORMINGPRODUCT. THEMAXIMUM
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LIABILITY OF D-LINK UNDER THISWARRANTY IS LIMITED TO THE PURCHASE PRICE OF THE PRODUCT
COVEREDBY THEWARRANTY. THE FOREGOING EXPRESS WRITTENWARRANTIESANDREMEDIES ARE
EXCLUSIVE ANDARE IN LIEU OF ANY OTHER WARRANTIES OR REMEDIES, EXPRESS, IMPLIED OR
STATUTORY.

Governing Law: This Limited Warranty shall be governed by the laws of the State of California. Some
states do not allow exclusion or limitation of incidental or consequential damages, or limitations on how
long an implied warranty lasts, so the foregoing limitations and exclusions may not apply. This limited
warranty provides specific legal rights and the product owner may also have other rights which vary
from state to state.

Trademarks: D-Link is a registered trademark of D-Link Systems, Inc. Other trademarks or registered
trademarks are the property of their respective manufacturers or owners.

Copyright Statement: No part of this publication or documentation accompanying this Product may
be reproduced in any form or by any means or used to make any derivative such as translation,
transformation, or adaptation without permission from D-Link Corporation/D-Link Systems, Inc., as
stipulated by the United States Copyright Act of 1976. Contents are subject to change without prior

notice. Copyright® 2002 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning: This is a Class B product. In a domestic environment, this product may cause radio
interference, in which case the user may be required to take adequate measures.

FCC Statement: This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates, uses, and can radiate
radio frequency energy and, if not installed and used in accordance with the instructions, may cause
harmful interference to radio communication. However, there is no guarantee that interference will not
occur in a particular installation. If this equipment does cause harmful interference to radio or television
reception, which can be determined by turning the equipment off and on, the user is encouraged to try
to correct the interference by one or more of the following measures:

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that to which the receiver is

connected.

Consult the dealer or an experienced radio/TV technician for help.

For detailed warranty outside the United States, please contact corresponding local
D-Link office.

FCC Caution:

The manufacturer is not responsible for any radio or TV interference caused by unauthorized
modifications to this equipment; such modifications could void the user’s authority to operate the
equipment.

(1) The devices are restricted to indoor operations within the 5.15 to 5.25GHz range. (2) For this
device to operate in the 5.15 to 5.25GHz range, the device must use integral antennas.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept
any interference received, including interference that may cause undesired operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. The antenna(s) used for this equipment must be installed to provide a separation
distance of at least eight inches (20 cm) from all persons.

This equipment must not be operated in conjunction with any other antenna.

[ Register your D-Link product online at http://support.dlink.com/register/ J
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Appendix

EAP Types

Configuration > Advanced Security Settings > EAP Types

EAP Type Inner Authentication Information needed
Protocol for Authenticating

Certificate
EAP-TLS User Name

LEAP User Name
Password

TTLS Identity
PAP User Name
Password

TTLS Identity

EAP-TTLS CHAP User Name
Password

TTLS Identity
User Name
Password
Domain Name

MSCHAP

TTLS Identity
User Name
Password
Domain Name

MSCHAPvV2
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Appendix

EAP Types (continued)

EAP Type Inner Authentication Information needed
Protocol for Authenticating
TTLS Identity
EAP-MD5 User Name
Password
TTLS Identity
EAP- User Name
EAP-TTLS Generic Token Card Password

TTLS Identity

EAP-MSCHAPvV2 User Name
Password

Domain Name

User Name
EAP-MD5 Password
N
PEAP EAP-MSCHAPV2 g;ﬁ;\,\,ﬁ%e
Domain Name
EAP- User Name
Generic Token Card Password

Definitions of Terms

Validate Server Certificate:

Check Validate Server Certificate to verify the identity of the authentication
server based on its certificate when using EAP-TTLS, PEAP, and EAP-TLS.
(This is checked by default.)

Certain protocols, such as EAP-TTLS, PEAP, and EAP-TLS, allow you to
verify the identity of the authentication server as the server verifies your
identity. This is called mutual authentication.

You can select trusted authentication server certificates using the Add button
at the Trusted CA List (at the bottom of the Advanced Security Settings

age).
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Appendix

Definitions of Terms (continued)

Domain Name:

Each server has a domain name that uniquely identifies it. That domain name is
normally contained in the Subject CN field of the server certificate. A server
domain name ends with the name of a larger administrative domain, to which
the server belongs.

TTLS Identity:

EAP-TTLS has a unique feature that other protocols do not offer. Because it
sets up an encrypted tunnel for your credentials, it is also able to pass your
login name through that tunnel. That means that not only are your credentials
secure from eavesdropping, but your identity is protected as well. Thus, with
EAP-TTLS you have two identities: an inner one, and an outer one. The inner
identity is your actual user name. Your outer identity can be completely
anonymous. Set your outer identity in the TTLS Identity field.

Trusted CA List:
The Trusted CA List allows you to configure which authentication servers
you trust for the purpose of logging you in to the network.

Click Add at the Trusted CA List at the bottom of the Advanced Security Settings
page. Select the Trusted CA that you want to add and click OK.

x|
Select the trust CA ;
I E
oK l Cancel '
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