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HowTo: Setup Captive Portal DWC-1000 
C1-Revision 
 
[Requirements] 
 
1. DWC-1000 with firmware 4.7.0.x and later 
2. compatible AP with latest firmware (DWL-2600AP, DWL-3600AP, DWL-3610AP, DWL-
6600AP, DWL-6610AP, DWL-6610APE, DWL-6620APS, DWL-7620AP, DWL-8600AP, 
DWL-8610AP, DWL-8710AP) 
3. fully configured and created VLAN and routing setup of your network 
4. all APs are already configured for MultiSSID 
 
 
For a correct CP-redirect and routing over the firewall it is mandatory that the DWC-
1000 can’t use Layer 3 VLAN interface for the CP-wireless. Otherwise the DWC-1000 
will act as a router, so that there is not redirect at all. 
 
 
[Topology] 
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[setup] 
1.) L2 VLAN-Interface for CP-SSID 

 

 
 

2.) Default-Route  & DNS at the DWC-1000 for routing 
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3.) Port-VLAN 

 

 
 
 

4.) SSID Profile VLAN & Captive Portal 
 

 
 

5.) Interfaces Watchguard XTM520 
 

 



 

 - 4 - 

 
 

6.) Firewall rules on XTM520 
 

 
 
Depending on your firewall, you might need to change the orders of the rules. Please 
contact your firewall vendor about this. 
 


