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�D-View User’s Guide

�About this Guide

Congratulations on your purchase of the D-View network management system version 4.1. This management system allows you to manage heterogeneous networks from a station locally connected to the network, or remotely connected to a network device via a modem.

This guide discusses how to install the D-View platform program and use it to manage intelligent network devices from various network device vendors.

Terms

This section describes the terms that are used throughout this documentation:

Management console� XE "Management console" �—this term refers to a station that is connected on the network and currently running D-View or another SNMP-based network management system. Take note that a network can have more than one management console.

SNMP Device� XE "SNMP device" �—this term refers to a network device that implements an SNMP agent (for example, intelligent hubs and bridges).

IP Device� XE "IP device" �—this term refers to a network device that implements an IP agent (for example, workstations and servers).

Dumb/Unmanaged Device� XE "dumb device" �� XE "unmanaged device" �—this term refers to a network device that does not respond to any of the management queries from a management console (for example, printers and fax machines). Hubs and bridges can also be dumb if they do not contain an SNMP agent.

Online/Active Device� XE "online device" �� XE "active device" �—these terms refer to a network device that is currently responding to the management queries sent from the management console.

Offline Device� XE "offline fevice" �—this term refers to a network device that is not currently responding to any of the management queries from the management console. This may be due to link problems or the device is off.

Overview of the User’s Guide

Installation. Provides information on hardware and software requirements, and describes the installation procedure.

Introduction. Provides information on system description, feature summary, in-band and out-of-band management, and hardware setup.

Basic Operations. Discusses the basic operations at system startup. These include starting D-View, working with windows and device icons, logging onto the system, setting up the system security, defining global preferences, loading D-View device management modules, extracting data from the system, and exiting D-View.

Discovering your Network. Discusses how to discover a network using the auto-discovery� XE "Auto-discovery" � utility.

Working with Maps. Provides information on how to work with topology map� XE "Topology map" �s. These include identifying various components on the map, protecting maps, and tailoring maps.

Managing Network Addresses. Provides information on how to set up the system as a BOOTP and/or TFTP server, assigning node aliases, and searching for network devices.

Checking Connectivity. Discusses how to verify the connectivity of network devices using the provided test facilities; that is, PING and Validate.

Working with Traps. Discusses how to work with various trap messages sent to the management console.

Managing SNMP Devices. Describes the methods for retrieving MIB objects from SNMP devices. This includes standard MIB access using the commands provided in the General menu.

Command Summary. Summarizes the available menu commands and command buttons.

Troubleshooting. Provides troubleshooting tips for commonly encountered problems.

�D-View Installation Guide

� XE "installation" �This section lists the requirements your system should meet, and discusses how to install D-View on your system.

System Requirements

The � XE "system requirements"�hardware and software requirements for D-View are listed below.

486 DX-66 or higher

At least 8 MB of RAM

At least 10 MB of free hard disk space

Network interface card with appropriate drivers (only for in-band connection)

Windows-compatible mouse

VGA monitor

Windows 3.1 or above, running under MS�DOS 4.0 or above; Windows 95; or Windows NT

Any of the following WinSock 1.1 TCP/IP programs (not necessary for Windows 95 or Windows NT):

Lanera TCPOpen� XE "TCPOpen, Lanera" �

FTP Winsock� XE "FTP Winsock" �

NetManage NEWT� XE "NEWT, NetManage" �

Trumpet Winsock� XE "Trumpet Winsock" �

If you are using Windows 3.1, either Lanera TCPOpen or NetManage NEWT is strongly recommended.

 Software Installation

Before installing D-View, back up the original installation diskettes for safety. Store the original diskettes in a secure place and use the backup copies for the installation.

To install D�View on your system, you must be running Windows. Before you begin, all applications should be closed, and only the Program Manager window (Windows 3.1) or the desktop (Windows 95) should appear on your screen.

Follow these steps to install D-View on your system:

Insert D-View Program Disk 1 in drive A or B.

If you are using Windows 3.1, choose Run… from the File menu in Program Manager. Under Windows 95, choose Run… from the Start menu on the task bar. The Run dialog box will appear.

�

Type the disk/directory path (a:\ or b:\) and base name (setup) of the installation program (for example, a:\setup). Press Enter or click OK to go on.

The installation program will start up a “wizard” that will display instructions on the screen. Read all on-screen instructions carefully during the installation process.

The installation program will prompt you for a destination directory. You can accept the default directory name or enter a different one. Make a note of the directory name you decide to use, as you will need to know it when you install management modules for individual devices.

If you have previously installed another version of D�View, the installation program will ask if you wish to overwrite certain files. Be sure to install the new versions so you have a completely up-to-date version of D�View.

When D�View setup is complete, the installation program will let you choose between launching D�View and returning to Windows. If you wish to run D�View right away, see “Starting D�View” in the chapter entitled “Basic Operations,” following this manual’s introduction.

On a Windows 3.1 system, the installation program will create a D�View group window containing icons for starting the D�View platform program. Under Windows 95, the installation program will add D�View to the Start menu’s Programs submenu.

In addition to the D-View platform, you may have one or more management modules that can be used in conjunction with D-View for managing particular devices. Once D-View is installed, you can install these modules following the instructions in each management module user’s guide.

�Introduction

This chapter provides some information about the D-View network management system, including:

System description

Feature summary

In-band and out-of-band management

Hardware setup

System Description

� XE "System Description" �The D-View network management system is a practical and powerful management tool for network devices. It offers useful features for monitoring, evaluating, improving, and planning for the activities and performance of the entire network.

This management system implements the Simple Network Management Protocol� XE "Simple Network Management Protocol" � (SNMP� XE "SNMP" �) to diagnose and control the network conveniently from a single point on the network or at a remote site. D-View lets you configure your network topology, monitor and improve network performance, diagnose network faults, set up access security, and display events as they occur on the network.

D-View’s network management functions are organized in accordance with the principles and concepts of OSI, the Open Systems Interconnection standard formulated by ISO, the International Organization for Standardization. D-View can help you perform the following management tasks:

Configure Network Topology

D-View identifies and controls the logical and physical state of the network (that is, name, location, and IP address of the devices). Network topology can be easily configured whenever needed by just enabling or disabling specific ports on the devices.

Monitor and Improve Performance

D-View polls network devices and displays constantly updated statistics for the entire device or for selected individual ports. You may look at past and current statistics in analytical graphs to evaluate the behavior and effectiveness of the network. D�View also allows you to improve performance by modifying the configurations of network devices, and by disabling or enabling network segments to attain optimal traffic flow.

Manage Faults

D-View allows detection, isolation, and correction of abnormal network conditions. For troubleshooting, you can manually partition off a troubled network segment while faulty devices on the segment are being removed or repaired.

Control Network Access

D-View lets you protect and control accesses to network resources. If the hardware supports it, you can apply intrusion control� XE "intrusion control" � to individual ports on a hub to restrict user access to network resources. In addition, you can also apply eavesdrop protection� XE "eavesdrop protection" � to prevent nodes connected to a hub from receiving data packets not addressed to them.

Feature Summary

Windows and WinSock� XE "WinSock" � Environment Support

D-View runs under the Windows environment, using the WinSock 1.1 standard. WinSock provides a means of communication between the management console and the managed devices on networks such as Ethernet, Fast Ethernet� XE "Fast Ethernet" �, and FDDI� XE "FDDI" �. Supported Winsockt software includes Lanera TCPOpen� XE "TCPOpen, Lanera" �, FTP Winsockt� XE "FTP Winsock" �, NetManage NEWT� XE "NetManage NEWT" �, Windows 95� XE "Windows 95" �, and Trumpet� XE "Trumpet" �.

SNMP Compatibility� XE "SNMP" �

D-View uses the SNMP network management protocol to manage devices and workstations that are equipped with an SNMP agent. The system provides two methods of device management: via a device-specific management module� XE "management module" � and via the general commands provided with the system. Both methods allow you to retrieve standard and enterprise-specific� XE "MIB:enterprise-specific" �� XE "enterprise MIB" � MIBs from SNMP devices� XE "SNMP devices" �; the only difference being that the management module also provides you with a visual report on status of the device, and makes operation simpler..

Management via the management module requires that you install the devices’ management modules into D-View. Each D�Link SNMP device comes with a D-View management module for use with D-View.

Graphical User Interface� XE "Graphical User Interface" �

D-View’s graphical interface is based on the Windows interface. It draws symbolic icons� XE "Symbolic icons" � on the screen to identify devices and their links on the network. Pull-down� XE "Menu: Pull-down" � and pop-up� XE "Menu: Pop-up" � menus are used with all command options listed. You just point and click the mouse button to select a device or choose a command. The system also identifies the current status of a device by placing various symbols on the device icon.

D-View also allows you to add “wallpaper” background bitmaps to your network map to facilitate reference. This wallpaper can be a map of a country or floor layout of a particular room. D-View provides some sample wallpaper graphics for your reference, or you can easily create your own.

Multiple Device Management� XE "Multiple Device Management" �

D-View lets you monitor and manage different devices simultaneously. The system displays the management modules of selected devices on a window for easy management and monitoring of these devices.

The management modules display the current status of the device and its ports. The module also provides a menu bar for accessing commands for retrieving MIB objects� XE "MIB objects" � from the SNMP agent of the device.

In-band and Out-of-band Management

D-View supports both in-band and out-of-band management of network devices. In-band management� XE "In-band management" � allows you to perform management from any station on the network, while out-of-band� XE "Out-of-band management" � allows you to perform management from a station connected to the RS-232 port� XE "RS-232 port" � of a network device either from a local point or from a remote site� XE "Remote site" � via a modem� XE "Modem" �. Out-of-band requires the TCP/IP SLIP� XE "TCP/IP SLIP" �.

Automatic Device Discovery

D-View discovers the network for the connected SNMP and IP devices and then automatically draws up a map with full indication of the types of online devices. You can also draw up the full inventory of devices from map files and let D-View indicate which devices are currently online on the network.

Map Editing

D-View provides map editing tools for tailoring the topology map� XE "topology map" � of a particular network. These tools allow you to add devices, link devices, add labels, modify device attributes, delete map objects, and add a wallpaper.

Software Download� XE "software downloading" �

D-View provides a TFTP server function� XE "TFTP server" � that allows you to configure your management console as a TFTP server on the network. As a TFTP server, your management console will be responsible for providing image files for downloading from your system to all requesting network devices. Software downloading is necessary when upgrading or rebuilding software in the Flash memory of a device.

BOOTP Server Function

D-View comes with a BOOTP server function� XE "BOOTP server" � that allows you to configure your management console as a BOOTP server on the network. As a BOOTP server, your management console will be responsible for assigning IP addresses to all requesting network devices.

Connectivity Testing

D-View provides the Validate� XE "Validate" � and ICMP PING test� XE "PING" � facilities for checking the status and connectivity of network devices. The first facility validates a map by checking the current status of the displayed network devices; ICMP PING checks the connectivity of any device TCP/IP on the network.

Login Protection� XE "Login Protection" �

A login feature protects D-View from any unauthorized accesses. This security feature is put into effect every time the system is started up or every time a new user wants to log in to the system.

Provides Other Versatile Functions

D-View provides a host of other functions designed to facilitate network management including the map locking mechanism, global preferences modification, trap handling features, node and map information displays, node aliasing, and defining the authorized users of the system.

In-band and Out-of-band Management

The D-View network management system supports both in-band and out-of-band management. In-band management� XE "in-band management" � refers to management from one of the stations (PC) connected on the network—signals are sent over the network cable between the management console and the managed devices. Out-of-band management� XE "out-of-band management" � refers to management from a station not directly connected on the network—signals travel between the management console and the managed devices without traversing the network cable.

Normally, management is done in-band. A station connected on the network runs D-View to retrieve information from the devices, and perform administrative actions on them when necessary. In-band is much faster than out-of-band since it utilizes the network bandwidth of 10 megabits per second (for Ethernet) or 100 megabits per seconds (for Fast Ethernet). Out-of-band is restricted by the speed on the serial cable or the modem; however, it provides the following features:

The management console does not require a network interface card. An RS-232 (COM) port is all that is necessary for an out-of-band connection.

You can distinguish problems related to a device from problems related to broken links between devices.

You can still diagnose problems even if the network is down.

You can still diagnose and collect statistics from a device that has been partitioned off from the rest of the network.

For more information about in-band and out-of-band connections, see the next section, Hardware Setup.

Hardware Setup

This section provides information on the hardware setup for in-band and out-of-band connections.

In-band

For in-band� XE "in-band management" �, the station connects on the network via a network interface card. The type of network interface card you will need in the connection depends on the network you are connecting into; for example, for 10 Mbps Ethernet, you need a 10Mbps Ethernet adapter. D-View supports various network technologies such as Ethernet� XE "Ethernet" �, Fast Ethernet� XE "Fast Ethernet" �, Token Ring� XE "Token Ring" �, and FDDI� XE "FDDI" �.

The management console can be located on any network cable segment to manage any device connected to a local cable segment or a remotely bridged cable segment. 

� 

Out-of-band

For out-of-band management� XE "out-of-band management" �, the station connects to a network device via the RS-232 serial communication port� XE "RS-232 serial communication port" � (COM port� XE "COM port" �). This station can connect to the device locally through a null modem� XE "null modem" � or a null modem cable, or remotely via a dial-up telephone line. The RS-232 serial communication ports of most intelligent devices support asynchronous communication with a station for diagnostic purposes. Make sure to configure the RS-232 serial communication port of your station and the RS-232 port of the device accordingly. Also, ensure that your Winsock is configured for SLIP� XE "SLIP" � communication over the RS-232 port before performing out-of-band management.

�
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�Basic Operations

This chapter discusses the basic operations you might want to learn first and tasks you might want to take care of when you start the D-View network management system for the first time. These include the following topics:

Starting D-View

Working with various system windows

Working with device icons

Logging in to the system

Setting up the system security

Defining global preferences

Loading D-View 3.0 device management modules

Extracting information from the system

Exiting D-View

Starting D-View

The � XE "starting D-View" �D-View network management system works under the TCP/IP WinSock� XE "WinSock" � 1.1 environment. Before running D-View, ensure first that WinSock is loaded and currently active in your system. The system supports various WinSock software such as the Lanera TCPOpen� XE "TCPOpen, Lanera" �, FTP Winsock� XE "FTP Winsocket" �, NetManage NEWT� XE "NEWT, NetManage" �, Windows 95� XE "Windows 95" �, and Trumpet Winsock� XE "Trumpet Winsock" � (a shareware package). For the complete list of the supported WinSock software packages, see the section entitled Feature Summary at the beginning of this manual.

To start D-View, perform these steps:

Activate WinSock (if not yet activated). Refer to the documentation that came with your software for information on how to activate this program. If you are using Windows 95� XE "Windows 95" �, you can ignore this step and proceed to step 2.

Start Windows.

From the D-View program group window, double-click the D-View program icon to start D-View. The D-View introductory screen� XE "D-View introductory screen" � appears followed by the Operator Login dialog box� XE "Operator Login dialog box" �:

�

In the Login Name text box� XE "Name text box" �� XE "Login Name text box" �, type in your login name (if you already have one); otherwise, type the default login name� XE "Default login name" �, which is supervisor. Take note that this name is case-sensitive, so ensure to type the characters just as they appear.

In the Password� XE "password" � text box, type in the corresponding password of the login name you specified in step 4. The default password for the supervisor user is super. This password is also case-sensitive.

Click OK.

If you specified an authorized login name and a valid password, the monitor and map windows will appear on the screen. For information about these windows, see the succeeding sections. For information about the login name and password, see the section of this chapter entitled “Setting Up Security.”

Working with Windows

Just like any other Windows� XE "Windows" �-based applications, D-View works entirely with windows to facilitate operations. These windows follow the standard MS Windows specifications, thus steps for manipulating objects and windows within any D-View windows use the standard MS Windows procedures. 

After starting up D-View, the system displays two windows on your screen. These windows are the map window� XE "map window" � and the monitor window� XE "monitor window" �. Almost all operations and functions of the system are invoked from the map window; the monitor window on the other hand is responsible for displaying various system messages.

D-View provides commands for manipulating windows displayed on the screen. These commands are included in the Windows menu and File menu.

Activating a Window

There are several ways of activating a window when multiple windows are displayed on your screen. One way is by clicking the left mouse button anywhere in the target window. Another way is by using the commands provided in the D-View network management system. To activate a window using D-View commands, open the Window menu� XE "Activating a window using the Window menu" � from the map window� XE "Map window" �. The following submenu appears:
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This submenu is divided into two sections. The upper section is used for activating a window when there are several windows displayed on your screen; the lower section is used for closing all displayed windows except the main map window� XE "map window" �.

To activate a window, just click its name in the upper section of the displayed submenu. A check mark [(] appears beside the selected window to signify its selection.

Closing All Windows

You can close individual windows by double-clicking their respective Control-menu boxes. If you want to close all displayed windows at the same time, you may use the Close All Windows command� XE "Close All Windows command" � from the Window menu. This command closes all windows on the screen except the main map window� XE "Main map window" � (that is, the map window on level 1).

Closing the monitor window� XE "monitor window:closing" � deletes all existing messages and disables subsequent reception of trap messages from network devices. If, at a later time, you want to redisplay the monitor window, choose Monitor Window from the File menu� XE "File menu: Monitor Window" �.
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Using the Map Window

This � XE "Using the Map Window" �section describes the different components of the map window.
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The title bar� XE "Title bar" � displays the name of the map file currently loaded in the map area. If this is the first time you access the map window, this will display “Untitled� XE "Untitled: See also Title bar" �” for a blank map area.

The menu bar� XE "Menu bar" � displays the available menus. These menus list commands for executing various system functions. Most commonly used commands such as auto-discovery� XE "Auto-discovery" � and system preferences come with command buttons to facilitate their execution. For a summary of the available commands, see the Command Summary appendix.

Use the command buttons� XE "Command buttons" � to tailor your network topology map� XE "Network topology map" �, set global preferences, discover the network, validate the devices included on the map, display information about the map currently loaded on the map area or a particular device, check which device on the map sent a trap last, add a wallpaper to the map, and search for the location of a particular device on the network.

The number of command buttons� XE "Number of command buttons" � that can be displayed in the command buttons area at any given time depends on the size of the map window. At its maximum, this area can display up to 15 command buttons. If the button you need to use does not appear on this area, click the left� XE "Left-arrow button" �- or right-arrow button� XE "Right-arrow button" � to shift the buttons to the left or right, respectively. Take note that the six small buttons on the left side (including the left- and right-arrow buttons) do not shift with the other command buttons.

The status bar at the bottom of the map window displays some information about the command button you click; this is true if the Show button help� XE "Show button help" � option in the Map Preference dialog box is enabled.

The map area� XE "Map area" � displays the topology map of a network. This area is where you create the topology map of a network, tailor it, and manage network devices.

The status bar� XE "Status bar" � displays information pertaining to map activities and any clicked command button.

The scroll bars� XE "Scroll bars" � let you move parts of a map into view when the entire map does not fit into the map area.

Using the Monitor Window

In addition to the map window, the system also provides a monitor window for displaying messages. This window appears with the map window when you start up the D-View network management system. The figure below displays the monitor window� XE "monitor window:using" �.
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This window has three major functions as listed below.

It receives traps from SNMP agents� XE "SNMP agents" �, decodes them, and displays them in tabular form.

It displays messages (including error messages) from applications currently running on your computer system

It locates trap sources.

The following describes the various components of the monitor window:

The IP Address field� XE "IP Address field" � displays the IP address of your management console. Each device in a TCP/IP environment must have a unique IP address in order to communicate effectively with other network devices.

The Version Date field� XE "Version Date field" � displays the date when the map was last saved.

The Opened field displays the time and date when the current management session was started.

The Time field� XE "Time field" � displays the current setting on the real-time clock (RTC) of your computer. You can modify the RTC setting from your system BIOS, the Time and Date DOS commands, or the Windows control panel.

The Messages� XE "Messages field" � field displays the number of entries currently displayed in the message table.

The message table� XE "Message table" � lists the messages that were received since starting D-View or since clearing the contents of the table with the Clear button� XE "Clear button (Monitor window)" �. This table is divided into five columns, namely the Index column, Received Time column, Received From column, Message column, and the Action column. Except for the Index column, all columns can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry. As entries come in, they are appended at the end of the list.

The Received Time column� XE "Received Time column" � displays the time and date when the respective entry was received.

The Received From column� XE "Received From column" � identifies the source of the message. This displays either the IP address of the device or name of the management console.

The Message column� XE "Message column" � describes the respective message of the entry. If the message came from a device, this field will also display the corresponding node alias of the device (if set). You may set node aliases with the Node Alias command in the Tools menu.

The Action column� XE "Action column" � describes how the entry was received. If this displays More for an entry, double-click the entry to display more information about it.

Trap entries� XE "Trap entries" � appear in purple or dark purple color depending on the trap type. Traps in dark purplecan provide additional information about the received messages, while traps in purple can only provide the information that are displayed on the screen. To display additional information about a trap in dark purple color, double-click the respective entry. A new window will appear displaying additional information about the selected trap.

The Clear button� XE "Clear button (Monitor window)" � clears the message table.

The Find button� XE "Find button" � allows you to locate the source of a particular entry in the table. To locate the entry source, highlight the target entry and click this button. The system highlights the device icon on the map.

The Pause button� XE "Pause button" � pauses reception of messages.

The Resume button� XE "Resume button" � resumes message reception.

The REC ON button� XE "REC ON button" � is for creating log files of events reported in the monitor window. Click this button to set the starting time, the stop time, and the name of the log file. 

The REC OFF button� XE "REC OFF button" � lets you stop recording events at any time.

Working with Device Icons

� XE "device icons" �The D-View network management system uses device icons to represent various network devices, including SNMP, IP, and dumb devices. SNMP devices� XE "SNMP devices" � are those with SNMP agents� XE "SNMP agents" � that respond to SNMP requests from the system. IP devices are those with IP agents that respond to PING messages� XE "PING messages" � from the system; for example a workstation. Dumb devices� XE "Dumb devices" � are those without agents, such as printers and fax machines. You may incorporate dumb devices to your map to represent such connections; however, the system will not poll these types of devices.

The device icons on the map display the current status of the devices they represent (only for SNMP and IP devices). The system determines the status of a device by polling the device periodically. If the device fails to answer three consecutive polling messages, the system assumes that the device is off-line; otherwise, the system assumes the device is online. The system places symbols on the icons to represent various device conditions. The following lists and describes these symbols:

��This icon represents an online device� XE "Online device" �.����A gray border means the device is currently selected by the user. To select a device on the map, just click the mouse left button on its respective icon.����The inverted triangle icon� XE "inverted triangle icon" � is placed on a subnet icon� XE "subnet icon" � where there is at least one trap pending from the connected devices. The system displays this icon until you access the source(s) of the trap(s).����The system places a triangle� XE "Triangle" � on a device icon that has a trap pending. See the chapter entitled Working with Traps for information on how to deal with trap messages from devices.����The system places a red border on an offline device.����The system places an hourglass� XE "hourglass" � on a device icon currently being polled for status verification. If the device responds to the polling message, the device icon is set to online status; otherwise, it is placed in off-line status (red border).��Logging in to the System

� XE "logging in to the system" �The D-View network management system is protected by a login feature to prevent unauthorized accesses of the system. When starting up the system or logging in a new user� XE "logging in a new user" �, D-View prompts for a login name and its corresponding password. After logging in an authorized login name and password, the system grants the user the access right assigned to that login name. Logging in otherwise will prevent access to the system. 

Access rights� XE "access rights" � can vary from plain system monitoring to total supervisory control. For more information about the system security, see the next section, Setting Up Security.

NOTE:	The login name and password are case-sensitive.

To log in a new user, follow these steps:

From the File menu� XE "File menu: Login" �, choose Login. 
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The Operator Login dialog box� XE "Operator Login dialog box" � appears on the screen:

�

In the Login Name text box� XE "Login Name text box" �, type in an authorized login name.

In the Password text box� XE "Password text box" �, type in the corresponding password of the specified login name.

Click OK.

If you specify an authorized login name and password, the system will grant you the access right assigned to the specified login name. Otherwise, an error message will appear in the message box located just beneath the Password text box. You have three chances of specifying a correct login name and password, after which the system returns back to the map window with most management functions disabled.

Setting Up Security

The � XE "Setting Up Security" �D-View network management system comes with login protection to prevent unauthorized accesses� XE "Prevent unauthorized accesses" � of the system. This feature prompts a user for an authorized login name and password every time D-View is started up or every time a new user wants to log in to the system. Specifying a name that is not included in the list of authorized operators� XE "Authorized operators" \t "See Setting up Security" � or specifying a wrong password denies access to the system. Specifying a correct name and password gives a user the access right assigned to the specified login name. Access right� XE "Access right" � can vary from plain system monitoring to total supervisory control. Only users with supervisory rights can add and delete operators from the system’s authorized operator list.

The default login name of the system is “supervisor� XE "Supervisor: See also Setting up Security" �” with password set to “super� XE "Super: See also Setting up Security" �”. If this is the first time you have started up D-View, use these default values to log in to the system. After logging in as a supervisor, create the operator list to specify the authorized users of the system.

NOTES:	Login names and passwords are case-sensitive, thus “Supervisor” is not the same as “supervisor”.

	Only users with supervisory rights can modify the contents of the operator list.

	You may delete the default login name. 

Modifying the Operator List

To � XE "Modifying the Operator List" �modify the system’s operator list, perform these steps:

Log in to D-View as a supervisor.

From the Setup menu� XE "Setup menu: Operator List" �, choose Operator List.
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	The D-View Operator List dialog box� XE "Operator List dialog box" � appears:

�

The following describes the components of the above dialog box:

The IP Address field� XE "IP Address field" � displays the IP address of your management console. Each device in a TCP/IP environment must have a unique IP address in order to communicate effectively with other network devices.

The Operator field� XE "Operator field" � displays the name of the current system operator.

The Opened field� XE "Opened field" � displays the time and date when you accessed the above dialog box.

The # Oper field� XE "# Oper field" � displays the number of operators currently included in the list.

The operator list� XE "Operator list" � lists the authorized operators of the system. Each entry in this table provides the login name, its corresponding access right and password, and some information about the user. Just like the other tables in the system, the width of each column can be resized by just dragging the mouse left button on the column’s right border.

The Refresh button� XE "Refresh button" � updates the contents of the table.

The More... button� XE "More... button" � allows you to add a new entry or modify a particular entry.

The Delete button� XE "Delete button" � deletes an entry from the list.

To add a new entry, click the More... button� XE "More... button" �. The Operator Setting dialog box� XE "Operator Setting dialog box" � appears:

�

Taking note that the login name is case-sensitive and must not exceed 30 characters, type in a login name in the Login Name text box� XE "Login Name text box" �.

By default, a new entry comes without a password. To specify a password for a particular entry, see the next section, Setting Passwords.

Select the access right you want to assign to the specified login name. To view the available options, click the arrow at the right of the Access list box. Available options include Operator and Supervisor. Operator only grants the user the right to view configuration values, while Supervisor gives user full control over the system including modifying configuration values.

Use the Information text box to provide some information about the specified login name. This only serves for reference purposes; it is optional.

Click Add to add the specified entry into the operator list.

Repeat steps 4 to 7 to add any other names you want to include in the list.

To close the Operator Setting dialog box� XE "Closing the Operator Setting dialog box" �, double-click its Control-menu box.

If you want to delete an entry from the list, highlight the entry and then click the Delete button� XE "Delete button" �. A confirmation message� XE "Confirmation message" � appears on the screen. Click Yes to delete; otherwise click No.

To modify the settings of a particular entry, double-click the target entry, or highlight the entry and then click the More... button� XE "More... button" �. The Operator Setting dialog box reappears on the screen.

Modify the settings you want to change. You can only modify the settings in the Login Name and Information text boxes and the Access list box� XE "Access list box" �. After modification, click the Modify button� XE "Modify button" � to update the list. Then, close the Operator Setting dialog box by double-clicking its Control-menu box� XE "Control-menu box" �.	 

After making all the necessary modifications on the list, close the D-View Operator List dialog box� XE "Closing the D�View Operator List dialog box" � by double-clicking its Control-menu box.

You may assign passwords to the new entries you have just added in the list or modify current ones for security reasons. For information, see the next section, Setting Passwords.

Setting Passwords

You� XE "Setting Passwords" � may assign passwords to login names for added security. Before any user can start up D-View or log in to the system, he/she must first specify a login name and its corresponding password. Access to the system is granted to the user if and only if he/she specifies an authorized name and its valid password.

The password can be up to 30 characters long and is case-sensitive� XE "Password are case-sensitive" �, thus in a password, “manager” is not the same as “Manager”.

To set or change the password of a particular login name, perform these steps:

Log in to D-View using the login name of the entry you want to work on.

From the Setup menu� XE "Setup menu: Change Password" �, choose Change Current User’s Password.

�

The Change Login Password dialog box� XE "Change Login Password dialog box" � appears:

�

In the Old Password text box� XE "Old Password text box" �, type in the current password of the login name. If the login name does not come with a password, as in the case of newly added entries, leave this text box blank.

Taking note that the password is case-sensitive� XE "Case-sensitive: See also Setting Password" � and can be up to 30 characters long, type in the new password in the New Password text box. As you type in the password, asterisks “*” are put in place of the actual characters.

Type in the new password again in the Verify Password text box� XE "Verify Password text box" �.

Click Apply. 

Defining Global Preferences

You � XE "Defining Global Preferences" �can customize the appearance and operations of the D-View network management system by defining global preferences for the options listed below.

Select the type of label that will be displayed with the device icons. Label type can be set to device name, device IP address, device MAC address, or device vendor name. Setting the label type to IP address for example displays the IP addresses of the devices on the map as their respective labels. Refer to the following figure:

�

Show or hide the links between device icons on the map.

Show or hide the labels of the device icons.

Enable or disable the automatic loading of the last map you worked on at system startup. If you disable this option, an empty map will be loaded instead on the map area when you start up the system.

Show or hide the wallpaper incorporated in the map. Wallpaper� XE "Wallpaper, definition of" � is a bitmap drawing file that is added to the map to facilitate reference or simply to make the map more presentable. You may also create your own wallpaper using any drawing applications.

Display or do not display information pertaining to a clicked command button. If enabled, some information will be displayed in the status bar of the map window when you click a particular command button.

Keep the main map in the background� XE "Main map in the background" �. If enabled, the main map (level 1 map window) will always stay in the background of other displayed windows. If disabled, the main map will behave just like any other window on the screen; that is, it can be on the background or foreground.

Enable or disable device validation� XE "Device validation: Enable or Disable" �. Device validation is a process wherein the system sends query messages to the devices for status verification. You may enable or disable this feature depending on your specific needs.

To set global preferences, follow these steps:

From the File menu� XE "File menu: Preferences" �, choose the Preferences... command.
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-or-

Click the Preferences command button� XE "Preferences command button" �.
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The Map Preference dialog box� XE "Map Preference dialog box" � appears:

�

The Map Preference dialog box presents options for customizing several aspects of the D-View network management system operations. This dialog box is divided into two sections: the label type section and the general section for setting various system configurations. The following describes the available options:

The Show labels by section� XE "Show labels by section" � allows you to select the type of label that will be displayed with the device icons. Available options include display labels by device Names, by device IP addresses, by device Ethernet addresses, and by device Vendor names.

The Show links� XE "Show links" � option allows you to enable or disable the displaying of links between device icons.

The Show labels� XE "Show labels" � option allows you to show or hide icon labels.

The Open last map� XE "Open last map" � option enables or disables the automatic loading of the last map you worked on at system startup.

The Show wallpaper� XE "Show wallpaper" � option displays or hides the wallpaper you incorporated in the map.

The Show button help� XE "Show button help" � option enables or disables the displaying of help information for command buttons.

The Keep main map in background� XE "Keep main map in background" � option determines whether or not the main map window� XE "Main map window" � will always be placed in the background.

The Disable polling of all map objects� XE "Disable polling of all map objects" � option pauses the sending of query messages to the devices on the map. Query messages� XE "Query messages" � are used for checking the current status of the devices. If you disable sending of these messages, the device icons on the map will not be updated, thus they will not display the current status of the devices they represent.

You can still manage the devices even if the system stops sending query messages to them; the device icons are the only ones that will be affected.

The Disable D-View 3.0� XE "Disable D-View 3.0" � check box controls whether D�View will load D�View 3.0 device management modules on start-up. To make a D�View 3.0 management module available for loading, you must install it as described in the management module user’s guide.

The Enable Trap Sound� XE "Enable Trap Sound" � check box controls whether D�View will issue a sound when it receives a trap. If trap sound is enabled, D-View will activate the Windows “exclamation” sound each time a trap is received.

Set the label type by clicking the check box of the type you want. A check mark [(] appears beside the option you select.

To enable other options, just check their respective check boxes. 

Click the Save button to save the new settings.

Extracting Information

D-View� XE "Extracting Information" � provides a database� XE "Information database about network devices" � for storing information pertaining to a network device or a network. You can access this information for use in reports, troubleshooting, or inventory control. This section discusses how to retrieve such information from the system.

Retrieving Information about a Network

To� XE "Retrieving Information about a Network" � display information pertaining to a particular network, perform these steps:

Load the map of the network you wish to work on, if not yet loaded.

If the target network� XE "Target network" � belongs to a subnet, display the corresponding map by double-clicking the subnet icons� XE "Subnet icons" � until you reach the target network.

�

Ensure that no device icon is selected (with gray border). If there is one, click in any empty area on the map.

Click the Summary command button� XE "Summary command button" �.
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The following screen appears:
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The following describes the fields on the above screen:

The Name field� XE "Name field" � displays the name of the network or subnet.

The IP address field� XE "IP address field" � displays the IP address of the network or subnet, if available.

The Phys address field� XE "Phys address field" � displays the MAC address� XE "MAC address" � of the network or subnet, if available.

The Map level field� XE "Map level field" � displays how many levels down is this network from the main map. The main map belongs to level 1.

The Levels below field� XE "Levels below field" � displays how many levels are there below this level.

The Active devices field� XE "Active devices field" � displays the number of devices that are currently online in this network.

The Passive devices field� XE "Passive devices field" � displays the number of passive devices in this network. Passive devices are those that do not receive polling messages from the system or do not respond to SNMP requests from the system.

The Alarmed devices field� XE "Alarmed devices field" � displays the number of devices with pending traps. For information about traps, see the Working with Traps chapter.

The Broken devices field� XE "Broken devices field" � displays the number of devices that are currently offline in this network.

The Traps received field� XE "Traps received field" � displays the number of traps received from this network. Traps are messages sent from the devices that report event occurrences such as error conditions and configuration changes.

The Poll counts field� XE "Poll counts field" � displays the number of times the system polled the devices in this network. Polling� XE "Polling" � is necessary in determining the current status of a network device.

The Response lost field� XE "Response lost field" � displays the number of times polling messages from the system were not answered by the polled devices.

The Wallpaper field� XE "Wallpaper field" � displays the name and location of the wallpaper file currently attached to this map.

To close the above screen, click the button located at the top left portion of the screen.

Retrieving Information about a Device

To display� XE "Retrieving Information about a Device" � information pertaining to a particular network device, perform these steps:

Access the map where the target device resides. If the target device is included in a subnet, double-click the subnet icons� XE "subnet icons" � until you reach the device’s resident network.

�

Select the target device by clicking the mouse left button on its respective icon. The system highlights the selected device by changing its border color to gray.

Click the Summary command button� XE "Summary command button" �.
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The following screen appears:

�

The following describes the fields on the above screen:

The Name field� XE "Name field" � displays the name of the device.

The IP address field� XE "IP address field" � displays the IP address of the device.

The Phys address field� XE "Phys address field" � displays the MAC address� XE "MAC address" � of the device.

The Enterprise ID field� XE "Enterprise ID field" � displays the corresponding object ID� XE "object ID" � of the device in the MIB tree� XE "MIB tree" �.

The Group capacity field� XE "Group capacity field" � only applies to stackable hubs� XE "Stackable hubs" �, and is used to display the number of units that can be stacked together to form one logical hub.

The Port capacity field� XE "Port capacity field" � displays the total number of ports on the device.

The Ports utilized field� XE "Ports utilized field" � displays the number of ports currently in use.

The Traps received field� XE "Traps received field" � displays the number of traps received from this device. Traps are messages that report event occurrences such as error conditions� XE "Error conditions; see also Traps received field" � and configuration changes� XE "Configuration changes; see Traps received field" �.

The Poll counts field� XE "Poll counts field" � displays the number of times the system polled this device. Polling� XE "Polling" � is necessary in determining the current status of a network device.

The Response lost field� XE "Response lost field" � displays the number of times polling messages from the system were not answered by this device.

To close the above screen, click the button located at the top left portion of the screen.

Exiting D-View

To exit � XE "Exiting D-View" �D-View, follow these steps:

Choose Exit from the File menu� XE "File menu: Exit" �.

�

-or-

Double-click the Control-menu box� XE "Control-menu box" � of the main map window� XE "Main map window" �. A confirmation message� XE "Confirmation message" � appears on the screen:

�

Click Yes to verify.

The system terminates the current D-View session and then releases all occupied resources for use by other applications. If you made changes to the map and you have not saved these changes yet, the system will display a message on the screen prompting you to save the map.

Discovering your Network

This � XE "Discovering your Network" \r "Discovering_Network" �chapter discusses how to discover a network using the auto-discovery� XE "Auto-discovery" � utility. The following topics are covered in this chapter:

Basic information about topology maps

Discovering a network

Introduction

The topology� XE "Introduction: Discovering your network" � map displays the topology of a particular network. By looking at this map, you can have a pretty good view of the network and all devices connected in it. You can see which devices are currently online, and which are not. Also, you can see how these devices are linked to each other; the links and locations of the devices however do not necessarily reflect the actual locations of the devices.

The topology map plays a vital role in network management since from this map almost all management functions and operations are performed. The D-View network management system provides a utility called auto-discovery� XE "Auto-discovery" � that automatically discovers SNMP and IP devices by scanning their IP addresses; if these addresses fall within the specified range, the system then adds their respective icons on the map. The system then periodically polls the discovered devices to monitor their current status, and updates the displayed icons accordingly. (For the various icon conditions, see the Working with Device Icons section of the Basic Operations chapter.)

Auto-discovery works by sending SNMP queries� XE "SNMP queries" � or PING messages� XE "PING messages" � to devices whose IP addresses fall within the specified range. If the system receives a response from a device, the corresponding icon of the device is then incorporated on the map. It is because of this functionality why auto-discovery can only discover online devices� XE "Auto-discovery can only discover online devices" �; you can however add offline devices to the map using the Add Device command button. When these offline devices become online in a later time, the system then can update their respective icons on the map. For information on adding device icons, see the chapter entitled Working with Maps.

NOTE:	The auto-discovery utility can discover up to 500 devices at a time.

Discovering a Network

Before� XE "Discovering a Network" � starting with the discovery process, check first the following:

Ensure that all devices are turned on and properly connected on the network.

Ensure that the management console (that is, the PC currently running the D-View network management system) is connected on the network. For information on how to connect the management console, see the Hardware Setup section of the Introduction chapter.

After taking into consideration the requirements mentioned above, follow these steps to discover your network:

If you want to discover a new network, open a new map by choosing New Map from the File Menu� XE "File Menu: New Map" �.

�

If you want to rediscover a previously discovered network, open the respective map of the network by choosing Open Map from the File menu� XE "File menu: Open Map" �. Then, select the filename of the map file� XE "map file" �.

�

From the File menu� XE "File menu: Discover" �, choose Discover.

�

-or-

Click the Discover command button� XE "Discover command button" �.
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The Auto Discover dialog box� XE "Auto Discover dialog box" � will appear. This dialog box’s contents are slightly different on a Windows 95 system (below, left) than on a Windows NT or Windows 3.x system (right):

��

The Auto Discover dialog box contains options you can use to expedite the discovery process. The following describes the user-configurable options:

The From IP address� XE "From IP address" � text box allows you to specify the starting IP address of the search. You may specify address in Class A, B, or C format� XE "Class A, B, or C format" �.

The To IP address� XE "To IP address" � text box allows you to specify the terminating IP address of the search. Just like the starting IP address, you may use address in Class A, B, or C format� XE "Class A, B, or C format" �.

The SNMP Read� XE "SNMP Read" � text box allows you to specify a common community name for the devices to be included in the search. Community names� XE "Community names" � act as passwords used for screening accesses to the devices’ SNMP agents� XE "SNMP agents" �. Before access to a device is granted, the management console must first specify one of the community names assigned to that device.

If you are searching for SNMP devices� XE "SNMP devices" �, as evidenced by the selection of the SNMP option under the Discover by field, you must specify a community name for this parameter to enable subsequent reading of the MIB objects� XE "MIB objects" � of the discovered devices.

The SNMP Write text box� XE "SNMP Write text box" � has the same function as the SNMP Read text box� XE "SNMP Read text box" � only that the community name specified in the SNMP Write text box will be used to enable subsequent modifications on the MIB objects� XE "MIB objects" � of the discovered devices. Before modification on the MIB objects of a particular device is permitted, the management console must first specify one of the community names (with a Write access right) set for the device.

You only need to specify a community name for this parameter if you are searching for SNMP devices� XE "SNMP devices" �.

The Discover by� XE "Discover by" � section selects the type of query messages that will be used in the discovery process. On Windows NT and Windows 3.x systems, two options are available: SNMP and PING. Windows 95 allows only the SNMP option. All devices with IP agents, such as workstations, can respond to PING messages, while for SNMP queries, only those with SNMP agents� XE "SNMP agents" � can respond.

The Search section� XE "Search section" � determines which devices will be included in the search. Three options are available: search for� XE "Search for: From Iconlist" �� XE "Search for: Enterprise ID" �� XE "Search for: All Agents" � All Agents, Enterprise ID, and From Iconlist. Select the first option to search for all devices; select the second option to search only for devices with the specified enterprise ID; select the last option to search for a particular device selected from the Icon list.

When using the enterprise ID to search for devices, you may use the asterisk [*] wildcard character� XE "wildcard character" � to search for� XE "Search for: Specific vendor" � all devices from a specific vendor.

The Discover section� XE "Discover section" � sets the timeout period of the discovery process� XE "Discovery process: Timeout period" �. This period determines how long the system will wait for a response from a queried IP address before the system proceeds to the next IP address. If the system receives a response within this period, the device icon is then added on the map.

Select the timeout period that best fits a particular situation; that is, if you are discovering a small local area network� XE "Discovering a small local area network" �, you may use a relatively low timeout period, if you are discovering a network that covers a wide area, choose a relatively high value for this parameter to ensure all devices are queried properly.

To select a value, just click the up- or down-arrow button to increase or decrease the timeout period, respectively. As you click a button, the current timeout period setting is displayed on the status bar located below the After discovery section.

The After discovery section� XE "After discovery section" � enables or disables continuous polling� XE "Continuous polling: enable/ disable" � of the discovered devices. Polling is necessary to determine the current status of a particular device. When enabled, the system periodically polls the devices and then updates their respective icons accordingly.

When discovering a large network� XE "Discovering a large network" �, disable this function to prevent degradation in the overall performance of the auto-discovery utility. You may enable polling of these devices later when the discovery process comes to its completion.

The Start button� XE "Start button" � starts the discovery process.

The Abort button� XE "Abort button" � terminates the discovery process.

Specify the IP address range in the provided text boxes.

Specify the necessary community names in their respective text boxes. Default community names� XE "Default community names: private for write" �� XE "Default community names: public for read" � are “public” for read and “private” for write.

Select the type of query messages to be used by clicking the appropriate button. Select SNMP to discover SNMP devices� XE "Discover SNMP devices: select SNMP" �� XE "SNMP devices" �; select PING to discover IP devices� XE "Discover IP devices: select PING" �.

Select the type of devices to be included in the search. Check All Agents to search for all devices; check All Agents then specify an enterprise ID in the Enterprise ID text box to search for devices with specific enterprise IDs; check From Iconlist to search only for a particular device, then select the device from the Icon list at the right.

Select the timeout period by clicking the appropriate Discover buttons.

If you want the system to continuously poll all discovered devices, type in a polling time in the provided box; otherwise, check the Don’t poll button.

Click Start to begin the discovery process.

The system starts sending query messages� XE "Sending query messages" � to the devices based on the filters you set. The status bar at the bottom of the dialog box displays the progress of the discovery process. It displays the current IP address being queried by the system, and the total number of devices already discovered.

�

As new devices are discovered, their respective icons are added on the map. The system ignores all devices that are already accounted for on the map; similar devices are usually detected when rediscovering a particular network.

If the process is using PING messages� XE "PING messages" � to query the devices, the system places an IP Agent icon� XE "IP Agent icon" � for each discovered device. If SNMP messages� XE "SNMP messages" � are used, the respective icons of the discovered devices are placed on the map; if the system can not identify the device, it then places an SNMP Agent icon� XE "SNMP Agent icon" � to represent the device.

�

You may terminate the discovery process� XE "Terminating the discovery process" � any time by clicking the Abort button� XE "Abort button" �. You may also switch to another application� XE "Switching to another application: during discovery process" � while waiting for the discovery process to complete. When the process reached its completion, as evidenced by the Discovery completed with x new agents message on the status bar, close the Auto Discover dialog box� XE "Closing the Auto Discover dialog box" � by double-clicking its Control-menu box.

Save the new or updated map by choosing Save Map from the File menu� XE "File menu: Save Map" �.

�

If this is an old map, choosing Save Map causes the system to save the map� XE "Saving the map" � updates to the same map file. If this is a new map, the system then displays the Save As dialog box� XE "Save As dialog box" � for specifying the name of the map file. Specify a filename� XE "Specifying a filename" � of no more than eight characters. Filename extension� XE "Filename extension" � is optional; if you wish to specify one, append any three-letter word to the specified filename. Then, choose OK.

After saving the map, you may start using it to manage the network it represents, or tailor it to modify its appearance. For information on managing a network, see the Managing SNMP Devices chapter. For information on map tailoring, see the chapter entitled Working with Maps.

�Working with Maps

This � XE "Working with Maps" \r "Working_Maps" �chapter provides information on how to work with topology maps. These include the following topics:

Identifying the various components of a topology map

Protecting, tailoring, saving, and printing maps

Map Components

The � XE "Map Components" �topology map contains different components to represent the topology of a particular network. These components include device icons� XE "Device icons" \t "See Map Components" � that represent network devices, links that show how devices on the network are connected to each other, and an optional wallpaper� XE "Wallpaper: optional" � which displays the exact location of the network. The wallpaper� XE "Wallpaper: Country" �� XE "Wallpaper: State" �� XE "Wallpaper: Layout of a particular office" � may display the layout of a particular office or map of a specific state or country. You may create your own wallpaper� XE "Wallpaper: Create your own" � using any drawing application. The following figure displays a sample topology map with a wallpaper� XE "Wallpaper: bitmap" � bitmap:

�

When polling is enabled for an SNMP or IP device, its respective icon on the map will reflect its current status. Icons for dumb devices� XE "Dumb devices: Icons" � (that is, those without agents) such as printers can be manually added to put more information on the map; however, the added icons will not reflect the actual status of the devices they represent. The system places symbols on the device icons to signify various states. The Working with Device Icons section of the Basic Operations chapter lists these states.

A topology map may contain subnets to represent subnetworks� XE "subnetworks" � in a given network. To access a subnet� XE "Accessing a subnet" �, all you have to do is to double-click its respective icon on the map; a new map window will appear on the screen displaying the corresponding topology map of the subnet. This new window will appear over the previous map (parent map� XE "Parent map" �).

�

The title bar on each subnet map� XE "Subnet map" � window displays how many levels� XE "levels" \t "See Subnet map" � down the subnet is from the main map� XE "Main map" � (the main map belongs to level 1). This window also provides map buttons� XE "Map buttons" � for moving between maps and closing the window. The following displays these buttons:
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The list below describes the function of each map button.

Click the Main Map button� XE "Main Map button" � to go to the main map window� XE "Main map window" �.

Click the Parent Map button� XE "Parent Map button" � to go to the immediate parent window.

Click the Close button� XE "Close button" � to close the map window.

These buttons come in handy when working with multilevel topology map� XE "Multilevel topology map" �s. By using these buttons, you can easily navigate the various map windows displayed on the screen.

Map Protection

The � XE "Map Protection" �system provides a feature that allows you to protect maps currently displayed on the screen from accidental modifications� XE "Accidental modifications" \t "See Map Protection" �. When enabled for a particular map window, the system disables all map editing features for that window to prevent the user from modifying the displayed map.

You may use this feature to protect maps� XE "Protect maps: Critical networks" � of critical networks, or networks that do not change often. When modifications are required at a later time, you can easily enable back the map editing features� XE "Map editing features" � of the map window by just clicking a button.

NOTE:	The map locking mechanism only affects the map window where it is applied; it does not affect the other map windows displayed on the screen. If you want to enable this feature for all map windows, then you need to enable it for each window.

To protect � XE "map locking mechanism" �a particular map, perform these steps:

Activate the target map window. This is only necessary if the screen displays more than one map window.

From the command buttons area� XE "Command buttons area" � of the selected map window, click the Lock Map button� XE "Lock Map button" �. 

�

The system locks the selected map window by disabling all its map editing features� XE "Map editing features: Disabling" �; you will notice that all map editing command buttons� XE "Map editing command buttons: Gray" � are grayed.

To re-enable the map editing features of the map, just click the Unlock Map button� XE "Unlock Map button" �.

�

Tailoring Maps

This � XE "Tailoring Maps" �section describes how to tailor a particular map using the drawing tools provided with the D-View network management system. These tools include:

��This drawing tool allows you to add a new device icon to the map. You may also use this tool to modify the attributes of an already existing device.����This drawing tool allows you to connect two device icons on the map.����This drawing tool allows you to add and modify labels on the map.����This drawing tool allows you to delete an object from the map.����This drawing tool allows you to add a wallpaper to the map.��Getting Started

Load� XE "Getting Started: Tailoring Maps" � the topology map of the network you want to work on by choosing Open Map from the File menu� XE "File menu: Open Map" �.

�

The system displays the Open dialog box� XE "Open dialog box" � for selecting a map file. Select the map file from this dialog box� XE "From the dialog box: Selecting a map" � and then click OK. The selected map appears on the map area of the map window.

Check to verify that the map editing features are enabled. You can verify this by checking whether or not the map editing command buttons are grayed; if they are, click the Unlock Map button� XE "Unlock Map button" � to unlock the map.

�

You can then start editing the map.

Adding Wallpaper

You � XE "Adding Wallpaper" �may add graphic images such as scanned or drawn bitmap� XE "Bitmap: Drawn" �� XE "Bitmap: Scanned" � files to the map to serve as background for the displayed objects. Wallpaper� XE "Wallpaper: Floor Plans" �� XE "Wallpaper: Buildings" �� XE "Wallpaper: Cities" �� XE "Wallpaper: Countries" �� XE "Wallpaper: Continents" � can represent continents, countries, cities, buildings, floor plans, and so forth. The system provides some wallpaper files you can use in the \DV_USER subdirectory� XE "\DV_USER subdirectory: Wallpaper files" � of your D-View directory. Use any of these files to represent specific places in the world, or create your own by using any drawing applications such as the Windows’ Paintbrush� XE "Windows’ Paintbrush" �.

The wallpaper facilitates reference since it displays the exact location of the devices and subnetworks. By adding a wallpaper to a map, you are not only making the map more presentable but also making network diagnosis and troubleshooting easier for network administrators� XE "network administrators" �.

NOTE:	For the system to display a wallpaper, you must first enable the Show wallpaper option in the Map Preference dialog box. For more information, see the Defining Global Preferences section of the Basic Operations chapter.

To � XE "Show wallpaper option" �add a wallpaper� XE "Wallpaper: Add" � to the map, click the Wallpaper command button� XE "Wallpaper command button" �.
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The Open dialog box appears on the screen for selecting a wallpaper bitmap file� XE "Wallpaper bitmap file" �. Select the wallpaper you need from the list and then click OK. The selected wallpaper appears (as background) on the map area.

The following figure is a sample map with USA wallpaper� XE "Wallpaper: USA" �: 

�

Move the objects on the map� XE "On the map: Moving objects" � to their respective places. For information on moving objects on the map, see the Moving Map Objects section of this chapter.

Adding Device Icons

The� XE "Adding Device Icons" � system provides device icons for various network devices. These icons include those that represent SNMP, IP, and dumb devices� XE "Dumb devices" �. SNMP devices� XE "SNMP devices" � are those with SNMP agents� XE "SNMP agents" �; IP devices� XE "IP devices" � are those with IP agents; dumb devices are those without agents such as printers and fax machines.

The system keeps in its database a list of device icons� XE "Database of device icons" � for commonly used devices. You may add new icons� XE "Adding new icons" � into this list by installing new devices� XE "Installing new devices" � into the system. When you install a new device, its respective icon is automatically added in the list for future use. Device installation� XE "Device installation" � is achieved by running an installation program� XE "Installation program" � provided by the device vendor� XE "Device vendor" �.

Adding the icon of an SNMP or IP device to the map requires one or both of the following:

The IP address of the device. The management console uses this address when establishing a link with the device. (Required for both SNMP and IP devices.)

Two of the device community names. One of these community names must have a Read access right� XE "Read access right" �, the other must have a Write access right� XE "Write access right" �. These parameters will be used when reading and modifying the MIB objects� XE "MIB objects" � of the device. (Only for SNMP devices� XE "SNMP devices" �.)

You can obtain the above information from the device� XE "Obtaining information from the device" � itself. If the device comes with a console program� XE "Console program" �, use this program to retrieve these values. For information about this program, see the documentation that comes with the device.

After obtaining the required information, follow these steps to add the icon of the new device� XE "Adding the icon of the new device" �:

Click the Add Device command button� XE "Add Device command button" �.

�

The Add-Modify Map Device dialog box� XE "Add-Modify Map Device dialog box" � appears on the screen:

�

The following describes the user-configurable parameters found in the above dialog box:

The Device Icon list� XE "Device Icon list" � contains the available device icons. These include icons for SNMP, IP, and dumb devices.

The Device Name� XE "Device Name" � text box allows you to specify a label that will appear with the device icon. This label appears when displaying of labels by name� XE "Displaying of labels by name" � is selected and enabled via global preferences modification. For information, see the Defining Global Preferences section of the Basic Operations chapter.

The setting of this parameter serves for reference purposes only; it is not mandatory.

The IP Address text box� XE "IP Address text box" � allows you to specify the IP address of the device. Each device in a TCP/IP environment� XE "TCP/IP environment: Device in a" � must have a unique IP address in order to communicate effectively with other network devices.

You only need to set this parameter when adding SNMP and IP devices.

The SNMP Read� XE "SNMP Read" � text box allows you to specify one of the community names of the device. The management console uses this community name as a password for reading MIB objects� XE "MIB objects" � from the device. Specifying an invalid community name� XE "Specifying an invalid community name" � will prevent the management console from performing such action on the device.

You only need to set this parameter when adding SNMP devices� XE "SNMP devices" �. Default setting� XE "Default setting: public" � is “public”

The SNMP Write� XE "SNMP Write" � text box allows you to specify one of the community names of the device. The management console uses this community name as a password for modifying MIB objects� XE "MIB objects" � of the device. Specifying an invalid community name will prevent the management console from performing such action on the device. 

You only need to set this parameter when adding SNMP devices� XE "SNMP devices" �. Default setting� XE "Default setting: private" � is “private”.

The Contact Name � XE "Contact Name" � text box allows you to identify the person to contact� XE "Identify the person to contact" \t "See Contact Name" � with when problems occur on the device. This only serves for reference purposes.

The Contact Phone� XE "Contact Phone" � text box allows you to specify the telephone number� XE "Specifying a telephone number" \t "See Contact Phone" � of the contact person. This only serves for reference purposes.

The Location� XE "Location" � text box allows you to specify the exact location of the device� XE "Specifying the exact location of a device" \t "See Location" �. This is also used for reference.

The Poll Options� XE "Poll Options: None" �� XE "Poll Options: PING" �� XE "Poll Options: SNMP" �� XE "Poll Options" � section allows you to select the type and frequency of query messages� XE "Selecting the type/ frequency of query messages" � that will used to poll the device. Available options include SNMP, PING, and None. Select the first option when adding SNMP devices� XE "SNMP devices" �; select PING when adding IP devices; select the last option when adding dumb devices. Selecting either SNMP or PING also requires you to specify the polling interval� XE "Specifying the polling interval: SNMP or PING" �. 

The New button� XE "New button" � adds the selected device icon on the map.

The Change button� XE "Change button" � modifies the attributes of a particular device� XE "Modifying the attributes of a device" \t "See Change button" � on the map.

From the Device Icon list� XE "Device Icon list" �, click the corresponding icon of the device you want to add on the map� XE "Adding a device on the map" \t "See Device Icon list" �. Use the scroll bar to display the available icons� XE "Display the available icons: using the scroll bar to" �. The status bar at the bottom of the dialog box displays some information about the selected device icon� XE "Displaying information about selected device icon" �.

Type in the device label in the Device Name text box� XE "Device Name text box" �.

Set the other parameters according to the device you are adding.

Click New to add the device icon on the map� XE "Adding a device icon on the map: New button" �.

If you want to add another device icon, repeat steps 2 through 5.

After adding all the icons you need, close the Add-Modify Map Device dialog box� XE "Closing the Add-Modify Map Device dialog box" � by double-clicking its Control-menu box.

If you have added new subnets on the map� XE "Adding new subnets on the map" �, draw their respective maps using either the auto-discovery utility or add the icons� XE "Adding the icons: using auto-discovery utility" �� XE "Adding the icons: manually" � manually yourself. Follow these steps to work on a subnet:

Double-click the icon of the subnet you want to work on. The system opens a new map window for the selected subnet. 

�

Draw the corresponding map of the subnet using either the auto-discovery utility or add the device icons manually yourself. For information on the first method, see the Discovering your Network chapter. For information on the latter method, see the previous procedure.

After drawing the map, go back to the main map� XE "Going back to the main map" � to work on the other subnets. Repeat steps 8a to 8c.

Move the device icons to their respective places on the map. For information on how to do this, see Moving Map Objects, further on in this chapter.

Add link lines, if you wish, between device icons. For information on how to do this, see Linking Device Icons, further on in this chapter.

Modifying Device Attributes

You � XE "Modifying Device Attributes" �can modify the attributes of an already existing device on the map to affect a new configuration, or simply to modify some information about the device. Among the attributes you can modify� XE "Modifying: Polling options" �� XE "Modifying: Contact person information" �� XE "Modifying: Community name passes" �� XE "Modifying: IP Address" �� XE "Modifying: Device Name" � include the device name, IP address, community name passes, contact person information, and polling options.

To modify the attributes of a particular device on the map, perform these steps:

Click the device icon you want to work on to select it.

Click the Add Device command button� XE "Add Device command button" �.

�

The Add-Modify Map Device dialog box� XE "Add-Modify Map Device dialog box" � appears on the screen displaying the current configuration� XE "Displaying the current configuration" \t "See Add-Device command button" � of the selected device:

�

For information on the various user-configurable parameters in the above dialog box, see the Adding Device Icons section of this chapter.

Modify the parameters as needed.

Click Change to affect the new device configuration� XE "To change the new device configuration: Change button" �.

Close the Add-Modify Map Device dialog box� XE "Closing the Add-Modify Map Device dialog box" � by double-clicking its Control-menu box.

Linking Device Icons

Linking � XE "Linking Device Icons" �device icons is not mandatory; but will greatly help in network diagnosis and troubleshooting. By connecting device icons, network administrators� XE "Network administrators" � will know how devices and subnets on the network are connected to each other, thus facilitating detection and subsequent isolation of error sources.

To connect device icons, follow these steps:

Identify the two device icons you want to link.

Click the Link command button� XE "Link command button" �.

�

The Object Link Style Setting dialog box will appear. You can set link line thickness, style, and color. Click OK to go on.

�

The pointer� XE "Mouse pointer" � will change to a crosshairs� XE "Crosshair, mouse pointer" �.

Click the first device icon to anchor the starting point� XE "Anchor the starting point: First device icon" �.

Click the second device icon to create a link between the two icons� XE "Creating a link between two icons: second device icon" �.

If you want to link other device icons� XE "Linking other device icons" �, repeat steps 3 and 4. Otherwise, click in any blank part of the map to restore the mouse pointer to its original form� XE "Restoring mouse pointer back to its original form" �.

Adding/Modifying Text

You � XE "Adding/Modifying Text" �can add labels on the map to facilitate reference. These labels can be used to provide network administrators� XE "Network administrators" � with vital information about a network device, link, or subnet.

To add a label on the map, perform these steps:

Click the Text command button� XE "Text command button" �.

�

The Add/Modify Text dialog box� XE "Add/Modify Text dialog box" � appears on the screen:

�

The following describes the user-configurable parameters found in the above dialog box:

The Font list box� XE "Font list box" � allows you to select the font.

The Size list box� XE "Size list box" � allows you to select the font size.

The Style list box� XE "Style list box" � allows you to select the font style (for example, bold or normal).

The Color list box� XE "Color list box" � allows you to select the font color.

The Italics and Underline option buttons� XE "Option buttons: Underline" �� XE "Option buttons: Italics" � allow you to select the font appearance.

The Text box� XE "Text box" � is where you type the text. This is a multiline text box� XE "Multiline text box" � that allows you to input text of more than one line.

The Add button� XE "Add button (Add/Modify Text window)" � adds the specified text to the map.

The Modify button� XE "Modify button" � modifies a text.

Select the font, font size, style, and color by clicking the arrows at the right of the list boxes and selecting the settings you want for your text� XE "Selecting the settings you want for your text" �.

Check the Italics option button if you want your text to appear in italics.

Check the Underline option button if you want your text to appear with an underline.

Start typing the text� XE "Typing the text" �. The text you type appears in the Text box. If you want to start a new line of text� XE "Starting a new line of text" �, just press the Enter key.

Click Add to add the text to the map.

If you want to add more text� XE "Adding more text" �, repeat steps 2 ~ 6. Do not worry if the labels you add overlap each other—you can move them later.

Close the Add/Modify Text dialog box� XE "Closing the Add/Modify Text dialog box" � by double-clicking its Control-menu box.

Move the labels to their respective places on the map� XE "Moving labels to places on the map" \t "See Moving Map Objects" �. For information on how to do this, see the Moving Map Objects section of this chapter.

If the label is clipped at the sides, just adjust the frame size� XE "Adjusting the frame size: Dragging corners" � by dragging its corners. Clipping occurs when the font is too big or the text is too long to fit the default frame size� XE "Default frame size: Clipping" �.

To modify a particular label on the map, follow these steps:

Click the label you want to work on to select it.

Click the Text command button to display the current settings of the selected label� XE "Displaying current settings of selected label" � in the Add/Modify Text dialog box.

Modify the label settings.

Click Modify to affect the changes� XE "To initiate the changes: Modify button" �.

Close the Add/Modify Text dialog box� XE "Closing the Add/Modify Text dialog box" � by double-clicking its Control-menu box.

Moving Map Objects

You � XE "Moving Map Objects" �can move map objects to new locations� XE "Moving map objects to new locations" � on the topology map. You may want to do this if the layout of the topology map does not fit on your screen, or if the actual locations of the devices have changed, or simply to relocate objects� XE "Relocating objects" �.

When moving objects, take note of the following:

You can move device icons to a subnet by just placing them over the subnet icon. You can also move device icons from a subnet to its immediate parent window by just moving them over the Parent Map button� XE "Parent Map button" � of the subnet.

Moving a link� XE "Moving a link" � will also move both device icons connected on each end of the link. If these device icons connect to other devices, they also will be moved with the link.

Moving a device icon� XE "Moving a device icon: See also Moving a link" � will also move the link with it (if there is one).

To move an object, follow these steps:

Click and hold the mouse left button on the object you want to move.

Drag the object to the desired spot� XE "Dragging the object to a desired spot on the map" � on the map.

On the target spot, release the mouse button.

Deleting Map Objects

You � XE "Deleting Map Objects" �can delete� XE "Deleting: Links" �� XE "Deleting: Device icons" � � XE "Deleting: Labels" � objects on the map including labels, device icons, and links. You may want to perform this if any of these objects no longer exist on the network, or if the label is no longer relevant on the map. By minimizing the number of objects on your map� XE "Minimizing the number of objects on your map" �, you are saving the system some time� XE "Saving the system some time" � that could have been used in polling non-existing devices. This also saves you some valuable space in your hard disk� XE "Saving space on your hard disk" \t "See saving the system some time" �.

To delete an object on the map, follow these steps:

Click the object you want to delete.

Click the Delete command button� XE "Delete command button" �.

�

-or-

Press the Delete key� XE "Delete key: your keyboard" � on your keyboard.

If the object is a device icon or label, the system displays a confirmation message� XE "Confirmation message" � on the screen. If the object is a link, the system deletes this object� XE "System deleting link objects" � as soon as you invoke the delete operation.

Choose Yes to delete the selected object. Otherwise, choose No.

Saving an Updated Map

You� XE "Saving Updated Map" � need to save the map whenever you make modifications on its contents. To save the updates, follow these steps:

From the File menu� XE "File menu: Save Map As" �� XE "File menu: Save Map" �, choose Save Map or Save Map As.

�

If this is a new map, selecting eitherof these two commands displays the Save Map As dialog box� XE "Save Map As dialog box" �; if this is an old map� XE "Saving an old map" �, choosing Save Map saves the updated map to the same map file.

Type in a filename of no more than eight characters in the provided text box. Filename extension� XE "Filename extension" � is optional; if you wish to specify one, append any three-letter word to the specified filename.

Click OK. 

Printing the Displayed Map

To print a topology map, � XE "Printing maps" �� XE "Maps, printing" �� XE "Topology maps, printing" � click the map printing button of the window in which the map is shown.

�

A dialog box for selecting printing options will appear.

�

Enable any special options that you want and choose OK. A dialog box for adjusting the scale of the printout� XE "Scale, map printout" � will appear.

�

You can type a larger number for a larger printout, or a smaller number for a smaller printout. Choose OK to print.

�Managing Network Addresses

This chapter � XE "Managing Network Addresses" \r "Managing_Addresses" �provides information on how to manage IP addresses on the network. These include the following topics:

Setting the system as a BOOTP server

Setting the system as a TFTP server

Assigning node aliases

Searching for a device

BOOTP Server

The � XE "BOOTP Server" �D-View network management system comes with a BOOTP server function that allows you to configure the management console as a BOOTP server on the network. When operating as a BOOTP server, all network devices that need IP addresses send BOOTP requests to the management console for retrieval of their respective addresses.

The IP address plays a vital role in network communication under the TCP/IP environment� XE "Communication under the TCP/IP environment" �. Each network device attached to this environment must have a unique IP address in order to send and receive data packets� XE "Data packets" � from other network devices. Some network devices such as intelligent hubs� XE "Intelligent hubs" � and bridges� XE "Bridges" � come with EEPROMs for storing configuration values� XE "Storing configuration values: EEPROM" � including IP addresses; others such as diskless workstations� XE "Diskless workstations" � are incapable of storing such information, thus they depend on the BOOTP server for these values.

When the management console� XE "Management console" � (acting as a BOOTP server� XE "Acting as a BOOTP server" \t "See management console" �) receives a BOOTP request� XE "BOOTP request" �, it checks the MAC address� XE "MAC address" � of the device that sent this request. The system then looks up this MAC address on the BOOTP table� XE "BOOTP table" �; if such address exists, the system returns to the requesting device the assigned IP address for that MAC address; if the address does not exist, the system displays a message on the management console screen prompting the network administrator to assign an IP address for this request. After assigning an IP address� XE "Assigning an IP address" �, the entry is then added on the table for use on subsequent request from the device.

The BOOTP table� XE "BOOTP table: Hard disk of management console" � is stored in the hard disk of the management console, and can be updated any time by the network administrator. In addition to the IP address, each entry in the BOOTP table� XE "BOOTP table: Subnet mask" �� XE "BOOTP table: File server address" �� XE "BOOTP table: Gateway address" �� XE "BOOTP table: information about network communication" � can also furnish other information relevant to network communication. These include the gateway address, the file server address, and the subnet mask.

To enable the BOOTP server function of the management console, choose Bootp Server from the Tools menu� XE "Tools menu: Bootp Server" �.

�



The BOOTP Server dialog box� XE "BOOTP Server dialog box" � appears on the screen signifying that the management console is now operating as a BOOTP server� XE "Management console operating as BOOTP server" �.

�



The management console will start receiving BOOTP requests from the network; if it receives a request, it checks the table for the required information and sends them to the requesting device; if the entry does not exist, the program displays the Add/Modify BOOTP Table Item dialog box� XE "Add/Modify BOOTP Table Item dialog box" � on the screen:

�



This dialog box displays the MAC address� XE "MAC address" � of the requesting device. Based on this address, assign an IP address for the device, and other pertinent information. Click OK to create a valid entry for the device in the BOOTP table� XE "BOOTP table: an entry with an \"ignore\" attribute" �� XE "BOOTP table: Creating a valid entry" �, which will be used for answering subsequent requests from the device. If you click Ignore, an entry with an “ignore” attribute� XE "Ignore attribute: See also Bootp Table" � will be added on the table. Entries with such attributes will cause the system to ignore future requests from those devices.

For more information about the various user-configurable parameters on the Add/Modify BOOTP Table Item dialog box, see the Updating the BOOTP Table section of this chapter. For information on the parameters in the BOOTP Server dialog box, see the following:

The Name field� XE "Name field" � displays the name of your management console.

The Opened field� XE "Opened field" � displays the time and date when this current BOOTP session was started.

The IP Address field� XE "IP Address field" � displays the IP address of the management console.

The Bootp File field� XE "Bootp File field" � displays the filename of the BOOTP file. This file stores the contents of the BOOTP table.

The Total field� XE "Total field" � displays the total number of BOOTP requests received� XE "Total number of BOOTP requests received" � by the BOOTP server (that is, management console).

The request table lists the BOOTP requests received by the management console since starting this current BOOTP session� XE "BOOTP session" � or since clearing the contents of the table with the Clear button� XE "Clear button (BOOTP Table window)" �. This table is divided into six columns, namely the Index column, Count column, From column, Time column, Status column, and the Remark column. Except for the Index column, all columns can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each request. As requests come in, they are appended at the end of the list.

The Count column� XE "Count column" � displays the corresponding number of each request.

The From column� XE "From column" � displays the MAC address� XE "MAC address" � of the device that sent the request.

The Time column� XE "Time column" � displays the time and date when the request was received.

The Status column� XE "Status column" � displays what was done when the request was received. If an IP address was sent back to the requesting device, this field will display such information; otherwise, the message wait for setup... will appear. For information on how to set up an IP address, see the section of this chapter entitled Updating the BOOTP Table.

The Remark column� XE "Remark column" � displays some information about the request.

The Clear button� XE "Clear button (BOOTP Table window)" � clears the request table.

The Table button� XE "Table button" � displays the BOOTP table.

To close the BOOTP Server dialog box� XE "Closing the BOOTP Server dialog box" �, just double-click its control-menu box. This disables the BOOTP server function� XE "Disabling the BOOTP server function" � of the management console.

Updating the BOOTP Table

You� XE "Updating the BOOTP Table" � can measure the effectiveness of a particular BOOTP server� XE "Effectiveness of BOOTP server" � on the number of requests it responded to successfully. With very little entries in the BOOTP table, there is always a big chance that more requests will be turned down. To avoid this from happening, you must always update the BOOTP table of your BOOTP server as your network grows. By constantly updating the BOOTP table, you are more or less sure that new devices are included in the table.

Updating the table not only involves adding new entries� XE "Adding new entries" \t "See Updating the BOOTP Table" � to it but also involves deleting entries for non-existing devices. Minimizing the size of the table expedites the search process and also saves you some space in your hard disk� XE "Saving hard disk space" �. 

To update the BOOTP table, follow these steps:

From the BOOTP Server dialog box� XE "BOOTP Server dialog box" �, click the Table button� XE "Table button" �. The BOOTP Table dialog box� XE "The BOOTP Table dialog box" � appears on the screen:

�

The following describes the various fields and user-configurable parameters found in the above dialog box:

The Name field� XE "Name field" � displays the name of your management console.

The Opened field� XE "Opened field" � displays the time and date when this current BOOTP session was started.

The IP Address field� XE "IP Address field" � displays the IP address of the management console (in this case, the BOOTP server).

The Bootp File field� XE "Bootp File field" � displays some information about the BOOTP file.

The Total field� XE "Total field" � displays the total number of entries in the BOOTP table.

The entry table� XE "Entry table, BOOTP" � lists the contents of the BOOTP table. This table is divided into nine columns as listed below. Except for the Index column� XE "Index column" �, all columns can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry. New entries are always appended at the end of the list.

The Count column� XE "Count column" � displays the corresponding number of each entry.

The MAC Address column� XE "MAC Address column" � displays the MAC address� XE "MAC address" � of the device for which the entry is intended for.

The IP Address column� XE "IP Address column" � displays the IP address assigned to the specified MAC address� XE "MAC address" �.

The Gateway Address column� XE "Gateway Address column" � displays the gateway IP address assigned to the specified MAC address� XE "MAC address" �.

The NetMask column� XE "NetMask column" � displays the subnet mask assigned to the specified MAC address� XE "MAC address" �. The subnet mask is used to identify the subnet field� XE "Subnet mask used to identify the subnet field" � of an IP address.

The Remark column� XE "Remark column" � displays some comments about the entry.

The Server IP Address column� XE "Server IP Address column" � displays the TFTP server assigned to the specified MAC address� XE "Specified MAC address, TFTP server assigned" �. This TFTP server is responsible for downloading the corresponding image file of the device. Image files� XE "Image files: rebuilding" �� XE "Image files: upgrading" � are used for upgrading or rebuilding the software stored in the devices’ Flash memory� XE "Flash memory" �. For more information on the TFTP server function, see the TFTP Server section of this chapter.

The File Name column� XE "File Name column" � displays the image file assigned to the specified MAC address. This image file will be downloaded into the device’s Flash memory for software upgrading or rebuilding.

The Add/Mod button� XE "Add/Mod button" � adds new entries and modifies the settings of existing entries on the table.

The Delete button� XE "Delete button" � deletes the selected entry from the table.

To add a new entry to the table, click the Add/Mod button� XE "Add/Mod button" �. To modify the settings of a particular entry, highlight the target entry and then click the Add/Mod button. The Add/Modify BOOTP Table Item dialog box� XE "Add/Modify BOOTP Table Item dialog box" � appears on the screen:

�

If this is a new entry, all text boxes in this box appear blank; otherwise, the corresponding settings of the selected entry appear in their respective text boxes. The following describes the user-configurable parameters in the above dialog box:

The MAC Address text box� XE "MAC Address text box" � identifies the device that will be associated with this entry. When the system receives a BOOTP request from a device, it uses the device MAC address� XE "MAC address" � to search for its corresponding entry in the BOOTP table.

The IP Address text box� XE "IP Address text box" �� XE "IP Address text box, BOOTP Table" � allows you to assign an IP address for the specified MAC address� XE "MAC address" �.

The Gateway Address text box� XE "Gateway Address text box" � allows you to specify the IP address of the gateway� XE "Specifying the IP address of the gateway" � responsible for linking the device (identified by the MAC address) and the management console. The gateway is particularly useful when the device and the management console are not on the same network.

The default IP address of the gateway� XE "Default IP address of the gateway" � is 0.0.0.0, meaning no gateway exists or the device and the management console are on the same network.

The NetMask text box� XE "NetMask text box" � allows you to specify the corresponding subnet mask of the specified IP address. This mask is used to identify the subnet field of an IP address. Depending on the internet address class, subnet masks can assume the following values:

Class A internet address� XE "Internet address: Class A, B and C" �: 255.0.0.0

Class B internet address: 255.255.0.0

Class C internet address: 255.255.255.0

The Remark text box� XE "Remark text box" � allows you to add some remarks about this entry. Specifying “Ignore” here causes the system to ignore all subsequent BOOTP requests from the device.

The Server IP Address text box� XE "IP Address text box" �� XE "Server IP Address text box" � allows you to assign a TFTP server for the specified MAC address� XE "MAC address" �. This server will be responsible for downloading the image file� XE "Image file: Downloading" � used for upgrading and rebuilding the software stored� XE "Software stored: rebuilding" �� XE "Software stored: upgrading" � in the Flash memory� XE "Flash memory" � of the device. For more information on the TFTP server function, see the TFTP Server section of this chapter.

The TFTP File Name text box� XE "TFTP File Name text box" � allows you to specify the corresponding image file for the device. Ensure that this file exists in the hard disk of the specified TFTP server.

In the MAC Address text box, specify the MAC address� XE "MAC address" � of the device.

Type in the other information you want to associate with the device in their respective text boxes. When specifying a TFTP file, ensure to specify the correct file for the device and ensure that this file exists in the specified TFTP server. If you want to assign your management console as the TFTP server, just specify its IP address in the Server IP Address text box� XE "Server IP Address text box" �.

Click OK to add the new entry to the table, or update the entry (if it is already on the table).

Repeat the same procedure to add new entries or modify other entries on the table.

If you want to delete an entry, highlight it and then click Delete.

Close the BOOTP Table dialog box� XE "Closing the BOOTP Table dialog box" � by double-clicking its control-menu box. 

The system closes the BOOTP Table dialog box and then returns you to the BOOTP Server dialog box. The system also saves all updates performed on the BOOTP table.

If you want to disable the BOOTP server function of the management console, close the BOOTP Server dialog box� XE "Closing the BOOTP Server dialog box" � by double-clicking its Control-menu box.

TFTP Server

The � XE "TFTP Server" �D-View network management system comes with a TFTP server function that allows you to configure the management console as a TFTP server on the network. This function implements the Trivial File Transfer Protocol (TFTP)� XE "Trivial File Transfer Protocol (TFTP)" � to download image files from the management console (acting as a TFTP server) to the devices. TFTP is the second file transfer protocol under the TCP/IP suite that provides inexpensive, unsophisticated service. It restricts operations to simple file transfers and does not require authentication unlike the original File Transfer Protocol (FTP)� XE "File Transfer Protocol (FTP)" �.

When operating as a TFTP server, all network devices that need to upgrade or rebuild the software in their Flash memory send requests to the management console for downloading of their respective image files. When a request is received from a device, the server searches (using the MAC address of the device) its database for the image file assigned to the requesting device, and then downloads the appropriate file to the device. Software downloading� XE "Software downloading" � is necessary when a new software version is released from the device vendor� XE "Device vendor" �, or when the software in the Flash memory of the device has been corrupted� XE "Corrupted software in the Flash memory of the device" �. In addition to remote software downloading� XE "Remote software downloading" �, you can also download software locally via the diagnostic port of the device� XE "Diagnostic port of the device" �.

A network can have multiple TFTP servers� XE "Multiple TFTP servers" �; how they are assigned to specific devices depend on the configuration specified in the BOOTP tables� XE "Devices depend on configuration specified in BOOTP tables" � of the management consoles. The BOOTP table allows you to assign a TFTP server for each device, and the location of its respective image file in the server’s hard disk. (The BOOTP Server section of this chapter discusses how to assign TFTP servers to specific devices on the network.)

NOTE:	You may also select which TFTP server a particular device will download its image file from via the device onboard console program or the commands provided in its front panel graphics. For information about this function, see the documentation that comes with the device.

Before you Start

Before� XE "Before you Start: TFTP server function" � enabling the TFTP server function of the management console, do first the following:

Select which devices on the network will be served by the management console (acting as a TFTP server).

Identify the respective image files of the selected devices. Ensure that these files exist in their respective directories under the DV_DLL subdirectory� XE "DV_DLL subdirectory" � of your D-View directory.

For information on how to specify the above information, see the BOOTP Server section of this chapter.

Enabling TFTP Server Function

To� XE "Enabling TFTP Server Function" � enable the TFTP server function of the management console, choose Tftp Server from the Tools menu� XE "Tools menu: TFTP Server" �.

�

The TFTP Server dialog box� XE "TFTP Server dialog box" � appears on the screen signifying that the management console is now operating as a TFTP server.

�

The management console will start receiving requests from the network; if it receives a request, it checks the database for the corresponding image file� XE "Image file database" � of the requesting device and then downloads this file to the device. The table in the above dialog box displays the status of each request received by the management console.

For information on the parameters in the TFTP Server dialog box, see the following:

The Name field� XE "Name field" � displays the name of your management console.

The Opened field� XE "Opened field" � displays the time and date when this current TFTP server session was started.

The IP Address field� XE "IP Address field" � displays the IP address of the management console (in this case, the TFTP server).

The Active Session field� XE "Active Session field" � displays the index number of the download processes currently in progress.

The Total field� XE "Total field" � displays the total number of entries in the table since starting this current TFTP session, or since clearing the table with the Clear button� XE "Clear button (TFTP Server window)" �.

The request table� XE "Request table" � lists the TFTP requests received by the management console. This table is divided into five columns, namely the Index column� XE "Index column" �, Count column, To column, TFTP File Name column, and the Status column. Except for the Index column, all columns can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry. New entries are always appended at the end of the list.

The Count column� XE "Count column" � displays the corresponding number of each entry.

The To column� XE "To column" � displays the MAC address� XE "MAC address" � of the device that sent the request.

The TFTP File Name column� XE "TFTP File Name column" � displays the filename of the image file that was downloaded or being downloaded to the device.

The Status column� XE "Status column" � displays the status of the downloading process. If the image file was downloaded successfully, the system displays a successful message here.

The Clear button� XE "Clear button (TFTP Server window)" � clears the contents of the table.

If you want to disable the TFTP server function� XE "Disabling the TFTP server function" � of the management console, close the TFTP Server dialog box� XE "Closing the TFTP Server dialog box" � by double-clicking its Control-menu box.

Node Alias Naming for a Device

Node � XE "Node Alias Naming for a Device" �alias naming is a method in which you assign a unique name to a particular device (intelligent or dumb) on the network, and use this name for all future references to the device. This facilitates management operations for network administrators� XE "Network administrators" � because instead of memorizing and using the MAC address� XE "MAC address" �es or IP addresses to refer to various network devices, they just use the devices’ respective node names (aliases)—just like calling a person.

Node names are particularly useful in the following cases:

When setting the hubs’ security features� XE "Hubs’ security features: intrusion control" �� XE "Hubs’ security features: eavesdrop protection" � including eavesdrop protection and intrusion control.

When searching for a particular device on the network� XE "Searching for a device on the network" �.

When retrieving information about a device� XE "Retrieving information about a device" � on the network.

Aside from associating a name to a device, you may also provide some vital information about this device including its MAC address, IP address, description, and location. All this information will comprise a single entry in the node table of the system. The contents of this table will be saved under the filename USERNAME.TXT� XE "USERNAME.TXT" \t "See DV_USER subdirectory" � in the DV_USER subdirectory� XE "DV_USER subdirectory" � of your D-View directory. You may update the node table any time you want to modify or add new entries into the table. Since this table also consumes memory space, make sure to maintain it properly by deleting entries for non-existing devices.

Before you Start

Before� XE "Before you Start: entries to the node table" � adding entries to the node table, check first if you have the following information:

MAC and IP addresses of the devices (only for devices that support these parameters; for others that do not such as dumb devices, these parameters are not necessary)

Exact locations of the devices; this information can help in network diagnosis and troubleshooting

When assigning node names, ensure that you assign a unique name to each network device.

Updating the Node Table

To � XE "Updating the Node Table" �update the node table of the system, follow these steps:

From the Tools menu� XE "Tools menu: Node Alias" �, choose Node Alias.

�

The Node Information dialog box� XE "Node Information dialog box" � appears on the screen: 

�

For information on the various components in the above dialog box, see the following:

The Physical Address text box� XE "Physical Address text box" � allows you to specify the MAC address� XE "MAC address" � of the device.

The IP Address text box� XE "IP Address text box" � allows you to specify the IP address of the device.

The Device Alias text box� XE "Device Alias text box" � allows you to assign a node name to the specified device.

The Device Descr text box� XE "Device Descr text box" � allows you to type in some information about the device.

The Location text box� XE "Location text box" � allows you to specify the exact location where the device is installed.

The Left-, Right-Arrow keys� XE "Arrow keys: Right" �� XE "Arrow keys: Left" � allow you to scroll through the entries in the node table. The Home button� XE "Home button" � returns you back to the top of the list.

The Add button� XE "Add button (Node Information window)" � adds the specified entry to the node table.

The Modify button� XE "Modify button" � modifies the settings of a particular entry.

The Delete button� XE "Delete button" � deletes the currently displayed entry from the table.

The Search button� XE "Search button" � allows you to search for a particular entry in the node table.

 If you want to add a new entry, type in the necessary information to their respective text boxes. Then, click the Add button� XE "Add button (Node Information window)" �.

If you want to modify a particular entry, search for the target entry using the left- and right-arrow keys. Update the parameter settings and then click the Modify button� XE "Modify button" �.

If you want to delete an entry, search for it using the same keys mentioned above, then click the Delete button� XE "Delete button" �.

After modifying the table, double-click the Control-menu box of the dialog box to close� XE "Closing the Node Information dialog box" � it and save the table updates.

Searching the Node Table

To� XE "Searching the Node Table" � search for a particular entry in the node table, perform these steps:

 From the Tools menu� XE "Tools menu: Node Alias" �, choose Node Alias.

�

The Node Information dialog box� XE "Node Information dialog box" � appears on the screen:

�

For information on the various components in the above dialog box, see the previous section.

Fill in the text box that will be used in the search. For example, if you want to use the node alias in the search, fill in the Device Alias text box� XE "Device Alias text box" � with the device node alias and leave the others blank. You may fill in more than one text box if you want to expedite the search process.

Click the Search button� XE "Search button" � to start the search. If the specified device has a corresponding entry in the node table, the system will fill the text boxes in the above dialog box with the stored information; otherwise, an error message will be displayed in the status bar.

If you want to modify the displayed entry, type in the new values and click the Modify button� XE "Modify button" �. To remove the entry from the node table, click the Delete button� XE "Delete button" �.

To close the Node Information dialog box� XE "Closing Node Information dialog box" �, double-click its Control-menu box.

Searching for a Device

D-View� XE "Searching for a Device" � provides a facility that locates specific devices on the map including intelligent and dumb devices. This facility searches for a particular device by using its node alias, IP address, or MAC address� XE "MAC address" �. Once the device is located, the system displays the respective map window (if not yet displayed) and highlights the target device for identification.

This feature is particularly useful when working on a multilevel map� XE "Working on a multilevel map" � where devices locate at various subnets, thus making the manual search a tedious process.

To search for the location of a particular device on the map, follow these steps:

Click the Search command button� XE "Search command button" �.

�

The Find Map Device dialog box� XE "Find Map Device dialog box" � appears on the screen:

�

For information on the various components in the above dialog box, see the following:

The Name text box� XE "Name text box" � allows you to specify the node alias of the device. If you want to use this in the search process, check its corresponding check box.

The IP Address text box� XE "IP Address text box" � allows you to specify the IP address of the device. If you want to use this in the search process, check its corresponding check box.

The Phys Address text box� XE "Phys Address text box" � allows you to specify the MAC address� XE "MAC address" � of the device. If you want to use this in the search process, check its corresponding check box.

The Find button� XE "Find button" � starts the device search.

The Close button� XE "Close button" � closes the above dialog box.

 Click the check box beside the text box you want to use in the search. For example, if you want to use the device IP address in the search, check the check box beside the IP Address text box� XE "IP Address text box" �. For dumb devices, you will only be able to use the node alias since these devices do not support IP and MAC addresses.

Type in the necessary information into the selected text box.

Click the Find button� XE "Find button" �. If such device exists on the map, the system displays its respective map window (if not yet displayed) and highlights the target device; otherwise, an error message appears in the status bar. 

To close the Find Map Device dialog box� XE "Closing the Find Map Device dialog box" �, click the Close button� XE "Close button" � or double-click its Control-menu box.

�Checking Connectivity

This chapter� XE "Checking Connectivity" � discusses how to use the test facilities of D-View to verify the connectivity of network devices. These facilities include the following:

PING

Validate

PING

The D-View � XE "PING" \r "PING" �network management system provides a test facility that verifies whether or not the management console has good communication link with a particular device on the network. This facility implements the Packet InterNet Groper (PING)� XE "Packet InterNet Groper (PING)" � program for use on TCP/IP internets to test reachability of destinations. PING verifies connectivity of a device by sending ICMP echo request packets� XE "ICMP echo request packets" � to it and then waits for the ICMP echo response packets from the device. For every request, PING expects a response; otherwise, a problem exists in the connection.

In addition to sending a series of ICMP echo requests and capturing responses, PING also provides statistics for lost datagram. These values can be used to determine the reliability of the connection.

If you suspect a problem with a network device� XE "Suspect a problem with a network device" �, you can run this utility to determine whether or not the management console can communicate with the device.

To check the� XE "Windows 95:PING utility under" � connectivity of a particular device, follow these steps:

If the device you want to test is on the map, select its respective icon; otherwise, proceed to step 2.

From the Tools menu� XE "Tools menu: Ping" �, choose Ping.

�

The Ping Preferences dialog box or Ping dialog box� XE "Ping Preferences dialog box" � appears on the screen. Note the difference in the following for each Windows operating system:

�

    For Windows 3.1 and Windows NT users	                 For Windows 95 users

The following describes the various user-configurable parameters in this box:

The IP Address text box� XE "IP Address text box" � allows you to specify the IP address of the target device. If you select the device icon from the map, the corresponding IP address of the device appears here.

The Data Length text box� XE "Data Length text box" � sets the length (in bytes) of each test packet.

The Interval (sec) text box� XE "Interval (sec) text box" � sets the time interval between requests. If the link to be tested includes WAN segments, you must consider the estimated round-trip time for the echo test.

The Timeout (sec) text box� XE "Timeout (sec) text box" � sets the timeout period for receiving response packets. If the system has not received a response from the device within this period, a failure message will be displayed for that particular test.

The Iteration text box� XE "Iteration text box" � sets the number of ICMP echo requests that will be used in the test. This is irrelevant if you check the Continuous check box.

The Continuous check box� XE "Continuous check box" � enables or disables the continuous sending of ICMP request packets� XE "Continuous sending of ICMP request packets: Enable/ Disable" � to the device.

The OK button� XE "OK button" � starts the test.

Type the required parameters into their respective text boxes.

Click OK to start the test. If you specify single iteration, test result appears in the status bar.

If you specify more than one iteration or check the Continuous check box, the PING message box� XE "PING message box" � appears:

�

The following describes the various fields in the above box:

The Host field� XE "Host field" � displays the IP address of the device under test.

The Interval field� XE "Interval field" � displays the time interval between requests.

The Data Length field� XE "Data Length field" � displays the length of each test packet.

The Packet Loss field� XE "Packet Loss field" � displays the percentage of lost datagram.

The Samples field� XE "Samples field" � displays the number of entries in the result table since starting the test, or since clearing the table with the Clear button� XE "Clear button (PING window)" �.

The result table� XE "result table" � lists the result of each test. This table is divided into three columns, namely the Index column, Action column, and the Status column. Except for the Index column, all columns can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry. New entries are always appended at the end of the list.

The Action column� XE "Action column" � displays the operation performed by the management console.

The Status column� XE "Status column" � displays the result of each test.

If you want to clear the table, click the Clear button� XE "Clear button (PING window)" �.

To stop the test, just close the PING message box� XE "Closing the PING message box" � by double-clicking its Control-menu box.

Validate

The system � XE "Validate" �comes with a Validate command button for checking the current status of the devices on the map. When invoked, the system sends query messages to all devices on the map for status verification and waits for their responses (while this is happening, an hour glass appears on each device icon). If the system receives a response from a device, its corresponding icon is set to online status; if no response is received from a device, a red border is placed on its icon to signify offline condition.

You may use this feature to validate devices on a map where device validation has been turned off (by defining global preferences), or for a particular device where sending of polling messages has been disabled (via the Poll Options section on the Add-Modify Map Device dialog box� XE "Add-Modify Map Device dialog box: Validate" �). This feature however only applies to intelligent devices� XE "Only applies to intelligent devices: Validate" � that can respond to query messages from the system. These devices include SNMP and IP devices.

NOTE:	The system automatically enables the device validation function of a particular map, where device validation was originally disabled by defining global preferences, when the Validate command button is used to validate the map.

To verify the status of the devices on the map, click the Validate command button� XE "Validate command button" �.

�

The system starts sending query messages� XE "Sending query messages" � to the devices included on the map for status verification� XE "Status verification" � and then waits for their responses. An hour glass is placed on each icon� XE "Hour glass placed on each icon" \t "See Status verification" � being verified:
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After a fixed waiting period, the system updates the icons on the map to reflect the actual status of the devices. If you have originally disabled the device validation feature of the map, the system will automatically enable this function.

�Working with Traps

This chapter� XE "Working with Traps" \r "Working_Traps" � discusses how to work with trap messages sent to the management console. The following information is provided:

Basic information about traps

How the system receives traps from network devices

How to locate the device that sent a trap

How to display the last trap sent by a device

How to log trap messages and view log files

Working with alarm symbols

Traps

SNMP devices� XE "SNMP devices" � send traps over the network for� XE "Traps" \r "Traps" � reporting event occurrences� XE "Reporting event occurrences" \t "See Traps" � and status changes on their respective systems� XE "Status changes on systems" \t "See Traps" �. These traps are classified into two groups: generic and specific. Generic traps� XE "Generic traps" � relate to events that are common to all SNMP devices such as system reboots and system shutdowns; specific traps� XE "Specific traps" � are those that relate to events exclusive to a particular device such as intrusion violations for hubs and root bridge changes for bridges.

Generic traps are sent as broadcast packets� XE "Broadcast packets" \t "See Generic traps" � over the network, thus all management consoles can receive these types of messages. Specific traps on the other hand are only sent to authorized management consoles� XE "Authorized management consoles" \t "See Specific traps" � which can be selected locally from the device either through the device onboard console program� XE "Device onboard console program: see also specific traps" � or the commands provided in its front panel graphics� XE "Front panel graphics: see also specific traps" �.

The system displays all received traps in the monitor window for reference purposes. Depending on the information they can provide, these traps may appear in purple or dark purple. Traps in dark purple� XE "Traps in dark purple" � can provide additional information about the received messages, while traps in purple� XE "Traps in purple" � can only provide the information that are displayed on the screen. To view additional information about a trap that is displayed in dark purple, double-click the respective entry. A new window will appear displaying additional information about the selected trap.

When the system receives a trap from a specific device� XE "Trap from a specific device" �, it alerts you by placing an alarm symbol on the corresponding icon� XE "Alarm symbol on the device icon" \t "See Trap from a specific device" � of the device on the map, or if the device is in a subnet, placing this symbol on the respective icon of the subnet. The system displays this alarm symbol on the icon until proper attention is given to the device; that is, until you access the last trap sent by the device. In addition, if trap sound is enabled, D-View will activate the Windows “exclamation” sound each time a trap is received.

For information on how to select the specific trap recipients� XE "Selecting specific trap recipients" � of a device, please refer to the documentation that came with the device. For information on how to deal with traps received by the system, see the discussions below.

Locating the Trap Source

The system� XE "Locating the Trap Source" � adds an entry in the monitor window for each generic or specific trap it receives from the network. Generic traps� XE "Generic traps" � are received as broadcast packets� XE "Broadcast packets" �, while specific traps� XE "Specific traps" � are only received from a device if the system is one of its authorized trap recipients� XE "Authorized trap recipients" �. Traps may appear in purple or dark purple depending on the information they can provide.

Trap messages can vary from very minor events such as device power-on to critical events that may require immediate action from network administrators to avoid further degradation of the affected devices and possibly the whole network. When a critical trap� XE "Receiving a critical trap" � is received, you have the option to search for the originating device and monitor its operations more closely, or perform administrative actions on it to solve the problem.

To search for the source of a particular trap� XE "Searching for the source of a particular trap" �, follow these steps:

From the table in the monitor window, highlight the corresponding entry of the target trap� XE "Highlighting the target trap" �. Trap entries appear in purple or dark purple.

Click the Find button� XE "Find button" �.

The system highlights the respective icon of the device where the selected trap originated from. If the device is not on the map, an error message appears in the text box located beneath the monitor window.

Searching for Last Trap

The system � XE "Searching for Last Trap" �provides a feature that allows you to search for the last trap sent by a device or a subnet to the management console. This feature is particular useful fortroubleshooting a downed network device� XE "Troubleshooting a network device: see also Searching for last trap" �. By accessing the last trap sent by this device� XE "Accessing last trap sent by the device" �, you may get some key information on the events that led to the failure.

To determine the last trap sent by a particular device, follow these steps:

From the map, select the icon of the target device.

Click the Trap command button� XE "Trap command button" �.

�

The system highlights the corresponding entry of the last trap received from the selected device in the monitor window� XE "Main window: Traps shown in main window" �. If you have selected a subnet icon in step 1, the highlighted entry will correspond to the last trap received from one of the devices included in the subnet. If you did not select any icon in step 1, the highlighted entry will correspond to the last trap received from the network.

If the highlighted entry appears in dark purple, you may display additional information about this trap by simply double-clicking it. A new window will appear displaying such information.

Logging Traps

Traps and other events reported in the monitor window can be logged to disk as they are received� XE "Logging events" �� XE "Logging traps" � (events reported before logging begins cannot be recorded). Disk files created in this way are referred to as “log files” � XE "Log files" � or “event log files.” � XE "Event log files" � To begin logging events, click REC ON� XE "REC ON button" � in the monitor window. A dialog box for setting start and stop times and entering a filename will appear� XE "Event Record Setting dialog box" �.

�

You can type in a filename or use the Browser� XE "Browser button" � button to find and select an existing log file. We recommend giving the filename the extension “.log” for convenience in retrieving the file later.

To have logging start and stop at pre-set times, you can type a start time and a stop time and click OK� XE "Logging events" �� XE "Logging traps" �. To have logging start immediately and continue until you stop it yourself, simply click the Start Now & Manual Stop button� XE "Start Now & Manual Stop button" �.

Closing the monitor window or clicking its REC OFF button� XE "REC OFF button" � (when that button is enabled) always terminates event logging. Note that when you specify pre-set start and stop times, the REC OFF button becomes enabled not immediately but after the first recordable event occurs.

To view the contents of an event log file� XE "Log files" �� XE "Event log files" �, first make sure logging in that file has ended, then choose Event Log File� XE "Event Log File command" � from the map window’s Tools menu� XE "Tools menu: Event Log File command" �.

�

The Event Log File window� XE "Event Log File window" � will appear.

�

The figure above shows the Event Log File window� XE "Event Log File window" � after a log file has been retrieved with the Load button. Information about the file appears at the top of the window, the file’s contents appear in the middle, and messages appear at the bottom (the messages in the example show two unsuccessful attempts to open log files before DNS01.LOG was loaded). If a log file contains more than 200 events, it is loaded in “pages” containing up to 200 events each, and you can go from page to page with the Prev� XE "Prev button" � and Next buttons� XE "Next button" �.

To close the Event Log File window� XE "Event Log File window" �, click its Close button or double-click the Control-menu box in the top left corner.

Working with Alarm Symbols

The system � XE "Working with Alarm Symbols" �alerts you of a received trap from a particular device by placing an alarm symbol� XE "Alarm symbol" � on the corresponding icon of the device on the map, or if the device is in a subnet, placing this symbol on the respective icon of the subnet. This symbol is displayed until proper attention� XE "Symbol displayed until proper attention" � is given to the device; that is, until you access the latest trap sent by the device. The following figure illustrates how the system displays the alarm symbol on various icons:

�	�

An inverted triangle alarm symbol� XE "Inverted triangle alarm symbol" �� XE "Inverted triangle alarm symbol" � is placed on a subnet � XE "Subnet icon: see Inverted triangle alarm symbol" �icon if the received trap originated from one of the devices included in this subnet. An upright triangle alarm symbol� XE "Upright triangle alarm symbol" � appears on the device icon� XE "Device icon: see Upright triangle alarm symbol" � if the received trap came from this device.

To determine which trap is sent� XE "Determining which trap was sent" �, just click the icon with the alarm symbol. The system highlights the corresponding trap in the monitor window. If the highlighted entry is shown in dark purple, you can display additional information� XE "Displaying additional information about a trap" � by double-clicking it. If the icon you are working on is a subnet icon, you can click the Find button to determine the exact location of the device� XE "Determining the exact location of the device: Highlighted traps" � (where the highlighted trap originated from).

�Managing SNMP Devices

The D-View � XE "Managing SNMP Devices" \r "Managing_Devices" �network management system provides two methods of managing SNMP devices� XE "SNMP devices" �: through the device front panel graphics and through direct manipulation of the device MIB objects� XE "MIB objects" �. If the device management module is installed to the system, you may double-click the device icon on the map to display its corresponding front panel graphics on the screen. From this panel, you may perform various management functions� XE "Performing management functions" � on the device. Each SNMP device compatible with D-View comes with an installation program that installs the device management module into the D-View system. This installation process not only installs the device management module but also its corresponding icon and other relevant files for management.

For more information on how to install the device management module� XE "How to install the device management module: see your software documentation" � to the system and how to manage a device using its front panel graphics� XE "How to manage a device using the front panel graphics: see your software documentation" �, see the software documentation that comes with the device. For information on how to manage any arbitrary SNMP-manageable device� XE "How to manage any arbitrary SNMP-manageable device" � on your network by manipulating their respective MIB objects, see the information provided in this chapter.

This chapter covers the following topics:

Basic information about MIBs� XE "Basic information about MIBs" �

MIBs supported by the system� XE "MIBs supported by the system" �

How to get and set the device MIB objects� XE "How to get and set the device MIB objects" �

If you are not familiar with MIBs, we recommend that you read through the first part of this chapter to get some vital information about this topic. You will need this information when working with the device MIB objects. 

Backgrounder on MIBs

The � XE "Backgrounder on MIBs" �Management Information Base (MIB)� XE "Management Information Base (MIB)" � refers to various information describing the physical and logical characteristics of an SNMP device� XE "SNMP device" �. These individual pieces of information, called MIB objects, are kept in an SNMP device, where they can be readily accessed and modified by the device agent at the request of the network administrator. Basically, management is achieved through transactions between the SNMP agent� XE "SNMP agent" � on the device and the management console. The management console� XE "Management console" � sends SNMP request packets� XE "SNMP request packets" � to the agent which in turn complies by sending response packets. There are five types of SNMP requests� XE "SNMP requests: Trap" �� XE "SNMP requests: GetResponse" �� XE "SNMP requests: Set" �� XE "SNMP requests: GetNext" �� XE "SNMP requests: Get" �: Get, GetNext, GetResponse, Set, and Trap. The following describes some of the requests supported by the system:

GET� XE "GET: see also SNMP request" �. This request queries the SNMP agent for the current value of one or more MIB objects in an SNMP device. The agent retrieves the values of the requested objects and then sends them to the management console.

SET� XE "SET: see also SNMP request" �. This request asks the SNMP agent to modify the value of one or more MIB objects in an SNMP device. Be reminded that MIB objects can be read-only, read-write, write-only, or not-accessible. Read-only MIBs� XE "Read-only MIBs" � are either fixed constants� XE "Fixed constants: See also Read-only MIBs" � or changing variables� XE "Changing variables: See also Read-only MIBs" � such as the number of ports in a bridge or hub and number of packets passing through a port. Read-write MIBs are variables usually related to user-configurable parameters such as the IP address and name of the device. Since you can only set read-write and write-only MIB objects, the SET request therefore can only be used on these types of objects.

MIB objects are logically arranged in a hierarchy called a MIB tree structure� XE "MIB tree structure" �. The name of each MIB object, called MIB object ID� XE "MIB object ID" �, in the hierarchy is the sequence of numeric labels on the nodes along a path from the root down to the actual MIB object. The actual MIB object� XE "Actual MIB object" � is the last node in the path (that is, a node without children). The following figure displays the tree structure for the initial MIB-I definition� XE "Initial MIB-I definition" � (for its extensions, more nodes are added to this tree):
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A full MIB object ID� XE "Full MIB object ID, definition of" � contains all nodes, starting from the root down to the actual MIB object. The sequence is written with periods separating the individual components. For example, 1.3.6.1.2 is the numeric representation of the node� XE "Numeric representation of the node: MGMT" � labeled MGMT. The MIB has been assigned a node under the INTERNET management subtree� XE "INTERNET management subtree" � with label MIB and numeric value 1. Because all standard MIBs fall under that node, they all have numeric representations beginning with the prefix 1.3.6.1.2.1.

Enterprise-specific MIBs� XE "Enterprise-specific MIBs" � are registered off the PRIVATE node� XE "PRIVATE node" � with numeric number 4, in the subtree ENTERPRISES� XE "subtree ENTERPRISES" �. Each enterprise is assigned a number.

For more information, reference appropriate RFCs (Request For Comments) freely available from the Internet Engineering Task Force (IETF) at their web site,  http://www.ietf.org . 

GET/SET Operations

When � XE "GET/SET Operations" �the management console needs to retrieve the value of a particular MIB object from an SNMP device, it sends a GET request to the device SNMP agent� XE "GET request to the device SNMP agent" � and the numerical representation of the target MIB object. For example: if the management console wants to retrieve the value of the MIB object ipInReceives� XE "ipInReceives, MIB object" � (this is the total number of input datagrams� XE "Input datagrams" \t "See ipInReceives" � received from the interfaces of the device) from a device, it sends a GET request to the device SNMP agent followed by the numerical representation of the MIB object, which is 1.3.6.1.2.1.4.3.0. The agent uses this value to search for the corresponding value of the specified MIB object and then sends the value to the requesting management console.

When the management console needs to modify the value of a particular MIB object� XE "Modifying the value of a MIB object" �, it sends a SET request� XE "SET request" � to the device SNMP agent and the numerical representation of the target MIB object followed by the new value. For example: if the management console wants to assign a new name to a device� XE "Assigning a new name to a device: example for" �, it sends a SET request to the device SNMP agent followed by the numerical representation of the sysName MIB object� XE "sysName MIB object: numerical representation" �, which is 1.3.6.1.2.1.1.5.0. This is then followed by the corresponding value of the new name� XE "New name: Corresponding value" �. The agent uses the provided values to search for the specified MIB object in the device and then sets its value accordingly.

MIB Listing

Normally, � XE "MIB Listing" � related MIB objects are listed in a group called Object Group� XE "Object Group: Description" �� XE "Object Group: Status" �� XE "Object Group: Access Right" �� XE "Object Group: Syntax" �� XE "Object Group: Object ID" �. Each group contains an Object ID, Syntax, Access Right, Status, and Description. The following describes each term:

Object ID. This is the � XE "Object ID" �numeric representation of the MIB object in the tree.

Syntax. This specifies � XE "Syntax" �the object type (that is, integer, string, counter, etc.).

Access Right. This specifies� XE "Access Right" � the access right of the MIB object.

Status. This provides � XE "Status" �information about the status of the MIB object� XE "Status of the MIB object: Deprecated" �� XE "Status of the MIB object: Optional" �� XE "Status of the MIB object: Mandatory" �. It can be mandatory, optional, obsolete, or deprecated. Mandatory� XE "Mandatory" � means that the object must be implemented (standard MIBs always have this status), optional� XE "Optional" � means that the object may be implemented, obsolete indicates the object is no longer supported, and deprecated� XE "Deprecated" � indicates the object is soon to be phased out.

Description. This usually � XE "Description" �describes the function of the MIB object� XE "function of the MIB object" �.

Here is a sample of a standard MIB-II listing� XE "Sample of a standard MIB-II listing" �:

Object Group:	system

MIB	sysUpTime

OBJECT-ID	(1.3.6.1.2.1.1.3.0)

SYNTAX	TimeTicks

ACCESS	read-only

STATUS	mandatory

DESCRIPTION	The time (in hundredths of	a second) since the 		network management portion 	of the system was last		re-initialized.

::= {system 3}

Supported MIBs

D-View � XE "Supported MIBs" �supports the following MIB types:

Standard MIBs. The system� XE "Standard MIBs" � supports standard MIBs including the RFC 1213 MIB-II� XE "RFC 1213 MIB-II" � definition, the RFC 1516 Repeater MIB� XE "RFC 1516 Repeater MIB" � definition, and the RFC 1493 Bridge MIB� XE "RFC 1493 Bridge MIB" � definition. MIB-II� XE "MIB-II" � is the first extension of the initial MIB� XE "MIB:MIB-II" � definition (MIB-I) proposed by the SNMP and CMOT groups� XE "CMOT groups: SNMP" �. This MIB definition divides management information into ten categories (MIB-I only provides eight categories� XE "MIB-I eight categories: snmp" �� XE "MIB-I eight categories: transmission" �� XE "MIB-I eight categories: egp" �� XE "MIB-I eight categories: udp" �� XE "MIB-I eight categories: tcp" �� XE "MIB-I eight categories: icmp" �� XE "MIB-I eight categories: ip" �� XE "MIB-I eight categories: trans" �� XE "MIB-I eight categories: addr" � as shown in the previous figure) including system, interfaces, addr trans, ip, icmp, tcp, udp, egp, transmission, and snmp. By convention, all SNMP devices� XE "SNMP devices" � implement MIB-II for access by any authorized management console.

Repeater MIBs include management information for use exclusively on IEEE 802.3 10Mbps baseband repeaters� XE "IEEE 802.3 10Mbps baseband repeaters: see also Repeater MIBs" � (sometimes referred to as hubs). This MIB definition divides management information� XE "MIB management information: Address tracking group" �� XE "MIB management information: Monitor group" �� XE "MIB management information: Basic group" � into three categories, namely the basic group, monitor group, and the address tracking group. All IEEE 802.3 10Mbps repeaters implement this type of MIB objects.

Bridge MIBs� XE "Bridge MIBs" � are for managing MAC bridges� XE "Managing MAC bridges" � based on the IEEE 802.1D-1990 standard� XE "IEEE 802.1D-1990 standard" � between local area network (LAN) segments� XE "Local area network (LAN) segments" �. This MIB definition divides MIB information� XE "MIB information:dot1dStatic" �� XE "MIB information:dot1dTp" �� XE "MIB information:dot1dSr" �� XE "MIB information:dot1dStp" �� XE "MIB information:dot1dBase" � into dot1dBase, dot1dStp, dot1dSr, dot1dTp, and dot1dStatic groups.

D-View allows you to access standard MIBs (and set some of them) from SNMP devices� XE "SNMP devices" � using any of the following methods: through the MIB commands in the General menu, or through the device front panel graphics.

Enterprise-specific MIBs. Vendors can define MIB extensions� XE "MIB extensions, Vendors can define" � (that is, enterprise-specific MIBs) specifically for controlling � XE "Enterprise-specific MIBs" �their devices. These MIBs must follow certain definition standards to ensure that SNMP agents� XE "SNMP agents" � can access and modify their respective values. 

D-View allows access to enterprise-specific MIBs through the device front panel graphics.

For information on how to access and set MIB objects through the device front panel graphics, see the software documentation that comes with the device. The following sections discuss how to retrieve MIB objects using the MIB commands in the General menu.

MIB Access

This � XE "MIB Access" �section discusses how to access and set standard MIBs from any SNMP device using the MIB commands provided in the General menu.

Before you Start

Before � XE "Before you Start: Setting, retrieving MIB objects" �retrieving and setting MIB objects from an SNMP device, check first the following:

Ensure that the corresponding icon of the device is included on the map. If there is no icon that corresponds to the device, use the SNMP Agent icon� XE "SNMP Agent icon" �.

Ensure that you specify the correct IP address and community names of the device in the IP Address, SNMP Read� XE "SNMP Read" �, and SNMP Write� XE "SNMP Write" � text boxes of the Add-Modify Map Device dialog box� XE "Add-Modify Map Device dialog box" �. Setting these parameters otherwise will prevent you from managing the device. For more information about these parameters, see the Adding Device Icons section of the Working with Maps chapter.

After checking the above conditions, select the device icon from the map and start accessing its MIB objects using the MIB commands in the General menu� XE "General menu: MIB commands" �. You can use these commands to access MIB-II objects from any SNMP device, repeater MIBs� XE "Repeater MIBs" � from repeaters� XE "Repeaters" �, and bridge MIBs� XE "Bridge MIBs" � from bridges.

Accessing MIB-II Objects

By � XE "Accessing MIB-II Objects" �convention, all SNMP devices� XE "SNMP devices" � implement MIB-II objects for management information that are common among these devices. You can read these MIB objects and modify their respective values depending on your specific needs. Modifications though can only be performed on MIB objects with read-write or write-only attributes� XE "Read-write or write-only attributes: Modification of MIB objects" �.

To access MIB-II objects from an SNMP device, perform these steps:

Select the corresponding icon of the device from the map.

From the General menu� XE "General menu: MIB-II" �, choose MIB II.

�

The above submenu provides commands for accessing various MIB objects included in each of the ten management information categories for MIB-II� XE "Management information categories for MIB-II" �; system, interfaces, addr trans, ip, icmp, tcp, udp, egp, transmission, and snmp. Refer to the appropriate section below for information on the MIB objects provided by each command.

Information

Choosing � XE "Information: General menu, MIB-II" �this command displays the MIB-II Information dialog box� XE "Information dialog box" �:

�

The following describes the various components in the above dialog box:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of times the device was polled to retrieve the displayed values.

The MIB object table� XE "MIB object table" � lists the MIB objects and their current values. You can resize each column on this table by simply dragging the right border with the mouse left button. The following describes each MIB object: 

SysDescr� XE "SysDescr" � is a read-only MIB object of the system group that provides textual description of the device. These include the name and version identification of the device hardware, software operating system, and networking software.

SysOID� XE "SysOID" � is a read-only MIB object of the system group that specifies the corresponding enterprise ID of the device.

SysUpTime� XE "SysUpTime" � is a read-only MIB object of the system group that displays the time since the network management portion of the device was last re-initialized.

SysName� XE "SysName" � is a read-write MIB object of the system group that allows you to specify a name for the device. By convention, this will be the device domain name. For information on how to set this object, see the discussion below.

SysLocation� XE "SysLocation" � is a read-write MIB object of the system group that allows you to specify the actual location of the device. For information on how to set this object, see the discussion below.

SysContact� XE "SysContact" � is a read-write MIB object of the system group that allows you to specify the person to contact in case problems are encountered in the device. For information on how to set this object, see the discussion below.

 Network Interfaces� XE "Network Interfaces" � correspond to the IfNumber MIB object� XE "IfNumber MIB object" � of the interface group. This read-only object displays the total number of interfaces (regardless of their current states) available on the device.

First NI PhysAddress� XE "First NI PhysAddress" � corresponds to the IfPhysAddress MIB object� XE "IfPhysAddress MIB object" � of the interface group. This read-only object displays the MAC address� XE "MAC address" � of the device interface at the protocol layer� XE "Protocol layer" � immediately below the network layer in the protocol stack� XE "Protocol stack" �. Hubs usually have one interface, whereas routers have more than one.

Forwarding State� XE "Forwarding State" � corresponds to the IpForwarding MIB object� XE "IpForwarding MIB object" � of the ip group. This read-write object indicates whether or not the device is acting as an IP gateway in respect to the forwarding of received datagrams that are not addressed to the device. IP gateways forward datagrams, while IP hosts do not (except those source-routed via the host).

IP Time-to-Live� XE "IP Time-to-Live" � corresponds to the IpDefaultTTL MIB object� XE "IpDefaultTTL MIB object" � of the ip group. This read-write object displays the default value inserted into the Time-To-Live field of the IP headers� XE "IP headers" � of the datagrams originating from the device when a TTL value is not supplied by the transport layer protocol.

IP Reasm Timeout� XE "IP Reasm Timeout" � corresponds to the IpReasmTimeout MIB object� XE "IpReasmTimeout MIB object" � of the ip group. This read-only object displays the maximum time (in seconds) received fragments are held while awaiting reassembly at the device.

SNMP Authentication� XE "SNMP Authentication" � corresponds to the SnmpEnableAuthenTraps MIB object� XE "SnmpEnableAuthenTraps MIB object" � of the snmp group. This read-write object allows you to specify whether or not the SNMP agent of the device is permitted to generate authentication-failure traps� XE "Authentication-failure traps" �. For information on how to set this object, see the discussion below.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all updates performed by other network administrators� XE "Network administrators" � on the displayed objects are reflected on this table. Be reminded that you are not the only one managing the device.

The Set button� XE "Set button" � sets those MIB objects above with read-write attributes.

To set some of the MIB objects (above) with read-write attributes, follow these steps:

From the MIB-II Information dialog box, click the Set button. The MIBII Configurations dialog box� XE "MIBII Configurations dialog box" � appears on the screen: 

�

This dialog box displays the configurable MIB objects� XE "MIB objects" � with their respective current values. Name, Location, Contact, and Enable SNMP Auth Traps correspond to the SysName� XE "SysName: also Name" �, SysLocation� XE "SysLocation: also Location" �, SysContact� XE "SysContact: also Contact" �, and SnmpEnableAuthenTraps� XE "SnmpEnableAuthenTraps: also Enable SNMP Auth Trap" � MIB objects.

In the Name text box� XE "Name text box" �, type in the new name you want to assign to the device. Remember that this new name will also be used as the device domain name.

In the Location text box� XE "Location text box" �, specify the actual location of the device.

In the Contact text box� XE "Contact text box" �, type in the name and probably the telephone number of the person to contact in case problems occur in the device.

If you want the device SNMP agent to generate authentication-failure traps� XE "SNMP agent generate authentication-failure traps" �, check the Enable SNMP Auth Traps check box. Authentication-failure traps� XE "Authentication-failure traps" � are issued when management consoles use invalid community names to gain access to the device.

Click the Apply button� XE "Apply button" � to affect the new settings for the above MIB objects. 

Close the MIBII Configurations dialog box by double-clicking its Control-menu box.

The MIB object table reflects the changes you made to the configurable MIB objects. If you want to close the MIB-II Information dialog box� XE "Closing the MIB-II Information dialog box" � to view other MIB objects from other options, just double-click its Control-menu box.

IF Table

This � XE "IF Table" �command accesses the contents of the device IF table. This table provides information pertaining to the configuration of the various interfaces on the device. Each interface is assumed to be attached to a subnetwork.

When you choose this command, the MIB-II IF Table� XE "MIB-II IF Table" � appears on the screen:

�

The following describes the various components on the above screen:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of entries in the table.

The interface table� XE "interface table" � lists information pertaining to various interfaces (regardless of their current states) on the device. This table is divided into twelve columns as listed below. Except for the Index column at the far left, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry. Each entry corresponds to a specific interface on the device.

The Description column� XE "Description column" � corresponds to the IfDescr MIB object� XE "IfDescr MIB object" � of the interface group. This read-only object displays textual strings� XE "Textual strings" � containing information about the interface. These include the name of the device vendor, product name, and the version of the hardware interface.

The Type column� XE "Type column" � corresponds to the IfType MIB object� XE "IfType MIB object" � of the interface group. This read-only object displays the type of interface according to the physical/link protocol(s)� XE "Physical/link protocol(s)" � immediately below the network layer in the protocol stack.

The Mtu column� XE "Mtu column" � corresponds to the IfMtu MIB object� XE "IfMtu MIB object" � of the interface group. This read-only object displays the size of the largest datagram that can be sent/received on the interface (in octets).

The Speed column� XE "Speed column" � corresponds to the IfSpeed MIB object� XE "IfSpeed MIB object" � of the interface group. This read-only object displays an estimate of the interface’s current bandwidth in bits per second. If no accurate estimation can be made, this will display the nominal bandwidth.

The PhysAddress column� XE "PhysAddress column" � corresponds to the IfPhysAddress MIB object� XE "IfPhysAddress MIB object" � of the interface group. This read-only object displays the interface’s address at the protocol layer� XE "Protocol layer" � immediately below the network layer in the protocol stack� XE "Protocol stack" �. For interfaces that do not have such addresses (for example, serial lines), this displays an octet string of zero length.

The Admin Status column� XE "Admin Status column" � corresponds to the IfAdminStatus MIB object� XE "IfAdminStatus MIB object" � of the interface group. This read-only object displays the desired state for the interface. Testing state indicates that no operational packets� XE "Operational packets" � can be forwarded on the interface.

The Oper Status column� XE "Oper Status column" � corresponds to the IfOperStatus MIB object� XE "IfOperStatus MIB object" � of the interface group. This read-only object displays the actual operational state of the interface. Testing state means that no operational packets can be passed.

The Last Change column� XE "Last Change column" � corresponds to the IfLastChange MIB object� XE "IfLastChange MIB object" � of the interface group. This read-only object displays the value of the SysUpTime� XE "SysUpTime" � object when the interface entered its current operational state. If the current state was entered prior to the last re-initialization of the local network management subsystem, then this displays a zero value.

The OutputQLen column� XE "OutputQLen column" � corresponds to the IfOutQLen MIB object� XE "IfOutQLen MIB object" � of the interface group. This read-only object displays the size of the interface’s output queue buffer (in packets)� XE "Output queue buffer (in packets)" �.

The Specific column� XE "Specific column" � corresponds to the IfSpecific MIB object� XE "IfSpecific MIB object" � of the interface group. This read-only object displays a reference to the MIB definition specific to the particular media being used to realize the interface. For example, if the interface is realized by an Ethernet, then this displays a value that refers to the document defining objects specific to Ethernet.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all hardware modifications done on the interfaces of the device are reflected on this table.

If you want to close the MIB-II IF Table� XE "Closing the MIB-II IF Table" � to display other MIB objects from other options, just double-click its Control-menu box.

IF Counters

This� XE "IF Counters" � command displays the values of the device IF counters. These counters report on the performance of the various interfaces on the device. Each interface is assumed to be attached to a subnetwork.

When you choose this command, the MIB-II IF Counters table� XE "MIB-II IF Counters table" � appears on the screen:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName� XE "SysName" � MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to an interface (port).

The Samples field� XE "Samples field" � displays the number of times the device was polled to retrieve the displayed values.

The statistics table� XE "Statistics table" � lists the values of the device IF counters. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Counters column� XE "Counters column" � displays the various IF statistics counters. For information about these counters, see the discussion below.

The Total column� XE "Total column" � displays the accumulated count since resetting the statistics counters. These counters are reset whenever you restart the device, reset the port, or click the Reset button� XE "Reset button" �.

The Rate/s column� XE "Rate/s column" � displays the total count per second.

The Avg Rate/s column� XE "Avg Rate/s column" � displays the average count per second.

The Peak Rate/s column� XE "Peak Rate/s column" � displays the peak count per second.

The Peak Occurred At column� XE "Peak Occurred At column" � displays the date and time when the peak count occurred.

The Poll Interval buttons� XE "Poll Interval button" � set the polling time of the management console. Polling� XE "Polling" � time determines how often the management console polls the device for statistics. A polling time of 5 seconds for example means that the management console polls the device every five seconds to retrieve statistics values. These values are then processed and displayed on the table. To increase the polling time, click the up-arrow button� XE "Up-arrow button" �; to decrease, click the down-arrow button� XE "Down-arrow button" �.

The Reset button� XE "Reset button" � resets all IF statistics counters back to zero.

The Pause button� XE "Pause button" � pauses device polling.

The Resume button� XE "Resume button" � resumes device polling.

The NextPort button� XE "NextPort button" � selects the next port (that is, interface) on the device for monitoring. The Target field� XE "Target field" � displays the selected port.

The FirstPort button� XE "FirstPort button" � selects the first port (that is, interface) on the device for monitoring.

The following describes the various IF counters:

The Octets-In counter� XE "Octets-In counter" � corresponds to the IfInOctets MIB object� XE "IfInOctets MIB object" � of the interface group. This read-only object displays the total number of octets received on the interface. This count includes framing characters.

The Unicast Pkts-In counter� XE "Unicast Pkts-In counter" � corresponds to the IfInUcastPkts MIB object� XE "IfInUcastPkts MIB object" � of the interface group. This read-only object displays the number of subnetwork-unicast packets delivered to a higher-level protocol� XE "Higher-level protocol" �.

The Non-Unicast Pkts-In counter� XE "Non-Unicast Pkts-In counter" � corresponds to the IfNUcastPkts MIB object� XE "IfNUcastPkts MIB object" � of the interface group. This read-only object displays the number of non-unicast packets delivered to a higher-level protocol. Non-unicast packets include subnetwork-broadcast and subnetwork-multicast packets.

The Pkts-In Discards counter� XE "Pkts-In Discards counter" � corresponds to the IfInDiscards MIB object� XE "IfInDiscards MIB object" � of the interface group. This read-only object displays the number of inbound packets� XE "Inbound packets" � which were discarded even though no errors were detected on them. One possible reason for discarding such packets could be to free buffer space� XE "Free buffer space" �.

The Pkts-In Errors counter� XE "Pkts-In Errors counter" � corresponds to the IfInErrors MIB object� XE "IfInErrors MIB object" � of the interface group. This read-only object displays the number of inbound packets which were not delivered to a higher-level protocol because of errors.

The Pkts-In UnknProto counter� XE "Pkts-In UnknProto counter" � corresponds to the IfInUnknownProtos MIB object� XE "IfInUnknownProtos MIB object" � of the interface group. This read-only object displays the number of packets received on the interface which were discarded because of an unknown or unsupported protocol� XE "Unsupported protocol" �.

The Octets-Out counter� XE "Octets-Out counter" � corresponds to the IfOutOctets MIB object� XE "IfOutOctets MIB object" � of the interface group. This read-only object displays the number of octets transmitted on the interface. This count includes framing characters.

The Unicast Pkts-Out counter� XE "Unicast Pkts-Out counter" � corresponds to the IfOutUcastPkts MIB object� XE "IfOutUcastPkts MIB object" � of the interface group. This read-only object displays the number of packets which were requested by higher-level protocols to be transmitted to a subnetwork-unicast address� XE "Subnetwork-unicast address" �. This count includes those which were discarded or not sent.

The Non-Unicast Pkts-Out counter� XE "Non-Unicast Pkts-Out counter" � corresponds to the IfOutNUcastPkts MIB object� XE "IfOutNUcastPkts MIB object" � of the interface group. This read-only object displays the number of packets which were requested by higher-level protocols to be transmitted to a non-unicast address (non-unicast packets include subnetwork-broadcast� XE "Subnetwork-broadcast" � and subnetwork-multicast packets� XE "Subnetwork-multicast packets" �). This count includes those which were discarded or not sent.

The Pkts-Out Discards counter� XE "Pkts-Out Discards counter" � corresponds to the IfOutDiscards MIB object� XE "IfOutDiscards MIB object" � of the interface group. This read-only object displays the number of packets which were discarded even though no errors were detected on them. One possible reason for discarding such packets could be to free buffer space� XE "Free buffer space" �.

The Pkts-Out Errors counter� XE "Pkts-Out Errors counter" � corresponds to the IfOutErrors MIB object� XE "IfOutErrors MIB object" � of the interface group. This read-only object displays the number of outbound packets that were not transmitted because of errors.

If you want to close the MIB-II IF Counters table� XE "Closing the MIB-II IF Counters table" � to display other MIB objects from other options, just double-click its Control-menu box.

IP Counters

This � XE "IP Counters" �command displays the values of the device IP counters.

When you choose this command, the MIB-II IP Counters table� XE "MIB-II IP Counters table" � appears on the screen:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName� XE "SysName" � MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of times the device was polled to retrieve the displayed values.

The statistics table� XE "statistics table" � lists the values of the various IP counters of the device. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Counters column� XE "Counters column" � displays the various IP statistics counters. For information about these counters, see the discussion below.

The Total column� XE "Total column" � displays the accumulated count since resetting the statistics counters. These counters are reset whenever you restart the device or click the Reset button� XE "Reset button" �.

The Rate/s column� XE "Rate/s column" � displays the total count per second.

The Avg Rate/s column� XE "Avg Rate/s column" � displays the average count per second.

The Peak Rate/s column� XE "Peak Rate/s column" � displays the peak count per second.

The Peak Occurred At column� XE "Peak Occurred At column" � displays the date and time when the peak count occurred.

The Poll Interval buttons� XE "Poll Interval button" � set the polling time of the management console. Polling� XE "Polling" � time determines how often the management console polls the device for statistics. A polling time of 5 seconds for example means that the management console polls the device every five seconds to retrieve statistics values. These values are then processed and displayed on the table. To increase the polling time, click the up-arrow button; to decrease, click the down-arrow button.

The Reset button� XE "Reset button" � resets all IP statistics counters back to zero.

The Pause button� XE "Pause button" � pauses device polling.

The Resume button� XE "Resume button" � resumes device polling.

The following describes the various IP counters:

IpInReceives� XE "IpInReceives" � is a read-only MIB object of the ip group that displays the number of input datagrams� XE "Input datagrams" � which were received on the interfaces. This count includes those received with errors.

IpInHdrErrors� XE "IpInHdrErrors" � is a read-only MIB object of the ip group that displays the number of input datagrams� XE "Input datagrams" � which were discarded due to errors in their IP headers� XE "IP headers" �. Examples of IP header errors are bad checksums� XE "bad checksums, IP header error" �, version number mismatches� XE "version number mismatches, IP header error" �, other formatting errors� XE "formatting errors, IP header error" �, exceeded time-to-live� XE "exceeded time-to-live, IP header error" �, and errors discovered in processing IP options.

IpInAddrErrors� XE "IpInAddrErrors" � is a read-only MIB object of the ip group that displays the number of input datagrams which were discarded because the IP addresses in their IP header destination fields� XE "IP header destination fields" � were invalid addresses for this device. This count includes invalid addresses� XE "Invalid addresses, see IpInAddrErrors" � and addresses of unsupported classes� XE "Addresses of unsupported classes: Class E" � such as Class E.

For devices that are not IP gateways and therefore do not forward datagrams, this counter will also include datagrams which were discarded because their destination addresses were not local.

IpForwDatagrams� XE "IpForwDatagrams" � is a read-only MIB object of the ip group that displays the number of input datagrams for which this device was not their final IP destination; as a result, an attempt was made to find a route to forward them to their final destinations.

For devices that are not IP gateways, this counter will only include those packets which were successfully source-routed� XE "Source-routed" � through the device.

IpInUnknownProtos� XE "IpInUnknownProtos" � is a read-only MIB object of the ip group that displays the number of locally-addressed datagrams� XE "Locally-addressed datagrams" � which were received successfully but discarded due to an unknown or unsupported protocol.

IpInDiscards� XE "IpInDiscards" � is a read-only MIB object of the ip group that displays the number of input IP datagrams for which no problems were encountered to prevent their continuous processing, but were discarded. One possible reason for discarding such packets could be the lack of buffer space� XE "Lack of buffer space" �. This counter does not include datagrams which were discarded while awaiting reassembly.

IpInDelivers� XE "IpInDelivers" � is a read-only MIB object of the ip group that displays the number of input datagrams which were successfully delivered to IP user-protocols� XE "IP user-protocols" � (including ICMP).

IpOutRequests� XE "IpOutRequests" � is a read-only MIB object of the ip group that displays the number of datagrams which local IP user-protocols (including ICMP) supplied to IP in transmission requests. This count does not include datagrams included in the IpForwDatagrams counter� XE "IpForwDatagrams counter" �.

IpOutDiscards� XE "IpOutDiscards" � is a read-only MIB object of the ip group that displays the number of output datagrams for which no problems were encountered to prevent their transmission to their respective destinations, but were discarded. One possible reason for discarding such packets could be the lack of buffer space. This count also considers datagrams included in the IpForwDatagrams counter� XE "IpForwDatagrams counter" � if they met the same discard criterion.

IpOutNoRoutes� XE "IpOutNoRoutes" � is a read-only MIB object of the ip group that displays the number of IP datagrams which were discarded because no routes can be found to forward them to their destinations. This count includes all datagrams which a host cannot route because all of its default gateways are down.

IpReasmReqds� XE "IpReasmReqds" � is a read-only MIB object of the ip group that displays the number of received IP fragments which needed reassembly at the device.

IpReasmOKs� XE "IpReasmOKs" � is a read-only MIB object of the ip group that displays the number of IP datagrams which were successfully reassembled at the device.

IpReasmFails� XE "IpReasmFails" � is a read-only MIB object of the ip group that displays the number of failures detected by the IP reassembly algorithm. This count is not necessarily the count of discarded IP fragments since some algorithms (such as the RFC 815 reassembly algorithm� XE "RFC 815 reassembly algorithm" �) can lose track of the number of fragments by combining them as they are received.

IpFragOKs� XE "IpFragOKs" � is a read-only MIB object of the ip group that displays the number of IP datagrams that were successfully fragmented at the device.

IpFragFails� XE "IpFragFails" � is a read-only MIB object of the ip group that displays the number of IP datagrams which were discarded because they needed to be fragmented at the device, but the device was not able to do so. One reason can be that their Don’t Fragment flags were set.

IpFragCreates� XE "IpFragCreates" � is a read-only MIB object of the ip group that displays the number of IP datagram fragments which were generated as a result of fragmentation at the device.

If you want to close the MIB-II IP Counters table� XE "Closing the MIB-II IP Counters table" � to display other MIB objects from other options, just double-click its Control-menu box.

IP Routing

This� XE "IP Routing" \r "IP_Routing" � command accesses the contents of the device IP routing table� XE "Accessing the contents of the device IP routing table" �. This table contains routing entries currently known to the device.

When you choose this command, the MIB-II IP Routing Table� XE "MIB-II IP Routing Table" � appears on the screen:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of entries in the table.

The routing table� XE "Routing table" � lists information pertaining to the routes presently known to the device. Each entry corresponds to one route. This table is divided into fourteen columns as listed below. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry. Each entry corresponds to a route.

IpRouteDest� XE "IpRouteDest" � is a read-write MIB object of the ip group that displays the destination IP address� XE "Destination IP address" � for this route. Multiple routes to a single destination can appear in the table. An entry of 0.0.0.0 means that it is the default route.

IpRouteIfIndex� XE "IpRouteIfIndex" � is a read-write MIB object of the ip group that displays the index value which uniquely identifies the interface on the device through which the next hop for this route can be reached.

IpRouteMetric1� XE "IpRouteMetric1" � is a read-write MIB object of the ip group that displays the primary routing metric� XE "Primary routing metric" � for this route. Routing metric� XE "Routing metric" � is the cost for taking a particular route; it is used primarily to configure preferred paths. Preferred paths� XE "Preferred paths" \t "See Routing metric" � assume relatively low metrics, while less preferred paths assume higher metric values. If the route does not use this particular metric, a -1 appears in this column.

IpRouteMetric2� XE "IpRouteMetric2" � is a read-write MIB object of the ip group that displays the alternate routing metric for this route.

IpRouteMetric3� XE "IpRouteMetric3" � is a read-write MIB object of the ip group that displays the alternate routing metric for this route.

IpRouteMetric4� XE "IpRouteMetric4" � is a read-write MIB object of the ip group that displays the alternate routing metric for this route.

IpRouteNextHop� XE "IpRouteNextHop" � is a read-write MIB object of the ip group that displays the IP address of the next hop for this route. Next hop� XE "Next hop" \t "See IpRouteNextHop" � is the immediate IP gateway after the device that leads to the destination.

IpRouteType� XE "IpRouteType" � is a read-write MIB object of the ip group that displays the route type. Route type� XE "Route type" � can be Direct, Indirect, Invalid, or Other. The first two refer to direct� XE "Direct routing" � and indirect routing� XE "Indirect routing" � in the IP architecture; Invalid� XE "Invalid routing" � means the route is invalid (the system ignores all entries of such type); Other� XE "Other: See Routing type" � means the route is none of the types mentioned above.

IpRouteProto� XE "IpRouteProto" � is a read-only MIB object of the ip group that displays the routing mechanism through which this route was learned. Routing mechanism� XE "Routing mechanism: bgp" �� XE "Routing mechanism: ospf" �� XE "Routing mechanism: bbnSpfIgp" �� XE "Routing mechanism: ciscoIgrp" �� XE "Routing mechanism: es-is" �� XE "Routing mechanism: is-is" �� XE "Routing mechanism: rip" �� XE "Routing mechanism: hello" �� XE "Routing mechanism: ggp" �� XE "Routing mechanism: egp" �� XE "Routing mechanism: icmp" �� XE "Routing mechanism: Netmgmt" �� XE "Routing mechanism: Local" � can be local (manually added route), netmgmt (via network management protocol), icmp (obtained via ICMP), egp, ggp, hello, rip, is-is, es-is, ciscoIgrp, bbnSpfIgp, ospf, or bgp.

IpRouteAge� XE "IpRouteAge" � is a read-write MIB object of the ip group that displays the time since this route was last updated or otherwise determined to be correct.

IpRouteMask� XE "IpRouteMask" � is a read-write MIB object of the ip group that displays the subnet mask for the destination IP address of this route. This mask is used to identify the subnet field of an IP address. Depending on the internet class, subnet mask can be 255.0.0.0 for Class A, 255.255.0.0 for Class B, or 255.255.255.0 for Class C.

IpRouteMetric5� XE "IpRouteMetric5" � is a read-write MIB object of the ip group that displays the alternate routing metric for this route. Routing metric is used to configure preferred paths.

IpRouteInfo� XE "IpRouteInfo" � is a read-only MIB object of the ip group that displays a reference to the MIB definition specific to the routing protocol used for this route.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all updates performed on the device (specially those that affect the above MIB objects) are reflected on this table.

For this option, the system does not support modifications to the settings of those MIB objects (above) with read-write attributes. To modify these objects, you can use the device-specific management module, or the device onboard console program (if it comes with one). Please refer to the appropriate manuals for more information.

To close the MIB-II IP Routing Table� XE "Closing the MIB-II IP Routing Table" �, double-click its Control-menu box.

IP Address Table

This command � XE "IP Address Table" �accesses IP addressing information from the device IP address table.

Choosing this command displays the MIB-II IP Address Table� XE "MIB-II IP Address Table" �:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of entries in the table.

The address table� XE "Address table" � displays IP addressing information about the device. This table is divided into six columns as listed below. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry.

IpAdEntAddr� XE "IpAdEntAddr" � is a read-only MIB object of the ip group that displays the IP address to which the entry’s addressing information pertains.

IpAdEntIfIndex� XE "IpAdEntIfIndex" � is a read-only MIB object of the ip group that displays the index value which uniquely identifies the interface on the device to which this entry applies.

IpAdEntNetMask� XE "IpAdEntNetMask" � is a read-only MIB object of the ip group that displays the subnet mask associated with the IP address of this entry. This mask is used to identify the subnet field of an IP address. Depending on the internet class, subnet mask can be 255.0.0.0 for Class A, 255.255.0.0 for Class B, or 255.255.255.0 for Class C.

IpAdEntBcastAddr� XE "IpAdEntBcastAddr" � is a read-only MIB object of the ip group that displays the value of the least-significant bit� XE "Least-significant bit" � in the IP broadcast address used for sending datagrams on the interface (logical) associated with the IP address. For example, when the Internet standard all-ones broadcast address is used, the value will be 1. This value applies to both the subnet and network broadcast addresses used by the device on the interface (logical).

IpAdEntReasmMaxSize� XE "IpAdEntReasmMaxSize" � is a read-only MIB object of the ip group that displays the size of the largest IP datagram which this device can reassemble from IP fragmented datagrams received on the interface.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all updates performed on the device (specially those that affect the above MIB objects) are reflected on this table.

If you want to close the MIB-II IP Address Table� XE "Closing the MIB-II IP Address Table" � to display other MIB objects from other options, just double-click its Control-menu box.

ICMP Counters

This � XE "ICMP Counters" �command displays the values of the device ICMP counters.

When you choose this command, the MIB-II ICMP Counters table� XE "MIB-II ICMP Counters table" � appears on the screen:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of times the device was polled to retrieve the displayed values.

The statistics table� XE "Statistics table" �� XE "Statistics table" � lists the values of the device ICMP counters. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Counters column� XE "Counters column" � displays the various ICMP statistics counters. For information about these counters, see the discussion below.

The Total column� XE "Total column" � displays the accumulated count since resetting the statistics counters. These counters are reset whenever you restart the device or click the Reset button.

The Rate/s column� XE "Rate/s column" � displays the total count per second.

The Avg Rate/s column� XE "Avg Rate/s column" � displays the average count per second.

The Peak Rate/s column� XE "Peak Rate/s column" � displays the peak count per second.

The Peak Occurred At column� XE "Peak Occurred At column" � displays the date and time when the peak count occurred.

The Poll Interval� XE "Poll Interval" � buttons set the polling time of the management console. Polling� XE "Polling" � time determines how often the management console polls the device for statistics. A polling time of 5 seconds for example means that the management console polls the device every five seconds to retrieve statistics values. These values are then processed and displayed on the table. To increase the polling time� XE "Increasing the polling time" �, click the up-arrow button; to decrease, click the down-arrow button.

The Reset button� XE "Reset button" � resets all ICMP statistics counters back to zero.

The Pause button� XE "Pause button" � pauses device polling.

The Resume button� XE "Resume button" � resumes device polling.

The following describes the various ICMP counters:

IcmpInMsgs� XE "IcmpInMsgs" � is a read-only MIB object of the icmp group that displays the number of ICMP messages received by the device. This count also considers those counted by the icmpInErrors counter� XE "icmpInErrors counter" �.

IcmpInErrors� XE "IcmpInErrors" � is a read-only MIB object of the icmp group that displays the number of ICMP messages received by the device with ICMP-specific errors� XE "ICMP-specific errors" � such as bad ICMP checksums and bad lengths.

IcmpInDestUnreachs� XE "IcmpInDestUnreachs" � is a read-only MIB object of the icmp group that displays the number of ICMP Destination Unreachable� XE "ICMP Destination Unreachable" � messages received by the device.

IcmpInTimeExcds� XE "IcmpInTimeExcds" � is a read-only MIB object of the icmp group that displays the number of ICMP Time Exceeded� XE "ICMP Time Exceeded" � messages received by the device.

IcmpInParmProbs� XE "IcmpInParmProbs" � is a read-only MIB object of the icmp group that displays the number of ICMP Parameter Problem� XE "ICMP Parameter Problem" � messages received by the device.

IcmpInSrcQuenchs� XE "IcmpInSrcQuenchs" � is a read-only MIB object of the icmp group that displays the number of ICMP Source Quench� XE "ICMP Source Quench" � messages received by the device.

IcmpInRedirects� XE "IcmpInRedirects" � is a read-only MIB object of the icmp group that displays the number of ICMP Redirect� XE "ICMP Redirect" � messages received by the device.

IcmpInEchos� XE "IcmpInEchos" � is a read-only MIB object of the icmp group that displays the number of ICMP Echo (request)� XE "ICMP Echo (request)" � messages received by the device.

IcmpInEchoReps� XE "IcmpInEchoReps" � is a read-only MIB object of the icmp group that displays the number of ICMP Echo Reply� XE "ICMP Echo Reply" � messages received by the device.

IcmpInTimestamps� XE "IcmpInTimestamps" � is a read-only MIB object of the icmp group that displays the number of ICMP Timestamp (request)� XE "ICMP Timestamp (request)" � messages received by the device.

IcmpInTimestampReps� XE "IcmpInTimestampReps" � is a read-only MIB object of the icmp group that displays the number of ICMP Timestamp Reply� XE "ICMP Timestamp Reply" � messages received by the device.

IcmpInAddrMasks� XE "IcmpInAddrMasks" � is a read-only MIB object of the icmp group that displays the number of ICMP Address Mask Request� XE "ICMP Address Mask Request" � messages received by the device.

IcmpInAddrMaskReps� XE "IcmpInAddrMaskReps" � is a read-only MIB object of the icmp group that displays the number of ICMP Address Mask Reply� XE "ICMP Address Mask Reply" � messages received by the device.

IcmpOutMsgs� XE "IcmpOutMsgs" � is a read-only MIB object of the icmp group that displays the number of ICMP messages the device attempted to send. This count also considers those counted by the icmpOutErrors counter.

IcmpOutErrors� XE "IcmpOutErrors" � is a read-only MIB object of the icmp group that displays the number of ICMP messages the device failed to send due to problems discovered within ICMP (such as lack of buffers). This count does not include errors discovered outside the ICMP layer such as inability of IP to route the resulting datagram.

IcmpOutDestUnreachs� XE "IcmpOutDestUnreachs" � is a read-only MIB object of the icmp group that displays the number of ICMP Destination Unreachable� XE "ICMP Destination Unreachable" � messages sent by the device.

IcmpOutTimeExcds� XE "IcmpOutTimeExcds" � is a read-only MIB object of the icmp group that displays the number of ICMP Time Exceeded� XE "ICMP Time Exceeded" � messages sent by the device.

IcmpOutParmProbs� XE "IcmpOutParmProbs" � is a read-only MIB object of the icmp group that displays the number of ICMP Parameter Problem� XE "ICMP Parameter Problem" � messages sent by the device.

IcmpOutSrcQuenchs� XE "IcmpOutSrcQuenchs" � is a read-only MIB object of the icmp group that displays the number of ICMP Source Quench� XE "ICMP Source Quench" � messages sent by the device.

IcmpOutRedirects� XE "IcmpOutRedirects" � is a read-only MIB object of the icmp group that displays the number of ICMP Redirect� XE "ICMP Redirect" � messages sent by the device. For a host, this object will always be zero since hosts do not send redirects.

IcmpOutEchos� XE "IcmpOutEchos" � is a read-only MIB object of the icmp group that displays the number of ICMP Echo (request)� XE "ICMP Echo (request)" � messages sent by the device.

IcmpOutEchoReps� XE "IcmpOutEchoReps" � is a read-only MIB object of the icmp group that displays the number of ICMP Echo Reply� XE "ICMP Echo Reply" � messages sent by the device.

IcmpOutTimestamps� XE "IcmpOutTimestamps" � is a read-only MIB object of the icmp group that displays the number of ICMP Timestamp (request)� XE "ICMP Timestamp (request)" � messages sent by the device.

IcmpOutTimestampReps� XE "IcmpOutTimestampReps" � is a read-only MIB object of the icmp group that displays the number of ICMP Timestamp Reply� XE "ICMP Timestamp Reply" � messages sent by the device.

IcmpOutAddrMasks� XE "IcmpOutAddrMasks" � is a read-only MIB object of the icmp group that displays the number of ICMP Address Mask Request� XE "ICMP Address Mask Request" � messages sent by the device.

IcmpOutAddrMaskReps� XE "IcmpOutAddrMaskReps" � is a read-only MIB object of the icmp group that displays the number of ICMP Address Mask� XE "ICMP Address Mask" � Reply messages sent by the device.

If you want to close the MIB-II ICMP Counters table� XE "Closing the MIB-II ICMP Counters table" � to display other MIB objects from other options, just double-click its Control-menu box.

UDP Counters

This command � XE "UDP Counters" �displays the values of the device UDP counters.

When you choose this command, the MIB-II UDP Counters table� XE "MIB-II UDP Counters table" � appears on the screen:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of times the device was polled to retrieve the displayed values.

The statistics table� XE "Statistics table" �� XE “Statistics table" � lists the values of the various UDP counters of the device. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Counters column� XE "Counters column" � displays the various UDP statistics counters. For information about these counters, see the discussion below.

The Total column� XE "Total column" � displays the accumulated count since resetting the statistics counters. These counters are reset whenever you restart the device or click the Reset button.

The Rate/s column� XE "Rate/s column" � displays the total count per second.

The Avg Rate/s column� XE "Avg Rate/s column" � displays the average count per second.

The Peak Rate/s column� XE "Peak Rate/s column" � displays the peak count per second.

The Peak Occurred At column� XE "Peak Occurred At column" � displays the date and time when the peak count occurred.

The Poll Interval� XE "Poll Interval" � buttons set the polling time of the management console. Polling� XE "Polling" � time determines how often the management console polls the device for statistics. A polling time of 5 seconds for example means that the management console polls the device every five seconds to retrieve statistics values. These values are then processed and displayed on the table. To increase the polling time, click the up-arrow button; to decrease, click the down-arrow button.

The Reset button� XE "Reset button" � resets all UDP statistics counters back to zero.

The Pause button� XE "Pause button" � pauses device polling.

The Resume button� XE "Resume button" � resumes device polling.

The following describes the various UDP counters:

UdpInDatagrams� XE "UdpInDatagrams" � is a read-only MIB object of the udp group that displays the number of UDP datagrams delivered to UDP users.

UdpNoPorts� XE "UdpNoPorts" � is a read-only MIB object of the udp group that displays the number of received UDP datagrams for which there was no application at the destination port.

UdpInErrors� XE "UdpInErrors" � is a read-only MIB object of the udp group that displays the number of received UDP datagrams that can not be delivered due to lack of application at the destination port.

UdpOutDatagrams� XE "UdpOutDatagrams" � is a read-only MIB object of the udp group that displays the number of UDP datagrams sent by the device.

If you want to close the MIB-II UDP Counters table� XE "Closing the MIB-II UDP Counters table" � to display other MIB objects from other options, just double-click its Control-menu box.

SNMP Counters

This command� XE "SNMP Counters" � displays the values of the device SNMP counters.

When you choose this command, the MIB-II SNMP Counters table� XE "MIB-II SNMP Counters table" � appears on the screen:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of times the device was polled to retrieve the displayed values.

The statistics table� XE "Statistics table" �� XE "Statistics table" � displays the values of the various SNMP counters of the device. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Counters column� XE "Counters column" � displays the various SNMP statistics counters. For information about these counters, see the discussion below.

The Total column� XE "Total column" � displays the accumulated count since resetting the statistics counters. These counters are reset whenever you restart the device or click the Reset button.

The Rate/s column� XE "Rate/s column" � displays the total count per second.

The Avg Rate/s column� XE "Avg Rate/s column" � displays the average count per second.

The Peak Rate/s column� XE "Peak Rate/s column" � displays the peak count per second.

The Peak Occurred At column� XE "Peak Occurred At column" � displays the date and time when the peak count occurred.

The Poll Interval� XE "Poll Interval" � buttons set the polling time of the management console. Polling� XE "Polling" � time determines how often the management console polls the device for statistics. A polling time of 5 seconds for example means that the management console polls the device every five seconds to retrieve statistics values. These values are then processed and displayed on the table. To increase the polling time, click the up-arrow button; to decrease, click the down-arrow button.

The Reset button� XE "Reset button" � resets all SNMP statistics counters back to zero.

The Pause button� XE "Pause button" � pauses device polling.

The Resume button� XE "Resume button" � resumes device polling.

The following describes the various SNMP counters:

SnmpInPkts� XE "SnmpInPkts" � is a read-only MIB object of the snmp group that displays the number of SNMP messages sent to the device from the transport service.

SnmpOutPkts� XE "SnmpOutPkts" � is a read-only MIB object of the snmp group that displays the number SNMP messages which were passed from the device SNMP agent to the transport service.

SnmpInBadVersions� XE "SnmpInBadVersions" � is a read-only MIB object of the snmp group that displays the number of SNMP messages which were delivered to the device SNMP agent with unsupported SNMP version� XE "Unsupported SNMP version" �.

SnmpInBadCommunityNames� XE "SnmpInBadCommunityNames" � is a read-only MIB object of the snmp group that displays the number of SNMP messages which were delivered to the device SNMP agent with SNMP community names unknown� XE "SNMP community names unknown" � to the device.

SnmpInBadCommunityUses� XE "SnmpInBadCommunityUses" � is a read-only MIB object of the snmp group that displays the number of SNMP messages which were delivered to the device SNMP agent with SNMP operations not permitted for the specified community names.

SnmpInASNParseErrs� XE "SnmpInASNParseErrs" � is a read-only MIB object of the snmp group that displays the number of ASN.1 BER errors� XE "ASN.1 BER errors" � encountered by the device SNMP agent when decoding the received SNMP messages.

SnmpInTooBigs� XE "SnmpInTooBigs" � is a read-only MIB object of the snmp group that displays the number of SNMP PDUs which were delivered to the device SNMP agent with their error-status fields set to “tooBig”.

SnmpInNoSuchNames� XE "SnmpInNoSuchNames" � is a read-only MIB object of the snmp group that displays the number of SNMP PDUs which were delivered to the device SNMP agent with their error-status fields set to “noSuchName� XE "noSuchName" �”.

SnmpInBadValues� XE "SnmpInBadValues" � is a read-only MIB object of the snmp group that displays the number of SNMP PDUs which were delivered to the device SNMP agent with their error-status fields set to “badValue� XE "BadValue" �”.

SnmpInReadOnlys� XE "SnmpInReadOnlys" � is a read-only MIB object of the snmp group that displays the number of valid SNMP PDUs which were delivered to the device SNMP agent with their error-status fields set to “readOnly� XE "readOnly" �”. This MIB object is used primarily for detecting incorrect SNMP implementations.

SnmpInGenErrs� XE "SnmpInGenErrs" � is a read-only MIB object of the snmp group that displays the number of SNMP PDUs which were delivered to the device SNMP agent with their error-status fields set to “genErr� XE "genErr, error status field" �”.

SnmpInTotalReqVars� XE "SnmpInTotalReqVars" � is a read-only MIB object of the snmp group that displays the number of MIB objects� XE "MIB objects" � which have been successfully retrieved by the device SNMP agent for all valid Get-Request and Get-Next PDUs.

SnmpInTotalSetVars� XE "SnmpInTotalSetVars" � is a read-only MIB object of the snmp group that displays the number of MIB objects� XE "MIB objects" � which were successfully set by the device SNMP agent for all valid Set-Request PDUs.

SnmpInGetRequests� XE "SnmpInGetRequests" � is a read-only MIB object of the snmp group that displays the number of SNMP Get-Request PDUs which have been accepted and processed by the device SNMP agent.

SnmpInGetNexts� XE "SnmpInGetNexts" � is a read-only MIB object of the snmp group that displays the number of SNMP Get-Next PDUs which have been accepted and processed by the device SNMP agent.

SnmpInSetRequests� XE "SnmpInSetRequests" � is a read-only MIB object of the snmp group that displays the number of SNMP Set-Request PDUs which have been accepted and processed by the device SNMP agent.

SnmpInGetResponses� XE "SnmpInGetResponses" � is a read-only MIB object of the snmp group that displays the number of SNMP Get-Response PDUs which have been accepted and processed by the device SNMP agent.

SnmpInTraps� XE "SnmpInTraps" � is a read-only MIB object of the snmp group that displays the number of SNMP Trap PDUs which have been accepted and processed by the device SNMP agent.

SnmpOutTooBigs� XE "SnmpOutTooBigs" � is a read-only MIB object of the snmp group that displays the number of SNMP PDUs which were generated by the device SNMP agent with their error-status fields set to “tooBig� XE "tooBig, error status field" �”.

SnmpOutNoSuchNames� XE "SnmpOutNoSuchNames" � is a read-only MIB object of the snmp group that displays the number of SNMP PDUs which were generated by the device SNMP agent with their error-status fields set to “noSuchName� XE "noSuchName, error status field" �”.

SnmpOutBadValues� XE "SnmpOutBadValues" � is a read-only MIB object of the snmp group that displays the number of SNMP PDUs which were generated by the device SNMP agent with their error-status fields set to “badValue� XE "badValue, error status field" �”.

SnmpOutGenErrs� XE "SnmpOutGenErrs" � is a read-only MIB object of the snmp group that displays the number of SNMP PDUs which were generated by the device SNMP agent with their error-status fields set to “genErr� XE "genErr, error status field" �”.

SnmpOutGetRequests� XE "SnmpOutGetRequests" � is a read-only MIB object of the snmp group that displays the number of SNMP Get-Request PDUs which were generated by the device SNMP agent.

SnmpOutGetNexts� XE "SnmpOutGetNexts" � is a read-only MIB object of the snmp group that displays the number of SNMP Get-Next PDUs which were generated by the device SNMP agent.

SnmpOutSetRequests� XE "SnmpOutSetRequests" � is a read-only MIB object of the snmp group that displays the number of SNMP Set-Request PDUs which were generated by the device SNMP agent.

SnmpOutGetResponses� XE "SnmpOutGetResponses" � is a read-only MIB object of the snmp group that displays the number of SNMP Get-Response PDUs which were generated by the device SNMP agent.

SnmpOutTraps� XE "SnmpOutTraps" � is a read-only MIB object of the snmp group that displays the number of SNMP Trap PDUs which were generated by the device SNMP agent.

If you want to close the MIB-II SNMP Counters table� XE "Closing the MIB-II SNMP Counters table" �, just double-click its Control-menu box.

Accessing Repeater MIBs

The system � XE "Accessing Repeater MIBs" �provides a command in the General menu for use in accessing repeater MIBs from any IEEE 802.3 10Mbps baseband repeaters� XE "IEEE 802.3 10Mbps baseband repeaters" � (also called hubs). To access such MIBs from an SNMP repeater, follow these steps:

Select the corresponding icon of the repeater from the map.

From the General menu� XE "General menu: Repeater MIB" �, choose Repeater MIB.

�

The above submenu provides commands for accessing various MIB objects included in each of the three management information categories for the Repeater MIB definition; that is, basic, monitor, and address tracking. Refer to the appropriate section below for information on the MIB objects provided by each command.

Basic Information

This command � XE "Basic Information: Repeater Information" �allows you to access MIB objects that provide basic information about the selected repeater.

When you choose this command, the Repeater Information dialog box� XE "Repeater Information dialog box" � appears:

�

The following describes the various components in the above dialog box:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of times the device was polled to retrieve the displayed values.

The MIB object table� XE "MIB object table" � lists the MIB objects� XE "MIB objects" � and their current values. You can resize each column on this table by simply dragging the right border with the mouse left button. The following describes each MIB object: 

Group Capacity� XE "Group Capacity" � corresponds to the RptrGroupCapacity� XE "RptrGroupCapacity" � MIB object of the basic group. This read-only object displays the number of groups that can be supported within the repeater. Groups can be modules, cards, or boards.

Operational Status� XE "Operational Status" � corresponds to the RptrOperStatus� XE "RptrOperStatus" � MIB object of the basic group. This read-only object indicates the operational state of the repeater. The Health object may be consulted for more specific information about the state of the repeater’s health.

Health� XE "Health" � corresponds to the RptrHealthText� XE "RptrHealthText" � MIB object of the basic group. This read-only object provides information relevant to the operational state of the repeater. These can include detailed information on current failures (for example, how they were detected) and instructions for problem resolution.

TotalPartitionedPorts� XE "TotalPartitionedPorts" � correspond to the RptrTotalPartitionedPorts� XE "RptrTotalPartitionedPorts" � MIB object of the basic group. This read-only object displays the number of ports in the repeater which are currently partitioned off by the device (auto-partitioning) or disabled by network administrators� XE "Network administrators" �. Auto-partitioning� XE "Auto-partitioning on a port" � occurs on a port if there is excessive collision on the connected segment or there is cabling problem.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all changes performed on the device are reflected on this table.

If you want to close the Repeater Information dialog box� XE "Closing the Repeater Information dialog box" � to display other MIB objects from other options, just double-click its Control-menu box.

Group Table

This � XE "Group Table" �command displays the contents of the device basic port group table.

Choosing this command displays the Repeater Group Table� XE "Repeater Group Table" �:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of entries in the table.

The group table� XE "Group table" � displays descriptive and status information about the groups of ports on the repeater. This table is divided into seven columns as listed below. Except for the Index column� XE "Index column" �, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry.

The Group column� XE "Group column" � corresponds to the RptrGroupIndex� XE "RptrGroupIndex" � MIB object of the basic group. This read-only object identifies the group within the repeater for which this entry pertains.

The No of Ports column� XE "No of Ports column" � corresponds to the RptrGroupPortCapacity� XE "RptrGroupPortCapacity" � MIB object of the basic group. This read-only object displays the number of ports that can be supported within the group. Valid values range from 1 up to 1024. Within each group, the ports are uniquely numbered in the range from 1 up to RptrGroupPortcapacity.

The Group Descriptor column� XE "Group Descriptor column" � corresponds to the RptrGroupDescr� XE "RptrGroupDescr" � MIB object of the basic group. This read-only object provides textual descriptions about the group. These include the full name and version identification of the group’s hardware type and how the group is differentiated from other types of groups in the repeater.

The Object Identifier column� XE "Object Identifier column" � corresponds to the RptrGroupObjectID� XE "RptrGroupObjectID" � MIB object of the basic group. This read-only object displays the vendor’s authoritative identification of the group. This information provides a straight-forward and unambiguous means of determining what kind of group is being managed.

The Oper Status column� XE "Oper Status column" � corresponds to the RptrGroupOperStatus� XE "RptrGroupOperStatus" � MIB object of the basic group. This read-only object indicates the operational status of the group. A status� XE "Operational status: Malfunctioning" �� XE "Operational status: Operational" �� XE "Operational status: Not Present" � of Not Present indicates that the group is temporarily or permanently, physically, and/or logically not a part of the repeater; a status of Operational means that the group is functioning properly; a status of Malfunctioning indicates that the group is malfunctioning in some way.

The Last Change column� XE "Last Change column" � corresponds to the RptrGroupLastOperStatusChange� XE "RptrGroupLastOperStatusChange" � MIB object of the basic group. This read-only object displays the value of SysUpTime at the time that the value of the RptrGroupOperStatus object for this group last changed.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all updates performed on the group are reflected on this table.

If you want to close� XE "Closing the Group Table" � the above table, just double-click its Control-menu box.

Port Table

This � XE "Port Table" �command displays the contents of the device basic port table.

Choosing this command displays the Repeater Port Table� XE "Repeater Port Table" �:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of entries in the table.

The port table� XE "Port table" � displays descriptive and status information about the ports on the repeater. This table is divided into six columns as listed below. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button. Each entry corresponds to one port on the repeater.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry.

The Group column� XE "Group column" � corresponds to the RptrPortGroupIndex� XE "RptrPortGroupIndex" � MIB object of the basic group. This read-only object identifies the group containing the port for which this entry pertains.

The Port column� XE "Port column" � corresponds to the RptrPortIndex� XE "RptrPortIndex" � MIB object of the basic group. This read-only object identifies the port within the group.

The AdminStatus column� XE "AdminStatus column" � corresponds to the RptrPortAdminStatus MIB object of the basic group. This read-write object enables or disables the port. A disabled port neither transmits nor receives packets. The system does not support setting of this object through this option; you may however use the device front panel graphics to modify this object.

The AutoPartStatus column corresponds to the RptrPortAutoPartition� XE "RptrPortAutoPartition" �-State MIB object of the basic group. This read-only object indicates whether or not the port is currently partitioned off by the repeater’s auto-partition feature. Auto-partitioning� XE "Auto-partitioning on a port" � occurs on a port if there is excessive collision on the connected segment or there is cabling problem.

The OperStatus column� XE "OperStatus column" � corresponds to the RptrPortOperStatus� XE "RptrPortOperStatus" � MIB object of the basic group. This read-only object indicates the operational status� XE "Operational status: Not Operational" �� XE "Operational status: Operational" �� XE "Operational status: Not Present" � of the port. A Not Present status indicates that the port is physically removed (note that this may or may not be possible depending on the type of port); Operational means the port is enabled and functioning properly (even though it might be auto-partitioned); Not Operational means the port is administratively disabled.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all updates performed on the ports are reflected on this table.

If you want to close� XE "Closing the Port Table" � the above table, just double-click its Control-menu box.

Basic Counters

This � XE "Basic Counters" �command displays the values of the basic counters used for monitoring the performance of the repeater.

When you choose this command, the Repeater Counters table� XE "Repeater Counters table" � appears on the screen:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of times the device was polled to retrieve the displayed values.

The statistics table� XE "Statistics table" � displays the values of the device basic counter. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Counters column� XE "Counters column" � displays the Monitor Transmit Collision counter� XE "Monitor Transmit Collision counter" �. This counter corresponds to the RptrMonitorTransmitCollisions� XE "RptrMonitorTransmitCollisions" � MIB object of the monitor group. It displays the number of collision errors encountered by all datagrams transmitted by the device.

The Total column� XE "Total column" � displays the accumulated count since resetting the statistics counter. This counter is reset whenever you restart the device or click the Reset button.

The Rate/s column� XE "Rate/s column" � displays the total count per second.

The Avg Rate/s column� XE "Avg Rate/s column" � displays the average count per second.

The Peak Rate/s column� XE "Peak Rate/s column" � displays the peak count per second.

The Peak Occurred At column� XE "Peak Occurred At column" � displays the date and time when the peak count occurred.

The Poll Interval� XE "Poll Interval" � buttons set the polling time of the management console. Polling� XE "Polling" � time determines how often the management console polls the device for statistics. A polling time of 5 seconds for example means that the management console polls the device every five seconds to retrieve statistics values. These values are then processed and displayed on the table. To increase the polling time� XE "Increasing the polling time" �, click the up-arrow button; to decrease, click the down-arrow button.

The Reset button� XE "Reset button" � resets the basic counter back to zero.

The Pause button� XE "Pause button" � pauses device polling.

The Resume button� XE "Resume button" � resumes device polling.

If you want to close the Repeater Counters table� XE "Closing the Repeater Counters table" �, double-click its Control-menu box.

Group Counters

This � XE "Group Counters" �command displays the contents of the group monitor table. This table provides performance and error statistics for various groups within the repeater.

When you choose this command, the Repeater Counters table� XE "Repeater Counters table" � appears:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to a group of ports.

The Samples field� XE "Samples field" � displays the number of times the device was polled to retrieve the displayed values.

The statistics table� XE "Statistics table" � displays the values of the various group monitor counters. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Counters column� XE "Counters column" � displays the various group monitor counters. For information about these counters, see the discussion below.

The Total column� XE "Total column" � displays the accumulated count since resetting the statistics counters. These counters are reset whenever you restart the device or click the Reset button.

The Rate/s column� XE "Rate/s column" � displays the total count per second.

The Avg Rate/s column� XE "Avg Rate/s column" � displays the average count per second.

The Peak Rate/s column� XE "Peak Rate/s column" � displays the peak count per second.

The Peak Occurred At column� XE "Peak Occurred At column" � displays the date and time when the peak count occurred.

The Poll Interval� XE "Poll Interval" � buttons set the polling time of the management console. Polling� XE "Polling" � time determines how often the management console polls the device for statistics. A polling time of 5 seconds for example means that the management console polls the device every five seconds to retrieve statistics values. These values are then processed and displayed on the table. To increase the polling time� XE "Increase the polling time" �, click the up-arrow button; to decrease, click the down-arrow button.

The Reset button� XE "Reset button" � resets the monitor counters of the selected group back to zero.

The Pause button� XE "Pause button" � pauses device polling.

The Resume button� XE "Resume button" � resumes device polling.

The Next button� XE "Next button" � selects the next group of ports on the repeater for monitoring. The Target field� XE "Target field" � will display the number of the selected group.

The First button� XE "First button" � selects the first group of ports on the repeater for monitoring. The Target field� XE "Target field" � will display “Group 1.”

The following describes the various counters mentioned above:

The TotalFrames� XE "TotalFrames" � counter corresponds to the RptrMonitorGroupTotalFrames� XE "RptrMonitorGroupTotalFrames" � MIB object of the monitor group. This read-only object displays the number of frames, with valid frame length� XE "Valid frame length" � and no FCS� XE "FCS" � and collision errors� XE "Collision errors" �, that were received on the ports of the selected group.

The TotalOctets� XE "TotalOctets" � counter corresponds to the RptrMonitorGroupTotalOctets� XE "RptrMonitorGroupTotalOctets" � MIB object of the monitor group. This read-only object displays the number of octets contained in all valid frames that were received on the ports of the selected group.

The TotalErrors� XE "TotalErrors" � counter corresponds to the RptrMonitorGroupTotalErrors� XE "RptrMonitorGroupTotalErrors" � MIB object of the monitor group. This read-only object displays the number of errors that were encountered on the ports of the selected group.

If you want to close the Repeater Counters table� XE "Closing the Repeater Counters table" � to view other MIB objects, just double-click its Control-menu box.

Port Counters

This � XE "Port Counters" �command displays the contents of the port monitor table. This table provides performance and error statistics for each port on the repeater.

When you choose this command, the Repeater Counters table� XE "Repeater Counters table" � appears:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to a specific port of a group.

The Samples field� XE "Samples field" � displays the number of times the device was polled to retrieve the displayed values.

The statistics table� XE "Statistics table" � displays the values of the various port monitor counters. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Counters column� XE "Counters column" � displays the various port monitor counters. For information about these counters, see the discussion below.

The Total column� XE "Total column" � displays the accumulated count since resetting the statistics counters. These counters are reset whenever you restart the device, reset the port, or click the Reset button.

The Rate/s column� XE "Rate/s column" � displays the total count per second.

The Avg Rate/s column� XE "Avg Rate/s column" � displays the average count per second.

The Peak Rate/s column� XE "Peak Rate/s column" � displays the peak count per second.

The Peak Occurred At column� XE "Peak Occurred At column" � displays the date and time when the peak count occurred.

The Poll Interval� XE "Poll Interval" � buttons set the polling time of the management console. Polling� XE "Polling" � time determines how often the management console polls the device for statistics. A polling time of 5 seconds for example means that the management console polls the device every five seconds to retrieve statistics values. These values are then processed and displayed on the table. To increase the polling time� XE "Increasing the polling time" �, click the up-arrow button; to decrease, click the down-arrow button.

The Reset button� XE "Reset button" � resets the monitor counters of the selected port back to zero.

The Pause button� XE "Pause button" � pauses device polling.

The Resume button� XE "Resume button" � resumes device polling.

The NextPort button� XE "NextPort button" � selects the next port on the device for monitoring. The Target field� XE "Target field" � displays the selected port and the group it belongs.

The FirstPort button� XE "FirstPort button" � selects the first port on the device for monitoring.

The following describes the various port monitor counters:

The ReadableFrames� XE "ReadableFrames" � counter corresponds to the RptrMonitorPortRead-ableFrames� XE "RptrMonitorPortRead-ableFrames" � MIB object of the monitor group. This read-only object displays the number of frames with valid frame length which were received on the selected port.

The ReadableOctets� XE "ReadableOctets" � counter corresponds to the RptrMonitorPortRead-ableOctets� XE "RptrMonitorPortRead-ableOctets" � MIB object of the monitor group. This read-only object displays the number of octets contained in all valid frames received on the port. This object provides an indicator of the total data transferred.

The FCSErrors� XE "FCSErrors" � counter corresponds to the RptrMonitorPortFCSErrors� XE "RptrMonitorPortFCSErrors" � MIB object of the monitor group. This read-only object displays the number of frame check sequence errors (also known as CRC errors) that were encountered on the selected port. FCS errors indicate that the packets have been corrupted during transmission.

The AlignmentErrors� XE "AlignmentErrors" � counter corresponds to the RptrMonitorPortAlign-mentErrors� XE "RptrMonitorPortAlign-mentErrors" � MIB object of the monitor group. This read-only object displays the number of alignment errors that were encountered on the selected port. An alignment error occurs when all bytes are not received in whole. This can be caused by collisions or faults at the transmitting device.

The FrameTooLongs� XE "FrameTooLongs" � counter corresponds to the RptrMonitorPortFrame-TooLongs� XE "RptrMonitorPortFrame-TooLongs" � MIB object of the monitor group. This read-only object displays the number of long frames that traversed the selected port. Long frames� XE "Long frames" \t "See FramesTooLongs" � are those that exceed the maximum allowable size of 1518 bytes with less than 5 ms duration. It is likely that these frames have been corrupted during transmission.

The ShortEvents� XE "ShortEvents" � counter corresponds to the RptrMonitorPortShortEvents� XE "RptrMonitorPortShortEvents" � MIB object of the monitor group. This read-only object displays the number of short frames that traversed the selected port. Short frames� XE "Short frames" \t "See ShortEvents" � are those that contain less than 16 bits of data. They may be the result of collisions and are propagated around the network.

The Runts� XE "Runts" � counter corresponds to the RptrMonitorPortRunts� XE "RptrMonitorPortRunts" � MIB object of the monitor group. This read-only object displays the number of packets received with less than 64 bytes (but more than 16 bits) of data and therefore shorter than the minimum legal length.

The Collisions counter� XE "Collisions counter" � corresponds to the RptrMonitorPortCollisions MIB object of the monitor group. This read-only object displays the number of collisions that were encountered on the cable segment connected to the selected port. Collisions� XE "Collisions, definition of" � are normal on Ethernet and occur when two or more devices attempt packet transmission at the same time. These devices will then back off automatically and retry transmission at different intervals until the problem is resolved. This object provides an indicator of the traffic on the network.

The LateEvents� XE "LateEvents" � counter corresponds to the RptrMonitorPortLateEvents� XE "RptrMonitorPortLateEvents" � MIB object of the monitor group. This read-only object displays the number of times collisions were detected after transmitting the first part (that is, 481 up to 564 bits) of a packet on the cable segment connected to the selected port.

The VeryLongEvents� XE "VeryLongEvents" � counter corresponds to the RptrMonitorPortVery-LongEvents� XE "RptrMonitorPortVery-LongEvents" � MIB object of the monitor group. This read-only object displays the number of very long frames� XE "Very long frames, definition of" � (that is, greater than the MAU Jabber Lockup Protection timer, TW3� XE "MAU Jabber Lockup Protection timer, TW3" �) that traversed the selected port.

The DataRateMismatches� XE "DataRateMismatches" � counter corresponds to the RptrMonitorPort-DataRateMismatches� XE "RptrMonitorPort-DataRateMismatches" � MIB object of the monitor group. This read-only object displays the number of packets received on the port with frequency (data rate) not in synch with the transmit frequency of the repeater.

The AutoPartitions� XE "AutoPartitions" � counter corresponds to the RptrMonitorPortAuto-Partitions� XE "RptrMonitorPortAuto-Partitions" � MIB object of the monitor group. This read-only object displays the number of ports which were automatically partitioned off by the repeater. Auto-partitioning occurs on a port� XE "Auto-partitioning on a port" � if there is excessive collision on the connected segment or there is cabling problem.

The TotalErrors counter corresponds to the RptrMonitorPortTotalErrors� XE "RptrMonitorPortTotalErrors" � MIB object of the monitor group. This read-only object displays the total number of errors that were encountered on the selected port. These errors include FCS� XE "FCS" �, alignment� XE "Alignment" �, frame too long� XE "Frame too long" �, short events� XE "Short events" �, very long events� XE "Very long events" �, and data rate mismatches� XE "Data rate mismatches" �.

If you want to close the Repeater Counters table� XE "Closing the Repeater Counters table" � to view other MIB objects, just double-click its Control-menu box.

Port Address Track

This � XE "Port Address Track" �command displays the contents of the port address tracking table. This table contains address mapping information for each port on the repeater.

When you choose this command, the Address Tracking Table� XE "Address Tracking Table" � appears on the screen: 

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to a specific port of a group.

The Samples field� XE "Samples field" � displays the number of entries in the table.

The port address tracking table� XE "Port address tracking table" � displays address mapping information for each port on the repeater. This table is divided into five columns as listed below. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button. Each entry corresponds to one port on the repeater.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry.

The Group column� XE "Group column" � corresponds to the RptrAddrTrackGroupIndex� XE "RptrAddrTrackGroupIndex" � MIB object of the address tracking group. This read-only object identifies the group containing the port for which this entry pertains.

The Port column� XE "Port column" � corresponds to the RptrAddrTrackPortIndex� XE "RptrAddrTrackPortIndex" � MIB object of the address tracking group. This read-only object identifies the port within the group.

The SourceAddrChanges column� XE "SourceAddrChanges column" � corresponds to the RptrAddrTrack-SourceAddrChanges� XE "RptrAddrTrack-SourceAddrChanges" � MIB object of the address tracking group. This read-only object indicates the number of source changes for the readable frames received on the selected port.

The NewLastSrcAddress column� XE "NewLastSrcAddress column" � corresponds to the RptrAddrTrack-NewLastSrcAddress� XE "RptrAddrTrack-NewLastSrcAddress" � MIB object of the address tracking group. This read-only object displays the source address of the last readable frame received on the selected port.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all updates performed by other network administrators� XE "Network administrators" � on the ports are reflected on this table.

If you want to close� XE "Closing the Address Tracking Table" � the above table, just double-click its Control-menu box.

Accessing Bridge MIBs

The � XE "Accessing Bridge MIBs" \r "Accessing_Bridge" �system provides three commands in the General menu for use in accessing various bridge MIBs from IEEE 802.1D-1990 MAC bridges� XE "IEEE 802.1D-1990 MAC bridges" � on LAN segments. These commands include:

Bridge 802.1d—use � XE "Bridge 802.1d" �this command to access bridge MIB objects� XE "Bridge MIB objects" � included in the dot1dBase group� XE "dot1dBase group" �. These objects are applicable to all types of bridges.

�

Spanning Tree—use � XE "Spanning Tree" �this command to access and set some of the MIB objects� XE "MIB objects" � included in the dot1dStp group� XE "dot1dStp group" �. This group only applies to bridges that implement the Spanning Tree Protocol (STP)� XE "Spanning Tree Protocol (STP)" �.

�

Transparent Bridge—use � XE "Transparent Bridge" �this command to access and set some of the MIB objects included in the dot1dTp� XE "dot1dTp group" � and dot1dStatic groups� XE "dot1dStatic group" �. These groups only apply to bridges that implement transparent bridging and destination-address filtering. You can also use this command to access some MIB objects (for statistics) from the dot1dTp group.

�

To access the above MIBs from a bridge, select the corresponding icon of the target bridge from the map. Then, choose the appropriate command from the General menu to select the MIB group(s) you want to access. Each command provides a submenu for selecting specific objects from the selected group. See the sections below for more information.

Bridge 802.1d ( Information

This � XE "Bridge 802.1d:Information" �command provides some basic information about the selected bridge.

When you choose this command, the Information dialog box� XE "Information dialog box" � appears:

�

The following describes the various components in the above dialog box:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of times the device was polled to retrieve the displayed values.

The object table� XE "Object table" � displays the corresponding objects for the selected option. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Objects column� XE "Objects column" � lists the available MIB objects. For information about these objects, see the discussion below.

The Description column� XE "Description column" � displays the current value of each displayed object.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all updates performed on the device are reflected on this table.

The following describes the various MIB objects� XE "MIB objects" � displayed on the above table:

The Bridge Address� XE "Bridge Address" � object corresponds to the Dot1dBaseBridgeAddress� XE "Dot1dBaseBridgeAddress" � MIB object of the dot1dBase group. This read-only object displays the MAC address of the selected bridge. MAC address� XE "MAC address, definition of a" � is a unique, fixed hardware address burned into the interface of the device. This address is sometimes used when deriving the device IP address.

The Number of Ports� XE "Number of Ports" � object corresponds to the Dot1dBaseNumPorts� XE "Dot1dBaseNumPorts" � MIB object of the dot1dBase group. This read-only object displays the number of ports the bridge controls.

The Bridge Type object� XE "Bridge Type object" � corresponds to the Dot1dBaseType� XE "Dot1dBaseType" � MIB object of the dot1dBase group� XE "dot1dBase group" �. This read-only object indicates what type of bridging� XE "Bridging type: srt" �� XE "Bridging type: Source route only" �� XE "Bridging type: Transparent only" � this bridge can perform (for example, transparent only, source route only, or srt).

The Learned Entry Discarded� XE "Learned Entry Discarded" � object corresponds to the Dot1dTpLearned-EntryDiscards� XE "Dot1dTpLearned-EntryDiscards" � MIB object of the dot1dTp group. This read-only object displays the number of forwarding database entries, which have been or could have been learned, but were discarded due to lack of space in the mentioned database. A high value for this object indicates that the database is regularly becoming full—a condition which has unpleasant performance effects on the network.

If you want to close the Information dialog box� XE "Closing the Information dialog box" �, just double-click its Control-menu box.

Bridge 802.1d ( Port Table

This � XE "Bridge 802.1d:Port Table" �command displays the contents of the device bridge port table. This table provides generic information pertaining to the ports (that is, transparent, source-route, and srt ports) associated with the bridge.

Choosing this command displays the Bridge 802.1d Port Table� XE "Bridge 802.1d Port Table" �:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of entries in the table.

The bridge port table� XE "Bridge port table" � displays information for each port on the bridge. This table is divided into six columns as listed below. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button. Each entry corresponds to one port on the bridge.

	The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry.

The Port column� XE "Port column" � corresponds to the Dot1dBasePort� XE "Dot1dBasePort" � MIB object of the dot1dBase group� XE "dot1dBase group" �. This read-only object identifies the port for which this entry pertains.

The IFIndex column� XE "IFIndex column" � corresponds to the Dot1dBasePortIfIndex� XE "Dot1dBasePortIfIndex" � MIB object of the dot1dBase group� XE "dot1dBase group" �. This read-only object displays the value of the IfIndex object� XE "IfIndex object" � instance (defined in MIB-II) for the interface corresponding to this port.

The Circuit column� XE "Circuit column" � corresponds to the Dot1dBasePortCircuit� XE "Dot1dBasePortCircuit" � MIB object of the dot1dBase group. This read-only object displays the name of an object instance unique for the port when this port has the same dot1dBasePortIfIndex� XE "dot1dBasePortIfIndex" � value as another port on the bridge.

The DelayExceedDiscards� XE "DelayExceedDiscards" � column corresponds to the Dot1dBasePort-DelayExceededDiscards� XE "Dot1dBasePort-DelayExceededDiscards" � MIB object of the dot1dBase group� XE "dot1dBase group" �. This read-only object displays the number of frames which were discarded by this port due to excessive transit delay through the bridge.

The MtuExceedDiscards� XE "MtuExceedDiscards" � column corresponds to the Dot1dBasePort-MtuExceededDiscards� XE "Dot1dBasePort-MtuExceededDiscards" � MIB object of the dot1dBase group� XE "dot1dBase group" �. This read-only object displays the number of frames which were discarded by this port due to excessive size.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all updates performed on the device are reflected on this table.

If you want to close� XE "Closing the Bridge 802.1d Port Table" � the above table, just double-click its Control-menu box.

Spanning Tree ( Information

This � XE "Spanning Tree: Information" �command allows you to access and set MIB objects that specify the bridge state with respect to the Spanning Tree Protocol (STP)� XE "Spanning Tree Protocol (STP)" �. If the bridge does not implement such protocol, then this command becomes irrelevant.

STP is primarily for detecting and preventing network loops� XE "Preventing network loops due to multiple paths" \t "See Spanning Tree Protocol" �� XE "Detecting network loops due to multiple paths" \t "See Spanning Tree Protocol" �, which occur when multiple paths exist between any two communicating nodes. With STP, all redundant paths are blocked� XE "Blocked redundant paths" \t "See Spanning Tree Protocol" � and are placed in backup mode; if the path for which there is a backup path fails, then its backup will be automatically activated to take over the path. This feature is particularly useful in a multibridged network� XE "Multibridged network" � where redundant path occurrences are frequent.

When you choose this command, the Information dialog box� XE "Information dialog box, Spanning Tree" � appears on the screen:

�

The following describes the various components in the above dialog box:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of times the device was polled to retrieve the displayed values.

The object table� XE "Object table" � displays the corresponding objects for the selected option. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Objects column� XE "Objects column" � lists the available MIB objects. For information about these objects, see the discussion below.

The Description column� XE "Description column" � displays the current value of each displayed object.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all updates performed by other network administrators� XE "Network administrators" � on the displayed objects are reflected on this table. Be reminded that you are not the only one managing the device.

The Set button� XE "Set button" � sets MIB objects with read-write attributes.

The following describes the various MIB objects displayed on the above table:

The Protocol object� XE "Protocol object" � corresponds to the Dot1dStpProtocolSpecification� XE "Dot1dStpProtocolSpecification" � MIB object of the dot1dStp group. This read-only object indicates the STP version implemented on the bridge. An “ieee8021d(3)” value� XE "ieee8021d(3) value" � means that the STP version is IEEE 802.1d.

The Priority object� XE "Priority object" � corresponds to the Dot1dStpPriority MIB object of the dot1dStp group� XE "dot1dStp group" �. This read-write object displays the priority number of the bridge. This value is used in conjunction with the bridge MAC address� XE "Bridge MAC address" � to set the bridge ID� XE "Bridge ID" � which in turn is used when determining the root bridge� XE "Root bridge" � of a multibridged network.

The root bridge is responsible for processing data packets when network loops occur on the network.

The Time Since Topology Changed� XE "Time Since Topology Changed" � object corresponds to the Dot1dStpTi-meSinceTopologyChange� XE "Dot1dStpTi-meSinceTopologyChange" � MIB object of the dot1dStp group. This read-only object displays the last time changes were made to the network topology. These changes usually occur when backup paths are activated due to primary path failures.

The Number of Topology Changes� XE "Number of Topology Changes" � object corresponds to the Dot1dStpTop-Changes� XE "Dot1dStpTop-Changes" � MIB object of the dot1dStp group. This read-only object displays the number of times (since this current management session with the device was started) changes were made to the network topology. Changes usually occur on the network when backup paths are activated.

The Designated Root� XE "Designated Root" � object corresponds to the Dot1dStpDesignatedRoot� XE "Dot1dStpDesignatedRoot" � MIB object of the dot1dStp group. This read-only object displays the bridge ID of the current root bridge on the network as determined by STP.

The Root Cost� XE "Root Cost" � object corresponds to the Dot1dStpRootCost� XE "Dot1dStpRootCost" � MIB object of the dot1dStp group. This read-only object displays the cost for the path between this bridge and the root bridge. If the selected bridge is the root bridge, then this displays zero.

The Root Port� XE "Root Port" � object corresponds to the Dot1dStpRootPort� XE "Dot1dStpRootPort" � MIB object of the dot1dStp group. This read-only object identifies the port (on this bridge) that offers the least path cost from this bridge to the root bridge. In the event of a network loop, data packets will pass through the root port.

The Maximum Aging Time� XE "Maximum Aging Time" � object corresponds to the Dot1dStpMaxAge� XE "Dot1dStpMaxAge" � MIB object of the dot1dStp group. This read-only object indicates the maximum age of STP information� XE "Maximum age of STP information" � learned from the network (on any port) before it is discarded.

The Hello Time� XE "Hello Time" � object corresponds to the Dot1dStpHelloTime� XE "Dot1dStpHelloTime" � MIB object of the dot1dStp group. This read-only object displays the amount of time between transmission of configuration BPDUs� XE "Transmission of configuration BPDUs" � by this bridge on any port when operating as the root or trying to become so.

The Hold Time� XE "Hold Time" � object corresponds to the Dot1dStpHoldTime� XE "Dot1dStpHoldTime" � MIB object of the dot1dStp group. This read-only object displays the time interval during which no more than two configuration BPDUs� XE "Configuration BPDUs" � shall be transmitted by this bridge.

The Forward Delay� XE "Forward Delay" � object corresponds to the Dot1dStpForwardDelay� XE "Dot1dStpForwardDelay" � MIB object of the dot1dStp group. This read-only object indicates how fast any port on the bridge can change its spanning state when moving towards the forwarding state� XE "Spanning state moving towards forwarding state: Forward delay" �. This value determines how long the port stays in each of the listening and learning states� XE "Port stays in listening and learning state: Forward delay" �, which precede the forwarding state.

The Aging Time (If Root)� XE "Aging Time (If Root)" � object corresponds to the Dot1dStpBridgeMax-Age� XE "Dot1dStpBridgeMax-Age" � MIB object of the dot1dStp group� XE "dot1dStp group" �. This read-write object determines how long this bridge will wait for BPDUs from the root bridge before it starts sending its own BPDUs for permission to become the root bridge. If it turns out that this bridge has the lowest bridge ID among the bridges on the network, it will then become the root bridge.

The Hello Time (If Root)� XE "Hello Time (If Root)" � object corresponds to the Dot1dStpBridgeHello-Time� XE "Dot1dStpBridgeHello-Time" � MIB object of the dot1dStp group� XE "dot1dStp group" �. This read-write object sets the hello time of the bridge for use when operating as the root bridge on the network. This value determines the interval between transmission of configuration BPDUs sent by the bridge (acting as the root) to all other bridges on the network to inform them that it is still alive as the root bridge.

The Forward Delay (If Root)� XE "Forward Delay (If Root)" � object corresponds to the Dot1dStpBridge-ForwardDelay MIB object of the dot1dStp group. This read-write object determines the forward delay value that all bridges will use� XE "Forward delay value all bridges will use" � when this bridge becomes the root bridge. Forward delay� XE "Forward delay, definition of" � is the time any port on a bridge spends in each of the listening and learning states when moving towards the forwarding state.

To set the MIB objects (above) with read-write attributes, follow these steps:

From the Information dialog box� XE "Information dialog box: STP Configuration dialog box" �, click the Set button. The STP Configurations dialog box appears on the screen:

�

This dialog box displays the configurable MIB objects� XE "MIB objects" �. Priority, Aging Time, Hello Time, and Forward Delay correspond to the Dot1dStpPriority, Dot1dStpBridgeMaxAge, Dot1dStpBridgeHelloTime, and Dot1dStpBrid-geForwardDelay MIB objects, respectively.

If you want to refresh the displayed values, click the Refresh button� XE "Refresh button" �. You need to do this to ensure all modifications performed by other network administrators� XE "Network administrators" � are reflected in this dialog box.

In the Priority text box� XE "Priority text box" �, specify the bridge priority. Valid values range from 0 to 65535, with 0 being the highest bridge priority.

In the Aging Time text box� XE "Aging Time text box" �, specify the maximum aging time for the bridge. Valid values range from 6 to 40 seconds.

In the Hello Time text box� XE "Hello Time text box" �, type in the bridge hello time. Valid values range from 1 to 10 seconds.

In the Forward Delay text box� XE "Forward Delay text box" �, specify the bridge forward delay. Valid values range from 4 to 30 seconds.

Use the following formulas when setting this parameter� XE "Formulas for setting Bridge Forward Delay parameters" �:

Bridge Max Age ( 2 ( (Bridge Forward Delay – 1 second)

Bridge Max Age ( 2 ( (Bridge Hello Time + 1 second)

Click the Apply button� XE "Apply button" � to affect the new settings for the above MIB objects� XE "MIB objects" �. 

Close� XE "Closing the STP Configuration dialog box" � the above dialog box by double-clicking its Control-menu box.

The object table reflects the changes you made to the configurable MIB objects. If you want to close the Information dialog box to view other MIB objects from other options, just double-click its Control-menu box.

Spanning Tree ( Port Table

This � XE "Spanning Tree: Port Table" �command displays the contents of the device spanning tree port table. This table provides information maintained by each port regarding its spanning state. 

When you choose this command, the STP Port Table� XE "STP Port Table" � appears on the screen:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of entries in the table.

The port table� XE "Port table, Spanning Tree Protocol" � displays spanning information about each port on the bridge. This table is divided into eleven columns as listed below. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button. Each entry corresponds to one port on the bridge.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry.

The Port column� XE "Port column" � corresponds to the Dot1dStpPort MIB object of the dot1dStp group. This read-only object displays the physical number of the port for which this entry pertains. This value is used in conjunction with the port priority to set the port ID.

The Priority column� XE "Priority column" � corresponds to the Dot1dStpPortPriority� XE "Dot1dStpPortPriority" � MIB object of the dot1dSTp group. This read-write object displays the priority number of the port. This value is used in conjunction with the physical port number to set the port ID which in turn is used when determining the root port of a bridge.

The root port� XE "Root port" � is responsible for forwarding packets from the bridge to the root bridge� XE "Root bridge" �.

The State column� XE "State column" � corresponds to the Dot1dStpPortState� XE "Dot1dStpPortState" � MIB object of the dot1dStp group� XE "dot1dStp group" �. This read-only object indicates the current spanning state of the port� XE "Spanning state of a port: Broken" �� XE "Spanning state of a port: Forwarding" �� XE "Spanning state of a port: Learning" �� XE "Spanning state of a port: Listening" �� XE "Spanning state of a port: Blocking" �� XE "Spanning state of a port: Disabled" �. A port can have the following states: disabled, blocking, listening, learning, forwarding, and broken. A broken state means that the link on the port has been broken because the port is malfunctioning. Blocking means that the port has been blocked because it is neither a root port nor a designated port. In STP, only root and designated ports are used.

The Status column� XE "Status column" � corresponds to the Dot1dStpPortEnable� XE "Dot1dStpPortEnable" � MIB object of the dot1dStp group� XE "dot1dStp group" �. This read-write object enables or disables the port.

The Path Cost column� XE "Path Cost column" � corresponds to the Dot1dStpPortPathCost� XE "Dot1dStpPortPathCost" � MIB object of the dot1dStp group. This read-write object specifies the path cost for the network segment attached to the port. By convention, a 10Mbps LAN has a path cost� XE "Path cost for 10Mbps LAN" � of 100, while 100Mbps has a path cost� XE "Path cost for 100Mbps LAN" � of 10. The lower the path cost, the more chance the port has of becoming the root port of the bridge.

The Designated Root column� XE "Designated Root column" � corresponds to the Dot1dStpPortDesig-natedRoot� XE "Dot1dStpPortDesig-natedRoot" � MIB object of the dot1dStp group� XE "dot1dStp group" �. This read-only object displays the bridge ID� XE "Bridge ID" � of the current root bridge� XE "Root bridge" � on the network.

The Cost column� XE "Cost column" � corresponds to the Dot1dStpPortDesignatedCost� XE "Dot1dStpPortDesignatedCost" � MIB object of the dot1dStp group� XE "dot1dStp group" �. This read-only object displays the corresponding path cost of the designated port for the segment the port connects onto.

The Designated Bridge column corresponds to the Dot1dStpPortDesig-natedBridge MIB object of the dot1dStp group� XE "dot1dStp group" �. This read-only object displays the bridge ID� XE "Bridge ID" � of the designated bridge� XE "Designated bridge" � for the segment the port connects onto.

The Des Brg Port column� XE "Des Brg Port column" � corresponds to the Dot1dStpPortDesignated-Port� XE "Dot1dStpPortDesignated-Port" � MIB object of the dot1dStp group� XE "dot1dStp group" �. This read-only object displays the port ID of the designated port for the segment the port connects onto.

The Forward Trans column� XE "Forward Trans column" � corresponds to the Dot1dStpPortForward-Transitions� XE "Dot1dStpPortForward-Transitions" � MIB object of the dot1dStp group� XE "dot1dStp group" �. This read-only object displays the number of times this port moved from learning state to forwarding state.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all updates performed on the device (specially those that affect the above MIB objects� XE "MIB objects" �) are reflected on this table.

The More button� XE "More button" � displays the values of the next set of ports.

For this option, the system does not support modifications on the settings of those MIB objects (above) with read-write attributes. To modify these objects, you can use the device front panel graphics, or the device onboard console program (if it comes with one). Please refer to the appropriate manuals for more information.

To close the STP Port Table� XE "Closing the STP Port Table" �, double-click its Control-menu box.

Transparent Bridge ( Forwarding Table

This � XE "Transparent Bridge: Forwarding Table" �command displays the contents of the forwarding database for transparent bridging. This database contains information about unicast entries for which the bridge has forwarding and/or filtering information. The transparent bridging function� XE "Transparent bridging function" � uses this information when deciding how a received frame will be propagated over the network.

When you choose this command, the Forwarding Table� XE "Forwarding Table, Transparent Bridge" � appears on the screen:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of entries in the table.

The forwarding table� XE "Forwarding table display" � displays information about specific unicast MAC addresses� XE "Unicast MAC addresses" � for which the bridge has some forwarding and/or filtering information. This table is divided into four columns as listed below. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry.

The Port column� XE "Port column" � corresponds to the Dot1dTpFdbPort� XE "Dot1dTpFdbPort" � MIB object of the dot1dTp group� XE "dot1dTp group" �. This read-only object displays the port number on which a frame with source address equal to the value displayed in the Address column was received. A value of “0” indicates that the port number has not been learned but the bridge does have some forwarding/filtering information about this address (for example, in the static table).

The Address column� XE "Address column" � corresponds to the Dot1dTpFdbAddress� XE "Dot1dTpFdbAddress" � MIB object of the dot1dTp group� XE "dot1dTp group" �. This read-only object displays the unicast MAC address� XE "Unicast MAC address" � for which the bridge has forwarding and/or filtering information.

The Status column� XE "Status column" � corresponds to the Dot1dTpFdb� XE "Dot1dTpFdb" � MIB object of the dot1dTp group� XE "dot1dTp group" �. This read-only object displays the entry status� XE "Entry status column: Other" �� XE "Entry status column: Invalid" �� XE "Entry status column: Learned" �� XE "Entry status column: Self" �� XE "Entry status column: Mgmt" � which can be mgmt, self, learned, invalid, or other. Mgmt means that the address is included in the static table; self indicates that the address represents one of the bridge addresses; learned indicates that the address was auto-learned (dynamic) by the system, and is being used; invalid means that the address is no longer valid; other means that the status is none of the above.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all updates performed on the device (specially those that affect the above MIB objects) are reflected on this table.

The Next button� XE "Next button" � displays the next set of entries on the above table. If there are more than 200 entries on the table, you will need to click this button to display the other entries. The Forwarding Table can only display 200 entries at a time.

To close the Forwarding Table� XE "Closing the Forwarding Table" �, double-click its Control-menu box.

Transparent Bridge ( Static Table

This � XE "Transparent Bridge: Static Table" �command allows you to access the contents of the static (destination-address filtering) database. This database contains filtering information configured into the bridge by network administrators� XE "Network administrators" � specifying the set of ports to which received frames (with specific destination addresses) from specific ports will be forwarded.

When you choose this command, the Static Filter Table� XE "Static Filter Table" � appears on the screen:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to the whole system (device).

The Samples field� XE "Samples field" � displays the number of entries in the table.

The static table� XE "Static table" � lists entries which were added by network administrators� XE "Network administrators" � specifying which ports on the bridge will be use to forward specific frames. This table is divided into five columns as listed below. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry.

The Receive Port column� XE "Receive Port column" � corresponds to the Dot1dStaticReceivePort� XE "Dot1dStaticReceivePort" � MIB object of the dot1dStatic group� XE "dot1dStatic group" �. This read-write object identifies the port number from which a frame must be received in order for this filtering entry to be valid. A value of “0” indicates that this entry applies to all ports on the bridge for which there is no other applicable entry.

The Address column� XE "Address column" � corresponds to the Dot1dStaticAddress� XE "Dot1dStaticAddress" � MIB object of the dot1dStatic group� XE "dot1dStatic group" �. This read-write object specifies the destination MAC address� XE "Destination MAC address" � of a frame to which this filtering entry applies. Address� XE "Address, Static: Broadcast" �� XE "Address, Static: Group" �� XE "Address, Static: Unicast" � can be unicast, group, or broadcast.

The Forwarding Port column� XE "Forwarding Port column" � corresponds to the Dot1dStaticAllowed-ToGoTo� XE "Dot1dStaticAllowed-ToGoTo" � MIB object of the dot1dStatic group. This read-write object selects the ports to which frames received from a specific port will be forwarded.

The Status column� XE "Status column" � corresponds to the Dot1dStaticStatus� XE "Dot1dStaticStatus" � MIB object of the dot1dStatic group. This read-write object indicates the status� XE "Status Column, Static Filter Table: Other" �� XE "Status Column, Static Filter Table: Invalid" �� XE "Status Column, Static Filter Table: Permanent" �� XE "Status column, Static Filter Table: deleteOnReset" � of this entry� XE "Status column, Static Filter Table: deleteOnTime-out" �. It can assume one of the following values: deleteOnTime-out, deleteOnReset, permanent, invalid, or other. The first option means that this entry is currently in use and will remain so until it is aged out; deleteOnReset means that this entry is currently in use and will remain so until the bridge is restarted; permanent indicates that the entry is currently in use and will remain so even after resetting the bridge; invalid deletes the respective entry from the table; other means that the entry is currently in use but the conditions under which it will remain so are different from the above.

The Refresh button� XE "Refresh button" � refreshes the table. You need to refresh the table once in a while to ensure all updates performed by other network administrators� XE "Network administrators" � on the displayed objects are reflected on this table. Be reminded that you are not the only one managing the device.

For this option, the system does not support modifications on the settings of those MIB objects (above) with read-write attributes. To modify these objects, you can use the device front panel graphics, or the device onboard console program (if it comes with one). Please refer to the appropriate manuals for more information.

If you want to close the Static Filter Table� XE "Closing the Static Filter Table" �, just double-click its Control-menu box.

Transparent Bridge ( Port Counters

This � XE "Transparent Bridge: Port Counters" �command allows you to access performance statistics for the ports that are associated with transparent bridging. If the selected bridge does not implement transparent bridging, then this command becomes irrelevant.

When you choose this command, a submenu appears on the screen for selecting the type of display� XE "Port Counters type of display" �:

� EMBED PBrush  ���

The first option corresponds to tabular form display, while the next two are for graphical displays. Select the option you want depending on your specific needs. If you select the tabular form display, the Bridge Port Counters table� XE "Bridge Port Counters table: Tabular form" � appears:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to an interface (port).

The Samples field� XE "Samples field" � displays the number of times the device was polled to retrieve the displayed values.

The statistics table� XE "Statistics table" � displays information for each port of a transparent bridge. Except for the Index column, all columns in this table can be resized by dragging their respective right borders with the mouse left button.

The following describes each column:

The Index column� XE "Index column" � displays the corresponding index number of each entry.

The Counters column� XE "Counters column" � displays the various bridge port counters. For information about these counters, see the discussion below.

The Total column� XE "Total column" � displays the accumulated count since resetting the statistics counters. These counters are reset whenever you restart the device, reset the port, or click the Reset button.

The Rate/s column� XE "Rate/s column" � displays the total count per second.

The Avg Rate/s column� XE "Avg Rate/s column" � displays the average count per second.

The Peak Rate/s column� XE "Peak Rate/s column" � displays the peak count per second.

The Peak Occurred At column� XE "Peak Occurred At column" � displays the date and time when the peak count occurred.

The Poll Interval buttons set the polling time of the management console. Polling� XE "Polling" � time determines how often the management console polls the device for statistics. A polling time of 5 seconds for example means that the management console polls the device every five seconds to retrieve statistics values. These values are then processed and displayed on the table. To increase the polling time� XE "Increasing the polling time" �, click the up-arrow button; to decrease, click the down-arrow button.

The Reset button� XE "Reset button" � resets all bridge port counters back to zero.

The Pause button� XE "Pause button" � pauses device polling.

The Resume button� XE "Resume button" � resumes device polling.

The NextPort button� XE "NextPort button" � selects the next port (that is, interface) on the device for monitoring. The Target field� XE "Target field" � displays the selected port.

The FirstPort button� XE "FirstPort button" � selects the first port (that is, interface) on the device for monitoring.

The following describes the various bridge port counters:

The Input Frames� XE "Input Frames" � counter corresponds to the Dot1dTpPortInFrames� XE "Dot1dTpPortInFrames" � MIB object of the dot1dTp group. This read-only object displays the number of frames received by the port from its segment.

The Output Frames column� XE "Output Frames column" � corresponds to the Dot1dTpPortOutFrames� XE "Dot1dTpPortOutFrames" � MIB object of the dot1dTp group. This read-only object displays the number of frames transmitted by the port to its segment.

The Discard Frames column� XE "Discard Frames column" � corresponds to the Dot1dTpPortInDiscards� XE "Dot1dTpPortInDiscards" � MIB object of the dot1dTp group. This read-only object displays the number of received valid frames which were discarded (that is, filtered) by the system filters.

To close� XE "Closing the Bridge Port Counters Table" � the above table, just double-click its Control-menu box.

If you select the line curve display, the Bridge Port Counters graph� XE "Bridge Port Counters graph: Line Curve" � appears:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to an interface (port).

The graph area� XE "Graph area, Bridge Port Counters" � displays the bridge port statistics in graphical format. From this area, you can simultaneously monitor the graphical representation of the Input Frames� XE "Input Frames, graph area for" �, Output Frames� XE "Output Frames, graph area for" �, and Discard Frames� XE "Discard Frames, graph area for" � counters.

The following describes the controls you can use to set the graph configuration: 

The Up� XE "Up Arrow" �- and Down- Arrow� XE "Down-Arrow" � controls set the range on the y-axis. Use these controls to enhance the graph readability if they appear too small or too big. If the graphs appear too big to fit the screen, click the up-arrow control to increase the range on the y-axis. If the graphs appear too small, click the down-arrow control to decrease the range on the y-axis. You can also control the graph width via the Dur buttons� XE "Dur button" �.

The Graph Color� XE "Graph Color, Bridge Port Counters" � control sets the background color of the graph. To set, click this control and select the color you want from the displayed menu.

The Grid control� XE "Grid control: Enable or Disable" � toggles between enabling and disabling the grid.

The Graph Slider control� XE "Graph Slider control: Enable or Disable graph slider" � toggles between enabling and disabling the graph slider. When enabled, an inverted triangle appears above the graph. You can move this slider by simply dragging it with the mouse left button to the desired location.

The Statistics Selector controls� XE "Statistics Selector controls: Bridge Port Counters" � select which bridge port statistics will be displayed on the screen. To select for a particular control, click the respective down-arrow button. A list appears with the following options� XE "Statistics Selector options: Discard Frames" �� XE "Statistics Selector options: Output Frames" � � XE "Statistics Selector options: Input Frames" �� XE "Statistics Selector options: No Selection" �� XE "Statistics Selector options: Set Color" �: Set Color, No Selection, Input Frames, Output Frames, and Discard Frames. The first option allows you to set the line and word colors; No Selection means no graph will be displayed for this particular control; the last three are the available bridge port statistics. The label on each control reflects your choice.

Below the graph area are message boxes for displaying some information about the displayed graphs and other system messages. The boxes at the right display the total count per second for each graph, the current position of the graph marker� XE "Current position of the graph marker" � (in the range from 0 up to 99; with 0 being the leftmost part and 99 the rightmost part of the graph), and the system time and date.

The statistics table� XE "Statistics table" � displays the values of a particular statistics counter. To select a statistics counter, just click the down-arrow button at the right of this table. A list appears displaying the following counters: Input Frames� XE "Input Frames" �, Output Frames� XE "Output Frames" �, and Discard Frames� XE "Discard Frames" �. Click the counter you want. The label on this table reflects your choice.

The following describes the displayed values:

Avg� XE "Avg, average count per second" � displays the average count per second.

Peak� XE "Peak, peak count per second" � displays the peak count per second.

Pk At� XE "Pk At, Time when peak count occurred" � displays the time when the peak count occurred.

The Rate buttons� XE "Rate button" � set the polling time of the management console. Polling� XE "Polling" � time determines how often the management console polls the device for statistics. A polling time of 5 seconds for example means that the management console polls the device every five seconds to retrieve statistics values. These values are then processed and displayed on the screen. To increase the polling time� XE "Increasing the polling time" �, click the up-arrow button; to decrease, click the down-arrow button.

The Dur buttons� XE "Dur button" � set the range on the x-axis. Use these buttons to enhance the graph readability if they appear too wide or too narrow. If the graphs appear too wide, click the down-arrow button to increase the range on the x-axis. If the graphs appear too small, click the up-arrow button to decrease the range.

The Pause button� XE "Pause button" � pauses device polling.

The Start button� XE "Start button" � resumes device polling.

To close� XE "Closing the Bridge Port Counters graph" � the above graph display, just double-click its Control-menu box� XE "control-menu box" �.

If you select the bar curve display, the Bridge Port Counters (Bar Graphics) graph� XE "Bridge Port Counters (Bar Graphics) graph: Bar Curve display" � appears:

�

The following describes the various components on the above table:

The Name field� XE "Name field" � displays the name of the device. This should reflect the setting on the device SysName MIB object.

The Opened field� XE "Opened field" � displays the time and date when this current management session with the selected device was started.

The IP Address field� XE "IP Address field" � displays the IP address of the device.

The Target field� XE "Target field" � identifies which part of the device this option applies to; in this case, it applies to an interface (port).

The graph area� XE "Graph area: Bridge Port Counters (Bar Graph)" � displays the bridge port statistics in graphical format. From this area, you can simultaneously monitor the graphical representation of the Input Frames� XE "Input Frames" �, Output Frames� XE "Output Frames" �, and Discard Frames� XE "Discard Frames" � counters. 

The following describes the controls you can use to set the graph configuration: 

The Up� XE "Up-Arrow" �- and Down-Arrow� XE "Down-Arrow" � controls set the range on the y-axis. Use these controls to enhance the graph readability if they appear too small or too big. If the graphs appear too big to fit the screen, click the up-arrow control to increase the range on the y-axis. If the graphs appear too small, click the down-arrow control to decrease the range on the y-axis.

The Graph Color� XE "Graph Color" � control sets the background color of the graph. To set, click this control and select the color you want from the displayed menu.

The Grid control� XE "Grid control" � toggles between enabling and disabling the grid.

The Graph Marker� XE "Graph Marker" � control appears above the graph, and is used to set the graph marker. You can move this inverted triangle marker by simply dragging it with the mouse left button to the desired location.

The Statistics Selector controls� XE "Statistics Selector controls: Bridge Port Counters (Bar Graph)" � select which bridge port statistics will be displayed on the screen. To select for a particular control, click the respective down-arrow button. A list appears with the following options: � XE "Statistics Selector options: Discard Frames" �� XE "Statistics Selector options: Output Frames" � � XE "Statistics Selector options: Input Frames" �� XE "Statistics Selector options: No Selection" �� XE "Statistics Selector options: Set Bar Color" � Set Bar Color, No Selection, Input Frames, Output Frames, and Discard Frames. The first option allows you to set the color of the displayed bar graph; No Selection means no graph will be displayed for this particular control; the last three are the available bridge port statistics. The label on each control reflects your choice.

Below the graph area are message boxes for displaying some information about the displayed graphs and other system messages. The boxes at the right display the total count per second for each graph, the current position of the graph marker � XE "Current position of the graph marker" �(in the range from 0 up to 99; with 0 being the leftmost part and 99 the rightmost part of the graph), and the system time and date.

The statistics table� XE "Statistics table" � displays the values of a particular statistics counter. To select a statistics counter, just click the down-arrow button at the right of this table. A list appears displaying the following counters: Input Frames, Output Frames, and Discard Frames. Click the counter you want. The label on this table reflects your choice.

The following describes the displayed values:

Avg � XE "Avg, average count per second" �displays the average count per second.

Peak � XE "Peak, peak count per second" �displays the peak count per second.

Pk At � XE "Pk At, Time when peak count occurred" �displays the time when the peak count occurred.

The Rate buttons� XE "Rate button" � set the polling time of the management console. Polling� XE "Polling" � time determines how often the management console polls the device for statistics. A polling time of 5 seconds for example means that the management console polls the device every five seconds to retrieve statistics values. These values are then processed and displayed on the screen. To increase the polling time, click the up-arrow button; to decrease, click the down-arrow button.

The Pause button� XE "Pause button" � pauses device polling.

The Start button� XE "Start button" � resumes device polling.

To close� XE "Closing the Bridge Port Counters (Bar Graph)" � the above graph display, double-click its Control-menu box.

�D-View Help

Help

This � XE "D-View Help" �section � XE "Help, D-View" �discusses how to use D-View’s help menu. D-View’s online help can be invoked anytime via the Help menu. 

To invoke D-View’s help utility, choose D-View Help from the Help menu� XE "Help menu: D-View Help" �.

�

About D-View

The � XE "About D-View" �About D-View command gives you the version number and other information concerning D-View 4.1. To obtain this information, choose About D-View from the Help menu. 

�MIB Viewer

This � XE "MIB Viewer" \r "MIB_Viewer" �section discusses how to use the MibView utility to retrieve standard� XE "Standard MIBs" � and enterprise-specific MIBs� XE "Enterprise-specific MIBs" � from any SNMP device on the network. In addition to this utility, you can also use the MIB commands provided in the General menu to access standard MIB objects� XE "Using the General menu to access standard MIBs" � from network devices. For information about these commands, see the section entitled MIB Access earlier in this manual.

MibView� XE "MibView " � is a MIB browsing application included with the D�View network management system. Among its attributes are:

SNMP functionality allowing a user, in a single session, to browse more than one remote SNMP agent� XE "SNMP agents" �.

ability to configure specific information windows, by choosing particular MIB nodes from the MIB tree� XE "MIB tree" �.

an integrated bar chart, for graphical representation of polled, numerical objects.

a logging function� XE "Logging events" �� XE "Logging traps" �, that for every poll period, logs MIB object values in a standard DBF� XE "DBF file" � formatted file to opened with most leading database management systems. 

To invoke the MibView utility,� XE "Invoking the MIB Viewer utility" � choose MIB View from the External menu.� XE "External menu: MIB View" �

�

The MIBView window� XE "MIBView window" � appears on the screen:

�

To exit the MibView browser, click Exit from the File menu.

�  -or-  click the window’s � button.

For information about a particular menu, please refer to the appropriate section below. 

Getting Started in MibView

For our quick introduction to the MibView browser, let’s check some statistics kept by a device.

After starting the MibView browser, click the � icon (MIB Compiler icon) to open the MIB Compiler window. � XE "MIB Compiler window" � Click Open File in the MIB Compiler window.

Click both rfc1213.mib and rfc1271.mib files in the File name: selection box. This can be done by clicking each file while depressing the Ctrl key.

�

Click OK and following screen appears:

�

Click Compile � XE "Compile Button" �and wait a few seconds until the word complete appears in the window. Click Exit.

Enter the device IP address into the IP Address field.

Enter the SNMP read community name� XE "Community names" � into the Read Community field. You must refer to the device documentation for the correct community name, however, the name “public” is a common default name for most devices.

Double click the appropriate MIB nodes to travel down the MIB tree� XE "MIB tree" � to etherStatsEntry: Double click mgmt ( mib-2 ( rmon ( statistics ( etherStatsTable.

The following window is displayed:

�

Click the Add button� XE "Add button (MibView window)" � and then click the Get button� XE "Get button" �.

The device’s RMON Ethernet Statistics are displayed in the following MIB Table window� XE "MIB Table window" �:

�

This concludes our quick introduction to the MibView browser. The remaining sections of this chapter will give the details of the MibView browser.

The MibView Browser Interface

This section describes the information fields and buttons in the MibView user interface.

�

Menu Items    File, Mib, Control, Security, and Help will be described in the next section, Menu Item Operations.

Device

Name    The name of the device. Any name is permitted, thus, this is for user reference only.

IP Address    The IP address of the target device.

Community

Read    The SNMP read community name� XE "Community names" � used by the device.

Write    The SNMP write community name� XE "Community names" � used by the device.

Option

Interval    The polling interval� XE "Poll Interval" �. This is the time interval between MibView polling iterations on the device.

Index    The table entry index. If the selected variable is an SNMP table object and the Graph is checked, the table entry index must be specified.

Table    Device information will be displayed in table form in a Mib Table window� XE "MIB Table window" �.

Graph    Device information will be displayed in bar�graph form in a Mib Bar Chart window� XE "MIB Bar Chart window" �.

Variables    This is a list box� XE "Variables list box " � displaying available nodes in the subtree� XE "MIB subtree " � of the MIB definition file.

MIB Object Operations

Up/ Down    The Up and Down buttons are used for navigating up and down the MIB tree� XE "MIB tree" �.

Add    The Add button� XE "Add button (MibView window)" � adds the selected MIB subtree� XE "MIB subtree " � from the Variables list box� XE "Variables list box " � into the Select list box� XE "Select list box " �.

Remove    The Remove button� XE "Remove button (MibView window)" � removes a particular MIB subtree� XE "MIB subtree " � from the Select list box� XE "Select list box " �.

Clear    The Clear button� XE "Clear button (MibView window)" � removes all MIB subtrees� XE "MIB subtree " � from the Select list box� XE "Select list box " �.

Get    The Get button� XE "Get button" � fetches the values of MIB objects of the MIB subtrees� XE "MIB subtree " � in the Select list box� XE "Select list box " �.

Select    This is a list box where selected MIB subtrees� XE "MIB subtree " � are added for a subsequent object value retrieval from the target device.

Description

Object ID    Displays the hierarchical MIB identifier of the selected MIB node.

Object    Displays the hierarchical MIB textual name of the selected MIB node.

Text Window    Displays a textual description of a selected MIB object type.

Menu Operations

This section describes MibView menu operations. 

File Operations

�  �    Open File

The Open File operation opens a previously saved user-defined configuration file. The configuration file contains all of the necessary parameters for a previously targeted device. These files have the extension .mvw and can be found in some user-defined directory.

�

The Network... function maps a network path with a drive identifier.



�  �    Save File

The Save File operation saves a user-defined configuration file for a particular device. This allows for all current MibView parameters, pertaining to a particular device, to be stored into a configuration file, so the MibView browser state can be achieved again by the Open File operation. User-defined configuration files are saved with an .mvw suffix to some user-defined directory.

�



�  �    Exit MibView

The Exit operation quits the MibView browser application. Unless the current browsing state is saved to a configuration file, all entered MibView parameters will be lost.



Mib Operations

�  �    Reload

The Reload function reloads the MIB variables from a previously compiled MIB definition database file.



�  �    Delete Module

The Delete Module function deletes all MIB definition modules (the entire database) or particular modules from the compiled MIB definition database.

�



�  �    Mib Compiler

The Mib Compiler compiles MIB definition module files by parsing MIB object definitions into an MIB database file.

To Compile MIB definition modules, do the following:

Click the Open File button of the Mib Compiler window� XE "MIB Compiler window" � to get the following:

�

Select multiple MIB definition modules by clicking the files while depressing the Ctrl-key or Shift-key. Click OK or Cancel, as appropriate.

Clicking OK will give a similar screen:

�

Clicking the Description box will add the object’s textual description clause to the database so the object type description string will appear in the Description Text portion of the main MibView window.

Click Compile to build the database from the MIB definition modules. The window buttons will become light-colored (disabled) until the compiler finishes building the database, at which time the word “Complete” will appear in the window and the operation buttons will darken (become enabled) again.

Click Exit to close the MIB Compiler window� XE "MIB Compiler window" �.



�  �    Generate Name Tree File

This function generates an ASCII text file, from the MIB database, that contains ordered pairings of object name and MIB identifier, for user reference.



Control Operations

�  �    Arrange Child Windows

If multiple Mib Table windows� XE "MIB Table window" � are open (from the Get button� XE "Get button" �), Arrange Child Windows will arrange them into a neat cascaded display.



�  �    Close Child Windows

Close Child Windows will close all Mib Table windows� XE "MIB Table window" �.



�  �    Minimize All Child Windows

The Minimize All Child Windows will minimize all Mib Table windows� XE "MIB Table window" �.



�  �    Restore All Child Windows

Restore All Child Windows will restore all Mib Table windows� XE "MIB Table window" � from their minimized state.



�    Toolbar

This function toggles the displaying of the toolbar.



�    Status Bar

This function toggles the displaying of the status bar. The status bar displays brief information about the current environment of MibView browser.



Security Operation

�  �    Manager Privilege On

Manager Privilege On enables manager privilege. The password can be any supervisor password in D-View network management system application. Manager mode allows the MibView browser to perform a store operation on objects with write access. Object variables with write access will appear in red color in the value field of the Mib Table window� XE "MIB Table window" �.



�  �    Manager Privilege Off

Manager Privilege Off disables an active manager mode. The store operation is not permitted from this default mode.



Help

�  �    Help

Help starts the MibView online help utility.



�    About MibView...

�



MIB Object Operations

The primary operations of the MibView browser are discussed in this section. 

Navigating the MIB Tree

Once MIB definition modules have been compiled into the MibView MIB database, the Variables list box� XE "Variables list box " � will contain the MIB subtree� XE "MIB subtree " � available from the modules. MIB nodes in brackets, [ ], are subtrees of the MIB tree� XE "MIB tree" �. MIB nodes in braces, { }, are of aggregate type (e.g. tables, lists). MIB nodes without brackets, are leafnodes (objects) of the MIB tree.

Traversing the MIB tree� XE "MIB tree" � is easy. To go down the tree, double�click the bracketed MIB node or select the node and click the � button. To go up the tree, click the � button.

Fetch Operation

The fetch operation is the primary function of the MibView browser. The fetch operation fetches the value stored in a specific object variable. This is achieved with the � function. The � function can fetch values from primitive (non�aggregate) objects and those instantiated in structure (aggregate) objects. Objects to be fetched must first be added, with the � button, from the Variables list box� XE "Variables list box " � to the Select list box� XE "Select list box " �. The � and � buttons can� XE "Clear button (MibView window)" �� XE "Remove button (MibView window)" � be used to remove objects from the Select box.

When fetching the value of a table object, all of the table entry object values will be displayed.

�

A poll interval� XE "Poll Interval" � of zero will cause one fetching of values with every click of the � button in the Mib Table window� XE "MIB Table window" �. A poll interval greater than zero, will cause the fetching of values (updating the table) every poll period. 

Store Operation

The store operation is the complement function to the fetch operation. The store operation stores a value into a specific object variable with write access. The procedure to use this operation is as follows:

First, enable the manager privilege. Click the � button or use the menu and enter the manager password.

Select the object variable in the same manner as in the fetch operation and click � to open the Mib Table window� XE "MIB Table window" �.

Click the value of the particular variable to place it’s value in the Value field. A selected object variable value will appear in red color in the Value field, if the variable has write access, otherwise it will appear in black. Change data in the Value field as appropriate.

When data is changed in the Value field, the � button will darken. Click the � button to enter the data into an MibView datastore and the � button will darken.

Click the � button to store the new value to the device agent� XE "SNMP agents" � or choose � to abort the store operation. 

Logging and Graphing Data

MibView offers two methods of plotting data: the log operation and the bar chart window� XE "MIB Bar Chart window" �.

Every poll period, the log operation saves object values to a file in DBF format� XE "DBF file" � that can be opened with leading database application software. To begin saving data� XE "Logging events" �� XE "Logging traps" �, make certain the poll interval� XE "Poll Interval" � is fixed to a useful value. Click the � button in the Mib Table window� XE "MIB Table window" � to specify a filename and file directory for the DBF file� XE "DBF file" �. Click � to begin the logging operation. To stop the logging of values, click the � button or click �.

To use the bar chart� XE "MIB Bar Chart window" � function, follow this procedure:

Select atomic object variables as in the fetch operation.

Click �.

If the variable is part of a table containing more than one table entry, the Index field of the MibView window will darken. The value of a particular instantiated index variable pertaining to the table (table entry index value), and not the logical table entry value, must be specified.

Click the � button to open the following Mib Bar Chart window� XE "MIB Bar Chart window" �.

�

Val    is the final value minus the initial value of the variable during one poll period. In other words, if V is Value, Vf - Vi = (V = Val.

Avg    is the value per second, for one poll period. (V ( P = Avg, where P is the poll interval� XE "Poll Interval" �.

Peak    is the largest value in any poll period since the start of the Mib Bar Chart. Peak = max {V1, V2, .. , Vn}, where Vp is Value each poll interval� XE "Poll Interval" �.

�  This scrolls up and down, vertically, the chart window.

�  Click here to change bar colors.

�  Click here to toggle the grid lines.

�Command Summary

This appendix � XE "Command Summary" \r "Command_Summary" �describes the available commands in the D-View network management system. These commands are presented either in menus or command buttons.

Menu Commands

This section� XE "Command Summary: Menu Commands" � lists and explains in tabular form the commands available from the menus in the menu bar. Keyboard strokes for commands� XE "Keyboard strokes for commands" � that can also be executed from the keyboard are indicated in the tables inside angle brackets. For example:

		New Map	<Ctrl+N>

means that you can start a new map by selecting New Map from the File menu or by pressing and holding the Ctrl key while pressing the N key� XE "Menu Command Summary: File Menu Commands" �.

�

File Menu Commands.

Command�Description��New Map�Creates a new, blank topology map.��Open Map�Opens a map file.��Close Map�Closes the current map.��Save Map�Saves the map to a file.��Save Map As�Saves the map to a different map file.��Discover�Invokes the auto-discovery utility for discovering a network.��Login�Logs in a new user. This user must be included in the operator list of the system; otherwise, access will not be granted.��Monitor Window�Redisplays the monitor window (if it was closed previously).��Preference�Sets the system global preferences.��Exit�Terminates D-View.��	

Setup Menu Commands.

Command�Description��Operator List�Displays the system operator list for viewing or for modifications. Only users with supervisory rights can access this list.��Change Current User’s Password�Modifies the � XE "Menu Command Summary: Setup Menu Commands" �password of the current user.��D-View 3.0 Module Setup�Lets you install D-View 3.0 management modules for specific types of devices��	

General Menu Commands

Command�Description��MIBII   (







    Information

    IF Table

    IF Counters

    IP Counters

    IP Routing

    IP Address Table

    ICMP Counters



    UDP Counters

    SNMP Counters�Displays subcommands that let you access SNMP devices’ RFC 1213 MIB II (Management Information Base version II) objects. The subcommands provide access to the following kinds of information:

- general information about the device

- information about device interfaces

- protocol-independent event counters

- counters related to Internet Protocol packets

- IP routes known to the device, if any

- IP addresses set on the device

- counters related to Internet Control Message Protocol

  packets

- counters related to User Datagram Protocol packets

- counters related to Simple Network Management Protocol 

  packets��Repeater MIB   (







    Basic Information

    Group Table

    Port Table

    Basic Counters

    Group Counters

    Port Counters

    Port Address Track�Displays subcommands that let you access RFC 1516 Repeater MIB objects from IEEE 802.3 10-Mbps baseband repeaters (that is, Ethernet hubs). The subcommands provide access to the following kinds of information:

- general information about the hub

- contents of the hub’s basic port group table

- contents of the hub’s basic port table

- values currently held in the hub’s basic counters

- contents of the hub’s group monitor table

- contents of the hub’s port monitor table

- contents of the hub’s port address tracking table��Bridge 802.1d   (









    Information

    Port Table�Displays subcommands that let you access RFC 1493 Bridge MIB objects belonging to the dot1dBase group from MAC bridges conforming to ANSI/IEEE Standard 802.1D-1990. The subcommands provide access to the following kinds of information:

- basic information about the bridge

- contents of the bridge’s port table��Spanning Tree   (









    Information



    Port Table�Displays subcommands that let you access RFC 1493 Bridge MIB objects belonging to the dot1dStp group from MAC bridges conforming to ANSI/IEEE Standard 802.1D-1990. The subcommands provide access to the following kinds of information:

- bridge state with respect to the Spanning Tree Protocol

  (STP)

- contents of the bridge’s spanning tree port table��Transparent Bridge(









    Forwarding Table

    Static Table



    Port Counters�Displays subcommands that let you access RFC 1493 Bridge MIB objects belonging to the dot1dTp and dot1dStatic groups from MAC bridges conforming to ANSI/IEEE Standard 802.1D-1990. The subcommands provide access to the following kinds of information:

- contents of the forwarding database for transparent bridging

- contents of the static (destination-address filtering)

  database

- performance statistics for the ports associated with

  transparent bridging. Values can be displayed in either

  tabular or graphical form.��

Tools Menu Commands

Command�Description��Ping�Checks the connectivity of a particular device on the network.��Bootp Server�Enables the system’s BOOTP server function.��Tftp Server�Enables� XE "Menu Command Summary: General Menu Commands" � the system’s TFTP server function.��Node Alias�Lets you assign unique names to networked devices.��Event Log File�Lets you view log files created with the Monitor window’s REC ON button.��

External Menu Commands

Command�Description��MIB View�Invokes MibView, a utility for accessing both standard and vendor-specific MIB (Management Information Base) objects from SNMP devices.��RMON�Invokes the RMON (Remote MONitor) utility.��

Window Menu Commands 

Command�Description��Map�Activates the map window. ��Monitor Window�Activates � XE "Menu Command Summary: Windows Menu Commands" �the monitor window.��Close All�Windows�Closes all windows displayed on the screen except the main map window (that is, map window on level 1).��NOTE:	The number of commands available in this menu varies with the number of windows (or dialog boxes) currently displayed on the screen. For example, if you open the D-View Operator List dialog box by choosing Operator List from the Setup menu, a new command (for that dialog box) will be added to this menu.

Help Menu Commands .

Command�Description��About D-View�Displays � XE "Menu Command Summary: Help Menu Commands" �some information about the D-View network management system including the software version and date, Winsock version, and copyright issues.��D-View Help�Displays the online help manual of D-View.��

Command Buttons

This � XE "Command Buttons" �section describes the various command buttons provided by the system to facilitate execution of commonly used commands. These buttons are included on all map windows displayed on the screen.



Command�Button�Description����This button closes the respective map window. For the main map window (that is, map window on level 1), this button has the same effect as the Close command in the File menu.����These buttons shift the command buttons to the left or right to display other command buttons. The six small buttons on the left side do not shift with the other command buttons.����This button activates the main map window (that is, map window on level 1). This button is particularly useful when multiple windows are displayed on the screen.����This button locks its respective map window to prevent any accidental modifications on the displayed map.����This button unlocks a previously locked map window to enable all map editing features for that window.��



Command�Button�Description����This button adds a new device icon to the map, or modifies the attributes of an already existing device icon.����This button adds and modifies labels on the map.

����This button auto-discovers a network for the connected devices. This button has the same effect as the Discover command in the File menu.����This button searches for the location of a particular device on the map.����This button validates the devices included on the map to check whether they are online or offline.����This button calls up a dialog box that lets you adjust link line style and link device icons on the map. ����This button defines global preferences. This button has the same effect as the Preferences... command in the File menu.����This button deletes an object from the map. This applies to all map objects including device icons, links, and labels. You may also use the Del key on your keyboard in place of this button.����This button highlights the last trap (in the monitor window) received from a device or subnet.����This button displays information about a network device or a network.����This button adds wallpaper to the map. Wallpaper can be any bitmap file, such as a map, floor layout, or building plan.����This button calls up a dialog box that lets you print the current map. You will also be able to select a scaling (enlarging) factor.��

�Troubleshooting

This � XE "Troubleshooting" \r "Troubleshooting" �appendix provides troubleshooting tips for common problems you may encounter while using the D-View network management system. Before calling for help, try first the solutions presented in this section. If the problem still persists after trying out these solutions, then call our technical support division in your local area. Before calling though, prepare first the following:

Write down the error message you encountered including your operating system, applications, and procedures you were performing before the error occurred.

Have your D-View and devices’ manuals ready on hand.

Locate your telephone near your computer in case our engineers need to ask you to start up your system.� XE "Troubleshooting: Starting D-View" �.

Starting D-View

Problem 1: D-View does not start properly

Solution 1: If you are using Windows 3.1x, ensure that the Winsock interface is initialized correctly before starting D-View.

Map Related

Problem 1: The � XE "Troubleshooting: Map Related" �auto-discovery� XE "auto-discovery" � utility can not discover a device

Solution 1: Check the following:

Ensure that the device IP address is correctly set on the agent� XE "SNMP agents" �.

Ensure that the device IP address does not conflict with other devices on the network.

Check if the specified SNMP read string is one of the community� XE "Community names" � names set in the device.

Ensure that the Winsock interface is initialized correctly, and the manager console has good link with the network devices.

Use the PING utility to check for the device connectivity. 

Problem 2: Double-clicking the icon of an SNMP device does not produce any response; that is, no front panel graphics on the screen

Solution 2: The device DLL may be missing. Check the device ID from the displayed message (for example, 9004) and check the 9004.MOD file if such DLL exists.

Problem 3: The hour glass symbol stays on the device icon for a long time

Solution 3: Check the following:

Use the PING utility to check if there is good link with the device.

Check for any “transmit error” messages.

Problem 4: The device name appears as the label even when the Show by IP option is selected.

Solution 4: This happens when there is no IP address assigned to the device. Check if an IP address is set on the device.

Problem 5: No label appears when Show by Ethernet Address option is selected.

Solution 5: This happens if you specify a MAC address� XE "MAC address" � when adding the device icon. Just enable the device polling to solve this problem; for D-View 3.0 devices though this will not work. This problem will also occur if you specify a vendor name when adding the icon.

Problem 6: The added text is clipped at the sides

Solution 6: The font size is too big or the text is too long to fit the frame. Adjust the frame size by dragging its � XE "Troubleshooting: Winsocket" �corners.

WinSock

Problem 1: Cannot initialize the TCP/IP Winsock

Solution 1: Check if you have enough DOS memory to execute the Winsock DLL; that is, more than 480 KB.

Front Panel Graphics

Problem 1: Red� XE "Troubleshooting: Front Panel Graphics" � border in message box

Solution 1: This means that no response (for queries from the manager console) was received from the device.

Problem 2: No MAC address� XE "No MAC address" � on the panel

Solution 2: The device is either dumb or was not validated. Enable the device polling via the Add-Modify Map Device dialog box, and then validate the map using the Validate button.

Problem 3: Cannot find resource

Solution 3: The script file may be more than 32 KB.

Problem 4: The No panel information received... message appears on the screen

Solution 4: Ensure that the device IP address and specified SNMP strings are correct. Then, verify that the device is online.

Monitor Window

Problem 1: There is � XE "Troubleshooting: Main Window" �no response after clicking the Find button

Solution 1: The Find button only works on devices with pending SNMP traps or devices that are broken. All other messages do not provide pointers.

Basic Information

Problem 1: Port � XE "Troubleshooting: Basic Information" �and group capacity is zero

Solution 1: This means that the device is offline.

SNMP Messages

Problem 1: The “No such object...” message � XE "Troubleshooting: SNMP Messages" �appears on the screen

Solution 1: The agent does not support this SNMP object.

PING

Problem 1: Cannot � XE "Troubleshooting: PING" �execute the PING utility

Solution 1: The PING utility does not work under Windows 95 since this environment does not support raw data.
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Accessing Repeater MIBs, 160
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active device, 2

Active devices field, 40
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New button, 67

Adding a device on the map. See Device Icon list
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Adding new entries. See Updating the BOOTP Table
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Adding new subnets on the map, 67

Adding the icon of the new device, 64
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Adding Wallpaper, 61
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Add-Modify Map Device dialog box, 64, 69, 120

Validate, 104
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Address table, 145

Address Tracking Table, 180

Address, Static

Broadcast, 203
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Class E, 137

Adjusting the frame size
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Admin Status column, 129

AdminStatus column, 168

After discovery section, 51

Aging Time (If Root), 193

Aging Time text box, 194

Alarm symbol, 112

Alarm symbol on the device icon. See Trap from a specific device

Alarmed devices field, 41
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AlignmentErrors, 177

Anchor the starting point

First device icon, 71

Apply button, 126, 195

Arrow keys

Left, 95

Right, 95

ASN.1 BER errors, 157

Assigning a new name to a device

example for, 117

Assigning an IP address, 79

Authentication-failure traps, 124, 126

Authorized management consoles. See Specific traps

Authorized operators. See Setting up Security

Authorized trap recipients, 107

Auto Discover dialog box, 48

Auto-discovery, 3, 21, 45, 245

Auto-discovery can only discover online devices, 46

Auto-partitioning on a port, 163, 168, 179

AutoPartitions, 179

Avg Rate/s column, 131, 136, 148, 153, 156, 171, 173, 176, 206

Avg, average count per second, 210, 213
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Backgrounder on MIBs, 114

bad checksums, IP header error, 137

BadValue, 158

badValue, error status field, 159

Basic Counters, 169

Basic Information

Repeater Information, 161

Basic information about MIBs, 113

Before you Start

entries to the node table, 94

Setting, retrieving MIB objects, 120

TFTP server function, 90
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Drawn, 61

Scanned, 61

Blocked redundant paths. See Spanning Tree Protocol

Bootp File field, 81, 84

BOOTP request, 79

BOOTP server, 11, 78

BOOTP Server dialog box, 79, 83

BOOTP session, 81

BOOTP table, 79

an entry with an "ignore" attribute, 81

Creating a valid entry, 81

File server address, 79

Gateway address, 79

Hard disk of management console, 79

information about network communication, 79

Subnet mask, 79

Bridge 802.1d, 182

Information, 183

Port Table, 186

Bridge 802.1d Port Table, 186

Bridge Address, 185

Bridge ID, 191, 198

Bridge MAC address, 191

Bridge MIB objects, 182

Bridge MIBs, 119, 120

Bridge Port Counters (Bar Graphics) graph

Bar Curve display, 211

Bridge Port Counters graph

Line Curve, 208

Bridge Port Counters table

Tabular form, 205

Bridge port table, 187

Bridge Type object, 185

Bridges, 78

Bridging type

Source route only, 185

srt, 185

Transparent only, 185

Broadcast packets, 107. See Generic traps

Broken devices field, 41

Browser button, 110

C

Case-sensitive

See also Setting Password, 34

Change button, 67

Change Login Password dialog box, 34

Changing variables

See also Read-only MIBs, 114

Checking Connectivity, 100

Circuit column, 188

Class A, B, or C format, 49

Clear button (BOOTP Table window), 81, 82

Clear button (MibView window), 223, 232

Clear button (Monitor window), 24, 25

Clear button (PING window), 103, 104

Clear button (TFTP Server window), 92

Close All Windows command, 19

Close button, 58, 99

Closing Node Information dialog box, 97

Closing the Add/Modify Text dialog box, 73, 74

Closing the Add-Modify Map Device dialog box, 67, 70

Closing the Address Tracking Table, 182

Closing the Auto Discover dialog box, 53

Closing the BOOTP Server dialog box, 82, 88

Closing the BOOTP Table dialog box, 88

Closing the Bridge 802.1d Port Table, 188

Closing the Bridge Port Counters (Bar Graph), 214

Closing the Bridge Port Counters graph, 211

Closing the Bridge Port Counters Table, 208

Closing the D�View Operator List dialog box, 33

Closing the Find Map Device dialog box, 99

Closing the Forwarding Table, 201

Closing the Group Table, 166

Closing the Information dialog box, 186

Closing the MIB-II ICMP Counters table, 152

Closing the MIB-II IF Counters table, 134

Closing the MIB-II IF Table, 130

Closing the MIB-II Information dialog box, 126

Closing the MIB-II IP Address Table, 146

Closing the MIB-II IP Counters table, 140

Closing the MIB-II IP Routing Table, 143

Closing the MIB-II SNMP Counters table, 160

Closing the MIB-II UDP Counters table, 154

Closing the Node Information dialog box, 96

Closing the Operator Setting dialog box, 32

Closing the PING message box, 104

Closing the Port Table, 169

Closing the Repeater Counters table, 171, 174, 180

Closing the Repeater Information dialog box, 163

Closing the Static Filter Table, 204

Closing the STP Configuration dialog box, 195

Closing the STP Port Table, 199

Closing the TFTP Server dialog box, 93

CMOT groups

SNMP, 118

Collision errors, 174

Collisions counter, 178

Collisions, definition of, 178

Color list box, 73

COM port, 14

Command buttons, 21, 242

Command buttons area, 59

Command Summary, 237–44

Menu Commands, 237

Communication under the TCP/IP environment, 78

Community names, 49, 219, 222, 246

Compile Button, 219

Configuration BPDUs, 192

Confirmation message, 32, 44, 76

Console program, 64

Contact Name, 66

Contact Phone, 66

Contact text box, 126

Continuous check box, 102

Continuous polling

enable/ disable, 51

Continuous sending of ICMP request packets

Enable/ Disable, 102

Control-menu box, 33, 44, 211

Corrupted software in the Flash memory of the device, 89

Cost column, 198

Count column, 82, 84, 92

Counters column, 131, 136, 148, 153, 156, 170, 173, 176, 206

Creating a link between two icons

second device icon, 71

Crosshair, mouse pointer, 71

Current position of the graph marker, 210, 213

D

Data Length field, 103

Data Length text box, 102

Data packets, 78

Data rate mismatches, 179

Database of device icons, 63

DataRateMismatches, 179

DBF file, 216, 234

Default community names

private for write, 51

public for read, 51

Default frame size

Clipping, 74

Default IP address of the gateway, 87

Default login name, 17

Default setting

private, 66

public, 66

Defining Global Preferences, 35

DelayExceedDiscards, 188

Delete button, 31, 32, 85, 96, 97

Delete command button, 75

Delete key

your keyboard, 75

Deleting

Device icons, 75

Labels, 75

Links, 75

Deleting Map Objects, 75

Deprecated, 117

Des Brg Port column, 198

Description, 117

Description column, 128, 185, 190

Designated bridge, 198

Designated Root, 191

Designated Root column, 197

Destination IP address, 141

Destination MAC address, 203

Detecting network loops due to multiple paths. See Spanning Tree Protocol

Determining the exact location of the device

Highlighted traps, 112

Determining which trap was sent, 112

Device Alias text box, 95, 97

Device Descr text box, 95

Device icon

see Upright triangle alarm symbol, 112

Device Icon list, 65, 67

device icons, 26. See Map Components

Device installation, 64

Device Name, 65

Device Name text box, 67

Device onboard console program

see also specific traps, 106

Device validation

Enable or Disable, 36

Device vendor, 64, 89

Devices depend on configuration specified in BOOTP tables, 89

Diagnostic port of the device, 89

Direct routing, 142

Disable D-View 3.0, 38

Disable polling of all map objects, 38

Disabling the BOOTP server function, 82

Disabling the TFTP server function, 93

Discard Frames, 210, 212

Discard Frames column, 208

Discard Frames, graph area for, 209

Discover by, 50

Discover command button, 48

Discover IP devices

select PING, 51

Discover section, 50

Discover SNMP devices

select SNMP, 51

Discovering a large network, 51

Discovering a Network, 46

Discovering a small local area network, 51

Discovering your Network, 45–54

Discovery process

Timeout period, 50

Diskless workstations, 78

Display the available icons

using the scroll bar to, 67

Displaying additional information about a trap, 112

Displaying current settings of selected label, 74

Displaying information about selected device icon, 67

Displaying of labels by name, 65

Displaying the current configuration. See Add-Device command button

dot1dBase group, 182, 185, 187, 188

Dot1dBaseBridgeAddress, 185

Dot1dBaseNumPorts, 185

Dot1dBasePort, 187

Dot1dBasePortCircuit, 188

Dot1dBasePort-DelayExceededDiscards, 188

Dot1dBasePortIfIndex, 187, 188

Dot1dBasePort-MtuExceededDiscards, 188

Dot1dBaseType, 185

dot1dStatic group, 183, 203

Dot1dStaticAddress, 203

Dot1dStaticAllowed-ToGoTo, 203

Dot1dStaticReceivePort, 203

Dot1dStaticStatus, 204

dot1dStp group, 182, 191, 193, 197, 198

Dot1dStpBridgeHello-Time, 193

Dot1dStpBridgeMax-Age, 193

Dot1dStpDesignatedRoot, 191

Dot1dStpForwardDelay, 192

Dot1dStpHelloTime, 192

Dot1dStpHoldTime, 192

Dot1dStpMaxAge, 192

Dot1dStpPortDesignatedCost, 198

Dot1dStpPortDesignated-Port, 198

Dot1dStpPortDesig-natedRoot, 197

Dot1dStpPortEnable, 197

Dot1dStpPortForward-Transitions, 198

Dot1dStpPortPathCost, 197

Dot1dStpPortPriority, 197

Dot1dStpPortState, 197

Dot1dStpProtocolSpecification, 191

Dot1dStpRootCost, 192

Dot1dStpRootPort, 192

Dot1dStpTi-meSinceTopologyChange, 191

Dot1dStpTop-Changes, 191

dot1dTp group, 183, 200, 201

Dot1dTpFdb, 201

Dot1dTpFdbAddress, 201

Dot1dTpFdbPort, 200

Dot1dTpLearned-EntryDiscards, 186

Dot1dTpPortInDiscards, 208

Dot1dTpPortInFrames, 207

Dot1dTpPortOutFrames, 207

Down-Arrow, 209, 212

Down-arrow button, 132

Dragging the object to a desired spot on the map, 75

dumb device, 2

Dumb devices, 26, 63

Icons, 56

Dur button, 209, 211

DV_DLL subdirectory, 90

DV_USER subdirectory, 93

Wallpaper files, 62

D-View Help, 215

D-View introductory screen, 17

E

eavesdrop protection, 8

Effectiveness of BOOTP server, 83

Enable Trap Sound, 38

Enabling TFTP Server Function, 90

Enterprise ID field, 43

enterprise MIB, 9

Enterprise-specific MIBs, 116, 119, 216

Entry status column

Invalid, 201

Learned, 201

Mgmt, 201

Other, 201

Self, 201

Entry table, BOOTP, 84

Ethernet, 13

Event Log File command, 110

Event Log File window, 111

Event log files, 109, 110

Event Record Setting dialog box, 109

exceeded time-to-live, IP header error, 137

Exiting D-View, 43

External menu

MIB View, 216

Extracting Information, 39

F

Fast Ethernet, 9, 13

FCS, 174, 179

FCSErrors, 177

FDDI, 9, 13

File menu

Discover, 47

Exit, 43

Login, 28

Monitor Window, 20

New Map, 47

Open Map, 47, 60

Preferences, 36

Save Map, 53, 76

Save Map As, 76

File Name column, 85

File Transfer Protocol (FTP), 89

Filename extension, 53, 76

Find button, 25, 99, 108

Find Map Device dialog box, 98

First button, 174

First NI PhysAddress, 124

FirstPort button, 132, 177, 207

Fixed constants

See also Read-only MIBs, 114

Flash memory, 85, 87

Font list box, 72

formatting errors, IP header error, 137

Formulas for setting Bridge Forward Delay parameters, 195

Forward Delay, 192

Forward Delay (If Root), 193

Forward Delay text box, 194

Forward delay value all bridges will use, 193

Forward delay, definition of, 193

Forward Trans column, 198

Forwarding Port column, 203

Forwarding State, 124

Forwarding table display, 200

Forwarding Table, Transparent Bridge, 199

Frame too long, 179

FrameTooLongs, 178

Free buffer space, 133, 134

From column, 82

From IP address, 49

From the dialog box

Selecting a map, 61

Front panel graphics

see also specific traps, 106

FTP Winsock, 4, 9

FTP Winsocket, 16

Full MIB object ID, definition of, 115

function of the MIB object, 117

G

Gateway Address column, 85

Gateway Address text box, 86

General menu

MIB commands, 120

MIB-II, 121

Repeater MIB, 161

Generic traps, 106, 107

genErr, error status field, 158, 160

GET

see also SNMP request, 114

Get button, 220, 223, 228

GET request to the device SNMP agent, 116

GET/SET Operations, 116

Getting Started

Tailoring Maps, 60

Going back to the main map, 68

Graph area

Bridge Port Counters (Bar Graph), 212

Graph area, Bridge Port Counters, 209

Graph Color, 212

Graph Color, Bridge Port Counters, 209

Graph Marker, 213

Graph Slider control

Enable or Disable graph slider, 209

Graphical User Interface, 9

Grid control, 212

Enable or Disable, 209

Group Capacity, 163

Group capacity field, 43

Group column, 165, 168, 181

Group Counters, 171

Group Descriptor column, 165

Group Table, 164, 165

H

Health, 163

Hello Time, 192

Hello Time (If Root), 193

Hello Time text box, 194

Help menu

D-View Help, 215

Help, D-View, 215

Higher-level protocol, 132

Highlighting the target trap, 108

Hold Time, 192

Home button, 95

Host field, 103

Hour glass placed on each icon. See Status verification

hourglass, 27

How to get and set the device MIB objects, 113

How to install the device management module

see your software documentation, 113

How to manage a device using the front panel graphics

see your software documentation, 113

How to manage any arbitrary SNMP-manageable device, 113

Hubs’ security features

eavesdrop protection, 93

intrusion control, 93

I

ICMP Address Mask, 151

ICMP Address Mask Reply, 150

ICMP Address Mask Request, 150, 151

ICMP Counters, 146

ICMP Destination Unreachable, 149, 150

ICMP Echo (request), 149, 151

ICMP Echo Reply, 149, 151

ICMP echo request packets, 100

ICMP Parameter Problem, 149, 151

ICMP Redirect, 149, 151

ICMP Source Quench, 149, 151

ICMP Time Exceeded, 149, 150

ICMP Timestamp (request), 150, 151

ICMP Timestamp Reply, 150, 151

IcmpInAddrMaskReps, 150

IcmpInAddrMasks, 150

IcmpInDestUnreachs, 149

IcmpInEchoReps, 149

IcmpInEchos, 149

IcmpInErrors, 149

icmpInErrors counter, 149

IcmpInMsgs, 149

IcmpInParmProbs, 149

IcmpInRedirects, 149

IcmpInSrcQuenchs, 149

IcmpInTimeExcds, 149

IcmpInTimestampReps, 150

IcmpInTimestamps, 150

IcmpOutAddrMaskReps, 151

IcmpOutAddrMasks, 151

IcmpOutDestUnreachs, 150

IcmpOutEchoReps, 151

IcmpOutEchos, 151

IcmpOutErrors, 150

IcmpOutMsgs, 150

IcmpOutParmProbs, 151

IcmpOutRedirects, 151

IcmpOutSrcQuenchs, 151

IcmpOutTimeExcds, 150

IcmpOutTimestampReps, 151

IcmpOutTimestamps, 151

ICMP-specific errors, 149

Identify the person to contact. See Contact Name

IEEE 802.1D-1990 MAC bridges, 182

IEEE 802.1D-1990 standard, 119

IEEE 802.3 10Mbps baseband repeaters, 160

see also Repeater MIBs, 119

ieee8021d(3) value, 191

IF Counters, 130

IF Table, 126

IfAdminStatus MIB object, 129

IfDescr MIB object, 128

IFIndex column, 187

IfIndex object, 188

IfInDiscards MIB object, 133

IfInErrors MIB object, 133

IfInOctets MIB object, 132

IfInUcastPkts MIB object, 132

IfInUnknownProtos MIB object, 133

IfLastChange MIB object, 129

IfMtu MIB object, 128

IfNUcastPkts MIB object, 133

IfNumber MIB object, 123

IfOperStatus MIB object, 129

IfOutDiscards MIB object, 134

IfOutErrors MIB object, 134

IfOutNUcastPkts MIB object, 134

IfOutOctets MIB object, 133

IfOutQLen MIB object, 129

IfOutUcastPkts MIB object, 133

IfPhysAddress MIB object, 124, 128

IfSpecific MIB object, 129

IfSpeed MIB object, 128

IfType MIB object, 128

Ignore attribute

See also Bootp Table, 81

Image file

Downloading, 87

Image file database, 91

Image files

rebuilding, 85

upgrading, 85

In-band management, 10, 12, 13

Inbound packets, 133

Increase the polling time, 173

Increasing the polling time, 148, 171, 176, 207, 211

Index column, 24, 82, 84, 92, 104, 128, 141, 145, 165, 168, 181, 187, 196, 200, 203, 206

Indirect routing, 142

Information

General menu, MIB-II, 121

Information database about network devices, 39

Information dialog box, 121, 184

STP Configuration dialog box, 193

Information dialog box, Spanning Tree, 189

Initial MIB-I definition, 115

Input datagrams, 137. See ipInReceives

Input Frames, 207, 210, 212

Input Frames, graph area for, 209

installation, 4

Installation program, 64

Installing new devices, 64

Intelligent hubs, 78

interface table, 127

Internet address

Class A, B and C, 87

INTERNET management subtree, 116

Interval (sec) text box, 102

Interval field, 103

Introduction

Discovering your network, 45

intrusion control, 8

Invalid addresses, see IpInAddrErrors, 137

Invalid routing, 142

Inverted triangle alarm symbol, 112

inverted triangle icon, 27

Invoking the MIB Viewer utility, 216

IP Address column, 84

IP Address field, 24, 30, 40, 42, 81, 84, 92, 122, 127, 131, 135, 141, 144, 147, 152, 155, 162, 164, 167, 170, 172, 175, 181, 184, 187, 190, 196, 200, 202, 206, 209, 212

IP Address Table, 144

IP Address text box, 66, 86, 87, 95, 99, 101

IP Address text box, BOOTP Table, 86

IP Agent icon, 52

IP Counters, 134

IP device, 2

IP devices, 63

IP header destination fields, 137

IP headers, 124, 137

IP Reasm Timeout, 124

IP Routing, 140–43

IP Time-to-Live, 124

IP user-protocols, 138

IpAdEntAddr, 145

IpAdEntBcastAddr, 145

IpAdEntIfIndex, 145

IpAdEntNetMask, 145

IpAdEntReasmMaxSize, 146

IpDefaultTTL MIB object, 124

IpForwarding MIB object, 124

IpForwDatagrams, 137

IpForwDatagrams counter, 138

IpFragCreates, 139

IpFragFails, 139

IpFragOKs, 139

IpInAddrErrors, 137

IpInDelivers, 138

IpInDiscards, 138

IpInHdrErrors, 137

IpInReceives, 137

ipInReceives, MIB object, 116

IpInUnknownProtos, 138

IpOutDiscards, 138

IpOutNoRoutes, 138

IpOutRequests, 138

IpReasmFails, 139

IpReasmOKs, 139

IpReasmReqds, 139

IpReasmTimeout MIB object, 124

IpRouteAge, 143

IpRouteDest, 141

IpRouteIfIndex, 141

IpRouteInfo, 143

IpRouteMask, 143

IpRouteMetric1, 141

IpRouteMetric2, 142

IpRouteMetric3, 142

IpRouteMetric4, 142

IpRouteMetric5, 143

IpRouteNextHop, 142

IpRouteProto, 142

IpRouteType, 142

Iteration text box, 102

K

Keep main map in background, 38

Keyboard strokes for commands, 237

L

Lack of buffer space, 138

Last Change column, 129, 166

LateEvents, 179

Learned Entry Discarded, 186

Least-significant bit, 145

Left-arrow button, 22

levels. See Subnet map

Levels below field, 40

Link command button, 71

Linking Device Icons, 70

Linking other device icons, 71

Local area network (LAN) segments, 119

Locally-addressed datagrams, 138

Locating the Trap Source, 107

Location, 67

Location text box, 95, 126

Lock Map button, 59

Log files, 109, 110

Logging events, 109, 110, 216, 234

logging in a new user, 27

logging in to the system, 27

Logging traps, 109, 110, 216, 234

Login Name text box, 17, 28, 31

Login Protection, 12

Long frames. See FramesTooLongs

M

MAC address, 40, 43, 79, 81, 82, 84, 85, 86, 87, 88, 92, 93, 95, 98, 99, 124, 247

MAC Address column, 84

MAC Address text box, 86

MAC address, definition of a, 185

Main map, 57

Main Map button, 58

Main map in the background, 36

Main map window, 19, 38, 44, 58

Main window

Traps shown in main window, 109

Management console, 1, 79, 114

Management console operating as BOOTP server, 79

Management Information Base (MIB), 114

Management information categories for MIB-II, 121

management module, 9

Managing MAC bridges, 119

Managing Network Addresses, 78–99

Managing SNMP Devices, 113–218

Mandatory, 117

Map area, 22

Map buttons, 57

Map Components, 55

Map editing command buttons

Gray, 59

Map editing features, 59

Disabling, 59

map file, 47

Map level field, 40

map locking mechanism, 59

Map Preference dialog box, 36

Map Protection, 58

map window, 18, 19

Maps, printing, 77

MAU Jabber Lockup Protection timer, TW3, 179

Maximum age of STP information, 192

Maximum Aging Time, 192

Menu

Pop-up, 9

Pull-down, 9

Menu bar, 21

Menu Command Summary

File Menu Commands, 237

General Menu Commands, 241

Help Menu Commands, 242

Setup Menu Commands, 238

Windows Menu Commands, 241

Message column, 25

Message table, 24

Messages field, 24

MIB

enterprise-specific, 9

MIB-II, 118

MIB Access, 120

MIB Bar Chart window, 222, 234, 235

MIB Compiler window, 218, 226, 228

MIB extensions, Vendors can define, 119

MIB information

dot1dBase, 119

dot1dSr, 119

dot1dStatic, 119

dot1dStp, 119

dot1dTp, 119

MIB Listing, 117

MIB management information

Address tracking group, 119

Basic group, 119

Monitor group, 119

MIB object ID, 115

MIB object table, 122, 162

MIB objects, 10, 49, 64, 66, 113, 125, 158, 162, 182, 185, 194, 195, 198

MIB subtree, 222, 223, 232

MIB Table window, 220, 222, 228, 229, 230, 233, 234

MIB tree, 43, 216, 219, 222, 232

MIB tree structure, 115

MIB Viewer, 216–18

MIB-I eight categories

addr, 118

egp, 118

icmp, 118

ip, 118

snmp, 118

tcp, 118

trans, 118

transmission, 118

udp, 118

MIB-II, 118

MIBII Configurations dialog box, 125

MIB-II ICMP Counters table, 146

MIB-II IF Counters table, 130

MIB-II IF Table, 127

MIB-II IP Address Table, 144

MIB-II IP Counters table, 134

MIB-II IP Routing Table, 140

MIB-II SNMP Counters table, 155

MIB-II UDP Counters table, 152

MIBs supported by the system, 113

MibView, 216

MIBView window, 217

Minimizing the number of objects on your map, 75

Modem, 10

Modify button, 32, 73, 96, 97

Modifying

Community name passes, 69

Contact person information, 69

Device Name, 69

IP Address, 69

Polling options, 69

Modifying Device Attributes, 69

Modifying the attributes of a device. See Change button

Modifying the Operator List, 30

Modifying the value of a MIB object, 116

Monitor Transmit Collision counter, 170

monitor window, 18

closing, 19

using, 23

More button, 198

More... button, 31, 32

Mouse pointer, 71

Moving a device icon

See also Moving a link, 75

Moving a link, 74

Moving labels to places on the map. See Moving Map Objects

Moving Map Objects, 74

Moving map objects to new locations, 74

Mtu column, 128

MtuExceedDiscards, 188

Multibridged network, 189

Multilevel topology map, 58

Multiline text box, 73

Multiple Device Management, 10

Multiple TFTP servers, 89

N

Name field, 40, 42, 81, 84, 91, 122, 127, 131, 135, 140, 144, 147, 152, 155, 162, 164, 167, 170, 172, 175, 180, 184, 187, 189, 196, 200, 202, 206, 208, 212

Name text box, 17, 99, 126

NetManage NEWT, 9

NetMask column, 85

NetMask text box, 87

network administrators, 62, 70, 72, 93, 125, 163, 182, 190, 194, 202, 203, 204

Network Interfaces, 123

Network topology map, 21

New button, 67

New name

Corresponding value, 117

NewLastSrcAddress column, 182

NEWT, NetManage, 4, 16

Next button, 111, 173, 201

Next hop. See IpRouteNextHop

NextPort button, 132, 177, 207

No MAC address, 247

No of Ports column, 165

Node Alias Naming for a Device, 93

Node Information dialog box, 94, 97

Non-Unicast Pkts-In counter, 133

Non-Unicast Pkts-Out counter, 134

noSuchName, 158

noSuchName, error status field, 159

null modem, 14

Number of command buttons, 22

Number of Ports, 185

Number of Topology Changes, 191

Numeric representation of the node

MGMT, 116

O

Object Group

Access Right, 117

Description, 117

Object ID, 117

Status, 117

Syntax, 117

object ID, 43, 117

Object Identifier column, 166

Object table, 184, 190

Objects column, 185, 190

Obtaining information from the device, 64

Octets-In counter, 132

Octets-Out counter, 133

offline fevice, 2

OK button, 102

Old Password text box, 34

On the map

Moving objects, 63

online device, 2, 26

Only applies to intelligent devices

Validate, 104

Open dialog box, 61

Open last map, 37

Opened field, 31, 81, 84, 91, 122, 127, 131, 135, 141, 144, 147, 152, 155, 162, 164, 167, 170, 172, 175, 180, 184, 187, 190, 196, 200, 202, 206, 208, 212

Oper Status column, 129, 166

Operational packets, 129

Operational Status, 163

Malfunctioning, 166

Not Operational, 168

Not Present, 166, 168

Operational, 166, 168

Operator field, 30

Operator list, 31

Operator List dialog box, 30

Operator Login dialog box, 17, 28

Operator Setting dialog box, 31

OperStatus column, 168

Option buttons

Italics, 73

Underline, 73

Optional, 117

Other

See Routing type, 142

Out-of-band management, 10, 12, 14

Output Frames, 210, 212

Output Frames column, 207

Output Frames, graph area for, 209

Output queue buffer (in packets), 129

OutputQLen column, 129

P

Packet InterNet Groper (PING), 100

Packet Loss field, 103

Parent map, 56

Parent Map button, 58, 74

Passive devices field, 41

password, 17

Password are case-sensitive, 33

Password text box, 28

Path Cost column, 197

Path cost for 100Mbps LAN, 197

Path cost for 10Mbps LAN, 197

Pause button, 25, 132, 136, 148, 154, 157, 171, 173, 176, 207, 211, 214

Peak Occurred At column, 132, 136, 148, 153, 156, 171, 173, 176, 207

Peak Rate/s column, 131, 136, 148, 153, 156, 171, 173, 176, 207

Peak, peak count per second, 210, 214

Performing management functions, 113

Phys address field, 40, 43

Phys Address text box, 99

PhysAddress column, 128

Physical Address text box, 95

Physical/link protocol(s), 128

PING, 11, 100–104

PING message box, 102

PING messages, 26, 46, 52

Ping Preferences dialog box, 101

Pk At, Time when peak count occurred, 210, 214

Pkts-In Discards counter, 133

Pkts-In Errors counter, 133

Pkts-In UnknProto counter, 133

Pkts-Out Discards counter, 134

Pkts-Out Errors counter, 134

Poll counts field, 41, 43

Poll Interval, 148, 153, 156, 171, 173, 176, 222, 233, 234, 235

Poll Interval button, 132, 136

Poll Options, 67

None, 67

PING, 67

SNMP, 67

Polling, 41, 43, 132, 136, 148, 153, 156, 171, 173, 176, 207, 210, 214

Port Address Track, 180

Port address tracking table, 181

Port capacity field, 43

Port column, 168, 181, 187, 196, 200

Port Counters, 174

Port Counters type of display, 205

Port stays in listening and learning state

Forward delay, 193

Port Table, 166, 167

Port table, Spanning Tree Protocol, 196

Ports utilized field, 43

Preferences command button, 36

Preferred paths. See Routing metric

Prev button, 111

Prevent unauthorized accesses, 29

Preventing network loops due to multiple paths. See Spanning Tree Protocol

Primary routing metric, 141

Printing maps, 77

Priority column, 197

Priority object, 191

Priority text box, 194

PRIVATE node, 116

Protect maps

Critical networks, 59

Protocol layer, 124, 129

Protocol object, 191

Protocol stack, 124, 129

Q

Query messages, 38

R

Rate button, 210, 214

Rate/s column, 131, 136, 148, 153, 156, 170, 173, 176, 206

Read access right, 64

ReadableFrames, 177

ReadableOctets, 177

readOnly, 158

Read-only MIBs, 114

Read-write or write-only attributes

Modification of MIB objects, 121

REC OFF button, 26, 110

REC ON button, 26, 109

Receive Port column, 203

Received From column, 25

Received Time column, 24

Receiving a critical trap, 108

Refresh button, 31, 125, 130, 143, 146, 163, 166, 169, 182, 185, 188, 190, 194, 198, 201, 204

Relocating objects, 74

Remark column, 82, 85

Remark text box, 87

Remote site, 10

Remote software downloading, 89

Remove button (MibView window), 223, 232

Repeater Counters table, 169, 171, 174

Repeater Group Table, 164

Repeater Information dialog box, 161

Repeater MIBs, 120

Repeater Port Table, 166

Repeaters, 120

Reporting event occurrences. See Traps

Request table, 92

Reset button, 131, 132, 136, 148, 154, 156, 171, 173, 176, 207

Response lost field, 41, 43

Restoring mouse pointer back to its original form, 71

result table, 103

Resume button, 25, 132, 136, 148, 154, 157, 171, 173, 177, 207

Retrieving Information about a Device, 41, 93

Retrieving Information about a Network, 39

RFC 1213 MIB-II, 118

RFC 1493 Bridge MIB, 118

RFC 1516 Repeater MIB, 118

RFC 815 reassembly algorithm, 139

Right-arrow button, 22

Root bridge, 191, 197, 198

Root Cost, 192

Root Port, 192, 197

Route type, 142

Routing mechanism

bbnSpfIgp, 142

bgp, 142

ciscoIgrp, 142

egp, 142

es-is, 142

ggp, 142

hello, 142

icmp, 142

is-is, 142

Local, 142

Netmgmt, 142

ospf, 142

rip, 142

Routing metric, 141

Routing table, 141

RptrAddrTrackGroupIndex, 181

RptrAddrTrack-NewLastSrcAddress, 182

RptrAddrTrackPortIndex, 181

RptrAddrTrack-SourceAddrChanges, 181

RptrGroupCapacity, 163

RptrGroupDescr, 165

RptrGroupIndex, 165

RptrGroupLastOperStatusChange, 166

RptrGroupObjectID, 166

RptrGroupOperStatus, 166

RptrGroupPortCapacity, 165

RptrHealthText, 163

RptrMonitorGroupTotalErrors, 174

RptrMonitorGroupTotalFrames, 174

RptrMonitorGroupTotalOctets, 174

RptrMonitorPortAlign-mentErrors, 177

RptrMonitorPortAuto-Partitions, 179

RptrMonitorPort-DataRateMismatches, 179

RptrMonitorPortFCSErrors, 177

RptrMonitorPortFrame-TooLongs, 178

RptrMonitorPortLateEvents, 179

RptrMonitorPortRead-ableFrames, 177

RptrMonitorPortRead-ableOctets, 177

RptrMonitorPortRunts, 178

RptrMonitorPortShortEvents, 178

RptrMonitorPortTotalErrors, 179

RptrMonitorPortVery-LongEvents, 179

RptrMonitorTransmitCollisions, 170

RptrOperStatus, 163

RptrPortAutoPartition, 168

RptrPortGroupIndex, 168

RptrPortIndex, 168

RptrPortOperStatus, 168

RptrTotalPartitionedPorts, 163

RS-232 port, 10

RS-232 serial communication port, 14

Runts, 178

S

Sample of a standard MIB-II listing, 118

Samples field, 103, 122, 127, 131, 135, 141, 145, 147, 153, 155, 162, 165, 167, 170, 172, 175, 181, 184, 187, 190, 196, 200, 203, 206

Save As dialog box, 53

Save Map As dialog box, 76

Saving an old map, 76

Saving hard disk space, 83

Saving space on your hard disk. See saving the system some time

Saving the map, 53

Saving the system some time, 75

Saving Updated Map, 76

Scale, map printout, 77

Scroll bars, 22

Search button, 96, 97

Search command button, 98

Search for

All Agents, 50

Enterprise ID, 50

From Iconlist, 50

Specific vendor, 50

Search section, 50

Searching for a Device, 98

Searching for a device on the network, 93

Searching for Last Trap, 108

Searching for the source of a particular trap, 108

Searching the Node Table, 96

Error conditions, 43

Configuration changes, 43

Select list box, 222, 223, 232

Selecting specific trap recipients, 107

Selecting the settings you want for your text, 73

Selecting the type/ frequency of query messages, 67

Sending query messages, 52, 105

Server IP Address column, 85

Server IP Address text box, 87, 88

SET

see also SNMP request, 114

Set button, 125, 190

SET request, 116

Setting Passwords, 33

Setting Up Security, 29

Setup menu

Change Password, 33

Operator List, 30

Short events, 179

Short frames. See ShortEvents

ShortEvents, 178

Show button help, 22, 38

Show labels, 37

Show labels by section, 37

Show links, 37

Show wallpaper, 38

Show wallpaper option, 62

Simple Network Management Protocol, 7

Size list box, 72

SLIP, 14

SNMP, 7, 9

SNMP agent, 114

SNMP agent generate authentication-failure traps, 126

SNMP Agent icon, 52, 120

SNMP agents, 23, 26, 49, 50, 63, 119, 216, 234, 245

SNMP Authentication, 124

SNMP community names unknown, 157

SNMP Counters, 154

SNMP device, 1, 114

SNMP devices, 9, 26, 49, 50, 51, 63, 64, 66, 67, 106, 113, 118, 119, 120

SNMP messages, 52

SNMP queries, 46

SNMP Read, 49, 66, 120

SNMP Read text box, 49

SNMP request packets, 114

SNMP requests

Get, 114

GetNext, 114

GetResponse, 114

Set, 114

Trap, 114

SNMP Write, 66, 120

SNMP Write text box, 49

SnmpEnableAuthenTraps

also Enable SNMP Auth Trap, 125

SnmpEnableAuthenTraps MIB object, 124

SnmpInASNParseErrs, 157

SnmpInBadCommunityNames, 157

SnmpInBadCommunityUses, 157

SnmpInBadValues, 158

SnmpInBadVersions, 157

SnmpInGenErrs, 158

SnmpInGetNexts, 159

SnmpInGetRequests, 158

SnmpInGetResponses, 159

SnmpInNoSuchNames, 158

SnmpInPkts, 157

SnmpInReadOnlys, 158

SnmpInSetRequests, 159

SnmpInTooBigs, 157

SnmpInTotalReqVars, 158

SnmpInTotalSetVars, 158

SnmpInTraps, 159

SnmpOutBadValues, 159

SnmpOutGenErrs, 160

SnmpOutGetNexts, 160

SnmpOutGetRequests, 160

SnmpOutGetResponses, 160

SnmpOutNoSuchNames, 159

SnmpOutPkts, 157

SnmpOutSetRequests, 160

SnmpOutTooBigs, 159

SnmpOutTraps, 160

software downloading, 11, 89

Software stored

rebuilding, 87

upgrading, 87

SourceAddrChanges column, 181

Source-routed, 137

Spanning state moving towards forwarding state

Forward delay, 192

Spanning state of a port

Blocking, 197

Broken, 197

Disabled, 197

Forwarding, 197

Learning, 197

Listening, 197

Spanning Tree, 182

Information, 188

Port Table, 195

Spanning Tree Protocol (STP), 182, 188

Specific column, 129

Specific traps, 106, 107

Specified MAC address, TFTP server assigned, 85

Specifying a filename, 53

Specifying a telephone number. See Contact Phone

Specifying an invalid community name, 66

Specifying the exact location of a device. See Location

Specifying the IP address of the gateway, 86

Specifying the polling interval

SNMP or PING, 67

Speed column, 128

Stackable hubs, 43

Standard MIBs, 118, 216

Start button, 51, 211, 214

Start Now & Manual Stop button, 110

Starting a new line of text, 73

starting D-View, 16

State column, 197

Static Filter Table, 202

Static table, 203

Statistics Selector controls

Bridge Port Counters, 210

Bridge Port Counters (Bar Graph), 213

Statistics Selector options

Discard Frames, 210, 213

Input Frames, 210, 213

No Selection, 210, 213

Output Frames, 210, 213

Set Bar Color, 213

Set Color, 210

Statistics table, 131, 135, 147, 153, 156, 170, 172, 175, 206, 210, 213

Status, 117

Status bar, 22

Status changes on systems. See Traps

Status column, 82, 92, 104, 197, 201, 204

Status Column, Static Filter Table

deleteOnReset, 204

deleteOnTime-out, 204

Invalid, 204

Other, 204

Permanent, 204

Status of the MIB object

Deprecated, 117

Mandatory, 117

Optional, 117

Status verification, 105

Storing configuration values

EEPROM, 78

STP Port Table, 195

Style list box, 72

subnet icon, 27

see Inverted triangle alarm symbol, 112

Subnet icons, 39, 42

Subnet map, 57

Subnet mask used to identify the subnet field, 85

Subnetwork-broadcast, 134

Subnetwork-multicast packets, 134

subnetworks, 56

Subnetwork-unicast address, 134

subtree ENTERPRISES, 116

Summary command button, 39, 42

Super

See also Setting up Security, 29

Supervisor

See also Setting up Security, 29

Supported MIBs, 118

Suspect a problem with a network device, 100

Switching to another application

during discovery process, 53

Symbol displayed until proper attention, 112

Symbolic icons, 9

Syntax, 117

SysContact, 123

also Contact, 125

SysDescr, 123

SysLocation, 123

also Location, 125

SysName, 123, 131, 135

also Name, 125

sysName MIB object

numerical representation, 117

SysOID, 123

System deleting link objects, 76

System Description, 7

system requirements, 4

SysUpTime, 123, 129

T

Table button, 82, 83

Tailoring Maps, 60

Target field, 122, 127, 131, 132, 135, 141, 145, 147, 153, 155, 162, 164, 167, 170, 172, 173, 174, 175, 177, 181, 184, 187, 190, 196, 200, 203, 206, 207, 209, 212

Target network, 39

TCP/IP environment

Device in a, 66

TCP/IP SLIP, 10

TCPOpen, Lanera, 4, 9, 16

Terminating the discovery process, 53

Text box, 73

Text command button, 72

Textual strings, 128

TFTP File Name column, 92

TFTP File Name text box, 87

TFTP server, 11, 88

TFTP Server dialog box, 91

The BOOTP Table dialog box, 83

Time column, 82

Time field, 24

Time Since Topology Changed, 191

Timeout (sec) text box, 102

Title bar, 21

To change the new device configuration

Change button, 70

To column, 92

To initiate the changes

Modify button, 74

To IP address, 49

Token Ring, 13

tooBig, error status field, 159

Tools menu

Bootp Server, 79

Event Log File command, 110

Node Alias, 94, 96

Ping, 101

TFTP Server, 90

Topology map, 3, 11

Topology maps, printing, 77

Total column, 131, 136, 148, 153, 156, 170, 173, 176, 206

Total field, 81, 84, 92

Total number of BOOTP requests received, 81

TotalErrors, 174

TotalFrames, 174

TotalOctets, 174

TotalPartitionedPorts, 163

Transmission of configuration BPDUs, 192

Transparent Bridge, 183

Forwarding Table, 199

Port Counters, 205

Static Table, 201

Transparent bridging function, 199

Trap command button, 109

Trap entries, 25

Trap from a specific device, 107

Traps, 106–7

Traps in dark purple, 107

Traps in purple, 107

Traps received field, 41, 43

Triangle, 27

Trivial File Transfer Protocol (TFTP), 89

Troubleshooting, 245–48

Basic Information, 248

Front Panel Graphics, 247

Main Window, 248

Map Related, 245

PING, 248

SNMP Messages, 248

Starting D-View, 245

Winsocket, 247

Troubleshooting a network device

see also Searching for last trap, 108

Trumpet, 9

Trumpet Winsock, 4, 16

Type column, 128

Typing the text, 73

U

UDP Counters, 152

UdpInDatagrams, 154

UdpInErrors, 154

UdpNoPorts, 154

UdpOutDatagrams, 154

Unicast MAC address, 201

Unicast MAC addresses, 200

Unicast Pkts-In counter, 132

Unicast Pkts-Out counter, 133

Unlock Map button, 59, 61

unmanaged device, 2

Unsupported protocol, 133

Unsupported SNMP version, 157

Untitled

See also Title bar, 21

Up Arrow, 209

Up-Arrow, 212

Up-arrow button, 132

Updating the BOOTP Table, 83

Updating the Node Table, 94

Upright triangle alarm symbol, 112

USERNAME.TXT. See DV_USER subdirectory

Using the General menu to access standard MIBs, 216

Using the Map Window, 20

V

Valid frame length, 174

Validate, 11, 104

Validate command button, 105

Variables list box, 222, 232

Verify Password text box, 34

Version Date field, 24

version number mismatches, IP header error, 137

Very long events, 179

Very long frames, definition of, 179

VeryLongEvents, 179

W

Wallpaper

Add, 62

bitmap, 55

Buildings, 61

Cities, 61

Continents, 61

Countries, 61

Country, 55

Create your own, 55

Floor Plans, 61

Layout of a particular office, 55

optional, 55

State, 55

USA, 62

Wallpaper bitmap file, 62

Wallpaper command button, 62

Wallpaper field, 41

Wallpaper, definition of, 35

wildcard character, 50

Windows, 18

Windows 95, 9, 16, 17

PING utility under, 101

Windows’ Paintbrush, 62

WinSock, 9, 16

Working on a multilevel map, 98

Working with Alarm Symbols, 112

Working with Maps, 55–76

Working with Traps, 106–12

Write access right, 64
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