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HowTo: FW-Update & Stacking DGS-1510-

Series 
 

[Requirements] 

 

1. DGS-1510-xx with latest Firmware 1.30B19 or newer 

ftp://ftp.dlink.de/dgs/dgs-1510-20/driver_software/ 

 

 

[Stacking Topologie] 
 

 
 

[Prepatations] 

� The Switch’s default IP Address is 10.90.90.90/8 

� The physical stacking is ONLY working on the last 2 SFP+ Ports of the Switch 

o If using an DGS-1510-28X or DGS-1510-52X you have 2 additional SFP+ 

ports for 10G Uplink or Client connections 

o You can stack always within the same device series (f.e. DGS-1510-20 + DGS-

1510-52) 

� The physical stacking is ONLY working when using SFP+ or DAC-Modules  

� All switches should have the same Firmware version installed. 

� Please finish the stacking before you configure anything else, since the stacking is the 

basic definition of the whole stack 

� For easy initial setup, please use the DNA (D-Link Network Assistant) for Firmware 

Update (the DNA is capable of discovering/managing devices using different IP 

Subnets, as long as they are in the same L2 network (vlan), but may not work with 

older Switch Firmwareversions) 

o ftp://ftp.dlink.de/dgs/dgs-1510-20/driver_software/ 
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[initial Firmwareupdate via DNA] 

- Power on all the Switches you want to stack and interconnect them simply with one 

network cable each, connect them to your network with DHCP-Server 

- connect your Management-PC into this network 

- Start the DNA Software & wait some minutes till all devices are discovered 

 

Choose the 1
st
 device you want to modify by clicking on the checkbox and then “device 

setting” 
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Choose the IP Settings you want to use (f.e. DHCP or Static) and confirm with “next” 

 

In this example we set the IP to DHCP for initial Setup only.  

Username & Password are by default “admin”, confirm with submit. 

 

 

 

Repeat this step till all devices have an IP Address. 
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Now select all devices you want to update to latest firmware and select “Firmware Upgrade” 

 

Choose the correct IPv4 IP Address of your computer and also by browse the new firmware-

file. Confirm with “next” 

 



 

 - 5 - 

Username & Password are by default “admin”, confirm with submit. 

 

Wait till the update is finished: 

 

The update needs a reboot till finish, you could do this right now by selecting the Option 

“reset”, otherwise continue directly to next point for basic stacking configuration. 
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[enabling the Stacking & Stacking together] 

Click on the IPv4 Address and your browser will directly open the device. 

 

 

 

Login with default credentials “admin & admin” 

� Do NOT configure anything else, except the stacking right now. 

� Enabe Stacking Mode & Apply 

 

� Afterwards you already can configure the Unit/Box ID (which defines the Ports in a 

Stack) 

o BoxID 1 = Unit 1 f.e. Ports eth 1/0/x 

o BoxID 2 = Unit 2 f.e. Ports eth 2/0/x 

� Priority defines the MASTER of the Stack (the lowest ID is Master)  
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After configuring the stacking options, save the config and reboot the switch. 

(When you use older FW-Version the WebGUI Stacking Option MAY not work for 

enabling!) 

 

In the Tools menu you’ll find the Reboot System Option. 

 

After rebooting the System you’ll see the settings  
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In this example 2 Switches will be stacked together. The BoxID and Priority is manually set. 

 

Repeat all Steps at all Switches you want to stack together. 

After the reboot of the switches you need to remove all connections, except your uplink to 

your client, and need to connect the 10GBit Stacking connection.  

If you fail to do so you will have immediately a Loop inside your network! 

 

The DNA now will only show you the MASTER Unit of the stack. 
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When Accessing the Switch now by WebGUI of the Master, you’ll see in Stackin Mode now 

all the Units. 

 

 

As of now your stack setup is done and you can configure the Stack as you wish. 
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[FW Update of a Stack using DNA] 

 

IF you later on want to down/upgrade the Stack via the DNA, you simply follow the 

beginning of this HowTo again. 

In this example we “downgrade” the whole stack to 1.30B18 using the DNA. 

Please ensure to wait for the till the whole process is finished, since the update/downgrade 

now takes longer as the firmware is pushed to all stack member now. 

 

 

 

Afterwards reboot the Stack with the “Reboot” option of the DNA. 

 

When checking now the stack and its Firmware you’ll see the new Firmware active on all 

Units. 
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[FW Update of a Stack using WebGUI] 

 

This way only works, when you haven’t modified the Boot-File before on the switches. 

If you have done so, please consult the manual to revert the settings. 

 

Go to the Firmware Upgrade Menu on the Stack-Master and choose f.e. Upgrade from HTTP 

 

 

Select the Source file on your local PC.  

Also you MUST choose for Units “ALL”, so that all units will be upgraded together, 

otherwise only the selected unit will be updated. 

Add as the destination file the string “c:/runtime.had” and press “upgrade” to start the process. 

The WebGUI might not respond/change for some minutes. Please wait patiently till the 

upgrade display is being shown. 

 

 

After the reboot of the stack, the Firmware is updated on all Units. 

 


