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Package Contents

Contents of Package:

¢ One Wireless Internet Camera
¢ Two External Antennas

¢ One Installation CD-ROM

e OneAC power adapter

e One Camera Stand

¢ One Category 5 Ethernet Cable

If any of the above items are missing, please contact your reseller.
System Requirements:

Local Area Network: 10Base-T Ethernet or 100BaseTX Fast Ethernet
Wireless Local Area Network: IEEE 802.11b Wireless LAN
Recommended: PC or Notebook to Access the Internet Camera
Web Configuration

. Java Enabled and Compliant Web Browser (recommended)
. CPU: Pentium Il, 266 MHz or above

. Memory Size: 32 MB (64 MB recommended)

. VGA card resolution: 800x600 or above



System Requirements (continued):

IPView Configuration

. Windows XP, Me, 2000, 98SE

. CPU: Pentium I, 350 MHz or above

. Memory Size: 128 MB (256 MB recommended)
. VGA card resolution: 800 x 600 or above

Introduction

The Internet Camera connects directly to an Ethernet, Fast Ethernet, or 802.11b net-
work. Itis different from the conventional PC Camera because the Internet Camerais a
stand-alone system with a built-in CPU and Web server that transmits high quality video
images for monitoring. The Internet Camera can be accessed remotely, and controlled
from any PC/Notebook over the Intranet or Internet via a Web browser. The simple instal-
lation procedure and intuitive Web-based interface offer easy integration with your
Ethernet, Fast Ethernet, or 802.11b wireless network. The Internet Camera also comes
with remote monitoring capability for a complete and cost-effective solution.

Features & Benefits

Simple to Use

The Internet Camera is a stand-alone system with built-in CPU requiring no special
hardware or software such as PC frame grabber cards. The Internet Camera supports
both ActiveX mode for Internet Explorer and Java mode for Internet Explorer and
Netscape Navigator. All that is required is a computer with current Web browser
software.

Supports a Variety of Platforms

Supporting TCP/IP networking, SMTP e-mail, HTTP, and other Internet related
protocols, the Internet Camera can be utilized in a mixed operating system environment
such as Windows, Unix, and Macintosh. It can also be integrated easily into other
Internet/Intranet applications because of its standards-based features.



Wired and Wireless Network Support

The Internet Camera supports both wired and wireless transmission, providing the
advantage of mobility, flexibility, and high-speed of wireless LAN-based technology, IEEE
802.11b, to transform the Internet Camera into a total solution for your network. There
are three modes available, configured from the slide switch on the rear panel:

* LAN (Local Area Network Only)

*  LAN/WLAN (Local Area Network and Wireless Local Area Network. Both can
be accessed at the same time.)

WLAN (Wireless Local Area Network)

Web Configuration

Applying a standard web browser, administrators can configure and manage the Internet
Camera directly from its own web page via the Intranet or Internet. Up to 64 user names
and passwords are permitted, with privilege settings controlled by the administrator.

Remote Monitoring Utility

The powerful IPView application assigns the administrator with a pre-defined user ID and
password enabling access for configuring the Internet Camera settings from the remote
site via Intranet or Internet. IPView also allows you to upgrade remotely over the network
for added convenience. Users are also allowed to monitor the image, record the image
to a hard drive, and take snapshots.

Connection to External Devices

Supporting auxiliary Input/Output connectors, the Internet Camera can be connected
to a variety of external devices such as IR-sensors, switches and alarm relays. You can
combine the Internet Camera with programmable alarming facilities to develop a variety
of security applications that are triggered on alarm-based events. The Internet Camera
provides up to two in/out external devices for connectivity.

Broad Range of Applications

With today’s high-speed Internet services, the Internet Camera can provide the ideal
solution for live video images over the Intranet and Internet for remote monitoring. The
Internet Camera allows remote access from a Web browser for live image viewing and
allows the administrator to manage and control the Internet Camera anytime, anywhere
in the world. Many applications exist, including industiral and public monitoring of homes,
offices, banks, hospitals, child-care centers, and amusement parks. The Internet Camera
can also be used for intruder detection, capture stillimages and video images for archiving,
and much more.



Connections

Antenna Connectors

Slide Switch
Ethernet Cable

Connector
DC Power Connector

Reset Button
I/O Connector

Network Cable Connector

The Internet Camera’s rear panel features an RJ-45 connector for connections to 10Base-
T Ethernet cabling or 100Base-TX Fast Ethernet cabling (which should be Category 5
twisted-pair cable). The port supports the NWay protocol, allowing the Internet Camera
to automatically detect or negotiate the transmission speed of the network.

DC Power Connector
The DC power input connector is located on the Internet Camera’s rear panel and is
labeled DC 5V with a single jack socket to supply power to the Internet Camera.

Reset Button
Reset will be initiated when the reset button is pressed once and Power LED begins to
flash.

Factory Reset will be initiated when the reset button is pressed continuously for three
seconds or when Power LED begins to light up. Release the reset button and the Power
LED will begin to flash indicating that the Internet Camera’s settings are reverting back
to the factory settings. When factory reset is completed, the Internet Camera will be set
to default on channel 11 and ESS-ID is set as “NULL String”. (This default setting allows
the Internet Camera to connectto ANY access point on the infrastructure network.) The
IP address will also return to the default setting of 192.168.0.20.



Connections (continued)

Slide Switch
The slide switch permits users to determine the type of network communication
desired for the Internet Camera and is positioned on the rear panel. The three settings
are as follows:
LAN (Local Area Network Only)
LAN/WLAN (Local Area Network and Wireless Local Area Network. Both can
be accessed at the same time.)
WLAN

1/0 Connector

There are four I/O connectors, two for input and two for output situated on the rear panel.
The 1/0O connectors provide the physical interface to send and receive digital signals to a
variety of external alarm devices. Please refer to the Appendix for detailed information.

Antenna Connectors
Two high sensitivity antennas included with the camera connects to the two SMA type
antenna connectors located on the rear panel of the Internet Camera.

Bracket Cavity
Located on the bottom panel of the Internet Camera, the bracket cavity is used to con-
nect the camera stand onto the Internet Camera.

Bottom Panel

Bracket Cavity

[
—



LEDS
LED stands for Light-Emitting Diode.

LAN/WLAN
LED

Power LED

Power LED
The Power LED is positioned on the right side of the Internet Camera lens. Steady blue
confirms that the Internet Camera is powered on.

Note:

The Power LED has 3 different settings to control the LED activity for monitoring purposes:
Normal / Off / Dummy. Please refer to the Internet Camera Configuration section for
detailed information and usage.

LAN/WLAN LED
The LAN/WLAN LED is positioned on the right side of the Internet Camera lens. Itis
located to the right of the Power LED.

Steady orange confirms a good connection to the LAN or WLAN.

Dependening on the data traffic, the LED will begin to flash to indicate that the Internet
Camera is receiving/transceiving from/to the LAN or WLAN network.



Hardware Installation

Attach Wireless Antenna

From the rear panel of the Internet Camera, screw
the 2 external antennas that came with the DCS-
1000W into the antenna connector.

Configure Network Communication

From the rear panel of the Internet Camera select the
desired network communication for the Internet Camera
from the Slide Switch. Position the Slide Switch to the
LAN, WLAN, or LAN/WLAN position, depending on your
network configuration.

Connect an Ethernet cable
Connect an Ethernet cable to the network cable
connector located on the Internet Camera’s rear
panel and attach it to your network.

Attach the external power supply

Attach the external power supply to the DC power input
connector located on the Internet Camera’s rear panel
labeled DC 5V and connect it to your local power supply.
Note: The blue Power LED indicator will illuminate to
indicate a proper connection to the power supply.

Connecting the Internet Camera to the
Camera Stand

The Internet Camera comes with a camera stand
with a swivel ball screw head that can be
attached to the Internet Camera bottom bracket
cavity. Attach the camera stand to the Internet
Camera and station it for your application. There
are three holes located in the base of the camera
stand allowing the Internet Camera to be
mounted on the ceiling or any wall securely.




Security

To ensure the highest security and prevent unauthorized usage of the Internet Camera,
the Administrator has the exclusive privilege to access the System Administration setting
to authorize privileges for all users. The Internet Camera supports multi-level password
protection/access to the Internet Camera that can be restricted to defined users who
have a User Name and User Password which is assigned by the Administrator.

The administrator can release a public user name and password so that when remote
users access the Internet Camera, they will be allowed to view the images transmitted
by the Internet Camera.

Note:

When the Internet Camera is used for the first time it is highly recommended that the
Administrator set the Admin ID and Admin Password to constrain user access to the
Internet Camera since the Default settings are Null String (no password). Once the ID
and Password are defined only the Administrator has the access to the management of
the Internet Camera. This procedure should be done as soon as possible since the
security features of the Internet Camera will not be enabled until the Admin ID and
Admin Password is defined.
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Using the Setup Wizard

To get up and running immediately with your new Internet Camera, follow the simple
steps below to run the Setup Wizard. Insert the D-Link DCS-1000W Driver CD into
your CD-ROM drive. When the autorun screen appears, click Install Wizard to begin
the installation.

Sy e el bl el
[d=01 L1 L e bt ]

T il oyl s T T e
L]

Click Next

it

- .
S
[T Ty w——

P R iz fh

Lyl L.

Click Yes E |
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Click Next e [ |

Click Finish

To run the Setup Wizard, click on
Start->Programs->DCS-1000 Series Setup

Wizard. et
L (%
L]
Your camera’s IP address will be displayed N |
here if it is valid.
=
Click Wizard
to begin =
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This screen appears if the default IP
Address of the camera (192.168.0.20) does
not correspond to your local area network
settings. To access your camera, your
camera’s IP address must correspond to
your network’s IP addressing scheme.

Click Yes

A

D DCS-1000 Series Camera X]

Your camera's P Address may be invalid.
Please change your camera's [P Address to
match your network settings, or you will be
unable to connect to the camera.

YWould you like to change the IP Address now?

By default, the Admin ID and Password are
blank. If you are running this Setup Wizard
for the first time, simply click OK to con-
tinue.

Click OK

=
o

A

X]

I DCS-1000 Series Camera

Enter Adrnin 1D

Enter Passwaord

(0] ‘ Cancel ‘

The IP Address of your camera must
correspond to your network settings for you
to access the camera. If you are unsure of
what these settings should be, please
check with your network administrator.

(hangs I ke
Poaddeas 132 1EROZN

Subeed Vet (P 0LD

oan

Click OK

You must change the Admin ID and Pass-
word immediately to protect your camera
against unauthorized access. By default,
the Admin ID and Password is blank. To
change the Admin ID and Password, select
both Change boxes and enter in a new
Admin ID and Password.

Click Next




Input the correct settings for your
camera into the IP Address and
Subnet Mask fields. If you are not
sure what these settings should be,
please contact your network adminis-
trator to determine the correct set-
tings.

Click Next

This screen allows you to set your
wireless settings. Select your Connec-

tion Mode: Infrastructure (Access Point), Wirsless Interface
802.11 Adhoc (Wireless), Adhoc Cornecton Mads © 0 Inkmincies
(Ethernet). The Network Name, Wireless ! :‘:h
Channel, and Encryption Keys MUST L T
match your wireless network settings. If sm o 5
you are unsure of these settings, please :—ﬂ:m - Sty
check with your network administrator. i s =
Click Next
If you need to make any changes, RS ﬁ
click Back to modify your camera P Addeos: FSEERETE
settings. Otherwise Click Restart to Suoel:  EESAE

save your settings.

Thee Setup Wizped Pas completed. Chok on Back o modiy
ywour sofings. Click Resdart o save your oement setipg
and Fetcal #a DCE- 1000 Sanes Camaa

Click Restart

When the main Setup Wizard screen
appears after clicking Restart, you are T
ready to view your camera’s images. .
Click Link to automatically launch
your web browser and view your
images.

Click Link
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Internet Camera Configuration

Web Configuration

After completing the Setup Wizard, you are ready to use your camera. The web
configuration utility is designed for advanced configuration of your Internet camera. If
you wish to apply advanced configuration settings for your Internet Camera, you can
do so through the web configuration interface.

From the Web Browser, enter the IP address that you assigned to the camera to
access the Welcome screen of the Internet Camera.

/3 D-Link Systems, Inc. - Microsoft Internet Explorer 10l x|
File Edit Yiew Faworites Tools  Help | .’,"
| A ) M . ) = »
e Back - =7 B \ﬂ @ | Search “:.A_( Favorites w Media {3
Address | htp:f/192.168.0.20 | Edc | Lnks >

D-Link

Building Networks For People

Note:

The PC’s IP address must correspond with the Internet Camera’s IP address in the
same segment (i.e. PC=192.168.0.5, Camera=192.168.0.20) for the two devices to
communicate. For instructions on how to do this, please access instructions for
installing any of the D-Link Broadband Gateway products from support.dlink.com/
products. The DI-713 or DI-714 are good products to use as an example as their

Quick Install Guides are the most up-to-date.

Main Menu Image

After the camera’s IP address is entered from the browser, the Internet Camera Home
screen will appear with a stillimage. There will be three options to choose from to set-up
and view your Internet Camera and they are as follows:

. View Image — ActiveX Mode

. View Image — Java Mode

= System Administration

15



D-Link Wireless Internet Cumera

o \iew Image - ActiveX Mode
o View Image - Java Mode

o System Administration

System Administration

Click on “System Administration” from the Home screen to access the settings required
for the Internet Camera.

There will be several options in the System menu bar to choose from to set
your Internet Camera and they are as follows:

=  System

" Image

= Users

. Date/Time
= Trigger

] Information
. Tools

16



System Administration — System
The System menu contains commands for settings that are required for inputting key
details to set-up the Internet Camera for operation.

Click on System in the system administration menu bar and the System screen will
appear as illustrated below:

Wireless Internet Camera

Users DateTime Trigger Infarmation Tools Home

Camera Hame §fasem)

Locaiion I

Rdmin Admin TD i i—
Admin Password |
Clonfirm Password

IP Assignment

& Manually Assign
TP Address Jimetmsnesn
SibnetMask  [e55zERZEED
Default Gateway -[o000

" Assign Automatically Using.

Service Name |
User ID :
FPassword :

DNSIP Address 1. [oooo

2 Joono
ULEE R Coincition Mode @ Ifrastrichars
 802.11 Adhoc
 Adhoe

Network Mame (F55.ID)

Wireless Channel 411 5

Enm_ypﬁ.ou WEP Key ; @ A3CT ¢ HEX
—

Confirm WEP Key

ST G Normal © OFF  Dummy

Loading Retivex From lf

Open Second Port (a7 R o b

1:Web Server - Default 80
0

-2 Transfer Image - Default 8481
0
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Camera Name:
This field is used for entering a descriptive name for the device. The default setting for

the Camera Name is CS-xxxxxx, where xxxxxx is the last six digit of the MAC Address.
The maximum length is 32 (Printable ASCII).

Location:
This field is used for entering a descriptive name for the location used by the Internet
Camera.

Admin:

This field is used for entering the Administrator ID along with the password to access
the System Administration settings. Be sure to enter the password twice to confirm
the details once in the Admin Password field and again in the Confirm Password field.

The default setting for Admin is blank (Null String) you need to key in the Admin ID with
a maximum length of 12 (Printable ASCII) characters and enter the Admin Password

with a maximum length of 8 (Printable ASCII) characters.

It is highly recommended to set the Admin ID and Admin Password as soon as possible
to ensure the highest possible security.

IP Assignment:

Access to the Internet Camera is gained by assigning a proper IP
Address. Please make sure to use a vacant IP address when you
assign the IP Address for the Internet Camera. This will prevent IP
address conflict.

\ J

There are two options to select from the IP Assignment either Manually Assign or
Assign Automatically Using.

Manually Assign

You can click “Manually Assign” and directly enter the IP address.

18



The default settings are as follows:
= Default IP — 192.168.0.20
= Subnet Mask —255.255.255.0
= Default Gateway — 0.0.0.0

Assign Automatically Using

Important
It is recommended that you do not use an Automatically Assigned IP address as it

may be difficult to determine the IP address of the unit after the IP address has been
asssigned. Itis recommended that an IP address be assigned manually.

If your network is using RARP, BOOTP or DHCP server you can click Assign
Automatically Using and click on RARP, BOOTP or DHCP. Under this setting the
Internet Camera will automatically assign an IP address from RARP, BOOTP or DHCP
server. Each time the Internet Camera starts up, be sure the RARP, BOOTP or DHCP
server is setup to assign a static IP to your Internet Camera.

If your application requires direct connection from an ADSL modem through the Internet
Camera’s RJ-45 LAN port and you also have an ISP PPPoE account, the cick on PPPoE
and enter the Service Name, User ID and Password into the respective fields.

The Internet Camera will get an IP address from the ISP each time it starts up.

DNS IP Address:

DNS (Domain Name System) server is an Internet service that translates domain names
(ie. www.dlink.com) into IP addresses (ie. 192.168.0.20). The DNS IP address can be
received from your ISP. Enter at least one DNS IP Address.

Wireless Interface:

Connection Mode:

Use the Connection Mode to determine the type of wireless communication for the
Internet Camera. There are three choices of Infrastructure mode, 802.11 Adhoc mode
and Adhoc mode. The default setting for the Connection Mode is Infrastructure.

Note:

Keep in mind that after setting the Wireless Interface make sure that the Slide Switch
on the rear panel is positioned to either LAN/WLAN or WLAN setting for the wireless
communication to take effect.

19



Network Name

This field is used to setup which wireless network (ESS-ID Extended Service Set ID)
DCS-1000W is to be connected for communication. The ESS-ID is a unique identifier
shared among all points in a wireless network environment.

The default Network Name is a blank space (NULL String); this default setting will let the
Internet Camera connect to any access point under the infrastructure network mode.

To connect the Internet Camera to a specific access point on the network make sure
that you set the ESS-ID of the Internet Camera to correspond with the access point’s
ESS-ID. Type any string up to 32 characters long (spaces, symbols, and punctuation
are not allowed) in the Network Name box.

To connect the Internet Camera to an Ad-hoc wireless workgroup make sure that you set
the same wireless channel and ESS-ID to match with the PC/Notebook wireless channel
and ESS-ID for direct wireless communication under the Ad-hoc wireless workgroup (ad-
hoc and 802.11 ad-hoc modes).

Note:

The Internet Camera supports two ad-hoc modes (802.11 ad-hoc mode and proprietary
ad-hoc mode). Which option of the ad-hoc mode required depends on which ad-hoc
mode is supported by your wireless card driver on the PC/Notebook. Some drivers
supports both modes, however, some drivers support only one of the modes. The names
of each ad-hoc mode may not be consistent between wireless card vendors, therefore
you may need to try each of the ad-hoc modes (802.11 mode or Adhoc Mode proprietary)
and select the mode that allows for wireless communication.

Wireless Channel

The pull down menu provides the wireless channel for communication. A“channel” is a
range of frequencies to be used in communication between the Internet Camera and
Access Point in infrastructure mode or the Internet Camera and PC/Notebook in Ad-hoc
mode. Select the appropriate channel from the list provided depending on the regulatory
region in which the unit is sold. The default setting is channel 11.

20



Encryption WEP Key

Wireless network communications are easily intercepted. WEP (Wired Equivalent
Privacy) is an encryption method specified by the IEEE 802.11b standard to make any
intercepted communications extremely difficult to interpret by unauthorized parties.

To enable WEP Encryption, first decide which WEP key format will be applied. Click on
ASCIl or HEX check box to select input format as ASCII format or HEX format, and then
input the WEP key. To Confirm the WEP key you must enter the data once again in the
Confirm WEP Key field.

ASCIl input format

ASCII format causes each character you type to be interpreted as an eight-bit value. All
unaccented upper- and lower-case Western European characters that can be input
through your keyboard’s typing zone are valid. To setup 64-bit WEP key, input 5 ASCII
characters, for example, ‘12345'’. To setup 128-bit WEP key, input 13 ASCII characters,
for example, ‘1234567890123’. These character counts result in bit counts of 40 and
104, respectively; the Internet Camera will automatically pad your input to a bit count of
64 or 128.

HEX input format

HEX format causes each pair of characters you type to be interpreted as an eight-bit
value in hexadecimal (base 16) notation. Only the digits O through 9 and the letters A
through F (in upper or lower case) are valid. To set up a 64-bit WEP key, input 10
numbers in HEX format, for example, ‘3132333435’, this is the same with the ASCII
input “12345’. To set up a 128-bit WEP key, input 26 numbers in HEX format, for example,
‘31323334353637383930313233, this is the same with the ASCII input “1234567890123".
These character counts result in bit counts of 40 and 104, respectively; the Internet
Camera will automatically pad your input to a bit count of 64 or 128.

On the Confirm WEP Key field, input the same characters input in the Encryption Code
field.

Make sure the Encryption Code is the same with the access point’s encryption code
that the Internet Camera is to be connected under Infrastructure mode. Your PC/
Notebook’s encryption code also needs to be setup the same with the Internet Camera’s
encryption code under either Infrastructure mode or Ad-hoc mode.
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The default setting for the Encryption Key is Disable. Therefore, to secure the wireless
transmission be sure to Enable the Encryption Key by entering the relevant data.

Note:

Be sure to carefully input the Encryption Code; input errors will cause the communication
link to fail.

LED Control:

The LED control allows you to set up the LED illumination as desired. This feature
provides the flexibility when surveillance activity is ON.

There are three options as follows:

" Normal
Power - LED indicator is steady ON.
LAN/WLAN - LED indicator is steady ON. When LAN/WLAN activity is
present the LED indicator will flash steadily.

n OFF
Power - LED indicator is OFF.
LAN/WLAN — LED indicator is OFF.

= Dummy
Power - LED indicator is steady ON.
LAN/WLAN - LED indicator is ON with random flashing.

The default setting for the LED control is Normal. When you have configured the LED
control the correct illumination will be applied after 1 minute.

Note:

This function is built-in to the LED indicators to add extra capabilities. The three options
allow the Administrator to configure and camouflage the illumination for the LED indicator
to falsify the monitoring status. In Normal Mode the LED indicator functions normally.
Under Off Mode the LED indicators are both off, however, it is still monitoring the activity.
In Dummy Mode the LED indicators operate in monitoring condition but monitoring activity
is off or on.

Loading ActiveX From:
This field is used to specify the location of Xplug Control (ActiveX) plug-in program. Enter
the information as required in .ocx format, for example:

http://www.<your company>.com/xplug.ocx where <your company> must be replaced
with your company’s DNS server.

Instructions for installing ActiveX from the driver CD is included in this manual. Please
refer to the Appendix.
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Open Second Port:

The Open Second Port option is used when multiple cameras are being installed on a
network OR if you wish to use a port other than the default port 80 and 8481 for image
viewing. If you are installing only one camera and wish to use the default ports, you do
not have to open a second port on your camera. If you are installing a camera behind a
router, you must also open a port on your router for remote viewing of your camera. For
detailed instructions on how to do this, please refer to the dlink.com. For each additional
camera that is installed, you must select the Open Second Port option and assign the
approriate Web server and Transfer Image Ports for each camera to enable remote viewing.

For example, for a multiple camera installation, you can open the second port for each
additional Internet Camera from port 81 to Port 85 as follows:

Internet Camera 1 —1IP 192.168.0.101, second web port 81
Internet Camera 2 —IP 192.168.0.102, second web port 82
Internet Camera 3 —IP 192.168.0.103, second web port 83
Internet Camera 4 —IP 192.168.0.104, second web port 84
Internet Camera 5—IP 192.168.0.105, second web port 85

The Transfer Image Port must also be assigned a port number for multiple camera
installation, beginning with port 8482:

Internet Camera 1—1P 192.168.0.101, second web port 8482
Internet Camera 2 —IP 192.168.0.102, second web port 8483
Internet Camera 3 —IP 192.168.0.103, second web port 8484
Internet Camera 4 — IP 192.168.0.104, second web port 8485
Internet Camera 5—IP 192.168.0.105, second web port 8486

Note: If you are installing multiple Internet Cameras and wish to use the default
192.168.0.20 address, remember to assign this address to the LAST camera that you
plan to install to avoid IP Address conflict.

IMPORTANT: You MUST also set up your router/gateway for Port Mapping--this will
enable remote viewing of your camera through the Internet. Please refer to your router’s
instruction manual on how to open up ports. Please also refer to dlink.com. For installing
multiple cameras, TWO ports per camera must be opened on your router, the web server
and image transfer port.

Save/Cancel:

After making sure all your settings are correct, click on the Save button to store the
settings. You can alternatively click on the Cancel icon to restore all settings to the
values last saved to or retrieved from the Internet Camera.
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System Administration - Image
The Image menu contains commands allows you to change your camera’s image settings.

Click on Image in the menu bar and the Image screen will appear:

-
D Llnk Wireless Internet Camera e 1000w,
System Image users DateTime Trigger Information Tools Home

AELLE I 16021200 3205240 € 6402430
G Y C VeryLow  CLow  © Medum O High € Very High
LELLLRl 1 5 ©7 €15 320 #Auto (FramesiSec)
Brightness Control ﬂli“m—ilﬂl
Contrast Control. MIRET| OV | el (R |
Hue Control ﬂli“m_ ilﬂ

Light Frequency IRty PR Cl 08 -3

Video Resolution:
Select the desired video resolution format: 160x120, 320x240 (default) or 640x480

Compression Rate:

Select the desired compression rate from very low to very high. Higher video compression
rates will generate more compact file sizes with less video quality, and lower video
compression will result in larger files with higher video quality. The default setting is
Medium.

Frame Rate:
Select the frame rate desired. Auto is the frame rate setting by default and provides the
best results.

Brightness Control:
Allows you to adjust the brightness level. The default setting is 64.

Contrast Control:
Allows you to adjust the contrast level. The default setting is 64.

Hue Control:
Allows you to adjust the hue level. The default setting is 64.

24



Light Frequency:

Adjust the light frequency to suit your area of operation. 50 Hz and 60 Hz variants are
available to accommodate the different light frequencies found in USA (60 Hz) and Europe
(50 Hz) to ensure optimal image quality.

Save/Cancel:

After making sure all your settings are correct, click on Save to store the settings. You
can alternatively click on Cancel to restore all settings to the values last saved to or
retrieved from the Internet Camera.

System Administration - Users

The User options menu contains commands to allow the system administrator to assign
users permission to monitor the Internet Camera from a remote site.

Click on Users in themenu bar and the Users screen will appear as illustrated below:

D‘Liﬂk Wireless Internet Camera

Eystem [ - (e ame Tringes [Sfoeyrestion Tgols LiLEy

bl Thoes Hane I A
[r—

et Pagsrmrord
I Cutpt Conbral © Yes *Ho

s e

Add User:
User Name:
Enter the user name in this field.

A maximum of 64 user names are allowed, however each user name must be different.
Each user name can be used as a group. For example, if the User Name is Guest and
the User Password is Guest anyone can access the Internet Camera using this
information. The maximum length for the User Name is 12 characters (Printable ASCII).

User Password:
Enter the user’s password you want to assign to the specific user-name. The maximum
password length is 8 characters (Printable ASCII).
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1/0 Output Control:
The Administrator has the authority to give users permission to control the /O Output by

selecting Yes or No.

To add a new user name, input the necessary information first and click on Add.
Delete User: Select the user you wish to delete from the pull down menu and click on

the delete icon.

Important Information
nce the administrator has added users for the Internet Camera, users will be require
o enter a login password to access the video image from the Internet Camera. Th
assword dialog box is illustrated below.
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System Administration — DateTime

The DateTime menu contains commands for setting the Internet Camera’s time and
date requirements to provide correct information to users who might be thousands of
miles away at a remote site. The two options in the DateTime menu bar are Synchronized
with Time Server or Set Manually
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Click on DateTime in the system administration menu bar and the DateTime screen
will appear as illustrated below:

D'Lll’lk Wireless Internet Camera

Disia & Thimne
r Zwnchrenmad with Time Secver

[P Addees 000
Frotopel @ HTP ¢ The
T Zene IE‘ Hiwrs

F Set Manually
Daie [HH0 fpr-mmead)
Tirre W [hhemm=s]

Sma | Cancal |

DateTime:
Select Synchronized with Time Server and the time will be based on the GMT setting.
The time will be synchronized every 10 minutes. This is also the default setting for the

Internet Camera.

IP Address:
Enter the IP Address of the Time Server in this field.

Protocol:
Two options for linking with the Time Server are available. The default setting is NTP.

TimeZone:
The System administrator must select the time zone for the region. Please refer to the

Appendix for the time zone selection table.
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To set the Time manually select Set Manually. The system administrator must then
enter the Date and Time in the respective field manually.

When you select Set Manually, each time the Internet Camera is powered off and on
you must re-enter the details once again.

Save/Cancel:

After making sure all settings are correct, click on the Apply icon to store the settings
in the Internet Camera. You can alternatively click on the Cancel icon to restore all
settings to the values last saved to or retrieved from the Internet Camera.

The NTP server web addresses listed below will set the time server.
http://www.eecis.udel.edu/~mills/ntp/clock1.htm
http://www.eecis.udel.edu/~mills/ntp/clock2.htm

System Administration — Trigger

The Trigger menu contains commands for the I/O Trigger connectors providing the physical
interface for 2 digital outputs and 2 digital inputs that are used for connecting a diversity
of external alarm devices to the Internet Camera such as IR-Sensor and alarm relay
devices.

Click on Trigger in the system administration menu bar and the Trigger screen will
appear as illustrated below:
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The default setting for the I/O Trigger functions is “disabled.” You must enable the I/O
Trigger first to enable the Triggers.

There are two options to select from the Trigger screen: 1/O Input 1 Trigger and /O
Input 2 Trigger.

/0 Input 1 Trigger:

Select “Send e-mail attached with image” and enter relevant information such as
the SMTP Server Address, Sender e-mail Address, Receiver e-mail Address, Sending
Interval and Sending Times.

¢ SMTP (Simple Mail Transfer Protocol) is a protocol for sending e-mail messages
between servers. You need to input the mail server address in this field.

¢ Sender e-mail is the person’s e-mail address that will be sending the e-mail.

¢ Receiver e-mail is the e-mail address of the person that will receive the e-
mail.

¢ Sending Interval is the period of time between each e-mail being sent to the
receiver. If the setting is at 10 seconds, a new e-mail will be sentin a 10 second
interval to the receiver.

¢ Sending Time is the number of times the e-mail will be sent to the receiver
before it terminates.

Select “Trigger I/0 Output” and enter the setting for the duration of the output device
for Output 1 time and Output 2 time in seconds.

/0 Input 2 Trigger:
Refer to “I/O Input 1 Trigger” information above.

Save/Cancel:

After making sure all your settings are correct, click on the Save icon to store the
settings for the Internet Camera. You can alternatively click on the Cancel icon to restore
all settings to the values last saved to or retrieved from the Internet Camera.

Warning
4 N

When connecting other devices through the I/O connectors, please make
sure the maximum current of 100mA is strictly observed. Failure to do so
might cause a loss of power and possibly cause serious damage to the
Internet Camera.

Please refer to the Appendix for detailed information regarding the I/O Connector.
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System Administration - Upload
The Upload menu contains commands for FTP server, time schedule and manual operation.
Click on Upload in the system administration menu bar and the Upload screen will

appear as illustrated below:

D‘Link Wireless Internet Camera

System Image Users DateTime Trigger Upload Information Tools Home

LS Moot Address - [61219.20 69 \

Fort Number (Default is 21)

User IMame ‘ﬂpftest

Password ;‘I------- ‘

Directory Path ;‘ ‘
Passive Mode . O Yes @Neo

Time Schedule .
[J Upload image to FTP server

® Always
© Schedule
Day OMon Tue OWed [Thu [OFn OSat [Sun

T Beod St 000 |G
Sip 120 Qe

Inage Frequency . & Frames/Second
O l:l Seconds/Frame
Base File Name : | ‘

File . @ Owerwrite
O Date/Time Suffizx

O Sequence Number Suffix TUp to IC'

Manual Operation

TUpload image to FTP server
Base File Name ‘asa |
File: O Overwrite
@ Date/Time Suffix
O Sequence Mumber Suffix Up to D

Save Cancel

There are three options to select from in the Upload screen: FTP Server, Time Schedule
and Manual Operation.

FTP Server:
There are 6 basic settings for your FTP server.

* Host Address: The IP Address of the target FTP server.

* Port Number: The standard port number for the FTP server is Port 21 and
is also the default setting. If the FTP server uses a specific port, please
confirm with your network admin.
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* User Name: Enter the user name in this field.
* Password: Enter the user password in this field to login the FTP server.

* Directory Path: Itis recommended to leave this field blank. By default,
the path will be the ftp root directory. Optional: Enter an existing folder
name in this field, and the images will be uploaded to the given folder.

* Passive Mode: This function depends on your FTP server. Please check
with your network admin if the FTP server uses passive mode. The default
setting is No.

Time Schedule:
Select Upload image to FTP server and enter the schedule, image frequency and
base file name.

Schedule: You can 1.) Choose Always to upload the images to FTP
server always, or 2.) Set the Schedule to manage the uploading task.
In the Schedule option, you can set the Day and Time Period option.

Image Frequency: There are two ways to set the image frequency: 1.)
Set Auto/1/2/3 frames per second, or 2.) Set the time in seconds for
every one frame.

* Base File Name: Enter the file name to identify your saved video images.

* File: Since several images are uploaded to the FTP server, you
can choose the filing rule, including Overwrite, Date/Time Suffix, and
also set up the Sequence Number.

Manual Operation: When you click on the image upload On button, it will start
to upload the image. This option also will use the same Base File Name and File
naming convention as above.

Save/Cancel:

After making sure all your settings are correct, click on Save to store the settings
for your Internet Camera. You can alternatively click on Cancel to restore all settings
to the values last saved to or retrieved from the Internet Camera.
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System Administration - Information

The Information menu displays information about your Internet Camera.
Click on Information in the system administration menu bar and the Information screen
will appear as illustrated below:

Wirelesr [mfernet Camera
0,30 (2001-11-22)

080 CEASEI CE

17216133 36

The Information table provides detailed information about your Internet Camera such as
the Model Name, Firmware Version, Mac Address, and IP Address.

System Administration - Tools

The Tools menu contains commands for restarting your Internet Camera.
Click on Tools in the menu bar and the Tools screen will appear as illustrated below:

D'Lll‘l Wireless Internet Cumerc

T wour renlly weank bo reet fhis dence? YES

Ul T veut se by woosk b Earbory et this deice? | ES

Reset:

The Reset command restarts the Internet Camera. With Reset, you can turn it off and
then on again, and your settings will be retained. The Reset panel contains the message
“Do you really want to reset this device?” and a YES button. If you do not want to reset
the Internet Camera, exit the panel without clicking YES, otherwise, click on the “YES”
icon and the reset process will initiate.

Warning
The Network settings must be reconfigured after a
Factory Reset!
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Completing Your Camera Configuration

Once the configuration is completed click on Home to return to the Home screen and
select the desired Viewing Image either using ActiveX Mode or Java Mode as described

in the next section.

The last step is to position the Internet Camera and adjust the focus, by manually
turning the lens clockwise or counter-clockwise to the desired image quality. Please
refer to the appendix for detailed information regarding Adjusting the Internet Camera

Focus and Replacing the Lens.

View Image — ActiveX Mode

To view video images from the browser, click on “View Image — ActiveX Mode” in the
Home screen, as illustrated below:

Test-da + Output 1 Trigger W [OFF]
Office « Output 2 Trigger [CFF]

2002-08-05 202845 - Image Upload (OFF] [oFF]

Camera Name - The Camera name will be displayed in the upper left hand corner of
your browser screen according to the information that is provided in the Web Configuration
setting under System.

Location- The location of the Internet Camera will be displayed in the upper left hand
corner of your browser screen according to the information that is provided in the

Location field in the Web Configuration settings under System.

Date/Time - The date/time of the Internet Camera will be displayed according to the
time server settings or from settings you have made manually.
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Note:

Please refer to the appendix for instructions on how to install ActiveX.
1. Install to the Web Server
2. Install to your Local PC

In ActiveX Mode, you are allowed two output trigger options and one image upload
option. Simply click on the desired selection “ON” or “OFF” to utilize the options for
each of the functions.

Note 1:

Output trigger will send a 5V signal to the device connected to the Internet Camera. A
maximum of two devices is permitted to connect to Internet Camera to utilize the output
trigger function. Please refer to appendix for detailed information.

Note 2:
The Administrator has the authority to allow users to set the output trigger functions,
through the System Administration-Users menu.

Note 3:
The Administrator has the authority set the image upload functions through the
System Administration-Trigger menu.

View Image — Java Mode

Click on View Image — Java Mode from the Home screen to access the video images
from the Internet Explorer or Netscape browser as illustrated below:

Test-da = Output 1 Trigger [CFF]
Office « Output 2 Trigger [CFF]
2002-08-05 20.29:08 « Image Upload [OFF]
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Camera Name - The Camera name will be displayed when the Camera Name field is
entered in the Web Configuration setting under System.

Location - The location of the Internet Camera will be displayed when the Location field
is entered in the Web Configuration settings under System.

Date/Time - The date/time of the Internet Camera will show the date and time which
comes either from the time server or from manual settings.

In Java Mode you are allowed two output trigger options and one image upload option.
Just click on the desired selection ON or OFF to utilize the options for each of the
functions.

Note 1:

Output trigger will send a 5V signal to the device connected to the Internet Camera. A
maximum of two devices is permitted to connect to the Internet Camera to utilize the
output trigger function. Please refer to appendix for detailed information.

Note 2:
The Administrator has the authority to allow users to set the output trigger functions
through the System Administration-Users menu.

Note 3:
The Administrator has the authority to access image upload functions through the System
Administration-Trigger menu.

IPView Application Installation

IPView software is included for administrators to manage multiple Internet cameras
remotely, enable motion detection, and configure advanced settings for the DCS-
1000W. IPView is a complete software management tool for the DCS-1000W and
includes all configurable settings available in the web configuration utility.

Installation

Insert the CD-ROM into the CD-ROM drive to initiate the auto-run program.
To install the IPView application click on Install IPView on the main screen to
activate the installation procedure for the application program.
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Once executed a prompt will appear requesting the input of the desired language selection.
Make the desired selection and click on OK to continue.

Chooze Setup Language E3 |

Select the language for this installation fram
i the choices below,

( aK D Cancel

The Welcome screen will appear. Click on the Next button to proceed with the
installation.

InstallShield Wizard

Welcome to the InstallShield Wizard for IPView

The InstallShisld® Wizard will ingtall IPView ok your
computer. To continue, click Mewt.
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The License Agreement prompt will appear as below. Read the details carefully and
click on the Yes icon to continue with the installation procedure.

A prompt will appear and in the Destination Location dialog box, you may click on Next
to accept the recommended destination location or click on Browse to select another
location. After specifying the desired destination location, click on Next to proceed
further.

| InstallShield Wizard

Choose Destination Location
Select folder where Setup will install files.
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The Select Program Folder prompt will appear providing information on where the IPView
application is located, click on Next to continue. If you wish to modify your settings,
click on Back to return to the previous screens.

Lgloci Program Foldar
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Please wait until one of the two dialog boxes appear, select “Yes, | want to restart my
computer now” and click on Finish to restart the computer to complete the installation
procedure.
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17l i) ‘izl T ompliots:
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After successfully installing the IPView, the application program for the Internet Camera
is automatically installed to \Programs\IPView Directory.

To start running the IPView click on windows Start > Menu > Programs > IPView
>IPView

Once IPView is executed a Login prompt will appear, you must enter the default User
Name: admin into the respective field and click on OK to log into the application.

IPView

Uzer Mame; 1|

Paszword: ]

Cancel
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Once logged in, the IPView application is executed and the IPView interface will appear
as follows in the default List View format:

File View Camera Tools Help

CaEE0HBERR &

Name IP Address MAC Address Location Local Time
&Test_l 192,1658.0.245 0003 1B 04 2500 cellvision_office  2002-7-26 183:23:30
&Test% 192,1658.0,244 00S0EBA 1B AS 44 PM 2002-7-26 18:23:30
&TESLS 192,165.0,243 0005 50 57 S0 67 PM Z002-7-26 18:25:30
&Test-‘ta 192.1658.0.242 0005 5057 50 BC 2002-7-26 18:23:39
&Test 5 192,1658.0,239 0003 1B 04 2501 PM 2002-7-26 18:23:42
&W\reless Intern... 61.219,203.93 0003 16 00 4F F7 Interner Z002-7-26 182542
&NEII_TEST 61.219.203.100 0003 1E 03 06 01 Taipei RD 2002-7-26 18:23:43
&CS-DUUUD‘? 210.22,135,194 0003 1B 00 00 04 2002-7-26 18:23:44
&CS-DUSZIS 192,165.0,238 0003 16 00 32 16 Z002-7-26 18:24:43
45 I td

F/26/2002 5:25 PM
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IPView - Getting Started

This section describes the operation of the IPView application User Interface with detailed
procedures for using the application.

IPView

IPView is responsible for the management, preview, configuration, and searching for
each camera.

It is designed with a user-friendly interface for ease of control and navigation as illustrated
below.

I W hw - [Pow Ceafipedalion]

File Wiew Camera Tools Help

L@ plHEHR &

Mame IP Address MAC Address Location Local Time
&Test_l 192.165.0.245 0003 16 04 25 00 cellvision_office  2002-7-26 18:23:30
&Test-2 192.168.0.244 0050 BA 16 A5 44 P 2002-7-26 18:23:30
&Testj 192,168.0,.243 000550 57 S0 B7 P 2002-7-26 18:23:36
&Test-% 192,168.0.242 00 0550 57 50 BC 2002-7-26 18:23:39
&Test 5 192,165.0.239 0003 16 04 2501 PM 2002-7-26 1812542
&Wireless Intern... 61.219.203.99 0003 1B 00 4F F7 Interner Z2002-7-26 18:23:42
&NEH_TEST 61.219.203.100 0003 16 03 06 01 Taipei RD 2002-7-26 18:23:143
&CS-DDDDD‘! 210.22,135,194 0003 16 00 00 04 2002-7-26 15:25:44
&CS-UUSZIS 192,168.0,238 0003 1B 0032 16 2002-7-26 18:24:43

List view format

742642002 E:25 PM
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How to Change the Password

Change Password

When IPView is used for the first time it is highly recommended for the administrator to
change the User Name and Password for security purposes. Once the User Name
and Password are defined, only the Administrator has access to the management of
IPView applications. This procedure should be done as soon as possible to prevent
unauthorized usage of the IPView application.

Once IPView is executed a Login prompt will appear, you must enter the default User
Name: admin into the respective field and click on OK to log into the application.

L= M ]

Pyt

| | Cawnoed |

To change the administrator User Name and Password select Tools > Options. The
Options dialog box will appear as illustrated below.

Azcourt || Gyt Conkgusion

Ly Hare: | st

Fasianst |
Cpram |
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Enter a User Name and enter the Password twice. Once all the new details are
entered click OK.

Make sure to save any changes you have made to keep the information updated.

Note:
Alternatively you can click the Options icon [..] as illustrated or use the hot key F10.

How to Change the IP Address

Change the IP Address

To change an IP Address for a camera select Camera > Add. An Add Camera dialog
box will appear as illustrated below.

ID Add Camera

1P Address: |

| LCancel Browsze... |

Click on Browse. The Browse Camera dialog box will appear with a blank screen as
illustrated below.

¥ Arzwer {amera

Fisare: s e [P daress

Feach [wod |
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Click Search. IPView will detect and search all the available cameras that are
installed on the local area network as depicted below:

[, |

EC- N} T 101353 ) 5 0 192, 15300 20
EC-A3XrH WA 22,130 12,158 4 245

I . |

Highlight the camera you wish to change and click Change IP. The Change IP Address
dialog box will appear as depicted below:

I Change IP Address E|

P Address: ||

Subnet Mask: |

Default Gateway: |

oK | Cancel

Enter the new IP Address, the Subnet Mask and the Default gateway into the respective
fields and click OK. IPView will automatically change the IP Address.

Make sure to save any changes you have made.
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How to Add a Camera

Add Camera

To add a new camera select Camera > Add from the IP View. An Add Camera dialog
box will appear as illustrated below.

| Lo | et |

Enter the IP Address of the camera in the specified field and click Add. If the IP Address
is entered incorrectly a dialog box will appear to notify you of the error.

Note: [If you want to add a camera through the Internet, you must key in a
physical IP Address.

If you are unsure of the IP Address of the camera you can click on Browse, the Browse
Camera dialog box will appear with a blank screen as illustrated below.

¥ Arawse Camera

Fasares i e [P ddeess

| gewh | [wed |
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Click on Search. IPView will detect and search all the available cameras that are
installed on the local area network as depicted below:

i I) Browse Camera

2.0 5495 55 132, 158 0 20
el bl 12,158 102495

EC- #3035 )
EC-430TW

[=R=1]
&

| _oems |[ ] ot |

Highlight the camera you wish to add and click on Add. The Add Camera dialog box
will appear once again with the IP Address entered. Click on Add. The camera will be
automatically added into the IPView list view format.

Alternatively, you can double-click on the camera you wish to add and the Add Camera
dialog box will appear once again with the IP Address entered. Click on Add, and the
camera will be automatically added into the IPView list view format.

D Add Camera

IP Address: |1 92.162.0.20

Add LCancel Browse... ‘
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If the Login Camera dialog box appears, make sure to enter the correct User Name
and Password. Click OK. The camera will be added into IPView, in list format. If the
User Name and Password are entered incorrectly, the camera will not be added into

IPView.

The Login Camera dialog box will appear only if your have already set the User Name
and Password during the Web Configuration setting.

If you forget to highlight the camera you wish to add, a dialog box will appear to notify
you of the error.

IPYiew

Fleaze select the camera you wanl.

Make sure to save any changes you have made.

Note 1:
You are only able to add one camera at a time.

Note 2:
Alternatively you can click the Add icon g2 as illustrated, or use the hot key
Shift+ins.
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How to Delete a Camera

Delete Camera

To delete a camera you must highlight the camera you wish to delete from IPView list
view format. From the menu bar select Camera > Delete. A Delete Camera dialog
box will appear. Click Yes to delete the camera, or click No if you do not wish to delete

the camera as illustrated below.

Delete Camera

Do you want to delete the camera?

Make sure to save any changes you have made.

Note:
Alternatively you can click the Delete icon & as illustrated or use the hot key Del.
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How to format the Camera view

View Camera

From the menu bar select View > 4 Cameras (other choices are available in 1 Camera,
9 Cameras and 16 Cameras viewing format). The viewing screen will appear with the
video image.

Note:
The icon on the upper left corner of the screen will appear with the camera number
that is being displayed

To return to the IPView list view format, right-click on the icon located on the upper left
corner of the screen and a case sensitive menu will appear. Select List and the viewing
image will return to the list view format.

Note 1:
A maximum of 16 cameras are available for viewing with the IPView application.

Note 2:
Alternatively you can click the 1 Camera icon | | as illustrated or use the hot key

Ctrl+F3. For4 Cameras (- , 9 Cameras i and 16 Cameras -] click the respective

icon or use the hot key as follows Ctri+F4, Ctrl+F5 and Ctrl+F6. To return to list view
format use the hot key Ctri+F1.
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Rotate Video

In View Mode format, click on the icon located on the upper left corner of the screen and
a pop-up menu will appear as shown below.

Once you click Rotate Right or Rotate Left in the menu, the video will rotate 90 degrees
to the right or left.

How to take a Snap-Shot with the Camera

Snap shot

To take a snap shot with the camera, you must highlight the camera you wish to use
from the list view format. From the menu bar select Camera > Snap shot. A Save
Image dialog box will appear for you to save the snap shot picture.
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Alternatively, select from the viewing mode either 1, 4, 9, or 16 cameras. Click on the
icon located on the upper left corner of the screen. A case sensitive menu will appear.
Select the Snap shot icon. A Save Image dialog box will appear for you to save the
snap shot picture.

Note:
You can also click the Snap shot icon (&}, as illustrated, or use the hot key, F5.

How to Start Recording

To start recording with a camera you must highlight the camera you want to use from the
list view format. From the menu bar select Camera > Start. According to the default
setting, an AVI file will appear in your IPView folder to save the recorded videos.

Alternatively, in the viewing mode (using either 1, 4, 9, 16 cameras), right-click on the
icon located on the upper left corner of the screen. A case sensitive menu will appear.
Select the Start icon. According to the default setting, an AVI file will appear in your
IPView folder to save the recorded videos.

Note :
Please stop recording before changing any camera settings.
Alternatively you can click the Start icon as illustrated or use the hot key "F7".

How to Stop Recording

To stop recording with a camera, you must highlight the camera you wish to stop from the
list view format. From the menu bar select Camera > Stop. The recording function will be
stopped.

The other alternative is to right-click the icon located on the upper left corner of the screen

under the viewing mode of either 1, 4, 9, 16 cameras; a pop-up menu will appear. Select
Stop. The recording task will be stopped.

Note :
Alternatively you can click the Stop icon as illustrated or use the hot key "F9".
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How to Adjust the Property Setting

To access the property menu, select Camera > Property from the main menu. A
dialog box will appear which allows for Web Configuration settings and upgrading firmware.
(Please refer to the appendix for detailed information.) The Camera Property dialog
box will appear. Select the desired options from the tab selections to configure the
camera as shown below.

General

Allows settings for the camera name, location and administrator information such as
administrator ID and password. Please refer to the Web Configuration section under
System Administration-System for further details.

tigger 2 l Information ] Tools ] Recording ]
| P Assignmentl DMS l l Misc lImagel User lDate,l'Time] Trigger 1 ]

Camera Name: |cs-5?21 22

Location: |

Adminiztrator

Admin |D: |

Adriin Paszwaord: |

Paszword Confirm: |

ak Cancel Apply
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IP Assignment
There are two options: Manually Assign or Assign Automatically Using. Please refer
to the Web Configuration section: System Administration-System for further details.

ID Camera Property [E|
Trigger 2 ] Information l Tools l Recording l
l DS l l Misc ]Image] User lDate,l'Timel Trigger 1 l
* Manually Azzign
IP Address: |132.168.0.20
Subnet Mask: |255.255.255.D
Default Gateway: |192.168.0.1
i Automatic Azzign
('“ l“'“
f'“ l“'“
Service Mame: |
Uszer |D: |
Pazaword: |
ak. LCancel Apply
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DNS

DNS (Domain Name System) server is an Internet service that translates domain names
into IP addresses. Enter at least one DNS IP Address. Please refer to the Web
Configuration section under System Administration-System for further details.

D Camera Property [z|
Trigger 2 l Informatian l Toaols l Recording l
General ] IP Assignment / ] Misc l Imagel Lser l Date/Time l Trigger 1 ]
DNS Server 1; 0000
DNS Server 2 |u.u.n.u
0K Cancel Apply
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Wireless

Allows settings for Connection mode, Network name, Wireless Channel and WEP

key. Please see the Web Configuration section under System Administration-System
for further details.

% Camera Property &l

Trigger 2 l Infarmation } l Tools l Recording l
General] IP Assignment l DMS i misc ] Image] User ] Date,l'Time] Trigger 1 ]

Connection Mode

{* |nfrastructure

" 80211 Adhoc

™ Adhoc
Metwork Mame [ESS-ID): ||:Iefault
Wirgless Channel: |11
"WEP Key
Format i+ ASCI " HEX
Encrvption WEP Kew |

Canfirm WEP Kew: |

ar. Cancel Apply
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Misc

Allows settings for LED Control, ActiveX control location, and second port. Please refer
to the Web Configuration section under System Administration-System for further
details.

¥ Camera Frageriy

Triggme 2 omn | =N Hacardng [
Gararsl | [P Asugrwart | DH3 | Mirc || ragn | usr | Dobairess | Trigge 1

LED Conipd
i Hearnal " OEF i Hararg

i, Lol Locakon

T~ Escand Pat
‘e Bearved. [Tilaul A1

]

Troareded bringes [11edwir 38317
]

Image

Provides the settings for the video image of the camera such as brightness, contrast,
hue, resolution, compression, frame rate, and light freq. Please refer to the Web
Configuration section under System Administration-Image for further details.

¥ Camern Bragerty

Triggms 2 ‘Infarasion Tadk Ascardng
ararsl | P Asggwant | DHY | | poee [rmen | usar | utbatrems | Trigeer1

Resihsion -z =
Fures Ao T |
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Users

Allows the system administrator to allow or deny user permission to monitor the camera
from a remote site. The admin can Add or Delete user. Please refer to the Web
Configuration Setting under System Administration-Users for more detailed information.

D Camera Property g|
Trigger 2 ] Information l Toals ] Recording ]
General l IP Assignment l DS ] ] Mise ] Image DakelTime ] Trigger 1 ]
Mame | 110 Control Add...
Delete
Ok Cancel Apply

To add a user click on the Add icon and the Add User dialog box will appear. Enter the
User Name and Password into the specific field. Select the 1/0 Output Control to give
users the privilege of accessing the I/O Output Control.

To delete a user, select the user and click on the Delete icon.
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Date/Time

Set the camera’s time and date to provide correct time information to users who might
be thousands of miles away in a remote site by selecting Synchronized with Time
Server or Set Manually. Please refer to the Web Configuration section under System
Administation-TimeDate for further details.
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Trigger 1

Contains commands for setting the Input/Output Trigger connectors providing the physical
interface for 1 digital output and 1 digital input that is used for connecting a diversity of
external alarm devices to the camera such as IR-Sensor and alarm relay. Please refer to

the Web Configuration section under System Administration — Trigger for further
details.
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Trigger 2

Contains commands for setting the Input/Output Trigger connectors that provide the
physical interface for 1 digital output and 1 digital input, used for connecting a diversity
of external alarm devices to the camera such as IR-Sensor and alarm relay. Please refer
to the Web Configuration section under System Administration — Trigger for further

details.

Information
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Displays information about the camera such as the model, firmware version, MAC address,
and IP address. Please refer to the Web Configuration section under System
Administration - Information for further details.
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Tools
Contains commands to reset the camera and update firmware. Please refer to the Web
Configuration section under System Administration - Tools for further details on reset.
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Upgrade Firmware

You can update the firmware using the IPView application. With IPView running, select
Camera > Properties and the Camera Property dialog box will appear. Select the
Tools tab and enter the full path of the firmware binary file name in the Update Firmware
field or you can click on the Browse button to select the file. Once the firmware file is
entered click on the Update button to proceed with the update process. Once completed,

click OK.

Warning
The download firmware procedure cannot be interrupted. If the
network connection is broken during the download procedure it
might possibly cause serious damage to the Internet Camera.
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Recording

The software will create a folder in the Recording File Path specified and record the
video images with the file name by date and time. Multiple file paths can be specified to
store your video images. The current path where recorded images are being stored is
designated as “Working”. Once this path has reached full capacity, the images will then
be stored in the next designated file path.

ID Camera Property A

zeneral | IFP Assignment | DS | | Misc | Image | User | Date Time | Trigger 1
Trigger 2 | Information | Tools
Recording File Path

Fathl “Working E:“Frogram Files\|F\iew

O Fathz E:\Documents and Settingz PR 15\Deskiop
O Fathz E:“Program Files\ Piew
O Pathd E:“Program Filesh PView

Recording File Options

= e |
‘+" By File Size: 30 = ME
" By Time: 20 i Min
Compression: !Normal j KE/Sec
Recording Options Recording Action hode
‘s Manual
(= FullTime
i~ Schedule Mode Advance Setting |

" Dynamic ™ Motion Active Mods Advance Setting

ok, LCancel | Apply

To change file paths, highlight the file path and double-click to select a new drive/directory
to store your video images. This screen will appear below. Click on Browse to select a
drive/directory, then click on OK to save your changes. Place a check mark next to your
new file path to enable the drive/directory for use.
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Recording File Options

You can adjust the maximum file size by clicking on By File Size from the Recording
File Options field. (The default size is 50MB.) If the recorded video files reach the file
size allocated, video images will be recorded into another file automatically. Click on By
Time in Recording Options if you wish to record to a file for a specified time period.
Once the time period specified is reached, video images will be recorded into a new file
automatically.

Recording Options

Selecting Full-Time will enable continuous recording of every single frame of your video
images. Selecting Dynamic will still enable continuous recording of frames, but not all of
your frames will be saved to your hard disk drive. This option will save space on your hard
drive.

Be sure to click Apply to save your settings, then click OK to exit this screen.
Note:

If you are using Windows Media Viewer to view your recorded videos, make sure that you
have the most up-to-date version in order to view the videos correctly.

Recording Action Mode-Schedule Mode
Allows customized settings to start recording specified by date or by week. Select
Schedule Mode, then click on Advanced Settings to access the schedule menu.
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You will see the following screen. Select By Date and enter in the dates, Stop, and
Start Times. The camera will start to record according to the specified date and time
period entered. Select By Week to indicate specific days to record and the time period.

I) Schedula Setting
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Recording Action Mode-MotionActive Mode

Select MotionActive Mode to set up motion detection for the camera. Click on Advanced
Setting to access the motion detection menu.
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This new screen will appear enabling you to set motion detection properties. To enable
motion detection, place a check mark in the box preceding Motion Detection. The
Sensitivity Level determines how sensitive your camera will be in detecting motion.
Click on Alarm Beep to enable audio notification once motion is detected. If you wish to
enable email notification once your camera has detected motion, select the send email
option and enter in the appropriate mail server address. Click on OK to exit this menu
and save your changes.
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Motion Detection (List View)

Once Motion Detection is enabled in the Recording Menu, in the list view for the camera,
a red circle preceeding the camera name indicates that the camera is recording if it has
detected motion. The Camera will continue to record for 10 seconds after it has stopped
detecting motion, then will stop recording. A new .AVI file will appear in your specified
recording folder each time the camera is triggered to record. In the Camera menu, a
check mark in front of Enable Motion indicates that the camera is set to detect motion.
You can manually disable motion detection by clicking on Stop and clicking on Enable
Motion, which will remove the check mark.
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To re-enable motion detection, simply click on Enable Motion and a check mark will
appear to indicate that the camera is now set to record when it detects motion.

r

D IPView - [New Configuration]

File Wiew Camera Tools Help

LDO@EUHHER SSEADRE [

Mame IP Address MaC Address Location Local Time Skatus
192,168,020 |ooossperea | [2002-1-1 0:55:10

& add... shift+Ins
& Delete el
Property. .. Fz

v Enable F3
@ Snap shot F5

Enable Mati

[®] start F7

Menu Bar

The menu bar provides easier access for users to navigate IPView with different selections
along with hot key capabilities as follows:

Menu Bar - File

File on the menu bar contains New, Open, Save, Save As and Exit for users to create
new files, open existing files, save files, and exit IPView as depicted below.

alz Help

HEp | eeasisl] |k
| MAC Address | Location | Lacal Time:
OD031B042500 Door 2O02-5-17 17:8:32

00316030601 CelbisionRD | 0-06 45449
000316042500 | PM | 2002-5-17 17:8:35
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Menu Bar — View

View on the menu bar provides users with management capabilities for Columns,
List, Camera and Refresh. You can view the Camera in 1 Camera, 4 Cameras, 9
Cameras, or 16 Cameras mode. The View menu bar is pictured below.

Columns

When Columns is launched, a dialog box will appear displaying the Column
Settings. Select the columns that you wish to appear in List View as illustrated
below.
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Viewing Format

You can view the format in List view. The List viewing format allows easy management
and control of each camera.
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List View

All the cameras and their properties, such as the camera name, IP address, user name,
and location, will be displayed in the list view.

) IPView - [New Configuration]

File View Camera Tools Help

LOEEOHEER & [l

Name IP Address MAC Address Location Local Time
&Test_l 192.168.0,245 0003 1B 04 2500 cellvision_office  2002-7-26 18:23:30
&Tﬁst-z 192.168.0. 244 00 50 BA 16 AS 44 Pr 2002-7-26 18:23:30
3Test_3 192.168.0.243 00 05 50 57 50 B7 PM 2002-7-26 18:23:36
3Test-4a 192,168.0,242 000550 57 50 BC 2002-7-20 18:23:39
&Test 5 192,168.0,239 000318042501 PM 2002-7-26 183:23:42
$W\reless Intern... 61.219,203.99 0003 1B 00 4F F7 Interner 2002-7-26 182342
gNelLTEST 61,219.203.100 000318030601 Taipei RD 2002-7-26 18123143
3(:5-000004 210.22.135.194 0003 16 00 00 04 2002-7-26 13123144
3CS-DD3216 192.168.0,235 0003 160032 16 2002-7-26 18:24:43
< b3

T/26/2002 E:25 PM

Note:

Right click on any camera to bring up a context sensitive menu of actions you can apply
to the selected camera.

Double-clicking on the desired camera will bring up the Property dialog box.

You can click the Refresh icon to update the camera list view.
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Menu Bar - Camera

Camera on the menu bar provides options to manage the camera. Add up to
16 additional Cameras for viewing. The Camera menu also allows you to Delete
a camera, manage the Property, Enable real timevideo capture, take a Snap
shot image, and Enable Motion for Motion Detection. The menu bar is
illustrated below:
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Enable Function

By default the video image is enabled. There will be a check next to the Enable
command to show that the Enable function is working. To disable the real-time
image select Camera > Enable and the real-time video image will stop and
shutdown.

Menu Bar - Tools
Tools on the menu bar allows you to change account information and system
configuration. From the menu bar, select Tools> Options.

I} F¥ies - fHes Configuresies]
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Account
The account menu is for administrators to change user name and password.

Arcpurd | Coctar Corbga alian
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System Configuration

This menu allows you to set overwrite options to overwrite old recorded files with new
recorded files. Check the Load Last Configuration When Program Starts to load all
your configured settings each time you run IPView. It is highly recommended that
you select this option to save your camera settings in IPView.

Arpounl  Tesiem Conbgpasiion

I LossdLaxi Confipaston e Progren S

gl HOD Rereaed Space |00 W

i Reopols

i B HOD H.I:unl_lliipul'

= B Tie [T | - Dd0Hzss |
|
T I

i

69



In order to allow old video files to be overwritten and replaced by new recorded files, place
a check mark in the Recycle Box. By clicking on By HDD Reserved Space, new files
will overwrite old files once the disk drive reaches the specified drive space in the Single
HDD Reserved Space field. You can reserve 500MB to 5GB HDD for the program.
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Click on By Time (Time: 1-240 Hours) to overwrite old files with new files once the time
frame that you specify has been reached.
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Menu Bar - Help

Under Help on the menu bar you can choose Contents or About to learn more about
the camera.
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IPView Icon Description

4 Open a new file. The hot key is Ctri+N.

aﬁ Open an existing file. The hot key is Ctrl+O.
|E] Save afile. The hot key is Ctrl+S.

[ Listview format. The hot key is Ctrl+F1.

|___j 1 Camera view format. The hot key is Ctrl+F3.

il 4 Camera view format. The hot key is Ctrl+F4.

HH 9 Camera view format. The hot key is Ctrl+F5.

] 16 Camera view format. The hot key is Ctrl+F6.

%] Refresh IPView application. The hot key is F12.

&> Add a camera. The hot key is Shift+Ins.

& Delete a camera. The hot key is Del.

5= Property setting to configure the camera. The hot key is F2.

2] Snap shot to capture a single still image. The hot key is F5.

[2] Start recording video image. Alternatively the hot key is F7.
[@] Stop recording video image. Alternatively the hot key is F9.

|.»] Options to modify the User Name and Password for IPView.
The hot key is F10.
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Context Sensitive Menu

In List View format, highlight a camera and right-click to bring up a context sensitive
menu for features such as Add, Delete, Property, Enable, and Snap shot, Enable
Motion, and Start/Stop recordings.

I} IPView - [Mow Cendiperaifon]
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In View mode format click on the icon located on the upper left corner of the screen and
a case sensitive menu will appear as illustrated below.

These features will be available: Enable, Rotate Right, Rotate Left, Snap Shot, Enable
Motion, Start, List, 1 Camera, 4 Cameras, 9 Cameras, 16 Cameras, Previous
Page and Next Page.
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Uninstall IPView Application

Click on windows Start Menu / Programs / IPView / Uninstall IPView. A new
prompt screen will be displayed like the one below confirming the removal.

InstaliShield Wizard
Setup Type

Choose the setup type that best suits your needs.

# Uninstall

" Reinstall

< Back Next > | Cancel |

Choose the option that you want and click Next to continue the process or click on
Cancel to reject the uninstall process.

After you click on Next, a Confirm Uninstall dialog box will appear. Click OK to
continue the process.

Confirm Uninstall

Do ol wank to complekely remove the selected application and all of its components?

| Ik | Cancel
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The InstallShield Wizard prompt will appear. Click Finish to complete the uninstallation
procedure.

InstallShield Wizard

. InstallShield Wizard Complete

The InstallShield Wizard has successfully installed IPView.
Before you can use the program, you must restart your
computer.

# Yes, | want to restart my computer now.
" No, | will restart my computer later.

Remove any disks from their drives, and then click Finish to
complete setup.

< Back Finish Cancel
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Using the Internet Camera as a
Security System

l D-Link's IP Camera System is one of the most cost

effective security solutions today. Both the DCS-1000
Wired model and DCS-1000W Wired/Wireless model
have input/output controls for interfacing with security
systems.

On the back of the Camera you will find an 8-position
connector. This connector has 2 input triggers for
security sensors and 2 output triggers for security
alarms.

_ Security sensors for input are available as Passive (low-
PP FINALIST current/low voltage) sensors or Active (powered)
Sensors.

Because of power limitations of the DCS cameras and its compatibility with Power over
Ethernet standards, the sensor power requirement must be obeyed for proper operation.
We have listed Passive and Active components that will interface with the DCS family of
Cameras. Passive components must not exceed 5V 100mA. Active components must
be self-powered by an external power source.

As an example for a typical installation is shown below: a D-Link DCS-1000 was purchased
from www.dlinkshop.com, the security equipment was purchased from
www.smarthome.com, and some cable accessories purchased from a local hardware
store.

Materials
® DCS-1000/W
2 Ethernet Cables & Ethernet Switch/Internet Router
An Ethernet based PC to configure system
Internet Name Server and E-Mail Server to send capture information
10FT. 24Gauge
1 light current power distribution block for 12V power
30W Weatherproof Siren
High Sensitivity DPDT relay (allows 5V camera to turn on 12V siren)
Mini-Magnetic Contact Switch (commonly used for doors or windows)

PIR Motion Detector

You will need some simple tools like wire cutters/strippers and an appropriate screwdriver
for mounting the distribution block setup.

Everything less the camera costs about $97 US Dollars including shipping.
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Basic Hardware Set-up Diagram

The diagram below shows the hardware configuration for 1 Active Sensor (PIR Motion
Sensor), 1 Passive Sensor (Magnetic Switch), and 1 output (For Relay) for a siren.

Rear Pansl o 30W 12V Siren

------ \ dn . . . Porwer
Con — [ Camera's
/ 1/0 Connector =

To 5V DC adapter —\

To Ethernet / =

uuuuuuuuuu

|
SEEESS
T e —

NEC. 12V TAMP

12V Power Relay

Magnetic
Switch

.....

ol
T O O,

I!—|"1

rEmlu |I]

PIR Motion Detector 12v DC
Power Supply

To 120V AC Outlet

Passive Component Notes
Only simple magnetic or contact switches can be used for passive components. This
limitation is because the camera only supplies 5V and less then 100mA current to those

circuits. Distance for passive components is limited by a viewable camera range of about
25 Ftusing 26GA wire.

Active Component Notes

A separate power supply is needed for these devices. In order to choose the proper power
supply, remember that the total current draw by all the components cannot exceed the
Max current supplied by the power supply.

Example

Our PIR Motion Detector =17 mA =.017A
Our Relay = 60 mA = .06A

Siren = 200mA = .20A

Total : .277A

Purchase a 12V DC 1.2A Max power adapter to cover all active sensors and the siren.
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Camera Configuration

Follow the instructions for setting up the camera for either wired/wireless. If this is a
home and the camera is behind an Internet router, additional set-up notes for your router
can be found on www.dlink.com.

Once logged into the camera, on the main menu, click/select Trigger and the following

screen will appear.
m Wireless Internet ﬁmm@lm

e | e

These fields control Input Trigger 1 and Trigger 2. Each Input trigger can trigger either or
both Output triggers.

SMTP Server Address: Name or IP address of a Mail Server that the camera can use to
send images by e-mail

Sender E-Mail: Name of the Camera who sent the mail

Receiver E-Mail: Name of the person to receive the pictures when the sensors are
activated

Sending Interval: The time between additional sequences of pictures are taken when
the sensors are activated

Sending Times: The number of times the camera takes additional sequences of pictures
based on Sending Interval.

Trigger I/O: Enable Output trigger for the specified input trigger

Output # Time: How long the output trigger is activated if the sensor is activated. (ie.
How long should the siren ring?)

INPUT TRIGGER RESPONSE NOTES

The camera will take a sequence of pictures and the output trigger is activated when the
sensor is triggered . Example: The magnetic switch is opened, a sequence is sent and
siren goes off. The switch is then closed, an additional sequence is sent and the alarm
goes off. The camera is designed this way so if there is an intrusion, the intrusion is
detected if the intruder simply opens and closes the door.
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Additional Component Listing for use with the Internet
Camera

All components listed below can be found at www.smarthome.com

Passive Components

Glass Break Sensor PN: 5150w - Sentrol Inc. Any contact switch or pressure switch not
exceeding 100mW current draw.

Examples at http://www.smarthome.com/seccontacts.htmi

Active Components

Coral Plus Temperature Compensated PIR Detector - Visonic Ltd.Duet Dual Microwave/
IR Motion Detector - Visonic Ltd.Bravo 6 Dual PIR Detector - DSC Security Products.
Any active security sensor that uses external power and a separate normally closed N/C
circuit for detection. Examples at http://www.smarthome.com/secpirmotion.html

Power and Relay Components
ELK Products Inc. ELK-924 Single 12V to 120V relay switch. DVE Power Supply 12V
1.2A. More can be found at http://www.smarthome.com/powersupply.html

Alarm Components

Universal SS30 30W 80hm SirenMore visual and audible alarms can be found at
http://www.smarthome.com
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Appendix

Frequently Asked Questions
Internet Camera Features

Q: What is an Internet Camera?

A:The Internet Camera is a standalone system connecting directly to an Ethernet or
Fast Ethernet network and supported by the wireless transmission based on the IEEE
802.11b standard. It is different from the conventional PC Camera, the Internet Camera
is an all-in-one system with built-in CPU and web-based solutions providing a low cost
solution that can transmit high quality video images for monitoring. The Internet Camera
can be managed remotely, accessed and controlled from any PC/Notebook over the
Intranet or Internet via a web browser.

Q: What is the maximum number of users that can be allowed to access DCS-
1000W simultaneously?

A: Maximum number of users that can log onto the Internet Camera at the same time is
64. Please keep in mind the overall performance of the transmission speed will slow
down when many users are logged on.

Q: What algorithm is used to compress the digital image?

A: The Internet Camera utilizes JPEG image compression technology providing high
quality images. JPEG is a standard forimage compression and can be applied to various
web browser and application software without the need to install extra software.

Q: Can | change the wireless antenna attached to the Internet Camera?

A: The wireless antenna can be changed for a variety of reasons such as extending the
wireless transmission range, however, please consult authorized distributors before
attempting as the connectors must be SMA connector type.

Q: Can | capture still images from the Internet Camera?

A: Yes you are able to capture still images with the snapshot function from the IPView
application supplied with the Internet Camera CD-ROM. You may also use the first
page that shows up with you type in the IP address of the camera. When viewing this
page, press the “refresh” button on your web browser to update the image. Please
refer to the User’s Guide for detailed information.
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Q: What is the wireless transmission range for the Internet Camera?

A: Generally the wireless distance can go up to 100 meters indoors and up to 300
meters outdoors. The range is limited by the number of walls, ceilings, or other objects
that the wireless signals must pass through. Typical ranges vary depends on the types
of materials and background Radio Frequency (RF) noise in your home or business and
the configuration setting of your network environment.

Internet Camera Installation

Q: Can the Internet Camera be used outdoors?
A: The Internet Camera is not weatherproof. It needs to be equipped with a weatherproof
case to be used outdoors and it is not recommended.

Q: What network cabling is required for the Internet Camera?
A: The Internet Camera uses Category 5 UTP cable allowing 10 Base-T and 100 Base-
T networking.

Q: Can the Internet Camera be setup as a PC-cam on the computer?

A: No, the Internet Camera is used only on Ethernet and Fast Ethernet network and
supported by wireless transmission. The D-Link DSB-C110, DSB-C310 can be used as
a PC Camera (Webcam).

Q: Can the Internet Camera be connected on the network if it consists of only
private IP addresses?
A: The Internet Camera can be connected to a LAN with private IP addresses.

Q: Can the Internet Camera be installed and work if a firewall exists on the
network?

A: If a firewall exists on the network, port 80 is open for ordinary data communication.
However, since Internet Camera transmits image data, the default port 8481 is also
required. Therefore, it is necessary to open port 8481 of the network for remote users to
access the Internet Camera.

Troubleshooting

Q: | cannot access the Internet Camera from a web browser
A1: The possible cause might be the IP Address for the Internet Camera is already being
used by another device. To correct the possible problem, you
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need to first disconnect the Internet Camera from the network. Then run the PING utility
(follow the instructions in Appendix B - PING Your IP Address.)

A2: Another possible reason is the IP Address is located on a different subnet. To fix the
problem, run the PING utility (follow the instructions in Appendix B - PING Your IP
Address). If the utility returns “no response” or similar, the finding is probably correct,
then you should proceed as follows:

In Windows 98SE, 2000, check that the IP Address of the Internet Camera is within the

same subnet as your workstation.

= Click Start, Setting, Control Panel, and the Network icon.

. Select TCP/IP from the Network dialog box and from the TCP/IP Properties
dialog box click on Specify an IP address.

. If the Internet Camera is situated on a different subnet than your workstation, you
will not be able to set the IP address from this workstation. To verify make sure the
first 3 sections of the IP address of the Internet Camera corresponds to the first 3
sections of the workstation. Therefore the IP address of the Internet Camera must
be set from a workstation on the same subnet.

A3: Other possible problems might be due to the network cable. Try replacing your
network cable. Test the network interface of the product by connecting a local computer
to the unit, utilizing a standard Crossover (hub to hub) Cable. If the problem is not solved
the Internet Camera might be faulty.

Q: Why does the Power LED not light up constantly?

A: The power supply used might be at fault. Confirm that you are using the provided
power supply, which is DC 5V, for the Internet Camera and verify that the power supply
is well connected.

Q: Why does the LAN/WLAN LED not light up properly?

A1: There might be a problem with the network cable. To confirm that the cables are
working, PING the address of a know device on the network. If the cabling is OK and
your network is reachable, you should receive a reply similar to the following (...bytes =
32 time = 2 ms).

A2: The network device utilized by the Internet Camera is not functioning properly, such
as hubs or switches. Confirm the power for the devices are well connected and functioning

properly.
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A3: The wireless connection might be at fault. In ad-hoc mode make sure the Internet
Camera wireless channel and ESS-ID is set to match the PC/Notebook wireless channel
and ESS-ID for direct communication. Since The Internet Camera ad-hoc mode supports
two modes (802.11 ad-hoc mode and proprietary ad-hoc mode), make sure that you are
using the same mode on each device. If they are not the same, the camera will not be
accessible.

Under infrastructure mode make sure the ESS-ID on the PC/Notebook and the Internet
Camera must match with the Access Point’s ESS-ID.

Q: Why does the Internet Camera work locally but not externally?

A1: Might be caused from the firewall protection. Check the Internet firewall with your
system administrator. The firewall may need to have some settings changed in order for
the Internet Camera to be accessible outside your local LAN.

A2: Make sure that the Internet Camera isn’t conflicting with any web server you may
have running on your network.

A3: The default router setting might be a possible reason. Check that the configuration
of the router settings allow the Internet Camera to be accessed outside your local LAN.

Q: Why does a series of broad vertical white line appear through out the image?
A: It could be that the CMOS sensor has become overloaded when it has been exposed
to bright lights such as direct exposure to sunlight or halogen lights. Reposition the
Internet Camera into a more shaded area immediately as prolonged exposure to bright
lights will damage the CMOS sensor.

Q: The focus on the Internet Camera is bad, how can | correct it?
A1: Adjust the Internet Camera focus manually as described in “Adjusting the Internet
Camera Focus” in the Appendix section of this manual.

A2: If you have previously changed the supplied CS-type lens, you may have
unintentionally installed a C-type lens without fitting the adaptor first.

Q: Noisy images occur. How can | solve the problem?

A1: The video images might be noisy if the Internet Camera is used in a very low light
environment. To solve this issue you need more lighting.
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A2: There might be wireless transmission interference. Make sure there are no other
wireless devices on the network that will affect the wireless transmission.

Q: The images is of poor quality, how can | improve the image quality?

A1: Make sure that your computers display properties are set to at least 15-bit color.
Using 16 or 256 colors on your computer will produce dithering artifacts in the image,
making the image look as if it has bad quality.

A2: The configuration on the Internet Camera image display is incorrect. Through the
Web Configuration Image section of the web management you need to adjust the image
related parameter for improve images such as brightness, contrast, hue and light
frequency. Please refer to the Web Configuration section for detail information.

Q: There are no images available through the web browser?

A1: The ActiveX might be disabled. If you are viewing the images from Internet Explorer
make sure ActiveX has been enabled in the Internet Options menu. Alternatively, you
can use the Java Applet for viewing the required images.

A2: If you are using Windows XP, please make sure that you have downloaded Java and
installed it properly.

A3: Make sure that your web browser supports Java. If you are using Internet Explorer or
Netscape Navigator with a version number of lower than 4, then you will need to upgrade
your web browser software in order to view the streaming video transmitted by the Internet
Camera.

How to PING Your IP Address

The PING (Packet Internet Groper) command can determine whether a specific IP address
is accessible by sending a packet to the specific address and waiting for a reply. It can
also provide a very useful tool to confirm if the IP address conflicts with Internet Camera
over the network.

Follow the step-by-step procedure below to utilize the PING command but first you
must disconnect Internet Camera from the network.
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Start a DOS window.
Type ping x.x.x.X, where x.x.x.x is the IP address of the Internet Camera.

The replies, as illustrated below, will provide an explanation to the problems.

/0 Connector

1/0 Connector Definition for the Internet Camera
An 8-pole connector is provided for auxiliary I/O connections to the Internet Camera.
The 1/O connector provides the physical interface for 2 digital outputs and 2 digital inputs

that are used for connecting a diversity of external alarm devices to the Internet Camera
such as IR-Sensor and alarm relay.

The digital input is used for connecting external alarm devices and once triggered images
will be taken and e-mailed.

The supported transistor output can give a maximum of DC 5V to the externally connected
alarm devices and once triggered the current will activate the devices.

(" In11 . A
In 12 In 11 & In 12 is a pair for digital input. It works at voltage 5V.
In21 . . C
In 22 In 21 & In 22 is a pair for digital input. It works at voltage 5V.
Out1 - Out 1+ & Out 1- is a pair for digital output. The output voltage is 5V
Out1 + and the maximum currentis 100mA.
Out 2 - Out 2+ & Out 2 - is a pair for digital output. The output voltage is 5V
Out 2 + and the maximum current is 100mA.

. J
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/0 Schematic Diagram
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Warning

1. When connecting a device to the Input connector, the device must be a passive
component without voltage and electrical current.

2. When connecting other devices through the Output connector, please make
sure the maximum current of DC 5V, 100mA is strictly observed.

3. Any failure of the above two points might cause serious damage to the camera.

\ J

Note:
Through the Web Configuration in the Trigger section, you must first enable the trigger
function. Please refer to the Web Configuration section for detailed information.
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Time Zone Table

GMT stands for Greenwich Mean Time, which is the global time that all time zones
are measured from.

[i3MT-12:00) Inkernational Dake Line Wesk
[EMT-11:00% Midway Island, Samoa

(EMT-10:00) Hawaii

FEMT-09:007 Alaska

[EMT-05:00) Pacific Time (US & Canada); Tijuana
(EMT-07:00) Arizona

[EMT-07:00) Chihuahua, La Paz, Mazatlan
(EMT-07:00% Mountain Time ()3 & Canada)
[EMT-06:00) Central America

[EMT-06:00% Central Time (U5 & Canada)
(EMT-06:00) Guadalajara, Mexico Citv, Monkerrey
[EMT-06:00) Saskatchewan

[EMT-05:00) Bogaoka, Lima, Quito

(EMT-05:00) Eastern Time (U5 & Canada)
(EMT-05:00) Indiana (Eask)

(EMT-04: 000 Atlantic Time {Canada)

[GMT-04:00) Caracas, La Paz

[iEMT-04:00) Santiago

(EMT-03:30) Mewfoundland

[iEMT-03:007 Brasilia

[EMT-03:00) Buenos Aires, Georgetown
(EMT-03:00) Greenland

[iEMT-02: 000 Mid-Aklankic

(EMT-01:00) Azores

[EMT-01:00) Cape Verde Is.

[3MT) Casablanca, Monrovia

(EMT) Greenwich Mean Time ; Dublin, Edinburgh, Lisbon, London
[EMT+01:00) Amsterdam, Berlin, Bern, Rome, Skockhaolm, Yienna
[3MT+01:00) Belgrade, Bratislava, Budapest, Ljubljana, Prague
(aMT+01:00) Brussels, Copenhagen, Madrid, Paris
[EMT+01:00) Sarajewo, Skopje, Warsaw, Zagreb
(EMT+01:00) West Central Africa

[EMT+02:00) Athens, Iskanbul, Minsk
[EMT+02:00) Bucharest

(EMT+02:00) Cairo

[EMT+02:00) Harare, Pretoria

[EMT+02:00) Helsinki, Kyiv, Riga, Sofia, Tallinn, Yinius
(EMT+02:00) Jerusalemn

(EMT+03:00) Baghdad

(EMT+03:00) Kuwait, Rivadh

[EMT+03:00) Mascow, Sk, Pekersburg, Valgograd
[GEMT+03:00) MNairohi
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(GEMT4+03:30) Tehran

(GEMT+04:00) Abu Dhabi, Muscat
(GEMT+04;00) Baku, Thilisi, Yerewvan
{EMT+04:300 K abul

(GMT+05:00) Ekaterinburg

(GMT+05:00) Islamabad, Karachi, Tashkent
(GEMT+05:30) Chennai, Kaolkata, Mumbai, Mew Delhi
(GEMT+05;45) Kathmandu

(GEMT4+06:00) Almaty, Movosibirsk
(GEMT+06:00) Astana, Dhaka

(GEMT+06;00) Sri Jayvawardenepura
(GMT+06:30) Fangoon

(GMT+07;00) Banagkok, Hanoi, Jakarta
(GEMT4+07:00) Krasnowvarsk.

(GEMT+05:00) Beijing, Chongaging, Hong Kong, Urumgi
(GEMT+08;00) Irkutsk, Ulaan Bataar
(GEMT+05:00) Kuala Lumpur, Singapore
{EMT+08:00) Perth

(GMT+03:00) Taipei

(GMT+09:00) Dsaka, Sappaora, Tokyo
(GEMT+09:00) Seoul

{GEMT-H09:00) ¥ akutsk

(GEMT+09:30) Adelaide

(GEMT+09:30) Darvin

(GMT+10:00) Brishane

(GMT+10:00) Canberra, Melbourne, Sydney
(GEMT+10:00) Guam, Port Moresbey
(GEMT+10:00) Hobart

(GEMT+10;00) Yladivostok,

(GMT+11:00) Magadan, Solormaon Is., Mew Caledonia
(GMT+12:00) Auckland, Welington
(GMT+12:00) Fiji, Kamchatka, Marshall Is,
(GEMT+13:00) Muky'alafa
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Xplug Control Installation
Installation to a Web Server

Important Information
Itis highly recommended to install the Xplug Control application to the Web Server
for IE 5.0. It must be installed to a Public Domain with a Fixed IP address.

1. Installation:
Copy the “xplug.ocx” file to any Web Server table. Note the web address of the
file location so that you can use it in the next step.

2. Configuration:
From the Web Configuration menu select “System” and under the “Loading
ActiveX From” input web server location
(http://www.web server location.com/).

Once the settings are completed you should now be able to access the Internet Camera
from the web browser by selecting ActiveX mode.

Note:

Set your browser security level to “Low” so that your browser will allow ActiveX control of
the camera.
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Installation to a Local PC

Insert the CD-ROM into the CD-ROM drive to initiate the auto-run program. Once
completed a menu screen will appear as follows:

| O-Link DOS-1000W x|

D-Link [Saaitehmpis i . |

2.4 GHz Wireless
Internet Camera

To install Xplug Control click on the “Xplug Control” button to activate the installation
procedure for the plug-in program.

Once executed a prompt will appear requesting the input of the desired language selection.
Make the desired selection and click on “OK” to continue.

Chooze Setup Language ]

Select the language for this installation from
L the choices below,

|
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The Welcome screen will appear. Click Next to proceed with the installation.

InstallShield Wizard

Welcome to the InstallShield Wizard for Xplug
Control

The InstallShield® Wizard will install ¥plug Control on your
computer. To continue, click Next.

C Hath

Cancel |

The License Agreement prompt will appear as below. Read the details carefully and
click Yes to continue with the installation procedure.

InstallShield Wizard
License Agreement

Flease read the following license agreement carefully,

Press the PAGE DEWN key tosee the rest of the agtesment.

[o-Link DES-1000% ﬂ
End User License Agreement

HOTICE TO USER: THIS IS & CONTRACT. BY INSTALLING, DOWNLOADING OR

USING THIS SOFTWARE, YOU ACCEPT THE TERMS AND CONDITIONS DF THIS
LICENSE AGREEMENT.

1. Intellectusl Property Rights:
This ¥plug Control fthe: ‘software] i copyrighted and is propristan product of
Systemns, Inc. The software is also protected by United States Copyright Las

Dayol accept allthe tems of th

eceding License Aareemenit? If you choose No, the
-$i§tuu will clnse Tn mtaﬂ >¢nlug._

nitol, yiou must accept this agresment,

[Pt el

< Back Yes Ho
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Click Finish to complete Setup of the Xplug Control Utility program for the Internet
Camera.

InstallShield Wizard

InstallShield Wizard Complete

Setup has finished instaling *plug Control on your computer.

¢ HEEK

[Fancel

Adjusting the Cameras Focus

The Internet Camera features an exchangeable C/CS-type lens that can be used for
different applications as necessary. It supports rotational focus control so the lens can
be adjusted to focus under normal and stable conditions to maximize the image quality
of the Internet Camera.

To adjust the focus of the lens you will need to turn the lens slowly either clockwise or
counter-clockwise until the desired image appears. DO NOT over-turn the lens in either
direction as it will be out of focus. Unless you want to substitute the lens DO NOT
unscrew more than 1.0mm apart from the Fixed Lens Assembly.
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Fixed Lens Assembly
DO NOT adjust

—

Camera Lens
Adjust by turning
clockwise or counter-clockwise

Note:

You can further adjust the Internet Camera’s image quality through the
Web Configuration under System Administration - Image. Please refer to
Web Configuration section for further details.

Warning

Direct exposure to sunlight may cause permanent damage to the CMOS
sensor. Therefore do not expose the Internet Camera’s lens directly to
sunlight. When operation is required in glaring light environment, it is rec-
ommended to use an iris lens.

The Internet Camera is designed for indoor usage and if your application
requires prolonged exposure to sunlight, a sun visor is recommended to
protect the Internet Camera.

92



Replacing the Lens

Since the Internet Camera is designed with a CS- mount, the lens equipped with the
Internet Camera can be replaced with any standard C or CS lens commonly used within
the surveillance industry.

Follow the instructions below to replace the supplied lens with any C or CS type lens.

Unscrew the Internet Camera lens
When using a C-lens, attach the new lens to a CS-C adapter
3. Screw the new lens onto the Internet Camera. If appropriate, adjust the iris according
to the prevailing light conditions.
Refer to Adjusting the Internet Camera Focus on the previous page.
5. Refresh the web browser and monitor the results from the Internet Camera.
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Technical Specifications

Video specification
Resolution:

Sensor:

Gain control:
Exposure:

White Balance:
Shutter:

Minimum Illlumination:
Focal Length:
Aperture:

Focus Extent:

Lens mounting:

Image (Video Setting)
Image compression:
Frame rate:

Compression Rate selection:

Frame rate setting:
Video resolution:
Brightness control:
Contrast control:
Hue control:

System Hardware
LAN Connector:

Wireless LAN:

Generic I/0O Port:

Note:

640 x 480 pixel

1/3" color CMOS sensor
Automatic

Automatic

Automatic

Electronics 1/60 ~ 1/15000 sec
2.5lux@f1.4, 3000K color

6.0 mm

F=1.8

20cm - ¢

Fixed board lens, CS-mount type

JPEG

30fps@QCIF, 20fps@CIF, 3fps@VGA

5 level (Very Low, Low, Medium, High, Very High)
1,5,7,15, 20, auto (depends on the video format)
160x120, 320x240, 640x480

Range 1- 128

Range 1- 128

Range 1- 128

One RJ-45 port to connect to 10/100Mbps

Ethernet, auto-sensed

Built-in 802.11b wireless LAN module

(Wi-Fi compliant)

Four 1/O ports, two for input and two for output

Total 8-pin:
Pin 1 Input Port (I+) Pin 5 Output Port (I+)
Pin 2 Input Port (I-) Pin 6 Output Port (I-)
Pin 3 Input Port (l1+) Pin 7 Output Port (11+)

Pin 4 Input Port (II-) Pin 8 Output Port (II-)

The output voltage is DC 5V and maximum current is 100mA.
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LED Indicator:

Power Supply:

Power Communication:
Slide Switch:

Antenna Connector:

Communication Support
Communication:

Encryption:
Communication protocol:

Power LED (Blue)
LAN/WLAN Activity LED (Orange)
3 Mode (Normal / Off / Dummy)

DC 5V/2.4A, switching type
6.5 Watt (1300mA x 5V)
LAN/LAN&WLAN/WLAN

2 connectors

10/100Mbps Ethernet only

10/100Mbps Ethernet and 802.11b wireless
LAN.

802.11b wireless LAN only

64 bit, 128 bit or OFF

HTTP, FTP, TCP/IP, UDP, ARP,

ICMP, BOOTP, RARP, DHCP, PPPoE

Web Configuration Requirements:

* Internet Explorer 5.0 or above or Netscape 6.0 or above
« CPU: Pentiumll, 266 MHz or above
*  Memory Size: 32 MB (64 MB recommended)

*  VGA card resolution:

800x600 or above

+  ActiveX Control requires IE4.0 or above (windows)
» JavaAppletrequires IE4.0 or above (Windows/Mac) or Netscape 4.0 or above

(Windows/Mac/Linux)

PC Requirements for IPView:

«  Windows XP, Windows 2000, Windows Me, Windows 98SE
«  Pentiumlll, 450 MHz CPU or above
*  Memory Size of 128 MB (256 MB recommended)

«  VGA card resolution of 800x600 or above

Operating environment
Operating temperature:
Storage temperature:
Humidity:

EMI & Safety

5°~50°
-25° ~50°
5% ~ 95% non-condensing

FCC, CE, VCCI
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Contacting Technical Support

You can find the most recent software and user documentation on the D-Link website.

D-Link provides free technical support for customers within the United States for the
duration of the warranty period on this product.

U.S. customers can contact D-Link technical support through our web site,
or by phone.

D-Link Technical Support over the Telephone:
(877)453-5465
24 hours a day, seven days a week.

D-Link Technical Support over the Internet:
http://support.dlink.com

When contacting technical support, please provide the following information:

o Serial number of the unit
e Model number or product name

e Software type and version number
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Warranty and Registration

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited
warranty for its product only to the person or entity that originally purchased the product from:

. D-Link or its authorized reseller or distributor and

. Products purchased and delivered within the fifty states of the United States, the District of
Columbia, U.S. Possessions or Protectorates, U.S. Military Installations, addresses with an
APO or FPO.

Limited Warranty: D-Link warrants that the hardware portion of the D-Link products described
below will be free from material defects in workmanship and materials from the date of original retail
purchase of the product, for the period set forth below applicable to the product type (“Warranty
Period”), except as otherwise stated herein.

1-Year Limited Warranty for the Product(s) is defined as follows:

. Hardware (excluding power supplies and fans) One (1) Year
. Power Supplies and Fans One (1) Year
. Spare parts and spare kits Ninety (90) days

D-Link’s sole obligation shall be to repair or replace the defective Hardware during the Warranty Period
at no charge to the original owner or to refund at D-Link’s sole discretion. Such repair or replacement will
be rendered by D-Link at an Authorized D-Link Service Office. The replacement Hardware need not be
new or have an identical make, model or part. D-Link may in its sole discretion replace the defective
Hardware (or any part thereof) with any reconditioned product that D-Link reasonably determines is
substantially equivalent (or superior) in all material respects to the defective Hardware. Repaired or
replacement Hardware will be warranted for the remainder of the original Warranty Period from the date
of original retail purchase. If a material defect is incapable of correction, or if D-Link determines in its sole
discretion that it is not practical to repair or replace the defective Hardware, the price paid by the original
purchaser for the defective Hardware will be refunded by D-Link upon return to D-Link of the defective
Hardware. All Hardware (or part thereof) that is replaced by D-Link, or for which the purchase price is
refunded, shall become the property of D-Link upon replacement or refund.

Limited Software Warranty: D-Link warrants that the software portion of the product (“Software”)
will substantially conform to D-Link’s then current functional specifications for the Software, as set forth
in the applicable documentation, from the date of original retail purchase of the Software for a period of
ninety (90) days (“Warranty Period”), provided that the Software is properly installed on approved
hardware and operated as contemplated in its documentation. D-Link further warrants that, during the
Warranty Period, the magnetic media on which D-Link delivers the Software will be free of physical
defects. D-Link’s sole obligation shall be to replace the non-conforming Software (or defective media)
with software that substantially conforms to D-Link’s functional specifications for the Software or to
refund at D-Link’s sole discretion. Except as otherwise agreed by D-Link in writing, the replacement
Software is provided only to the original licensee, and is subject to the terms and conditions of the
license granted by D-Link for the Software. Software will be warranted for the remainder of the original
Warranty Period from the date or original retail purchase. If a material non-conformance is incapable of
correction, or if D-Link determines in its sole discretion that it is not practical to replace the non-
conforming Software, the price paid by the original licensee for the non-conforming Software will be
refunded by D-Link; provided that the non-conforming Software (and all copies thereof) is first returned
to D-Link. The license granted respecting any Software for which a refund is given automatically
terminates.

Non-Applicability of Warranty: The Limited Warranty provided hereunder for hardware and software
of D-Link’s products, will not be applied to and does not cover any product purchased through the
inventory clearance or liquidation sale or other sales in which D-Link, the sellers, or the liquidators
expressly disclaim their warranty obligation pertaining to the product and in that case, the product is
being sold “As-Is” without any warranty whatsoever including, without limitation, the Limited Warranty
as described herein, notwithstanding anything stated herein to the contrary.

Submitting A Claim: Any claim under this limited warranty must be submitted in writing before the end
of the Warranty Period to an Authorized D-Link Service Office.

. The customer must submit as part of the claim (a written description of the Hardware defect
or Software nonconformance) in sufficient detail to allow D-Link to confirm the same.

. The original product owner must obtain a Return Material Authorization (“RMA”) number from
the Authorized D-Link Service Office and, if requested, provide written proof of purchase of
the product (such as a copy of the dated purchase invoice for the product) before the
warranty service is provided.
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. After an RMA number is issued, the defective product must be packaged securely in the
original or other suitable shipping package to ensure that it will not be damaged in transit, and
the RMA number must be prominently marked on the outside of the package. Do notinclude any
manuals or accessories in the shipping package. D-Link will only replace the defective portion
of the Product and will not ship back any accessories.

. The customer is responsible for all shipping charges to D-Link. No Cash on Delivery (“COD”)
is allowed. Products sent COD will either be rejected by D-Link or become the property of D-
Link. Products should be fully insured by the customer and shipped to D-Link Systems, Inc.,
53 Discovery Drive, Irvine, CA 92618. D-Link will not be held responsible for any packages
that are lost in transit to D-Link. The repaired or replaced packages will be shipped via UPS
Ground or any common carrier selected by D-Link, with shipping charges prepaid. Expedited
shipping is available if shipping charges are prepaid by the customer.

D-Link may reject or return any product that is not packaged and shipped in strict compliance with the
foregoing requirements, or for which an RMA number is not visible from the outside of the package. The
product owner agrees to pay D-Link’s reasonable handling and return shipping charges for any product
that is not packaged and shipped in accordance with the foregoing requirements, or that is determined
by D-Link not to be defective or non-conforming.

What Is Not Covered: This limited warranty provided by D-Link does not cover: Products, if in D-Link’s
judgment, have been subjected to abuse, accident, alteration, modification, tampering, negligence, misuse,
faulty installation, lack of reasonable care, repair or service in any way that is not contemplated in the
documentation for the product, or if the model or serial number has been altered, tampered with, defaced
or removed; Initial installation, installation and removal of the product for repair, and shipping costs;
Operational adjustments covered in the operating manual for the product, and normal maintenance;
Damage that occurs in shipment, due to act of God, failures due to power surge, and cosmetic damage;
Any hardware, software, firmware or other products or services provided by anyone other than D-
Link; Products that have been purchased from inventory clearance or liquidation sales or other sales in
which D-Link, the sellers, or the liquidators expressly disclaim their warranty obligation pertaining to the
product. Repair by anyone other than D-Link or an Authorized D-Link Service Office will void this
Warranty.

Disclaimer of Other Warranties: EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE
PRODUCT IS PROVIDED “AS-IS” WITHOUT ANY WARRANTY OF ANY KIND WHATSOEVER INCLUDING,
WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FORAPARTICULAR PURPOSE
AND NON-INFRINGEMENT. IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED INANY TERRITORY
WHERE APRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED WARRANTY SHALL BE LIMITED TO
NINETY (90) DAYS. EXCEPTAS EXPRESSLY COVERED UNDER THE LIMITED WARRANTY PROVIDED
HEREIN, THE ENTIRE RISKAS TO THE QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT IS
WITH THE PURCHASER OF THE PRODUCT.

Limitation of Liability: TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE
UNDERANY CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL OR EQUITABLE THEORY
FORANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER,
WHETHER DIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT LIMITED TO,
DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK STOPPAGE, COMPUTER
FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH D-
LINK’'S PRODUCT IS CONNECTED WITH, LOSS OF INFORMATION OR DATACONTAINED IN, STORED ON,
ORINTEGRATED WITHANY PRODUCT RETURNED TO D-LINK FOR WARRANTY SERVICE) RESULTING
FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, OR ARISING OUT OF ANY
BREACH OF THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE POSSIBILITY OF
SUCH DAMAGES. THE SOLE REMEDY FORABREACH OF THE FOREGOING LIMITED WARRANTY IS
REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR NON-CONFORMING PRODUCT. THE MAXIMUM
LIABILITY OF D-LINK UNDER THIS WARRANTY IS LIMITED TO THE PURCHASE PRICE OF THE PRODUCT
COVERED BY THE WARRANTY. THE FOREGOING EXPRESS WRITTEN WARRANTIES AND REMEDIES
ARE EXCLUSIVEANDARE IN LIEU OF ANY OTHER WARRANTIES OR REMEDIES, EXPRESS, IMPLIED OR
STATUTORY

Governing Law: This Limited Warranty shall be governed by the laws of the State of California. Some
states do not allow exclusion or limitation of incidental or consequential damages, or limitations on how
long an implied warranty lasts, so the foregoing limitations and exclusions may not apply. This limited
warranty provides specific legal rights and the product owner may also have other rights which vary
from state to state.

Trademarks: D-Link is a registered trademark of D-Link Systems, Inc. Other trademarks or registered
trademarks are the property of their respective manufacturers or owners.
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Copyright Statement: No part of this publication or documentation accompanying this Product may
be reproduced in any form or by any means or used to make any derivative such as translation,
transformation, or adaptation without permission from D-Link Corporation/D-Link Systems, Inc., as
stipulated by the United States Copyright Act of 1976. Contents are subject to change without prior

notice. Copyright® 2002 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning: This is a Class B product. In a domestic environment, this product may cause radio
interference, in which case the user may be required to take adequate measures.

FCC Statement: This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates, uses, and
can radiate radio frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communication. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user is encouraged
to try to correct the interference by one or more of the following measures:

. Reorient or relocate the receiving antenna.

. Increase the separation between the equipment and receiver.
. Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

. Consult the dealer or an experienced radio/TV technician for help.

Register online your D-Link product at http://support.dlink.com/
ister/
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