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Section 1 - Product Overview

Package Contents

DAP-2020 Wireless N300 Access Point

Ethernet Cable

Two Detachable Antennas

Power Adapter

Note: Using a power supply with a different voltage rating than the one included with the DAP-2020 will cause damage and void
the warranty for this product.
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Section 1 - Product Overview

System Requirements

An Ethernet-based Network

IEEE 802.11n/g wireless clients (AP/Repeater Mode)

IEEE 802.11n/g wireless network (Client/Bridge/Repeater Mode)
10/100 Ethernet

Computer with the following:
« Windows®, Macintosh, or Linux-based operating system
« Aninstalled Ethernet adapter

Browser Requirements:
« Microsoft Internet Explorer® 11 and higher
+ Mozilla Firefox 28 and higher
+ Google™ Chrome 33 and higher
« Apple Safari 7 and higher

Windows’ Users: Make sure you have the latest version of Java installed.
Visit www.java.com to download the latest version.

D-Link DAP-2020 User Manual
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Section 1 - Product Overview

Introduction

D-Link, an industry leader in networking, introduces the new D-Link DAP-2020 Wireless N300 Access Point. With the ability to
transfer files with a maximum wireless signal rate of up to 300Mbps*, the DAP-2020 gives you high-speed wireless network
access for your home or office.

The DAP-2020 is Wi-Fi IEEE 802.11n compliant, meaning that it can connect and interoperate with other 802.11n compatible
wireless client devices. The DAP-2020 is also backwards compatible with 802.11b/g. It can be flexibly configured to operate in
7 different modes Access Point, Wireless Client, Bridge, Bridge with AP, Repeater, WISP Client Router or WISP Repeater.
With its Setup Wizard, the DAP-2020 ensures that you will be up and running on a wireless network in just a matter of minutes.

The DAP-2020 features Wi-Fi Protected Access (WPA-PSK/WPA2-PSK) to provide an enhanced level of security for wireless
data communications. The DAP-2020 also includes additional security features to keep your wireless connection safe from
unauthorized access.

The DAP-2020 supports WPS on the AP, repeater and wireless client operation modes,with each capable of being conveniently
set up by using the PIN method or Push Button.

« Actual data throughput will vary. Network conditions and environmental factors, including volume of network traffic, building materials and construction, and network
overhead, lower actual data throughput rate.

D-Link DAP-2020 User Manual 6



Section 1 - Product Overview

TOTAL PERFORMANCE
Combines award winning access point features and 802.11n wireless technology to provide the best wireless performance.

TOTAL SECURITY
The most complete set of security features including WPA/WPA2 encryption to protect your network against outside intruders.

TOTAL COVERAGE
Provides greater wireless signal rates even at farther distances for best-in-class Whole Home Coverage.

ULTIMATE PERFORMANCE

The D-Link Wireless N300 Access Point (DAP-2020) is an 802.11n compliant device that delivers real world performance of up to 13X faster than
an 802.11g wireless connection (also faster than a 100Mbps wired Ethernet connection). Create a secure wireless network to share photos, files,
music, video, printers, and network storage throughout your home. Connect the DAP-2020 to router and share your high-speed Internet access
with everyone on the network. In addition, this Range Extender includes a Quality of Service (QoS) engine that keeps digital phone calls (VolP) and
online gaming smooth and responsive, providing a better Internet experience.

EXTENDED WHOLE HOME COVERAGE
This high performance Wireless Bridge provides superior Whole Home Coverage while reducing dead spots. The DAP-2020 is designed for use in
bigger homes and for users who demand higher performance networking.

TOTAL NETWORK SECURITY
The DAP-2020 supports all of the latest wireless security features to prevent unauthorized access, be it from over the wireless network or from the
Internet. Support for WPA and WPA2 standards ensure that you'll be able to use the best possible encryption method, regardless of your client devices.

POWER USAGE

This deviceis an Energy Related Product (ErP) with High Network Availability (HiNA), and automatically switches to a power-saving Network Standby
mode within 1T minute of no packets being transmitted. It can also be turned off through a power switch to save energy when it is not needed.
Network Standby: 2.30 watts

Switched Off: 0.19 watts

* Maximum wireless signal rate derived from IEEE Standard 802.11g and 802.11n specifications. Actual data throughput will vary. Network conditions and environmental factors,
including volume of network traffic, building materials and construction, and network overhead, lower actual data throughput rate. Environmental conditions will adversely
affect wireless signal range.

D-Link DAP-2020 User Manual 7



Section 1 - Product Overview

Features

» Faster Wireless Networking - The DAP-2020 provides up to 300Mbps* wireless connection with other 802.11n wireless
clients. This capability allows users to participate in real-time activities online, such as video streaming, online gaming,
and real-time audio.

« Compatible with IEEE802.11g Devices - The DAP-2020 is still fully compatible with the 802.11g standards, so it can
connect with existing 802.11g PCl, USB, and Cardbus adapters.

« Advanced Firewall Features - The Web-based user interface displays advanced network management features including
Content Filtering, which allows easily applied content filtering based on MAC Address.

« WPS PBC- (Wi-Fi Protected Setup Push Button Configuration) Push Button Configuration is a button that can be pressed
to add the device to an existing network or to create a new network. A virtual button can be used on the utility while
a physical button is placed on the side of the device.

This easy setup method allows you to form a secured wireless link between the DAP-2020 and another WPS enabled
device. A PCis no longer needed to log into the Web-based interface.

« WPS PIN - (Wi-Fi Protected Setup Personal Identification Number) A PIN is a unique number that can be used to add
the access point to an existing network or to create a new network. The default PIN may be printed on the bottom of
the access point. For extra security, a new PIN can be generated. You can restore the default PIN at any time. Only the
Administrator (“admin” account) can change or reset the PIN.

« User-friendly Setup Wizard - Through its easy-to-use Web-based user interface, the DAP-2020 lets you control what
information is accessible to those on the wireless network, whether from the Internet or from your company’s server.
Configure your access point to your specific settings within minutes.
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Section 1 - Product Overview

Hardware Overview
Connections

0000

Reset Button

Pressing the Reset Button restores the access point to its original factory default settings.

LAN Port

Connect 10/100 Ethernet devices such as computers, switches, and hubs.

Power Button

Push the Power Button to switch power on/off.

A WN =

Power Receptor

Receptor for the supplied power adapter.

D-Link DAP-2020 User Manual




Section 1 - Product Overview

Hardware Overview
LEDs

\

I )

D-Link DAP-2020

0000

1 Power LED A solid green light indicates a proper connection to the power supply.

A solid green light indicates the wireless function is working. The light will be off during

2 Wireless LED device reboot or if the wireless radio is disabled.

A solid green light indicates that wireless security (WEP, WPA, WPA2) is enabled.
It also indicates WPS status when using WPS button.

A solid light indicates a successful WPS connection. A blinking light indicates the
device is trying to establish a connection.

3 Security LED

4 LAN LED A solid green light indicates the LAN port connection is OK.

D-Link DAP-2020 User Manual



Section 1 - Product Overview

Hardware Overview
WPS LED/WPS Button

1 | WPS Button

Push the WPS Button to use WPS function

D-Link DAP-2020 User Manual
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Section 2 - Installation

Installation

Please configure the DAP-2020 with a computer connected directly to the AP. The next few pages will explain the different
operational modes you can use.

Operation Modes

Depending on how you want to use your DAP-2020 will determine which mode you use. This section will help you figure out
which setting works with your setup.

« Access Point mode - page 13

« Wireless Client mode - page 14

- Repeater mode - page 15

- Bridge mode - page 16

- Bridge with AP mode - page 17

- WISP Client Router mode - page 18
- WISP Repeater mode - page 19

D-Link DAP-2020 User Manual 12



Section 2 - Installation

Access Point Mode

In the Access Point mode, the DAP-2020 acts as a central connection point for any computer (client) that has a 802.11n or
backward-compatible 802.11g wireless network interface and is within range of the AP. Clients must use the same SSID (wireless
network name) and channel as the AP in order to connect. If wireless security is enabled on the AP, the client will need to enter
a password to connect to the AP. In Access Point mode, multiple clients can connect to the AP at the same time.

' \\Computer

Internet Modem Router DAP-2020

(in Access Point Mode) “%

\ Computer

D-Link DAP-2020 User Manual 13



Section 2 - Installation

Wireless Client Mode

In the Wireless Client mode, the DAP-2020 acts as a wireless network adapter for your Ethernet-enabled device (such as agame
console or a TV set-top box). Connect your Ethernet-enabled device to the AP using an Ethernet cable. The AP Client mode
can support multiple wired clients.

If you are going to connect several Ethernet-enabled devices to your DAP-2020, connect the LAN port of the DAP-2020 to an
Ethernet switch, then connect your devices to this switch.

Example: Connect a gaming console using an ethernet cable to the DAP-2020. The unit is set to Wireless Client mode which
will wirelessly connect to a wireless router on your network.

Gaming Console

j o)) e @

Internet Modem Router DAP-2020
(in Wireless Client Mode)

D-Link DAP-2020 User Manual 14



Section 2 - Installation

Repeater Mode

In Repeater mode, the DAP-2020 increases the range of your wireless network by extending the wireless coverage of another
AP or wireless router. The APs and wireless router (if used) must be within range of each other. Make sure that all clients, APs,
and the wireless router all use the same SSID (wireless network name), channel, and security settings.

————————
Computer

Computer

f

j o)) e

Internet Modem Router DAP-2020
(In Repeater Mode)

Computer

f
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Section 2 - Installation

Bridge Mode

In the Bridge mode, the DAP-2020 wirelessly connects seperate local area networks (LANs) that can’t easily be connected
together with a cable. For example, if there are two wired LANs separated by a small courtyard, it would be expensive to bury
cables to connect between the two sides together. A better solution is to use two DAP-2020 units to wirelessly connect the
two LANSs. In the Bridge mode, both DAP-2020 units do not act as APs.

Note: The Bridge mode is not specified in the Wi-Fi or IEEE standards. This mode will only work using two DAP-2020 units.
Communication with other APs (even other D-Link APs) is not guaranteed.

—_——

e E——
Computer Computer

am)) (o

Connecting Two Separate LANs Together Through Two DAP-2020 Units
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Section 2 - Installation

Bridge with AP Mode

The Bridge with AP mode is the same as the Bridge mode, but in this case, the DAP-2020 also acts as an AP. Clients with wireless
interfaces can wirelessly connect to the DAP-2020 and then connect to the other LAN that the DAP-2020 bridges to.

Note: The Bridge with AP mode is not specified in the Wi-Fi or IEEE standards. This mode will only work using two DAP-2020 units.
Communication with other APs (even other D-Link APs) is not guaranteed.

LAN 1 LAN 2

————

——

Computer Computer
@
-
ComputerJ’ . ) ( \Computer
DAP-2020 DAP-2020
(In Bridge Mode with AP Mode) (In Bridge Mode with AP Mode)

Connecting Two Separate LANs Together Through Two DAP-2020 Units
(Wireless PCs Can Access the DAP-2020 Units)

D-Link DAP-2020 User Manual 17



Section 2 - Installation

WISP Client Router Mode

In the WISP Client Router mode, the DAP-2020 wirelessly connects to a WISP (Wireless Internet Service Provider) AP. In this
mode, the DAP-2020 also acts as a router for wired clients on your LAN and provides NAT (Network Address Translation) and
a DHCP server to generate IP addresses for wired clients only. NAT and the DHCP server allow many computers to share the
same wireless Internet connection.

If you are a WISP subscriber and want to access your WISP account using wired computers, connect your computers to the
DAP-2020 to get NAT, and then connect them to the WISP AP.

|
) (=

DAP-2020
WISP Outdoor AP (In WISP Client Mode)

Internet

Connecting Wired PCs to the Internet Using the DAP-2020

D-Link DAP-2020 User Manual 18



Section 2 - Installation

WISP Repeater Mode

In the WISP Repeater mode, the DAP-2020 wirelessly connects to a WISP (Wireless Internet Service Provider) AP. In this mode,
the DAP-2020 also acts as a router for both wireless and wired clients on your LAN. The WISP Repeater mode provides NAT
(Network Address Translation) and a DHCP server to generate IP addresses for both wireless and wired clients. NAT and the
DHCP server allow many computers to share the same wireless Internet connection.

If you are a WISP subscriber and want to use your WISP account in your house, but the signals from the outdoor WISP AP are
not strong enough to reach all of the areas in the house, use the DAP-2020 to can extend the signals from the outdoor WISP
AP and provide access to wireless clients in your house. Using this mode, wireless as well as wired clients can connect to the
outdoor WISP AP through the DAP-2020.

——————
Computer

\\Computer

[/

\\Computer

Connecting Wired and Wireless PCs to the Internet Using the DAP-2020

j cm)) =

Internet Modem Router DAP-2020
(In Repeater Mode)
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Section 2 - Installation

Wireless Installation Considerations

The D-Link wireless access point lets you access your network using a wireless connection from virtually anywhere within the
operating range of your wireless network. Keep in mind, however, that the number, thickness and location of walls, ceilings,
or other objects that the wireless signals must pass through, may limit the range. Typical ranges vary depending on the types
of materials and background RF (radio frequency) noise in your home or business. The key to maximizing wireless range is to
follow these basic guidelines:

1.

Keep the number of walls and ceilings between the D-Link access point and other network devices to a minimum.
Each wall or ceiling can reduce your adapter’s range from 3-90 feet (1-30 meters.) Position your devices so that
the number of walls or ceilings is minimized.

. Be aware of the direct line between network devices. A wall that is 1.5 feet thick (.5 meters), at a

45-degree angle appears to be almost 3 feet (1 meter) thick. At a 2-degree angle it looks over 42 feet (14 meters)
thick! Position devices so that the signal will travel straight through a wall or ceiling (instead of at an angle) for
better reception.

. Building Materials make a difference. A solid metal door or aluminum studs may have a negative effect on

range. Try to position access points, wireless access points, and computers so that the signal passes through
drywall or open doorways. Materials and objects such as glass, steel, metal, walls with insulation, water (fish
tanks), mirrors, file cabinets, brick, and concrete will degrade your wireless signal.

. Keep your product away (at least 3-6 feet or 1-2 meters) from electrical devices or appliances that generate RF

noise.

. Ifyou are using 2.4GHz cordless phones or X-10 (wireless products such as ceiling fans, lights, and home security

systems), your wireless connection may degrade dramatically or drop completely. Make sure your 2.4GHz phone
base is as far away from your wireless devices as possible. The base transmits a signal even if the phone is not
in use.

D-Link DAP-2020 User Manual
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Section 3 - Configuration

Configuration

This section will show you how to configure your new D-Link wireless access point using the web-based configuration utility.

Web-based Configuration Utility

If you wish to change the default settings or optimize the
performance of the DAP-2020, you may use the web-based
configuration utility.

To access the configuration utility, open a web browser
such as Internet Explorer and enter http://dlinkap in the
address field.

Select Admin and then enter your password. Leave the
password blank by default.

If you get a Page Cannot be Displayed error, please refer to
the Troubleshooting section for assistance.

A D-Link - Microsoft Internet Explorer

File  Edit

: @Back - \) - @ @ :’_;j|p53arch
| Address I@ diirikap | B =0

Wiew  Fawvorites Tools  Help

—|

Log in to the Access Point

User Name : I.ﬁ.dmin vl
Password : | M

D-Link DAP-2020 User Manual
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Section 3 - Configuration

Wireless Setup Wizard

Click Launch Wireless Setup Wizard to configure your
access point.

If you want to enter your settings without running the
wizard, skip to page 34.

Click Next to continue.

DAP-2020 SETUP ADYANCED MAINTENANCE STATUS HELP

SETUP WIZARD Helpful Hints.,

If vou would ke to utiize our easy to use web-based wizard to assist you in connecting your
DAP-2020 to the witeless network,dick on the button below,

Launch wWireless Setup Wizard I

Note: Some changes made using this Setup Wizard may require you to change some settings
oh your wirgless client adapters so they can stil connect to the D-Link Access Point,

This wizard is designed to assist you in your wireless network setup. It will guide you through step-by-step
instructions on how to set up your wireless network and how to make it secure,

Nextl Zancel |

D-Link DAP-2020 User Manual
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Section 3 - Configuration

Access Point Mode

This Wizard is designed to assist you in configuring your DAP-2020 as an access point.

Select Access Point from the drop-down menu. Then,
click Next to continue.

Enter a name for your wireless network (SSID).

Enter your Wi-Fi Password. This Password
must be entered on your wireless clients.

Click Next to continue.

Please select wireless mode. Click Next to continue.

Wireless Mode: Inccess Point vl

in Access Poirt Mode

Access Point allows the device to act as the

wireless transmitter for your router or become

a seperate Access Point

............. (&

Wireless PC
Prew I Mext | Cancel |
Give your Wi-Fi network a name.
Wireless Metwork Name
D-Link_DAP-2020 {using up to 32 characters)

Give your Wi-Fi network a password.

Wi-Fi Password ;
(Between B and 83 characters)

D-Link DAP-2020 User Manual
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Section 3 - Configuration

The following screen will show you your network key to
enter on your wireless clients.

Click Save to finish the Setup Wizard.

Please take a note of the following summary of your Wi-Fi security settings for future reference.
Wi-Fi Network Name (SSID) : D-Link_DAP-2020
Wi-Fi Password : 1234567890

The Setup Wizard has completed.Click the Save button to save your settings and reboot the device.

D-Link DAP-2020 User Manual
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Section 3 - Configuration

Repeater Mode

This Wizard is designed to assist you in configuring your DAP-2020 as a repeater.

Select Repeater from the drop-down menu.

Select Manual configuration to setup your network
manually.

Click Next to continue.

Please select wireless mode. Click Next to continue.

Repeater mode extends the wireless signal
Wireless Mode: IRepeater vl from your access point increasing your wireless

network coverage

(&

Wiraless PC
Wireless Router DAP-2020
fn Repeater Mode
Wireless PC
Presy | Mexk | Cancel |

Please select one of the folowing configuration, and click "Mext" to continue.

@ manual (Select this option if you want to setup your network manually)

D-Link DAP-2020 User Manual
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Section 3 - Configuration

Find your router or access point from the list, click the
radio button in the right column, and click Connect.

Enter the Wi-Fi password. Click Next to complete the
Setup Wizard.

The Wireless Setup Wizard is complete. Click Save to
reboot the device.

HEEERARAEERAL -
NONENEANARARA i
REGRRRRG0RRAM

i
i

Please enter Wi-Fi Password to establish wireless connection.

Wi-Fi Password: |

Please take 3 nate of the following surmmary of your Wi-Fi security settings for future reference.
Wi-Fi Network Name (SSID) : CX468
Iﬁ—ﬁPassuurd 1 1234567890
The Setup Wizard has completed.Click the Save button to save your settings and reboot the device.

[prev] [save] [ Cancel |

D-Link DAP-2020 User Manual
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Section 3 - Configuration

Wireless Client Mode

This Wizard is designed to assist you in configuring your DAP-2020 as a wireless client.

Select Wireless Client from the drop-down menu.

Please select wireless mode. Click Next to continue.

Allows your Ethernet-enabled device acts as a
wireless adapter.

wireless Mode:

Py

DAP-2020

Wireless Router : :
in Wireless Client Mode
MMI Cancel |
Select Manual configuration to setup your network
manual Iy Please select one of the folowing configuration, and dlick "Next” to continue.

Cl |Ck Next tO Contin ue @ manual (Select this option if you want to setup your network manually)
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Section 3 - Configuration

Find your access point from the list, click the radio
button in the right column, and click Connect.

!
E

Enter the Wi-Fi password. Click Next to complete the
Setup Wizard.

The Wi-Fi Setup Wizard is complete. Click Save to reboot
the device.

D-Link DAP-2020 User Manual 28



Section 3 - Configuration

Manual Configuration
Wireless Settings

You may manually configure your DAP-2020 instead of running the setup wizard.

« Access Point mode - page 30

- Repeater mode - page 32

« Wireless Client mode - page 33

- Bridge mode - page 34

- Bridge with AP mode - page 35

« WISP Client Router mode - page 36
- WISP Repeater mode - page 36

D-Link DAP-2020 User Manual
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Section 3 - Configuration

Enable Wireless:

Wireless Mode:

Wireless
Network Name:

802.11 Mode:

Wireless
Channel:

Enable Auto
Channel Scan:

Access Point Mode

Check the box to enable the wireless function. If you do
not want to use wireless, uncheck the box to disable all
the wireless functions. You may also set up a specific time
range (schedule). Select a schedule from the drop-down
menu or click Add New to create a new schedule.

Select Access Point from the drop-down menu.

When you are browsing for available wireless networks,
this is the name that will appear in the list (unless Visibility
Status is set to Invisible, see below). This name is also
referred to as the SSID. For security purposes, it is highly
recommended to change from the default network
name.

Select one of the following:

802.11n Only - Select if you are only using 802.11n
wireless clients.

Mixed 802.11n and 802.11g - Select if you are using a
mix of 802.11n and 11g wireless clients.

Mixed 802.11n, 802.11g and 802.11b - Select if you
are usingamixof 802.11n, 11g,and 11b wireless clients.

Indicates the channel setting for the DAP-2020. The
Channel can be changed to fit the channel setting for
an existing wireless network or to customize the wireless

DAP-2020
LIP W/ D

SETUP 'WI

WIRELESS SETUP

LAN SETLIP

SETUP | ADYANCED MAINTENANCE STATUS “

Use this section to configure the wireless settings for your D-Link Access Point. Please note
that changes made on this section may also need to be duplicated on your wireless chent,

Save Settings I Don't Save Settings |

WIRELESS NETWORK SETTINGS :

Enable Wireless :
Wireless Mode :

Wireless Network Name :
802.11 Mode :

wireless Channel :

Enable Auto Channel Scan :
Channel Width :
Visibility Status :

I~ lm Add Mew |

IAccess Paint - I ml

pirk | (also called the SSID)
|Mixed 802.11n, 802,11 and 802,116 =

=

-

| ECr— |

" (Also called Disable SSID Broadcast)

WIRELESS SECURITY MODE :

Security Mode : |None -I

network. If you enable Auto Channel Scan, this option will be grayed out.

The Auto Channel Scan setting can be selected to allow the DAP-2020 to choose the channel with the least amount of interference.
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Channel Width: Select the Channel Width:
Auto 20/40 - Select if you are using both 802.11n and non-802.11n wireless devices.
20MHz - Select if you are not using any 802.11n wireless clients.

Visibility Status: Check the box if you do not want the SSID of your wireless network to be broadcasted by the DAP-2020. If checked, the SSID of the
DAP-2020 will not be seen by Site Survey utilities so your wireless clients will have to know the SSID of your DAP-2020 in order to
connect to it.

Security Mode: Refer to page 65 for more information regarding the wireless security.
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Enable Wireless:

Wireless Mode:

Site Survey:

Wireless Network
Name:

802.11 Mode:

Enable Auto
Channel Scan:

Wireless Channel:

Channel Width:

Visibility Status:

Wireless Security
Mode:

Repeater Mode

Check the box to enable the wireless function. If you do
not want to use wireless, uncheck the box to disable all
the wireless functions. You may also set up a specific time
range (schedule). Select a schedule from the drop-down
menu or click Add New to create a new schedule.

Select Repeater from the drop-down menu.

Click Site Survey to display a list of wireless networks
in your area. You may select the wireless access point
to connect to.

Enter the SSID of the access point you want to repeat the
signal of. If you do not know for sure, click Site Survey
and select it from the list, if available.

Select the appropriate 802.11 mode based on the
wireless clients in your network. The drop-down
menu options are 802.11n Only, Mixed 802.11n and
802.11¢g, or Mixed 802.11n, 802.11g and 802.11b.

The Auto Channel Scan setting can be selected to allow
the DAP-2020 to choose the channel with the least
amount of interference.

DAP-2020
ETI ARD

WIRELESS SETUP

LAM SETUP

Use this section to configure the wireless settings for vour D-Link Access Point, Flease note
that changes made on this section may also need to be duplicated on your wireless client,

Save Settings I Don't Save Settings I

WIRELESS NETWORK SETTINGS :

=2 Inlways vl M
Repeater - MI
[pink | (Also called the SSID)
|Mized 802.11n, 802,11g and 802,116 = |
oRE|
Enable Auto Channel Scan @ [F
Channel Width : m

wisibility Status : [~ (Also called Disable SSID Broadcast)

Enable Wireless :
Wireless Mode :

Wireless Network Name :
802.11 Mode :

Wireless Channel :

URITY MODE :

Security Mode : INone vl

The channel will automatically change to the channel of the AP you are connected to.

Select the appropriate channel width between 20MHz or Auto 20/40MHz from the drop-down menu.

Enabling Hidden

Check the box if you do not want the SSID to be broadcast by the DAP-2020. This prevents the SSID from being seen by site survey

utilities, so any wireless clients will have to be pre-configured with the SSID of the DAP-2020 in order to connect to it.

Select a wireless security setting. Options are None, WEP, WPA, or WPA2. See the Wireless Security section in this manual for a detailed

explanation of the wireless security options.
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Wireless Client Mode

Wireless Mode:
Site Survey:

Select Wireless Client Mode from the drop-down menu.

Wireless Type: Click Site Survey to display a list of wireless networks in your
area. You may select the wireless access point to connect to.

Select Infrastructure if connecting to an access point or
wireless router, or select Ad-Hoc if connecting to another

wireless client.

Wireless Network Enter the SSID of the access point you want to repeat the signal
Name: of. If you do not know for sure, click Site Survey and select it
from the list, if available.

802.11 Mode: Select the appropriate 802.11 mode based on the wireless
clients in your network. The drop-down menu options are
802.11n Only, Mixed 802.11n and 802.11g, or Mixed
802.11n,802.11g and 802.11b.

Wireless Channel: The channel will automatically change to the channel of the
AP you are connected to.

Enable Auto
Channel Scan:

The Auto Channel Scan setting can be selected to allow the
DAP-2020 to choose the channel with the least amount of
interference.

Channel Width: Select the appropriate channel width between 20MHz or Auto

20/40MHz from the drop-down menu.

Visibility Status:

SETUP

WIRELESS SETLP

LAM SETUP

DAP-2020 | SETUP | ADYANCED MAINTENANCE STATUS “
u D

Lse this section to configure the wireless settings for your D-Link Access Point, Please note
that changes made on this section may also need to be duplicated on your wirgless client.

Save Sethings | Don't Save Settings |

WIRELESS NETWORK SETTINGS :

‘Wireless Client - Site Survey I
Infrastructure |«
ik (Also called the SSID)

[Mixed 802.11n, 802,119 and 602.11b [« |

[ I
Enable Auto Channel Scan: [T

Channel Width : | z0mHz vl

Visibility Status : [ (also called Disable SSID Broadcast)

WIRELESS MAC CLONE :

Enable : [T
MAC Source : [aue o]
MAC Address :

MAC Address

wireless Mode :
wireless Type :

wireless Network Name :
802.11 Mode :

wireless Channel :

WIRELESS SECURITY MODE :

Security Mode : |none -

WIFI PROTECTED SETUP (ALSO CALLED WCN 2.0 IN WINDOWS VISTA) @

Enable : [
Current PIN : 16343160
Generate Mew PIMN

| Resat PN ta DeFault

Check the box if you do not want the SSID to be broadcast by the DAP-2020. This prevents the SSID from being seen by site survey

utilities, so any wireless clients will have to be pre-configured with the SSID of the DAP-2020 in order to connect to it.

Wireless MAC
Clone:

Wireless Security Selectawireless security setting. Options are None, WEP, WPA, or WPA2. See the Wireless Security section in this manual for a detailed

Mode: explanation of the wireless security options.

WPS:

You can clone the wireless MAC address to connect the device.

Select enable if you want to configure the DAP-2020 with Wi-Fi Protection setup.
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Bridge Mode

Enable Wireless: Select this to turn the Wi-Fi module on and off. Use the
drop-down box to select if you want to use a schedule.
Click Add New to add or change a schedule.

DAP-2020

Wireless Mode: Select Bridge from the drop-down menu. SETUP WIZARD Helpful Fints..
U;e thr;s section tdo conﬁ%ure thn_e WirelessI setting; farbyDLér Dl-Link é'!\ccess Po\nt. Ili‘leas? note Gl iz
Wire|eSS Network The Wireless Network Name iS a unique name that LAM SETUP that changes made on this section may also need to be duplicated on your wireless client.
Name: identifies a network. All devices on a network must share St ]z
the same wireless network name in order to communicate WIRELESS NETWORK SETTINGS :
on the network. If you decide to change the wireless Enable wireless : v [aoys 2] | Addien |

network name from the default setting, enter your new Wireless Mode : |ardge = EEE
wireless network name in this field wireless Network Name :  [ink (Also called the SSID)

802.11 Mode : [Mixed 802.11n, 502,11g and 802,11b |~ |
wireless Channel : |& -I

802.11 Mode: Selectthe appropriate 802.11 mode based on the wireless Enable Auto Channel Scan :
clients in your network. The drop-down menu options are N d:l'DisabIe o5 roadcast
802.11n Only, Mixed 802.11n and 802.11g, or Mixed

802.11n, 802.11g and 802.11b.
Remote AP Mac: 1.| 2_|
Wireless Channel: All devices on the network must share the same channel. i: ::
7. 8.
Enable Auto The Auto Channel Scan setting can be selected to allow Bridge Secunty : [rore 5]
Channel Scan: the DAP-2020 to choose the channel with the least WEP Key : ll—“sc“j'

amount of interference. P ey s |

Channel Width: Select the appropriate channel width between 20MHz
or Auto 20/40MHz from the drop-down menu.

Visibility Status: Select the transmission rate. It is strongly suggested to use the Auto setting for optimal performance.
Remote AP MAC: Enter the MAC addresses of the APs in your network that will serve as bridges to wirelessly connect multiple networks.

Bridge Security: Select None to disable encryption to across the network. Select WEP 64-bit or WEP 128-bit to limit communication to only those
devices that share the same WEP settings. Select WPA-PSK or WPA2-PSK to secure your network using a password and dynamic key
changes (No RADIUS server required).

Note: The Bridge mode is not completely specified in the Wi-Fi or IEEE standards. This mode can work with other DAP-2020 units. Communication with
other APs (even other D-Link APs) is not guaranteed.
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Enable Wireless:

Wireless Mode:

Wireless Network
Name:

802.11 Mode:

Wireless Channel:

Enable Auto Scan:

Channel Width:

Visibility Status:

Remote AP MAC:

Bridge Security:

Bridge with AP Mode

Select this to turn the Wi-Fi module on and off. Use the
drop-down box to select if you want to use a schedule.
Click Add New to add or change a schedule.

Select Bridge with AP from the drop-down menu.

The Wireless Network Name is a unique name that
identifies a network. All devices on a network must share
the same wireless network name in order to communicate
on the network. If you decide to change the wireless
network name from the default setting, enter your new
wireless network name in this field.

Select the appropriate 802.11 mode based on the wireless
clients in your network. The drop-down menu options are
802.11n Only, Mixed 802.11n and 802.11g, or Mixed
802.11n,802.11g and 802.11b.

All devices on the network must share the same channel.

The Auto Channel Scan setting can be selected to allow
the DAP-2020 to choose the channel with the least
amount of interference.

Select the appropriate channel width between 20MHz
or Auto 20/40MHz from the drop-down menu.

DAP-2020

ARD

WIRELESS SETUP

LAM SETUP

| SETUP ADYANCED MAINTENANCE STATUS “

IJse this section to configure the wireless settings for your D-Link Access Paint, Please note
that changes mads on this section may also need to be duplicated on your wireless client,

Save Settings I

WIRELESS NETWORK SETTINGS :

Don't Save Settings I

Add Kew |
Wireless Mode :  [Ei{EREIN ml
wireless Network Name : thnk— (also called the SSID)
802.11 Mode : [Mixed 802.11n, 502,11g and 802,11b = |
(B |
Enable Auto Channel Scan : 7
Channel wWidth : lm

Visibility Status : [~ (Also called Disable SSID Broadcast)

Enable Wireless :

wireless Channel :

sECURITY MODE :

Security Mode : INDnE -
BRIDGE SETTING :

Remote AP Mac: 1] 2]
3 4
5. 6
7. 8.
frene =]
[escr =

WEP Key :

Bridge Security :

Pre-Shared Key :
({8~63 char.)

Enabling Hidden

Check the box if you do not want the SSID to be broadcast by the DAP-2020. This prevents the SSID from being seen by site survey
utilities, so any wireless clients will have to be pre-configured with the SSID of the DAP-2020 in order to connect to it.

Enter the MAC addresses of the APs in your network that will serve as bridges to wirelessly connect multiple networks.

Select None to disable encryption to across the network. Select WEP 64-bits or WEP 128-bits to limit communication to only those
devices that share the same WEP settings. Select WPA-PSK or WPA2-PSK to secure your network using a password and dynamic key

changes (No RADIUS server required).

Note: The Bridge with AP mode is not completely specified in the Wi-Fi or IEEE standards. This mode can work with other DAP-2020 units. Communication with other APs (even other
D-Link APs) is not guaranteed.
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WISP Client Router/WISP Repeater Modes

Enable Wireless: Select this to turn the Wi-Fi module on and off.
Use the drop-down box to select if you want to

use a schedule. Click Add New to add or change a - 1,.-.,; J7 [ s | vwwwcs | sanus | e |
DAP-2020 SETUP ADYANCED MAINTENANCE STATUS
SC h ed u Ie. SETL ARD _

HHiIRElEES S 2L Use this section to configure the wireless settings for your D-Link Access Point. Please note

Wireless Mode: Select WISP Client or WISP Repeater from the LAK SETUP that changes made on this section may also need to be duplicated on your wireless dient.
drop-down menu. cave swtings | | pert sawe settings |
Site Survey: Click this button to choose the root AP from an Enable Wireless : ¥ [aways ] | Addiiew |
available connection list. If the root AP has wireless e iclss o : Wﬁh o

encryption, you have to use the same wireless B02.11 Made : [Woed 57 Tin, 502 11 nd 872 116 2]
security mode to connect the root AP. warcless Chanel : [5 1]

Enable Auto Channel Scan : @

Channel width : IZDMHz 'I

Wi reless Network You can input the Wireless network name Ofthe root Visibility Status : I” {also called Disable S5ID Broadcast)
Name: AP orclickthe Site Survey button to find the root AP. WIRELESS SECURITY MODE :
Security Mode : |None -
802.11 Mode: Select the appropriate 802.11 mode based PT——
on the wireless clients in your network. The R e T Sl e e o
drop_down menu options are 802.1 1 n Only’ Mixed PF‘PDEDDT’ PF‘T\{:’ by click the itenlw valuevof WAI'\:I ACCE!%S type, ’ ’
802.11nand 802.11g, or Mixed 802.11n,802.11g My Internet Connection s ;- [Dynaric P(eHcF) =l
d802.11b Host Name :  [dirkap
an . B MIUSize : [1500  (bytes) MTU default= 1500
@ Attain DNS Automatically

Wireless Channel: The channel used will be displayed. The channel will © et s Manually

f0| |0W the I’OOt AP. Clone MAC Address : DDDDDDCDISSSTDW ERIME Al

Enable Auto Scan: The Auto Channel Scan setting can be selected to
allow the DAP-2020 to choose the channel with the least amount of interference.

Channel Width: geject the appropriate channel width between 20MHz or Auto 20/40MHz from the drop-down menu.

Visibility Status: Check the box if you do not want the SSID to be broadcast by the DAP-2020. This prevents the SSID from being seen by site survey
utilities, so any wireless clients will have to be pre-configured with the SSID of the DAP-2020 in order to connect to it.

Wireless Security gelect a wireless security setting. Options are None, WEP, WPA, or WPA2. Refer to the Wireless Security section of this manual for
Mode: ; detailed explanation of the wireless security options.
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WAN Settings
Dynamic IP (DHCP)

WAN settings are only used in the WISP Client Router wireless mode and the WISP Repeater wireless mode. Choose Dynamic
IP(DHCP) to obtain IP Address information automatically from your ISP. Select this option if your ISP does not give you any IP
number to use. This option is commonly used for Cable modem services.

by some ISPs. : . .

This page is used to configure the parameters for Internet network which connects to the
WAN port of your Access Point. Here you may change the access method to static IR, DHCP,
MTU Size: You may need to change the MTU (Maximum PPPOE or PPTP by dlick the item value of WAN Access type.

Transmission Unit) for optimal performance

. . . My Internet Connection is © |D ic IP(DHCP d
with your specific ISP. The default MTU size is Y [Dynaric IP(OHCP) -
1500. Host Name :  [dinkap
MTU Size : IISDD (bytes) MTU default= 1500

Attain DNS Select this option if you want the DAP-2020 to
Automatically: get the DNS (Domain Name System) server IP
address automatically.

&+ Attain DNS Automatically
i Set DNS Manually

|oooo00000000
. Lo Clone MAC Address :
Set DNS manually: Select this option if you want to manually enter Clone Your PC's MAC Address

the DNS Server IP address(es). The fields to
enter the Primary and Secondary DNS server
IP addresses will appear after you have selected this option.

DNS Server: Enter the Primary and Secondary DNS server IP address assigned by your ISP.

Clone MAC Address: The default MAC address is set to the Ethernet MAC address your DAP-2020. You can click the Clone Your PC's MAC Address button
to replace the AP’s MAC address with the MAC address of the PC that you used to register with your ISP. It is not recommended
that you change the default MAC address unless required by your ISP.
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Static IP

Select Static IP if all WAN IP information is provided to you by your ISP. You will need to enter in the IP address, subnet mask,
gateway address, and DNS address(es) provided to you by your ISP.

IP Address

Subnet Mask:

Gateway IP address:

MTU Size:

Primary DNS Server:

Secondary DNS Server:

Clone MAC Address:

the DAP-2020.

This page is used to configure the parameters for Internet network which connects to the WAN

255.255.255.0 is the default subnet mask. port of your Access Point. Here you may change the access method to static IP, DHCP, PPPoE or
. i T i

All devices on the network must have the REAL e Sk Rt e o T S ari s,

same subnet mask to communicate on the My Internet Connection is : Static P .

network.

IP Address :

Enter the IP Address of the gateway in your R ke

network. Gateway IP Address :
MTU Size : 1500  (bytes) MTU default= 1500
You may need to change the MTU (Maximum Primary DNS :
Transmission Unit) for optimal performance Secondary DHS :
with your specific ISP. The default MTU size Clons FAC Addiecs - [BanansdnasEs

is 1500. [ Clone Your PC's MAC Address |

Enter the Primary DNS (Domain Name
System) server IP address assigned by your
ISP.

Enter the Secondary DNS (optional) server IP address assigned by your ISP.
The default MAC address is set to the MAC address on the AP (Access Point). You can click the Clone Your PC's MAC Address

button to replace the AP’s MAC address with the MAC address of your Ethernet card. It is not recommended that you change
the default MAC address unless required by your ISP.
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Login:

Password:

Service Name:
Reconnection Mode:

Idle Timeout:

MTU Size:

Attain

DNS Automatically:

Set DNS Manually:

DNS Servers:

Clone MAC Address:

PPPoE

Select PPPoE (Point-to-Point Protocol over Ethernet) if your ISP uses a PPPoE connection. Your ISP will provide you with a
username and password. This option is typically used for DSL services. Make sure to remove your PPPoE software from your
computer. The software is no longer needed and will not work through the DAP-2020.

Enter your PPPOE user name.

Enter your PPPoE password and then retype the
password in the next box.

Enter the ISP Service Name (optional).
Select Always on, On demand, or Manual.

Enter a maximum idle time during which the
Internet connection is maintained during inactivity.

You may need to change the MTU (Maximum
Transmission Unit) for optimal performance with
your specific ISP. The maximum/default MTU size
is 1492.

Select this option if you want the DAP-2020 to get
the DNS (Domain Name System) server IP address
automatically.

Select this option if you want to manually enter
the DNS Server IP address(es). Fields to enter the

WAN SETTINGS :

This page is used to configure the parameters for Internet network which connects to the Wan
port of your Access Point. Here you may change the access method to static IP, DHCP, PPPoE or
PPTP by click the item value of WAN Access type.

My Internet Connection is : PPPoE(Username / Password) «
Login :
Password :
Password Confirm :

Service Name (If Required) : {optional)

Connection Mode : Always COn -
Idle Timeout (In minutes) : - {1-1000 minutes)
MTU Size : 1430  (bytes) MTU default= 1480
) Attain DNS Automatically
@ Set DNS Manually
Primary DNS :

Secondary DNS :

Clone MAC Address : 000000000000

[ Clone Your PC's MAC Address ]

Primary and Secondary DNS server IP addresses will appear after you select this option.

Enter the Primary and Secondary DNS server IP address assigned by your ISP.

The default MAC address is set to the MAC address on the AP (Access Point). You can click the Clone Your PC’s MAC Address
button to replace the AP’s MAC address with the MAC address of your Ethernet card. It is not recommended that you change
the default MAC address unless required by your ISP.
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PPTP

Choose PPTP (Point-to-Point Tunneling Protocol) if your ISP uses a PPTP connection. Your ISP will provide you with a username

and password. This option is typically used for DSL services.

My IP Address:

Enter the IP address (Static PPTP only).

WAN SETTINGS :

. This page 5 used to configure the parameters for Internet network which connects to the WAN
Subnet Mask: Enter the subnet mask. port of your Access Point. Here you may change the access method to static IP, DHCP, PPPoE or
PPTP by click the tem value of WAN Access type.
Gateway IP address: Enter the Gateway IP address.
My Internet Connection is : PPTP{Username [Password)
Server IP Address: Enter the Server IP Address provided by your My IP Address :
ISP. Subnet Mask :
Gateway IP Address :
Login: Enter your PPTP username. s Ml =
Login :
Password: Enter your PPTP password and then retype b 4
the password in the next box. '
Password Confirm :
MTU Size: You may need to change the MTU (Maximum MTU Size : 1400  (bytes) MTU default= 1400
Transmission Unit) for optimal performance () Attain DNS Automatically
with your specific ISP. The default MTU size @ Set DNS Manually
is 1400. Primary DNS :
. . . . Secondary DNS :
Attain Select this option if you want the DAP-2020
DNS Automarically: get DNS server IP address automaticall g e Ml o s
y- 9 y- [ Clone Your PC's MAC Address
Set DNS Automatically: Select this option if you want to manually

enter the DNS Server IP address(es). Fields to

enter the Primary and Secondary DNS server IP addresses will appear after you select this option.
Enter the Primary and Secondary DNS (Domain Name System) server IP address assigned by your ISP.
DNS Servers: The default MAC address is set to the MAC address on the AP (Access Point). You can click the Clone Your PC’s MAC Address

button to replace the AP’s MAC address with the MAC address of your Ethernet card. It is not recommended that you change
Clone MAC Address: the default MAC address unless required by your ISP.
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LAN Settings

This section will allow you to change the local network settings of the access point and to configure the DHCP settings.

Device Name: EntertheDeviceNameofthe AP Itisrecommended
to change the Device Name if there is more than
one D-Link device within the subnet.

LAN Connection Use the drop-down menu to select Dynamic IP
Type: (DHCP) to automatically obtain an IP address on
the LAN/private network.

My IPv6 Select from the drop-down menu the type of IPv6
Connection Type: connection you would like to use.

Si D

SETUP

W up

LAN SETUP

SETUP ADVANCED MAINTENANCE STATUS “

Use this section to configure the internal network settings of your AP.

Device Name allows you to configure this device more easily when your network using TCP/IP
protocol. You can enter the device name of the AP into your web browser to access the
instead of 1P address for configuration.Recarmmend to change the devie name if there're more
than one D-Link devices within the subnet.

[ Save Settings ][ Don't Save Settings ]

DEVICE NAME :

Device Name allows you to configure this device more easily. You can enter "http://"device
name into your web browser instead of IP address for configuration. (Default: http://dlinkap)

Device Name : [dirkap

LAN IPV4 CONNECTION TYPE :
Choose the IPv4 mode to be used by the Access Point.

My LAN Connection is : | Dynamic IP[DHCF) [v

DYNAMIC IP (DHCP) LAN CONNECTION TYPE :

IP Address Information.

1P Address :

Subnet Mask :
Gateway Address :
Primary DNS Server :
Secondary DNS Server :

IPV6 CONNECTION TYPE :

Choose the mode to be used by the AP to connect to the IPv6 Internet.

My IPv6 Connection is : | Link-Local Onlly [>]

LAN IPV6 ADDRESS SETTINGS :

Use this section to configure the internal network settings of your router. The LAN IPv6 Link-
Local Address is the IPvE Address that you use to access the Web-based management
interface.

LAN IPv6 Link-Local Address : feB0::218:e7ff:fe95:6561/64

Helpful Hints..
LAN Settings :

LAN Connection type:
f ult

IP Address :
Th fault IP addr

WIRELESS
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Static IP

Select Static IP Address if all the Internet port’s IP information is provided to you by your ISP. You will need to enter in the IP
address, subnet mask, gateway address, and DNS address(es) provided to you by your ISP. Each IP address entered in the fields
must be in the appropriate IP form, which are four octets separated by a dot (x.x.x.x). The Access point will not accept the IP
address if it is not in this format.

Device Name: Enter the Device Name of the AP. It is
recommended to change the Device Name if
there is more than one D-Link device within the
subnet. You can enter the device name of the
AP into your web browser to access the instead

Use this section to configure the internal network settings of your AP,

Of IP add ress for Conﬁg Uration, If yOU are using Device Mame alows you to configure this device more easily when your netwark using TCP/IP
) protacol. You can enter the device name of the AP into your web bro_wser to access Fhe

the deV|Ce name to con nect, ensure that you r m;g?ngféiiiidégﬁc?sr vc\riotr;?r?ﬂwaggﬂﬁiz?mmend to change the devie name if there're more
PCand your DAP-2020 are on the same network. savesettings | Dont Save Settings |

LAN Connection Type: Select Static IP from the drop-down menu. Device Name : B ]

IP Address: Enter the IP address of the access point. The Choose the Iv mode to be Used by the Access Fant, P Address:

default IP address is 192.168.0.50. If you change My LAN Connection is : [Gaice ]
the IP address' once you CIICk Apply' you WIII STATIC IP ADDRESS LAN CONNECTION TYPE :
need to enter the new IP address in your browser Ente the [Pv4 address nformation,
to get back into the configuration utility. 1P address : [i5z 16080

Subnet Mask : I255.255.255.D

Subnet Mask: Enter the Subnet Mask assigned by your ISP. met:D:::d #

Secondary DNS Server : ID.D‘D.D

Default Gateway: Enter the Gateway assigned by your ISP.
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DHCP Server

The DHCP server settings defines the range of the IP address that can be assigned to stations in the network. If needed or
required in the network, the DAP-2020 is capable of acting as a DHCP server.

Enable DHCP server: L heck o alow the DAP2020 to function a5 2. |
DHCP SERVER SETTINGS
DHCP server.

) ) Use this section to configure the buitt-in DHCP Server to assign IP addresses to the computers on
DHCP IP Address Inputthe IP address available for assignment on your network.

Range : your network.
Enable DHCP Server : [

Always Broadcast : Check to keep broadcast. PRI s e M {190,166, 0. 458 L
Always Broadcast :
Gateway : Enter the IP address of the gateway on the Gateway : |192.163.0.5C
network. WINS : [192,165.0.50

DNS : |192.168.0.50
DHCP Lease Time : | 1Week

WINS : Enterthe IP address of the WINS on the network.

DNS : Enter the IP address of the DNS on the network.

DHCP Lease Time : The lease time is the period of time before the
DHCP server will assign new IP addresses.
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Advanced
Advanced Wireless

Transmit Power: Sets the transmit power of the antennas.

WMM Enable: WMM is QoS for your wireless network. This will

mprove the qualityofvideoand voice applicaions v

foryour wireless clients. ouce viess | IpTRCENREESs SEme I
X X X BELIIRES : If you are not familiar with _these Advan_ced \Wireless settings, please read the help section N
Short Gl: Check this box to reduce the guard interval time i BEEELIE L
therefore increasing the data capacity. However, | ey | [ sevesetings || Don:savesetings |
it's less reliable and may create higher data loss.
Transmit Power :
WMM Enable :
IGMP Snooping: This enables IGMP snooping for the wireless Short Gt - [
t. W d bl th . f IGMP Snooping :
connection. We re‘commen‘ enabling ‘IS i WA Partion: B
you often use multicast services such as video HT 20/40 Coexistance : @ Enable O Disbale

conferencing and streaming audio/video.

drop down. Your
%, 75%,

WLAN Partition: This feature enables client isolation. If enabling,
all clients will not be able to view or access each
other’s information or within the network.

HT 20/40 Check to enable or disable this feature.
Coexistance:
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MAC Address Filter

The MAC address filter section can be used to filter network access by machines based on the unique MAC addresses of their
network adapter(s). It is most useful to prevent unauthorized wireless devices from connecting to your network. A MAC address
is a unique ID assigned by the manufacturer of the network adapter.

Configure When Turn MAC Filtering OFF is selected, MAC addresses
MAC Filtering: are not used to control network access. When Turn MAC
Filtering ON and ALLOW computers listed to access the

network is selected, only computers with MAC addresses

listed in the MAC Address List are granted network access.

Helpful Hints..

The MAC (Media Access Controller) Address filter option is used to control network access Coe =l

When Turn MAC Filtering ON and DENY computers WLFL PROTECTED based on the MAC Address of the network adapter. A MAC address is a unique ID assigned by
. . 5 - the manufacturer of the network adapter. This feature can be configured to ALLOW or DENY
listed to access the network is selected, any computer p# network/Intemet access.
with a MAC address listed in the MAC Address List is refused (sevesetinge J [ Dot Sove setings ]
access to the network.

Configure MAC Filtering below :

[Turn MAC Filtering oFF [+]

Add MAC This parameter allows you to manually add a MAC filtering
Filtering rule. Click the Add button to add the new MAC filtering rule
Rule: to the MAC Filtering Rules list at the bottom of this screen.

MAC Address Wireless Client List

WIRELESS
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Wi-Fi Protected Setup

Wi-Fi Protected Setup (WPS) System is a simplified method for securing your wireless network during the “Initial setup”as well
as the “Add New Device” processes. The Wi-Fi Alliance (WFA) has certified it across different products as well as manufactures.
The process is just as easy, as depressing a button for the Push-Button Method or correctly entering the 8-digit code for the
Pin-Code Method. The time reduction in setup and ease of use are quite beneficial, while the highest wireless Security setting
of WPA2 is automatically used.

Enable: Check this box to enable the function

Disable WPS-PIN Locking the wireless security settings prevents the
Method: settings from being changed by the Wi-Fi Protected

Setup feature of the router. Devices can still be added

to the network using Wi-Fi Protected Setup. However,

WI-FI PROTECTED Wi-Fi Protected Setup is used to easily add devices to a network using a PIN or button

the Settings Ofthe network will not Change once this SETUP press.Devices must support Wi-Fi Protected Setup in order to be configured by this methad.
. . If the PIN changes, the new PIN wil be used in following Wi-Fi Protected Setup process.Clicking
Opt|0n IS ChECked. USER LIMIT on "Don't Save Settings” button will not reset the PIN.

However, if the new PIN is not saved, it wil get lost when the device reboots or loses power.

[ Save Settings ] [ Don't Save Settings ]

Pin Settings: Press the button to generate a new PIN or Reset to

Default.
Enable :
Current PIN: Shows the current value of the router’s PIN. Lock Wireless Security :
Reset to Unconfigured
Reset PIN to Restore the default PIN of the access point.
Default:

Current PIN: 42700098
[ ResetPINtoDefault | [ Generate NewPIN |

Generate New Create a random number that is a valid PIN. This

PIN: becomes the router’s PIN. You can then copy this PIN
to the user interface of the registrar.

[ Add Wireless Device With WPS ]

Add Wireless Press the button to start with the wizard to setup
Station: the WPS.
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User Limits

Enter the maximum number of wireless clients that can connect at one time to your access point.

Enable User Check the Enable User Limit box to enable this
Limit: feature.

User Limit: Enter the maximum number of clients, between 1
and 32.

Please apply the settings to limit how many wireless stations connecting to AP.

Save Click Save Settings to save and activate the new & e
Settings: changes : ;

USER LIMIT SETTINGS

Enable User Limit : []

UserLimit(1-32): [ |

WIRELESS
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Port Forwarding
Rules:

Name:

IP Address:

Start/End Ports:

Traffic Type:

Port Forwarding (WISP modes only)

This function is available if your DAP-2020 is in the WISP Client Router or WISP Repeater mode. This feature allows you to open
a single port or a range of ports. Click Save Settings and the port forwarding rule will be put into the Port Forwarding List.

Check the box to configure a port forwarding rule.

Enter a name for the rule. You can select an
application name from the Application Name drop-
down menu. Click the << button to fill in the Name
field with the application name that you selected.

Enter the IP address of the computer on your local
network that you want to allow the incoming
service to.

Enter the port or ports that you want to open. If
you want to open one port, enter the same port in
both boxes.

Select TCP, UDP, or Both.

PORT FORWARDING RULES

Entries in this table allow you to automatically redirect common network services to a specific
machine behind the MAT firewall. These settinas are only necessary if vou wish to host some
sort of server like a web server or mail server on the private local network behind your
Gateway's MAT firewall.

Traffic
Port Type
Mame Start
u IP Address End

PORT FORWARD LIST

Current Port Forwarding Table:
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Port Filter (WISP modes only)

This function is available if your DAP-2020 is in the WISP Client Router or WISP Repeater mode. This feature is used to secure
or restrict your local network. It will deny the ports that you enter from the local network to the Internet. Click Save Settings
and the port filter rule will be put into the Port Filter List.

Port Filter: Check the box to configure a port filer rule.

Rules: Entries in this table are used to restrict certain types of data packets from vour local network to
Internet through the Gateway. Use of such filters can be helpful in securing or restricting vour
Name: Enter a name for the rule. You can select an local network.
application name from the Application Name drop-
down menu. Click the << button to fill in the Name Port Traffic
field with the application name that you selected. s
Start
Start/End Ports: Enter the port or ports that you want to open. If ] Name |:|
you want to open one port, enter the same port in |:| End

both boxes.

Traffic Type: Select TCP, UDP, or Both.

Current Port Filter Table:
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DMZ (WISP modes only)

This function is available only if the DAP-2020 is in the WISP Client Router or WISP Repeater mode. This feature allows you to
set up a DMZ (Demilitarized Zone) host. If you have a client PC that cannot run Internet applications properly from behind the
DAP-2020, then you can set the client up for unrestricted Internet access. The DMZ allows a computer to be exposed to the
Internet. This feature is useful for gaming purposes. Enter the IP address of the computer that will be the DMZ host. Adding a
client to the DMZ may expose your local network to a variety of security risks, so only use this option as a last resort.

Enable DMZ: Check this box to enable DMZ. ADVANCED WIRELESS SETTINGS :

Enzable DMZ = []

DMZ Host IP Enter the IP address of the computer you would
Address: like to open all ports to. You can select a computer DMZ Host P Address:[ |
from the Computer Name drop-down menu and
click << to enter the computer name into the DMZ
Host IP Address field.
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Parental Control (WISP modes only)

This function is available only if the DAP-2020 is in the WISP Client Router or WISP Repeater mode. This feature allows you to
create a list of websites that you want to deny users access.

Configure Select Turn Website Filtering OFF or Turn Website
Website Filtering ON and DENY computers access to

The Parental Control allows you to set-up a list of Websites that the users on your network wil

Filtering Below: ONLY these sites. either be allowed or denied access to.
Website URL Enter a keyword or URL that you want to block | saveSetings |[ Don'tSaveSettings |
Address: and click Save Settings. Any URL that contains the

keyword will be blocked. WEBSITE FILTERING RULES

URL fitter is used to deny LAN users from accessing the internet. Block those URLs which
contain keywords listed below.

Configure Website Filtering below:
|T|.|rn Website Filtering OFF L

Website URL Address or keywiord

WEB FILTER LIST

Current Filter Table:

D-Link DAP-2020 User Manual 51



Section 3 - Configuration

Enable UPnP:

Enable WAN Ping
Respond:

Remote
Management:

Advanced Network (WISP modes only)

This function is available if the DAP-2020 is in WISP Client Router or WISP Repeater mode. This feature allows you to change
the LAN settings. Please be aware that any changes to the factory default settings may affect the behavior of your network.

Check this box to use the Universal Plug and Play
(UPnP™) feature. UPnP provides compatibility with
networking equipment, software and peripherals.

Check this box to allow the WAN port of the
DAP-2020 to be pinged. Unchecking the box
will not allow the DAP-2020 to respond to pings.
Blocking ping response may provide some extra
security from intruders.

Remote management allows the DAP-2020 to be
configured from the Internet by a web browser. A
username and password are still required to access
the Web-Management interface.In general, only a
member of your network can browse the built-in
web pages to perform Administrator tasks. This
feature enables you to perform Administrator
tasks from the remote (Internet) host.

Universal plug and Play (UPRP) supports peer-to-peer Plug and Play functionality for netwaork
devices,

Enable UPRP: []

If you enable this feature, the WAN port of your DAP-1360 wil respond to ping reguests from
the Internet that are sent to the WAN IP Address.

Enable WAN Ping Respond: []

REMOTE MANAGEMENT :

If you enable this feature, you can manage the DAP-1360 from anywhere on the Internet.

Enable Remote Management: []
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Maintenance
Admin

This page will allow you to change the Administrator password. The administrator password has read/write access.

Password: Enter a new password for the Administrator Login
Name. The administrator can make changes to the
settings.

Confirm Enter the same password that you entered in the
Password: previous textbox in order to confirm its aCCUracy. e | 5o o ot th oxerte the poceward chonge. S0 Eesoune ¢ st sereior
c;n be made lup oLany keyhoard characters, The new password must be between 0 and 15
characters in length.

Enable CheCk tO ena ble thiS feature. — Save Settings I Don't Save Settings I
Graphical -
Authentication: New Password : [

Confirm Password ;[

ADMINISTRATION :

Enable Graphical r
Authentication :

WIRELESS
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Save to Local
Hard Drive:

Upload from
Local Hard Drive:

Restore to
Factory Default:

Reboot the
Device:

System

Use this option to save the current access point
configuration settings to a file on the hard disk of the
computer you are using. Click the Save button. You will
then see a file dialog where you can select a location
and file name for the settings.

Use this option to load previously saved access
point configuration settings. Click Browse to find a
previously saved configuration file. Then, click the
Upload Settings button to transfer those settings to
the access point.

This option will restore all configuration settings back
to the settings that were in effect at the time the access
point was shipped from the factory. Any settings that
have not been saved will be lost, including any rules
that you have created. If you want to save the current
access point configuration settings, use the Save
button above.

Note: Restoring the factory default settings will not reset
the Wi-Fi Protected Status to Not Configured.

Click to reboot the access point.

Save Settings To Local Hard
Drive

Hard Drive

Restore To Factory Default

Settings

Reboot The Device

=

Load Settings From Local :

Upload Settings

:

=

D-Link DAP-2020 User Manual

54



Section 3 - Configuration

Firmware

You can upgrade the firmware of the access point here. Make sure the firmware you want to use is on the local hard drive of
the computer. Click on Browse to locate the firmware file to be used for the update. Please check the D-Link support website
for firmware updates at http://support.dlink.com. You can download firmware upgrades to your hard drive from this site.

Browse: After you have downloaded the new firmware, click
Browse to locate the firmware update on your hard
drive. Click Upload to complete the firmware upgrade.

Upload: Once you have a firmware update on your computer,
use this option to browse for the file and then upload
the information into the access point.

Language Pack

You can change the language of the web Ul by uploading
available language packs.

Browse: After you have downloaded the new language pack,
click Browse to locate the language pack file on your
hard drive. Click Upload to complete the language
pack upgrade.

o

ADMIN

There may be new firmware for your DAP-1360 to improve functionality and performance.
Click here to check for an uparade on our support site.

After you have download the new firmware file from our support site, dick the Browse button
below to find the firmware file on your local hard drive. Click the Save Settings button to update
the firmware on the DAP-1360.

Do not update firmware through wireless network!!

FIRMWARE INFORMATION

Current Firmware Version: 6.00 Date: 2013-07-04

Current Language Pack Version: No Language pack

FIRMWARE UPGRADE

Note: Some firmware upgrades reset the configuration options to the factory defaults.
Before performing an upgrade, be sure to save the current configuration from the
Maintenance -> System screen.

To upgrade the firmware, your PC must have a wired connection to the access point.
Enter the name of the firmware upgrade file, and dlick on the Upload button.

Upload :

LANGUAGE PACK UPGRADE

Helpful Hints...

nware Upda

on
Click here to check

for an upgra

support site

WIRELESS
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Watchdog

The Watchdog feature pings a specified IP address. If the IP address stops responding to pings, your AP will be rebooted. You
can also select an option to have the DAP-2020 send an e-mail alert if the specified IP address stops responding to pings.

Enable Watchdog Check this box to enable the Watchdog (Ping
(Ping of Life): of Life) to check some host IP. D-Link

Update Time Enter the time interval of how often you would
Interval: like the Watchdog to ping the response IP [ PraS—..eeeeeeeee—-

addreSS. i The Watchdog feature pings a specified 1P address, If the IP address stops responding to pings, NetchaoalBing
your access point wil be rebooted, You can also select an aption to have the DAP-1360 send
an e-mail alert if the specdified IP address stops responding to pings.

Watchdog Response Enter the IP address that the Watchdog will y savesettings | Donttsavasettngs |

L D — Ui
IP: ping. .

Ena(ble Wa%ch}:ll;g -
. . . _ . N . Ping of Life) :
Enable Mail Alert: Check this box to enable e-mail notification for pdate Time Interval : [ (minutes, range:1.60, default)

t h e WatC h d Og N watchdog Response IP : |0.D.D.D
Enable Mail Alert : [~
SMTP Server

SMTP Server: Enter the SMTP server IP address.

Sender E-mail

Receiver E-mail

|
:
: |
Sender E-Mail: Enter the e-mail address from which the SMTP ServerPort : |
-

notification will be sent. Enable Authentication :
Account Name : I—
. . . . Password : |
Receiver E-Mail: Enter the e-mail address which the notification erify Password : [

will be sent to.
SMTP Server Port: Enter the SMTP server port.

Enable Check the box to enable authentication that is used with the SMTP server.
Authentication:

Account Name: Enter your account name that is used with the SMTP server.

Password: Enter your password that is used with the SMTP server and re-enter it in the next box.
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Time

The Time Configuration option allows you to configure, update, and maintain the correct time on the internal system clock.
From this section you can set the time zone that you are in. Daylight Saving can also be configured to automatically adjust the
time when needed.

Time Zone:

Daylight Saving:

Enable NTP Server:

NTP Server Used:

Date and Time:

Select the Time Zone from the drop-down menu.

To select Daylight Saving time manually, click the
Enable Daylight Saving check box. Next use the
drop-down menu to select a Daylight Saving Offset
and then enter a start date and an end date for
daylight saving time.

NTP is short for Network Time Protocol. NTP
synchronizes computer clock times in a network
of computers. Check this box to use a NTP server.
This will only connect to a server on the Internet,
not a local server.

Enter the NTP server or select one from the drop-
down menu.

To manually input the time, enter the values in
these fields for the Year, Month, Day, Hour, Minute,
and Second and then click Save Settings. You can
also click the Copy Computer Time button at the
bottom of the screen.

- 12-LI1n

o

Time Configuration
The Time Configuration option allows you to configure, update, and maintain the correct time on
the internal system clock. From this section you can set the time zone that you are in and set the

NTP (Metwork Time Protocol) Server. Daylight Saving can also be configured to adjust the time
when needed.

[ Save Settings ][

Don't Save Settings ]

Daylight Saving Dates : tart ud ~ |2am -

TIME CONFIGURATION

Time : 01/01/2011 20:19:01

Time Zone

2 (GMT+08(50} B-e-ij\ﬁgr ﬁhongqiﬁgI i-l‘ong“l‘(z‘mgl L]I;I.IITIC.]\.
Enable Daylight Saving : [

|Thu ~ 2am

Enable NTP server :
NTP Server Used :

AUTOMATIC TIME CONFIGURATION

ﬁml.dlink.mm .SelectNTP SETVEr W

Date and Time

SET THE DATE AND TIME MANUALLY

Year[2011 ] onth[1 +] Day[t ~|

i "'..':ﬂp_rn "

Copy computer time

Helpful Hints...

WIRELESS
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System Check

This section Ping Tests by sending ping packets to test if a computer on the internet is running and responding.

Ping Test : The Ping Test / IPv6 Ping Test is used to send Ping. P/ | s | owme R v | e |
S Helpful Hints...
Ping ReSUIt: The reSU|tS Of your plng attempts WI” be dlsplayed Ping test sends "ping" packets to the test a computer on the Internet. &
here. '

Host Name or IP address :

SCHEDULES Enter a host name or IP address above and click "Ping”.

TIM

WIRELESS
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Name:

Days:

Time:

Schedule Rules
List:

Schedules

Enter a name for your new schedule.

Select a day, a range of days, or All Week to
include every day.

Enter a start and end time for your schedule.
The list of schedules will be listed here. Click the

Edit icon to make changes or click the Delete
icon to remove the schedule.

SETUP ADVANCED MAINTENANCE

The Schedule configuration option is used to manage schedule rules for wireless LAN control

features.

MWATLEEOE N ADD SCHEDULE RULE : .

Day(s): O All Week @ Salact Day(s)
[Jsun [OMon [JTue Cdwed CThu [JFri [Jsat
AllDay - 24 hrs: []
Time format : | 24-haur [
Start Time : DD AN (hour:minute)
End Time : D : D AN (hour:minute)

SCHEDULE RULES LIST :

Name Day(s) Time Frame

ch = e a

ningful to v
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Status

Device Info
This page displays the current information for the DAP-2020. It will display the LAN and wireless LAN information.

General: Displays the access point’s time and firmware
version.

LAN: Displays the MAC address and the private (local) IP R/ | s | o | e |

Helpful Hints...

settings for the access point. | DEVICE NFORMATION:

Al of your Internet and network connection details are displayed on this page. The firmware

Device Information:

SRR | version is also displayed here. i
Wireless LAN: Displays the wireless MAC address and your | o
. . W GENERAL

wireless settings such as SSID and Channel. s

Time : 2013-07-17 14:52:59

Firmware Version : 6.00

MAC Address : 00:1E:E3:13:05:10
Connection : Dynamic IP
1P Address : 192.168.0.198
IP Subnet Mask : 255.255.0.0
Default Gateway : 192.168.0.254

WIRELESS LAN

MAC Address : 00:1E:E3:13:05:10
Wireless Network Name (SSID) : D-Link_DAP-1360
Channel Width : 20/40MHz
Wireless Channel :
Wireless Security Mode :
Wi-Fi Protected Setup :
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Logs

The DAP-2020 keeps a running log of events and activities occurring on the AP. If the AP is rebooted, the logs are automatically
cleared. You can save the log files under Log Setting.

Log Options:

First Page:
Last Page:
Previous Page:
Next Page:
Clear Log:

Log Settings:

Refresh:

There are several types of logs that can be viewed:
System Activity, Debug Information, Attacks,
Dropped Packets and Notice.

DAP-2020 // SETUP ADYANCED MAINTENANCE STATUS HELP

This button directs you to the first page of the log. DEVICE INFO R e

View Log displays the activities occurting on the DAP-1360, F'Ir:t Page
wireless ] LOG OPTIONS

System Activity : [ System Activity [ Debug Information [~ Attacks
[ Dropped Packets [~ Notice
Apply Log Settings Mow |

This button directs you to the last page of the log.

This button directs you to the previous page of the log.

This button directs you to the next page of the log.
First Fags | Last Page I Freyious Page | ekt Pade | Clear Log | Save log I
This button clears all current log content. p_laze;rifl

Time Message

This button opens a new menu where you can
configure the log settings.

This button refreshes the log.
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Statistics

The DAP-2020 keeps statistics of the traffic that passes through it. You can view the amount of packets that pass through the LAN
and wireless portions of the network. The traffic counter will reset if the access point is rebooted.

DAP-2020 // SETUP ADYANCED MAINTENANCE | S5TATUS
D MFC

!

STATISTICS

LESS

Traffic Statistics display Receive and Transmit packets passing through the DaP-1260,

Refresh Statistics | Clear Skatistics |

LAN STATISTICS

Sent: 1941 Received: 4547
TX Packets Dropped: 0 R¥ Packets Dropped: 0
Collisions: 0 Errors: 0

WIRELESS STATISTICS

Sent: 1718 Received: 7356
TX Packets Dropped: 0 R¥ Packets Dropped: 0
Collisions: o Errors: o

Helpful Hints..
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Wireless

The wireless section allows you to view the wireless clients that are connected to your wireless access point.

Connection Time: Displays the amount of time the wireless client has
been connected to the access point.

MAC Address: The Ethernet ID (MAC address) of the wireless client

The Wireless Client table below displays Wirgless clients connected to the &P (Access Point). In rﬁl.e
&P Client mode it displays the connected AP's MAC address and connected Time.

HHRALESS CONNECTED WIRELESS CLIENT LIST :

Connected Time MAC Address
None
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Setup

Wizard
Wireless Setun
WAk Setup
LAMN Setup

Advanced

Port Forwarding
Port Filter

MAC Address Filter
DMZ2

Parental Control
Advanced Wireless
Advanced Network

Maintenance

Device Adrinistration

Save and Restore
Firrrewear e Undate
WatchDog

Tirne

Schedules

Status

Device Info
Log
Statistics
Wireless

WIRELESS
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Section 4 - Security

Wireless Security

This section will show you the different levels of security you can use to protect your data from intruders. The DAP-2020 offers
the following types of security:

« WPA2 (Wi-Fi Protected Access 2) + WPA2-PSK (Pre-Shared Key)
« WPA (Wi-Fi Protected Access) « WPA-PSK (Pre-Shared Key)
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What is WPA?

WPA, or Wi-Fi Protected Access, is a Wi-Fi standard that was designed to improve the security features of WEP (Wired Equivalent
Privacy).

The 2 major improvements over WEP:

- Improved data encryption through the Temporal Key Integrity Protocol (TKIP). TKIP scrambles the keys using a
hashing algorithm and, by adding an integrity-checking feature, ensures that the keys haven’t been tampered
with. WPA2 is based on 802.11i and uses Advanced Encryption Standard (AES) instead of TKIP.

- User authentication, which is generally missing in WEP, through the extensible authentication protocol (EAP).
WEP regulates access to a wireless network based on a computer’s hardware-specific MAC address, which is
relatively simple to be sniffed out and stolen. EAP is built on a more secure public-key encryption system to
ensure that only authorized network users can access the network.

WPA-PSK/WPA2-PSK uses a passphrase or key to authenticate your wireless connection. The key is an alpha-numeric password
between 8 and 63 characters long. The password can include symbols (17*&_) and spaces. This key must be the exact same key
entered on your wireless bridge or access point.

WPA/WPA?2 incorporates user authentication through the Extensible Authentication Protocol (EAP). EAP is built on a more
secure public key encryption system to ensure that only authorized network users can access the network.
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Configure WPA/WPA2 Personal

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please establish
wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption due to the

added overhead.
1. Log into the web-based configuration by opening a web browser
and entering the IP address of the access point. Click on Setup

and then click Wireless Settings on the left side.

2. Next to Security Mode, select Enable WPA Wireless Security,
Enable WPA2 Wireless Security, or Enable WPA2-Auto Wireless
Security.

3. Next to Cipher Type, select TKIP, AES, or Auto.

4. Next to PSK/ EAP, select Personal.

WIRELESS SECURITY MODE :

Security Mode | Enable WPA Wireless Security {enhanced)

]

WRE reguires stations to Lse high grade encryption and authentication,

Ciphier Type ;

Passphrase |

Confirmed Passphrase ; |

5. Next to Passphrase, enter a key. The key is entered as a passphrase in ASCIl format at both ends of the wireless connection.

The passphrase must be between 8-63 characters.

6. Click Save Settings at the top of the window to save your settings. If you are configuring the access point with a wireless
adapter, you will lose connectivity until you enable WPA-PSK on your adapter and enter the same passphrase as you did on

the access point.
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Configure WPA/WPA2 Enterprise

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please establish
wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption due to the

added overhead.

1. Log into the web-based configuration by opening a web browser

and entering the IP address of the access point. Click on Setup and
then click Wireless Settings on the left side.

2. Next to Security Mode, select Enable WPA Wireless Security, Enable
WPA2 Wireless Security, or Enable WPA2-Auto Wireless Security.

3. Next to Cipher Mode, select TKIP, AES, or Auto.
4. Next to Personal / Enterprise, select Enterprise.
5. Next to RADIUS Server, enter the IP Address of your RADIUS server.

6. Next to Port, enter the port you are using with your RADIUS server.
1812 is the default port.

7. Next to Shared Secret, enter the security key.

8. Click Save Settings to save your settings.

Security Mode |Enable WPA Wireless Secority {enhanced) Vl

Cipher Type :

802, 1%
RADILIS Server 10 TP

Part

Shared Secret
RADIUS Server 21 IP

Port

Shared Secret

WA requires stations to use high grade encryption and authentication,
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Connect to a Wireless Network
Using Windows™ XP

Windows™ XP users may use the built-in wireless utility (Zero Configuration Utility). The following instructions are for Service
Pack 2 users. If you are using another company’s utility or Windows" 2000, please refer to the user manual of your wireless
adapter for help with connecting to a wireless network. Most utilities will have a “site survey” option similar to the Windows"

XP utility as seen below.

If you receive the Wireless Networks Detected bubble, click on
the center of the bubble to access the utility.

or

Right-click on the wireless computer icon in your system tray
(lower-right corner next to the time). Select View Available
Wireless Networks.

The utility will display any available wireless networks in your area.
Click on a network (displayed using the SSID) and click the Connect
button.

If you get a good signal, but cannot access the Internet, check you
TCP/IP settings for your wireless adapter. Refer to the Networking
Basics section in this manual for more information.

i) Wireless networks detected x

One or more wireless networks are in range of this computer.
To see the list and connect, dick this message

Change Windows Firewall settings

Open Network Connections

Repair
Yiew Available Wireless Networks

15 Wireless Network Connection 6 |X‘
Network Tasks Choose a wireless network

g Refresh network list Click an item in the list below to connect to a wireless network in range or to get more

Test

3

form
31
<2 Setup a wireless network
<a
for a home or small office ((ﬁ))

Unsecured wireless network lﬂﬂﬂu
default

Related Tasks ((ﬁ})

@ Learn about wireless Unsecured wireless network ||][|[|[|
networking P——
¢ Change the order of ﬁ
preferred nebworks
(o)

alll

1 Security-enabled wireless network

3 Change advanced
settings

k

((ﬁ))

3

D-Link DAP-2020 User Manual

69



Section 5 - Connecting to a Wireless Network

Configure WPA-PSK

It is recommended to enable WEP on your wireless bridge or access point before configuring your wireless adapter. If you are
joining an existing network, you will need to know the WEP key being used.

1. Open the Windows® XP Wireless Utility by right-clicking
on the wireless computer icon in your system tray
(lower-right corner of screen). Select View Available Wireless
Networks.

2. Highlight the wireless network (SSID) you would like to
connect to and click Connect.

Change Windows Firewall settings

Open MNetwork Connections

Repair
Yiew Available Wireless Networks

14" Wireless Network Connection 6 |X|

Network Tasks Choose a wireless network

g Refresh network list Click an item in the list below to connect to a wireless network in range or to get more

information.

< getup awireless network Test |
- for a home or small office ({i))
Unsecured wireless network l[l[l[lﬂ
Related Tasks ({i)) defuiE 3
i) Learn about wireless Unsecured wireless network I[ll]l]l]
[ROTTE ({ )) salestest
Change the order of i § =
preferred networks 'r_;) Security-enabled wireless network lluuu
L

.y testl

(3» Change advanced
settings

il
ﬁ! Security-enabled wireless network

work key. If you want to connect to this

({?)) ~n
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3. The Wireless Network Connection box will appear. Enter the WPA-PSK
passphrase and click Connect.

It may take 20-30 seconds to connect to the wireless network. If the
connection fails, please verify that the WPA-PSK settings are correct. The
WPA-PSK passphrase must be exactly the same as on the wireless access
point.

Wireless Network Connection

The network 'testl’ requires a network key (also called a WEP key or WPA key). A network
key helps prevent unknown intruders from connecting to this netwark.

Type the key, and then didk Connect.

Metwork key: | | |

Canfitr netwark key: | |

L Connect ] [ Cancel ]
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Using Windows Vista

Windows Vista” users may use the convenient, built-in wireless utility. Follow these instructions:

From the Start menu, go to Control Panel, and then click on . :
Network and Sharing Center. g

Network and Sharing Center

Wiew full map

,} =
o -,
WIFL-PC Multiple networks Internet
(This cermputer)

BL¢ D-Link (Public network)
-

Access Local only
Connection Wireless Network Connection 2 (D-Link}

! Signal strength: Excellent

&S Unidentified network (Public network)
Access Local only

Connection Local Area Connection

[ Sharing and Discovery
Metwork discoves ry
File sharing

Public folder sharing

The utility will display any available wireless networks in your
area. Click on a network (displayed using the SSID) under Select a

network to connect to and then click the Connect button. T ———
Show [An -
75 D-Link Unsecured network !!!!!

== Name: D-Link

Signal Strength: Excellent
Security Type: Unsecured
Radio Type: 802.11g
SSI0: D-Link

Set up a connection or netwerk
Open Network and Sharing Center

| g e
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Click Connect Anyway to continue.

The utility will display the following window to indicate a
connection is being made.

The final window indicates the establishment of a successful
connection.

The next two pages display the windows used to connect to either
a WEP or a WPA-PSK wireless network.

D-Link is an unsecured network

@ Connect Anyway

Information sent over this network might be visible to others.

# Connect to a different network

Connecting to D-Link

N~

[F185

[] Start this connection automatically
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Configure WPA-PSK

It is recommended to enable WEP on your wireless bridge or access point before configuring your wireless adapter. If you are

joining an existing network, you will need to know the WEP key being used.

Click on a network (displayed using the SSID) using WPA-PSK under
Select a network to connect to and then click the Connect button.

Enter the appropriate security key or passphrase in the field
provided and then click the Connect button.

Select a network to connect to

Show [All -

5_# D-Link Security-enabled network

Name: D-Link
Signal Strength: Excellent
Security Type: WPA-PSK
Radio Type: 802119
SSID: D-Link

Type the network security key or passphrase for D-Link

The person who setup the network can give you the key or passphrase.

Security key or passphrase:

[ Display characters

£ Hyouhavea USB flash drive with network settings for D-Link, insert it now.
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Using Windows" 7

It is recommended to enable wireless security (WPA/WPA2) on your wireless router or access point before configuring your
wireless adapter. If you are joining an existing network, you will need to know the security key or passphrase being used.

1. Click on the wireless icon in your system tray (lower-right corner).

2. The utility will display any available wireless networks in your area.

11:21 AM
0/7/2009

Wireless Icon

Mot connected

I:ljﬂ Connections are available

Wireless Network Connection
dlink

kay2690_24

AllenH DIR-655

SD6_WLAN

DAP-2690g

wpstestl

BEIQ633304WPAZ

Eddie APNAS

% =

~

ol
Rl
M
]
.l
M
M
|

Open MNetwork and Sharing Center

| . 3
—————
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3. Highlight the wireless network (SSID) you would like to connect to
and click the Connect button.

If you get a good signal but cannot access the Internet, check your
TCP/IP settings for your wireless adapter. Refer to the Networking
Basics section in this manual for more information.

4. The following window appears while your computer tries to
connect to the router.

Mot connected .
ﬂ Connections are available 3
Wireless Metwork Connection ~
dlink Al |
Connect automatically
kay2690_24 T
james2690g 15!!1
ALPHA M
dlink 888 M
SD6_WLAN T
DAP-2690g -
i Open Metwork and Sharing Center

@‘ Connect to a Network

Getting information from dlink...
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5. Enter the same security key or passphrase that is on your router (8 Connect to a Network ——)
and click Connect. You can also connect by pushing the WPS
button on the router. Type the network security key
Security key: |
It may take 20-30 seconds to connect to the wireless network. If the Dl Hiide characters
connection fails, please verify that the security settings are correct.
The key or passphrase must be exactly the same as on the wireless You can also connect by pushing the
utton on the router.
router.
|
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Configure WPS

The WPS feature of the DAP-2020 can be configured using Windows® 7. Carry out the following steps to use Windows" 7 to
configure the WPS feature of the DAP-2020:

1. Click the Start button and select Computer from the Start P
menu. ) cing e .
g Windows Media Center

Caleulator

[ stickyNotes

% Snipping Teol

% Remote Desktop Connection

@‘ Magnifier

"QJ Solitaire

»  AllPrograms

[ISearch programs and files 2]

2. Click the Network option. ol 5

My Computer » = | ¥ ||| Search Computer el
-
Organize » System properties Uninstall or change a program Map network drive > - @ @
457 Favorites 4 Hard Disk Drives (3)
[ Desktop Local Disk (C:) Local Disk (D:)
1§ Downloads w e |
I P 2.39 GB free of 10.0 GB S 227 6B fres of 00 GB
| %] Recent Places
DATA (E)
>
41 Libraries 7 205 GBfrec of 531 G
& [ Documents i i
s
> @ Music Devices with Removable Storage (1)

> ] Pictures
DVD RW Drive (F:)
» B Videos g

| 4% Computer |
& & Local Disk (C))
» =5 Local Disk (D)

> a DATA (E)
» €8 Network
J‘ A100 Workgroup: WORKGROUP Memory: 2.00 GB
I Processor: Intel(R) Core(TM)2 CPU...
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3. Double-click the DAP-2020. Py =

€M » Network » = |4 ||| Search Network

Organize ¥ Network and Sharing Center  Add aprinter  Add a wireless device - O @
477 Favorites 7 4 Computer (1)
I [% Recently Change| -
B Deskiop w $P2K3-PC
18 Downloads :
%] Recent Places 4 Media Devices (1)
4 [ Libraries = w SP3X3-PC: 5P3X3:
&> [# Decuments
b g Music 4 Network Infrastructure (1) Select a file to preview.
1> [&5] Pictures
[ Videos oy DIRELS
1>« Homegroup

4 8 Computer
@ Local Disk (C)
I g Local Disk (Dy)

=Y LTSN R P——

3items

I

4. Input the WPS PIN number (displayed in the WPS window on the S e ___“.. — a———

Router’s LCD screen or in the Setup > Wireless Setup menu in -
the Router’s Web U |) and C"Ck Next. I To set up a network, type the 8-digit PIN from the router label
You can find the numeric PIN on a label attached to the
router or in the printed information that came from the
I manufacturer.
Hl
Hl PIN: ||
I
I
|
(|
|
et
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5. Type a name to identify the network.

6. To configure advanced settings, click the @ icon.

Click Next to continue.

| ———————
O I s e ———

pE=——

Give your network a name

Your network needs a unique name so that it can be easily identified. It is best to keep the name short (25
characters or less) and recognizable.

Type your network name: @ Security-enabled network
D-Link_Neﬂ | Your network is being set up using WPA2-Personal.
Change passphrase, security level and encryption type (advanced): @

@ Upgrade or replace the router using the network settings stored on this computer

Set Up a Network

Give your network a name

Your network needs a unique name so that it can be easily identified. It is best to keep the name short (25
characters or less) and recognizable.

Type your network name: @ Security-enabled network
D-Link_Net | Your network is being set up using WPA2-Personal.

Change passphrase, security level and encryption type (advanced):

Security key: Security level:
fomm-gizb—9vmv [WPAZ— Personal (Recommended) - ]
Connect automatically Encryption type:

[AES (Recommended) -

@ Upgrade or replace the router using the network settings stored on this computer
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7. The following window appears while the Router is being
configured.

Wait for the configuration to complete.

8. The following window informs you that WPS on the DAP-2020 has
been setup successfully.

Make a note of the security key as you may need to provide this

security key if adding an older wireless device to the network in
the future.

9. Click Close to complete WPS setup.

E=YREN ==
@ ? Set Up a Network

Setting up D-Link_Net...

L S
Set U, Metwi
() B s e SN G S—

D-Link_Net has been successfully set up

To add an older wireless device to this network, you might need to provide this security key

894g-eyd5-g5whb

You can print these network settings for future reference.

For gaming conseles or computers running Windows XP, copy the network profile to a USE drive for
easier set up.
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Troubleshooting

This chapter provides solutions to problems that can occur during the installation and operation of the DAP-2020. Read the
following descriptions if you are having problems. (The examples below are illustrated in Windows" XP. If you have a different
operating system, the screenshots on your computer will look similar to the following examples.)

1. Why can’t | access the web-based configuration utility?

When entering the IP address of the D-Link access point, you are not connecting to a website on the Internet or have to be
connected to the Internet. The device has the utility built-in to a ROM chip in the device itself. Your computer must be on the
same IP subnet to connect to the web-based utility.

« Make sure you have an updated Java-enabled web browser. We recommend the following:

- Microsoft Internet Explorer® 11 and higher
- Mozilla Firefox 28 and higher

- Google™ Chrome 33 and higher

- Apple Safari 7 and higher

- Verify physical connectivity by checking for solid link lights on the device. If you do not get a solid link light, try using a different
cable or connect to a different port on the device if possible. If the computer is turned off, the link light may not be on.

- Disable any internet security software running on the computer. Software firewalls such as Zone Alarm, Black Ice, Sygate,
Norton Personal Firewall, and Windows" XP firewall may block access to the configuration pages. Check the help files included
with your firewall software for more information on disabling or configuring it.
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- Configure your Internet settings:

- Go to Start > Settings > Control Panel. Double-click the Internet Options Icon. From the Security tab, click
the button to restore the settings to their defaults.

« Click the Connection tab and set the dial-up option to Never Dial a Connection. Click the LAN Settings button.
Make sure nothing is checked. Click OK.

- Go to the Advanced tab and click the button to restore these settings to their defaults. Click OK three times.
« Close your web browser (if open) and open it.

« Access the web management. Open your web browser and enter the IP address of your D-Link access point in the address
bar. This should open the login page for your the web management.

« If you still cannot access the configuration, unplug the power to the access point for 10 seconds and plug back in. Wait about
30 seconds and try accessing the configuration. If you have multiple computers, try connecting using a different computer.

2. What can I do if | forgot my password?

If you forgot your password, you must reset your access point. Unfortunately this process will change all your settings back to
the factory defaults.

To reset the access point, locate the reset button (hole) on the rear panel of the unit. With the access point powered on, use a
paperclip to hold the button down for 10 seconds. Release the button and the access point will go through its reboot process.
Wait about 30 seconds to access the access point. The default IP address is 192.168.0.50. When logging in, the username is
Admin and leave the password box empty.
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3. Why can’t | connect to certain sites or send and receive emails when connecting through my access point?

If you are having a problem sending or receiving email, or connecting to secure sites such as eBay, banking sites, and Hotmail,
we suggest lowering the MTU in increments of ten (Ex. 1492, 1482, 1472, etc).

Note: AOL DSL+ users must use MTU of 1400.

To find the proper MTU Size, you'll have to do a special ping of the destination you're trying to go to. A destination could be
another computer, or a URL.

« Click on Start and then click Run.

«Windows’ 95, 98, and Me users type in command (Windows™ NT, 2000, and XP users type in cmd) and press Enter
(or click OK).

- Once the window opens, you'll need to do a special ping. Use the following syntax:

p|ng [url] [_f] [_l] [MTU Value] C:~>ping yahoo.com —F -1 1482
Pinging yahoo.com [66.94_234.131 with 1482 bhytes of data:

needs to be fragmented but DF set.
needs to be fragmented but DF set.
needs to be fragmented but DF set.
needs to be fragmented but DF set.

Ping statistics for 66.94.234.13:
Packets: Sent = 4. Received = B, Lost = 4 (188x loss>.

Example: ping yahoo.com _f _I 1472 Approximate round trip times in milli-seconds:

Minimum = Bms,. Maximum = Bns. Average = Bms

C:~>ping yahoo.com —F -1 1472

Finging yahoo.com [66.94.234.131 with 1472 bytes of data:

.94.234_13: bytez=1472 time=93ms TIL=52
.94.234_13: bytes=1472 time=109ms TTL=52
.94.234_13: bytes=1472 time=125ms TTL=52
Reply from 66.94.234_.13: bytes=1472 time=283ms TTL=52

Ping statistics for 66.94.234.13:

Packets: Sent = 4. Received = 4, Lost = B8 (Bx loss),.
Approximate round trip times in milli—seconds:

Minimum = ?3mz, Maximum = 2B83mz. Average = 132ms

|
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You should start at 1472 and work your way down by 10 each time. Once you get a reply, go up by 2 until you get a fragmented
packet.Take that value and add 28 to the value to account for the various TCP/IP headers. For example, lets say that 1452 was the
proper value, the actual MTU size would be 1480, which is the optimum for the network we're working with (1452+28=1480).

Once you find your MTU, you can now configure your access point with the proper MTU size.

To change the MTU rate on your access point follow the steps below:
- Open your browser, enter the IP address of your access point and click OK.

« Enter your username (Admin) and password (blank by default). Click OK to enter the web configuration page

for the device.
« Click on Setup and then click Manual Configure.
- To change the MTU enter the number in the MTU field and click Save Settings to save your settings.

« Test your email. If changing the MTU does not resolve the problem, continue changing the MTU in increments
of ten.
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Wireless Basics

D-Link wireless products are based on industry standards to provide easy-to-use and compatible high-speed wireless
connectivity within your home, business or public access wireless networks. Strictly adhering to the IEEE standard, the D-Link
wireless family of products will allow you to securely access the data you want, when and where you want it. You will be able
to enjoy the freedom that wireless networking delivers.

A wireless local area network (WLAN) is a cellular computer network that transmits and receives data with radio signals instead of
wires. Wireless LANs are used increasingly in both home and office environments, and public areas such as airports, coffee shops
and universities. Innovative ways to utilize WLAN technology are helping people to work and communicate more efficiently.
Increased mobility and the absence of cabling and other fixed infrastructure have proven to be beneficial for many users.

Wireless users can use the same applications they use on a wired network. Wireless adapter cards used on laptop and desktop
systems support the same protocols as Ethernet adapter cards.

Under many circumstances, it may be desirable for mobile network devices to link to a conventional Ethernet LAN in order
to use servers, printers or an Internet connection supplied through the wired LAN. A Wireless Access point is a device used to
provide this link.
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What is Wireless?

Wireless or Wi-Fi technology is another way of connecting your computer to the network without using wires. Wi-Fi uses radio
frequency to connect wirelessly, so you have the freedom to connect computers anywhere in your home or office.

D-Link is the worldwide leader and award winning designer, developer, and manufacturer of networking products. D-Link
delivers the performance you need at a price you can afford. D-Link has all the products you need to build your network.

How does wireless work?

Wireless works similar to how cordless phone work, through radio signals to transmit data from one point A to point B. But
wireless technology has restrictions as to how you can access the network. You must be within the wireless network range area
to be able to connect your computer. There are two different types of wireless networks Wireless Local Area Network (WLAN),
and Wireless Personal Area Network (WPAN).

Wireless Local Area Network (WLAN)

In a wireless local area network, a device called an Access Point (AP) connects computers to the network. The access point has
a small antenna attached to it, which allows it to transmit data back and forth over radio signals. With an indoor access point
as seen in the picture, the signal can travel up to 300 feet. With an outdoor access point the signal can reach out up to 30 miles
to serve places like manufacturing plants, industrial locations, college and high school campuses, airports, golf courses, and
many other outdoor venues.
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Wireless Personal Area Network (WPAN)

Bluetooth is the industry standard wireless technology used for WPAN. Bluetooth devices in WPAN operate in a range up to
30 feet away.

Compared to WLAN the speed and wireless operation range are both less than WLAN, but in return it doesn’t use nearly as
much power which makes it ideal for personal devices, such as mobile phones, PDAs, headphones, laptops, speakers, and other
devices that operate on batteries.

Who uses wireless?

Wireless technology has become so popular in recent years that almost everyone is using it, whether it’s for home, office,
business, D-Link has a wireless solution for it.

Home
- Gives everyone at home broadband access
« Surf the web, check email, instant message, etc.
- Gets rid of the cables around the house
« Simple and easy to use

Small Office and Home Office
- Stay on top of everything at home as you would at office
- Remotely access your office network from home
« Share Internet connection and printer with multiple computers
« No need to dedicate office space
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Where is wireless used?
Wireless technology is expanding everywhere not just at home or office. People like the freedom of mobility and it's becoming
so popular that more and more public facilities now provide wireless access to attract people. The wireless connection in public

places is usually called “hotspots”.

Using a D-Link USB Adapter with your laptop, you can access the hotspot to connect to Internet from remote locations like:
Airports, Hotels, Coffee Shops, Libraries, Restaurants, and Convention Centers.

Wireless network is easy to setup, but if you're installing it for the first time it could be quite a task not knowing where to start.
That’s why we've put together a few setup steps and tips to help you through the process of setting up a wireless network.

Tips

Here are a few things to keep in mind, when you install a wireless network.

Centralize your access point or Access Point

Make sure you place the bridge/access point in a centralized location within your network for the best performance. Try to
place the bridge/access point as high as possible in the room, so the signal gets dispersed throughout your home. If you have
a two-story home, you may need a repeater to boost the signal to extend the range.

Eliminate Interference

Place home appliances such as cordless telephones, microwaves, wireless speakers, and televisions as far away as possible from

the bridge/access point. This would significantly reduce any interference that the appliances might cause since they operate
on same frequency.
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Security

Don't let your next-door neighbors or intruders connect to your wireless network. Secure your wireless network by turning
on the WPA or WEP security feature on the access point. Refer to product manual for detail information on how to set it up.

Wireless Modes

There are basically two modes of networking:

« Infrastructure - All wireless clients will connect to an access point or wireless bridge.

« Ad-Hoc - Directly connecting to another computer, for peer-to-peer communication, using wireless network
adapters on each computer, such as two or more wireless network Cardbus adapters.

An Infrastructure network contains an Access Point or wireless bridge. All the wireless devices, or clients, will connect to the
wireless bridge or access point.

An Ad-Hoc network contains only clients, such as laptops with wireless cardbus adapters. All the adapters must be in Ad-Hoc
mode to communicate.
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Networking Basics

Check your IP address

After you install your adapter, by default, the TCP/IP settings should be set to obtain an IP address from a DHCP server (i.e.
wireless router) automatically. To verify your IP address, please follow the steps below.

Click on Start > Run. In the run box type emd and click OK. (Windows® 7/Vista® users type cmd in the Start Search box.)

At the prompt, type ipconfig and press Enter. # C:\WINDOWS\system32\cmd.exe

Microsoft Windows HP [Uersion 5.1.260881]
{C>» Copyright 1985-2881 Microsoft Corp.

This will display the IP address, subnet mask, and the
default gateway of your adapter.

C:~Documents and Settings>ipconfig

Mindows IP Configuration

Ethernet adapter Local Area Connection:

If the address is 0.0.0.0, check your adapter installation, _ . .
. . . Connecﬁlgg—“pec1f1c DNE Suffix . G
security settings, and the settings on your router. Subnet Mask | . 111l liitiagsslilicce
Default Gateway 8
Some firewall software programs may block a DHCP
request on newly installed adapters.

C:-“Documents and Settings>_

D-Link DAP-2020 User Manual 91



Appendix B - Networking Basics

Statically Assign an IP address

If you are not using a DHCP capable gateway/router, or you need to assign a static IP address, please follow the steps below:

Step 1

Windows” 7 - Click on Start > Control Panel > Network and Internet > Network and Sharing Center > Change Adapter
Setting.

Windows Vista” - Click on Start > Control Panel > Network and Internet > Network and Sharing Center > Manage Network
Connections.

Windows® XP -  Click on Start > Control Panel > Network Connections.
Windows’ 2000 - From the desktop, right-click My Network Places > Properties.

Step 2
Right-click on the Local Area Connection which represents your network adapter and select Properties.
Step 3
Highlight Internet Protocol (TCP/IP) and click Properties.
Step 4
Click Use the following IP address and enter an IP address that is on the same subnet
as your network or the LAN IP address on your router. Gorer |
Equ can ET: IPDstitting_s agzigned aduttnmaliicallp if y?ur rLelv;ork SLth?ortrs
Example: If the router’s LAN IP address is 192.168.0.1, make your IP address 192.168.0.X | "=
where X is a number between 2 and 99. Make sure that the number you choose is not in s
use on the network. Set Default Gateway the same as the LAN IP address of your router 1P asress: ECACEEE
(—I 92.168.0 1) Subnet mask: [ 255.255.2% . 1 |
' o : Drefault gateway: }:1921-88 s a4
Set Primary DNS the same as the LAN IP address of your router (192.168.0.1). TRE || & e retobums ot sove stionns
Secondary DNS is not needed or you may enter a DNS server from your ISP. Prefared DNS serve: i;ﬂ_slzf_l_'!'@'s;l'.._ﬂ__'}"'_n_ ]
Alternate DNS server: - . . : ]
Step 5 Advance d.
Click OK twice to save your settings.
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Technical Specifications

Standards Modulation
«|[EEE 802.11n - DQPSK
- IEEE 802.11g + DBPSK
- |[EEE 802.11b - CCK
- |[EEE 802.3 «- OFDM
- |[EEE 802.3u
Frequency Range?
Security + 2.4GHz to 2.483GHz
+ WPA-Personal
« WPA2-Personal LEDs
+ WPA-Enterprise « Power + Wireless
« WPA2-Enterprise « Security « LAN
Wireless Signal Rates' Operating Temperature
+300Mbps  « 108Mbps +32°F to 131°F (0°C to 55°C)
« 54Mbps « 48Mbps
+ 36Mbps « 24Mbps Humidity
+ 18Mbps « 12Mbps + 90% maximum (non-condensing)
+ 11Mbps + 9Mbps
« 6Mbps « 5.5Mbps Safety & Emissions
« 2Mbps « 1Mbps «FCC . IC
- CE « C-Tick

Maximum Operating Voltage
«12V/0.5A Dimensions
+ 144 (W) x 109 (D) x 30 (H) mm (5.67 x 4.29 x 1.18 inches)

Warranty
2 years

'Maximum wireless signal rate derived from IEEE Standard 802.11g and 802.11n specifications. Actual data throughput will vary. Network conditions and environmental factors,
including volume of network traffic, building materials and construction, and network overhead, lower actual data throughput rate. Environmental conditions will adversely
affect wireless signal range.

’Range varies depending on country’s regulation.
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Trademarks:
D-Link is a registered trademark of D-Link Corporation/D-Link Systems, Inc. Other trademarks or registered trademarks are the property of their
respective owners.

Copyright Statement:

No part of this publication or documentation accompanying this product may be reproduced in any form or by any means or used to make any
derivative such as translation, transformation, or adaptation without permission from D-Link Corporation/D-Link Systems, Inc., as stipulated by the
United States Copyright Act of 1976 and any amendments thereto. Contents are subject to change without prior notice.

Copyright ©2010-2011 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning:
This is a Class B product. In a domestic environment, this product may cause radio interference, in which case the user may be required to take
adequate measures.

Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference in a residential installation. This equipment generates, uses and can radiate
radio frequency energy and, if not installed and used in accordance with the instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular installation. If this equipment does cause harmful interference to radio
or television reception, which can be determined by turning the equipment off and on, the user is encouraged to try to correct the interference by
one of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for compliance could void the user’s authority to
operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1) This device may not cause harmful
interference, and (2) this device must accept any interference received, including interference that may cause undesired operation.
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